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*** Start of change ***
8.3.1
Initial Context Setup
8.3.1.1
General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE.

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE.
-
the Handover Restriction List IE, which may contain roaming, area or access restrictions.

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the CS Fallback Indicator IE.
-
the SRVCC Operation Possible IE.

-
the CSG Membership Status IE.
-     the GUMMEI IE, which indicates the MME serving the UE.
-     the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain the CSG Membership Status IE, if the cell accessed by the UE is a hybrid cell.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.

-
store the received Handover Restriction List in the UE context. 

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in [9].

-
store the received UE Security Capabilities in the UE context.

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in [15].

-
store the received CSG Membership Status in the UE context.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming area nor access restriction applies to the UE. The eNB shall also consider that no roaming area nor access restriction applies to the UE when:

-
one of the setup E-RABs has some particular ARP values [11]

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and process according to [17].

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in [10]. 

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in [17].

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Key IE.
If the GUMMEI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall store this information in the UE context and use it for subsequent X2 handovers.
If the MME UE S1AP ID 2 IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall store this information in the UE context and use it for subsequent X2 handovers. 
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment e.g.: “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-1: Initial Context Setup procedure. Unsuccessful operation.

If the eNB is not able to establish an S1 UE context, or cannot even establish one non GBR bearer it shall consider the procedure as failed and reply with the INITIAL CONTEXT SETUP FAILURE message.
8.3.1.4
Abnormal Conditions

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall consider the establishment of the corresponding E-RAB as failed. 

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing several E-RAB ID IEs (in the E-RAB to Be Setup List IE) set to the same value, the eNB shall consider the establishment of the corresponding E-RABs as failed.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all Ues [15], do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB [15], the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 algorithm in all Ues [15], do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.
*** Next change ***
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE. 

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains the serving PLMN and may contain equivalent PLMNs, and roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has some particular ARP values [11].

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target cell for subsequent handover attempts. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

Upon receiption of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the received SRVCC operation possible in the UE context and, if supported, use it as defined in [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in [15] 

If the Trace activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in [10]. 
If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell. 
If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
After all necessary resources for the admitted E-RABs have been allocated the target eNB generates the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell shall be included in the E-RABs Failed to Setup List IE. 
If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE, set to “Data forwarding not possible” then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains UL GTP-TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Admitted List IE then the target eNB requests forwarding of uplink data for this bearer.

If the Request Type IE is included in the HANDOVER REQUEST message then the target eNB should perform the requested location reporting functionality for the UE as described in section 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Context IE.
If the GUMMEI IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.
If the MME UE S1AP ID 2 IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers. 
8.4.2.3
Unsuccessful Operation
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Figure 8.4.2.3-1: Handover resource allocation: unsuccessful operation

If the target eNB does not admit at least one non-GBR E-RAB, or a failure occurs during the Handover Preparation, it shall send the HANDOVER FAILURE message to the MME with an appropriate cause value. 

If the target eNB does not receive the CSG Membership Status IE but does receive the CSG Id IE in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id of the target cell, the eNB shall send the HANDOVER FAILURE message to the MME with an appropriate cause value.

If the target eNB receives a HANDOVER REQUEST message containing RRC Container IE that does not include required information as specified in [16], the target eNB shall send the HANDOVER FAILURE message to the MME.

8.4.2.4
Abnormal Conditions

If the eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall not admit the corresponding E-RAB. 

If the eNB receives a HANDOVER REQUEST message containing several E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the eNB shall not admit the corresponding E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is not contained in the Source eNB to Target eNB Transparent Container IE whereas available in the source eNB, the target eNB shall trigger a local error handling (Note that it is assumed that the information needed to verify this condition is visible within the system, see section 4.1).

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all Ues [15], do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB [15], the eNB shall reject the procedure using the HANDOVER FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE plus the mandated support of the EIA0 algorithm in all Ues [15], do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB [15] , the eNB shall reject the procedure using the HANDOVER FAILURE message. 
If the eNB receives a HANDOVER REQUEST message which does not contain the Handover Restriction List IE, and the serving PLMN cannot be determined otherwise by the eNB, the eNB shall reject the procedure using the HANDOVER FAILURE message.

If the eNB receives a HANDOVER REQUEST message containing the Handover Restriction List IE, and the serving PLMN indicated is not supported by the target cell, the eNB shall reject the procedure using the HANDOVER FAILURE message.
*** Next change ***
8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The eNB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME. 

If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the UE Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.

After all necessary updates including the UP path switch have been successfully completed in the EPC for at least one of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNB and the procedure ends. The UE-associated logical S1-connection shall be established at reception of the PATH SWITCH REQUEST ACKNOWLEDGE message.

In case the EPC failed to perform the UP path switch for at least one, but not all, of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall include the E-RABs it failed to perform UP path switch in the PATH SWITCH REQUEST ACKNOWLEDGE E-RAB To Be Released List IE. In this case, the eNB shall release the corresponding data radio bearers, and the eNB shall regard the E-RABs indicated in the E-RAB To Be Released List IE as being fully released.
If the CSG Id IE and no Cell Access Mode IE are received in the PATH SWITCH REQUET message, the MME shall use it in core network as specified in [11]. If the CSG Id IE and the Cell Access Mode IE set to “hybrid” are received in the PATH SWITCH REQUEST message, the MME shall decide the membership status of the UE and use it in core network as specified in [11].
If the GUMMEI of the MME currently serving the UE is available at the eNB (see TS 36.300 [14]) the eNB shall include the Source MME GUMMEI IE within the PATH SWITCH REQUEST message.

Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it for the next X2 handover or Intra eNB handovers as specified in [15].
The PATH SWITCH REQUEST ACKNOWLEDGE message may contain 

-
the UE Aggregate Maximum Bit Rate IE. 

If the UE Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context.

In case the EPC decides to change the uplink termination point of the tunnels it may include the E-RAB To Be Switched in Uplink List IE in the PATH SWITCH REQUEST ACKNOWLEDGE message to specify a new uplink transport layer address and uplink GTP-TEID for each respective E-RAB for which it wants to change the uplink tunnel termination point. 

When the eNB receives the PATH SWITCH REQUEST ACKNOWLEDGE message and if this message includes the E-RAB To Be Switched in Uplink List IE, the eNB shall start delivering the uplink packets of the concerned E-RABs to the new uplink tunnel endpoints as indicated in the message.

8.4.4.3
Unsuccessful Operation
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Figure 8.4.4.3-1: Path switch request: unsuccessful operation

If the EPC fails to switch the downlink GTP tunnel endpoint towards a new GTP tunnel endpoint for all E-RAB included in the E-RAB To Be Switched in Downlink List IE during the execution of the Path Switch Request procedure, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB with an appropriate cause value. In this case, the eNB is expected to decide its subsequent actions and the MME to behave as described in [11].
8.4.4.4
Abnormal Conditions

If the MME receives a PATH SWITCH REQUEST message containing several E-RAB ID IEs (in the E-RAB To Be Switched in Downlink List IE) set to the same value, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB.

*** Next change ***
9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request the setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see [15]
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving the UE
	YES
	reject

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME
	YES
	reject


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


*** Next change ***
9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs
	-
	

	>> E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving  the UE 
	YES
	reject

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME 
	YES
	reject


Editor’s Note: The details of required IEs to indicate security parameters in the message (e.g., encryption and integrity protection information) are FFS.

	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value “UTRANtoLTE” or “GERANtoLTE”


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


*** Next change ***
9.1.5.8
PATH SWITCH REQUEST

This message is sent by the eNB to request the MME to switch DL GTP tunnel termination point(s) from one end-point to another.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>E-RABs Switched in Downlink Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport layer address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs
	-
	

	Source MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	ignore

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	ignore

	Source MME GUMMEI
	O
	
	9.2.3.9
	
	YES
	reject


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


*** Next change ***
9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


UEAggregateMaximumBitrate,


Cause,


CellAccessMode,


Cdma2000HORequiredIndication,


Cdma2000HOStatus,


Cdma2000OneXSRVCCInfo,


Cdma2000OneXRAND,

Cdma2000PDU,


Cdma2000RATType,


Cdma2000SectorID,


EUTRANRoundTripDelayEstimationInfo,

CNDomain,


ConcurrentWarningMessageIndicator,


CriticalityDiagnostics,


CSFallbackIndicator,


CSG-Id,


CSG-IdList, 

CSGMembershipStatus,


Data-Forwarding-Not-Possible,

Direct-Forwarding-Path-Availability,


Global-ENB-ID,


EUTRAN-CGI,


ENBname,


ENB-StatusTransfer-TransparentContainer,

ENB-UE-S1AP-ID,


ExtendedRepetitionPeriod,


GTP-TEID,


GUMMEI,


HandoverRestrictionList,


HandoverType,

LPPa-PDU,

MMEname,


MME-UE-S1AP-ID,

MSClassmark2,


MSClassmark3,


NAS-PDU,


NASSecurityParametersfromE-UTRAN,


NASSecurityParameterstoE-UTRAN,

OverloadResponse,


PagingDRX,


PLMNidentity,


RIMTransfer,


RelativeMMECapacity,


RequestType,


E-RAB-ID,


E-RABLevelQoSParameters,


E-RABList,

Routing-ID,

SecurityKey,


SecurityContext,


ServedGUMMEIs,


SONConfigurationTransfer,


Source-ToTarget-TransparentContainer,


SourceBSS-ToTargetBSS-TransparentContainer,


SourceeNB-ToTargeteNB-TransparentContainer,


SourceRNC-ToTargetRNC-TransparentContainer,


SubscriberProfileIDforRFP,


SRVCCOperationPossible,

SRVCCHOIndication,


SupportedTAs,


TAI,


Target-ToSource-TransparentContainer,


TargetBSS-ToSourceBSS-TransparentContainer,



TargeteNB-ToSourceeNB-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TimeToWait,


TraceActivation,


E-UTRAN-Trace-ID,


TransportLayerAddress,


UEIdentityIndexValue,


UEPagingID,


UERadioCapability,


UE-S1AP-IDs,


UE-associatedLogicalS1-ConnectionItem,


UESecurityCapabilities,


S-TMSI,


MessageIdentifier,


SerialNumber,


WarningAreaList,


RepetitionPeriod,


NumberofBroadcastRequest,


WarningType,


WarningSecurityInfo,


DataCodingScheme,


WarningMessageContents,


BroadcastCompletedAreaList,


RRC-Establishment-Cause,


BroadcastCancelledAreaList,


PS-ServiceNotAvailable
FROM S1AP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-Container{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-SingleContainer{},


S1AP-PRIVATE-IES,


S1AP-PROTOCOL-EXTENSION,


S1AP-PROTOCOL-IES,


S1AP-PROTOCOL-IES-PAIR

FROM S1AP-Containers


id-uEaggregateMaximumBitrate,


id-Cause,


id-CellAccessMode,


id-cdma2000HORequiredIndication,


id-cdma2000HOStatus,


id-cdma2000OneXSRVCCInfo,


id-cdma2000OneXRAND,


id-cdma2000PDU,


id-cdma2000RATType,


id-cdma2000SectorID,


id-EUTRANRoundTripDelayEstimationInfo,

id-CNDomain,


id-ConcurrentWarningMessageIndicator,


id-CriticalityDiagnostics,


id-CSFallbackIndicator,


id-CSG-Id,


id-CSG-IdList, 

id-CSGMembershipStatus, 

id-Data-Forwarding-Not-Possible,

id-DefaultPagingDRX,


id-Direct-Forwarding-Path-Availability,


id-Global-ENB-ID,


id-EUTRAN-CGI,


id-eNBname,


id-eNB-StatusTransfer-TransparentContainer,


id-eNB-UE-S1AP-ID, 


id-GERANtoLTEHOInformationRes,


id-GUMMEI-ID,


id-HandoverRestrictionList,


id-HandoverType,


id-InitialContextSetup,


id-Inter-SystemInformationTransferTypeEDT,


id-Inter-SystemInformationTransferTypeMDT,

id-LPPa-PDU,


id-NAS-DownlinkCount,


id-MMEname,


id-MME-UE-S1AP-ID,


id-MSClassmark2,


id-MSClassmark3,


id-NAS-PDU,


id-NASSecurityParametersfromE-UTRAN,


id-NASSecurityParameterstoE-UTRAN,


id-OverloadResponse,


id-pagingDRX,


id-RelativeMMECapacity,


id-RequestType,


id-Routing-ID,

id-E-RABAdmittedItem,


id-E-RABAdmittedList,


id-E-RABDataForwardingItem,


id-E-RABFailedToModifyList,


id-E-RABFailedToReleaseList,


id-E-RABFailedtoSetupItemHOReqAck,


id-E-RABFailedToSetupListBearerSURes,


id-E-RABFailedToSetupListCtxtSURes,


id-E-RABFailedToSetupListHOReqAck,


id-E-RABFailedToBeReleasedList,


id-E-RABModify,


id-E-RABModifyItemBearerModRes,


id-E-RABModifyListBearerModRes,


id-E-RABRelease,


id-E-RABReleaseItemBearerRelComp,


id-E-RABReleaseItemHOCmd,


id-E-RABReleaseListBearerRelComp,


id-E-RABReleaseIndication,


id-E-RABSetup,


id-E-RABSetupItemBearerSURes,


id-E-RABSetupItemCtxtSURes,

id-E-RABSetupListBearerSURes,

id-E-RABSetupListCtxtSURes,


id-E-RABSubjecttoDataForwardingList,


id-E-RABToBeModifiedItemBearerModReq,


id-E-RABToBeModifiedListBearerModReq,


id-E-RABToBeReleasedList,


id-E-RABReleasedList,


id-E-RABToBeSetupItemBearerSUReq,


id-E-RABToBeSetupItemCtxtSUReq,


id-E-RABToBeSetupItemHOReq,


id-E-RABToBeSetupListBearerSUReq,


id-E-RABToBeSetupListCtxtSUReq,


id-E-RABToBeSetupListHOReq,


id-E-RABToBeSwitchedDLItem,


id-E-RABToBeSwitchedDLList,


id-E-RABToBeSwitchedULList,


id-E-RABToBeSwitchedULItem,


id-E-RABtoReleaseListHOCmd,


id-SecurityKey,


id-SecurityContext,


id-ServedGUMMEIs,


id-SONConfigurationTransferECT,


id-SONConfigurationTransferMCT,


id-Source-ToTarget-TransparentContainer,


id-Source-ToTarget-TransparentContainer-Secondary,


id-SourceMME-UE-S1AP-ID,


id-SRVCCOperationPossible,

id-SRVCCHOIndication,


id-SubscriberProfileIDforRFP,


id-SupportedTAs,


id-S-TMSI,


id-TAI,


id-TAIItem,


id-TAIList,


id-Target-ToSource-TransparentContainer,

id-Target-ToSource-TransparentContainer-Secondary,

id-TargetID,


id-TimeToWait,


id-TraceActivation,


id-E-UTRAN-Trace-ID,


id-UEIdentityIndexValue,


id-UEPagingID,


id-UERadioCapability,


id-UTRANtoLTEHOInformationRes,


id-UE-associatedLogicalS1-ConnectionListResAck,

id-UE-associatedLogicalS1-ConnectionItem,


id-UESecurityCapabilities,


id-UE-S1AP-IDs,

id-ResetType,


id-MessageIdentifier,


id-SerialNumber,


id-WarningAreaList,


id-RepetitionPeriod,


id-NumberofBroadcastRequest,


id-WarningType,


id-WarningSecurityInfo,


id-DataCodingScheme,


id-WarningMessageContents,


id-BroadcastCompletedAreaList,


id-BroadcastCancelledAreaList,


id-RRC-Establishment-Cause,


id-TraceCollectionEntityIPAddress,
maxnoofTAIs,


maxNrOfErrors,


maxNrOfE-RABs,


maxNrOfIndividualS1ConnectionsToReset,


maxnoofEmergencyAreaID,


maxnoofCellID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI,


id-ExtendedRepetitionPeriod,


id-PS-ServiceNotAvailable,


id-SourceMME-GUMMEI,

id-MME-UE-S1AP-ID-2
FROM S1AP-Constants;

*** Next change ***
-- **************************************************************

--

-- Handover Request

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {HandoverRequestIEs} },


...

}

HandoverRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID








PRESENCE mandatory
} |


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType








PRESENCE mandatory
} |


{ ID id-Cause








CRITICALITY ignore
TYPE Cause

 








PRESENCE mandatory
} |


{ ID id-uEaggregateMaximumBitrate



CRITICALITY reject
TYPE UEAggregateMaximumBitrate




PRESENCE mandatory
}|


{ ID id-E-RABToBeSetupListHOReq




CRITICALITY reject
TYPE E-RABToBeSetupListHOReq

 



PRESENCE mandatory
} |


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject
TYPE Source-ToTarget-TransparentContainer
PRESENCE mandatory
} |


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE mandatory
}|


{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList





PRESENCE optional
}|

{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation







PRESENCE optional
}|


{ ID id-RequestType







CRITICALITY ignore
TYPE RequestType








PRESENCE optional
}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible





PRESENCE optional
}|


{ ID id-SecurityContext






CRITICALITY reject
TYPE SecurityContext







PRESENCE mandatory}|


{ ID id-NASSecurityParameterstoE-UTRAN


CRITICALITY reject
TYPE NASSecurityParameterstoE-UTRAN


PRESENCE conditional


-- This IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE" --
} |


{ ID id-CSG-Id








CRITICALITY reject
TYPE CSG-Id










PRESENCE optional} |


{ ID id-CSGMembershipStatus





CRITICALITY ignore
TYPE CSGMembershipStatus






PRESENCE optional} |

{ ID id-GUMMEI-ID







CRITICALITY  reject
TYPE GUMMEI










PRESENCE optional
} |


{ ID id-MME-UE-S1AP-ID-2





CRITICALITY  reject
TYPE MME-UE-S1AP-ID
 







PRESENCE optional
},


...

}

E-RABToBeSetupListHOReq 




::= E-RAB-IE-ContainerList { {E-RABToBeSetupItemHOReqIEs} }

E-RABToBeSetupItemHOReqIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSetupItemHOReq


CRITICALITY reject
TYPE E-RABToBeSetupItemHOReq


PRESENCE mandatory
},


...

}

E-RABToBeSetupItemHOReq ::= SEQUENCE {


e-RAB-ID






E-RAB-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID






GTP-TEID,


e-RABlevelQosParameters



E-RABLevelQoSParameters,


iE-Extensions





ProtocolExtensionContainer { {E-RABToBeSetupItemHOReq-ExtIEs} }


OPTIONAL,


...

}

E-RABToBeSetupItemHOReq-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


{ID
id-Data-Forwarding-Not-Possible
   CRITICALITY ignore
EXTENSION  Data-Forwarding-Not-Possible   PRESENCE optional},


...

}

*** Next change ***
-- **************************************************************

--

-- Path Switch Request

--

-- **************************************************************

PathSwitchRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { PathSwitchRequestIEs} },


...

}

PathSwitchRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 


PRESENCE mandatory
}|


{ ID id-E-RABToBeSwitchedDLList


CRITICALITY reject
TYPE E-RABToBeSwitchedDLList
PRESENCE mandatory
}|


{ ID id-SourceMME-UE-S1AP-ID


CRITICALITY reject
TYPE MME-UE-S1AP-ID
 


PRESENCE mandatory
}|


{ ID id-EUTRAN-CGI





CRITICALITY ignore
TYPE EUTRAN-CGI




PRESENCE mandatory}|


{ ID id-TAI







CRITICALITY ignore
TYPE TAI





PRESENCE mandatory}|


{ ID id-UESecurityCapabilities


CRITICALITY ignore
TYPE UESecurityCapabilities

PRESENCE mandatory
}|

{ ID id-CSG-Id






CRITICALITY ignore
TYPE CSG-Id










PRESENCE optional }|


{ ID id-CellAccessMode




CRITICALITY ignore
TYPE CellAccessMode








PRESENCE optional }|

{ ID id-SourceMME-GUMMEI



CRITICALITY reject
TYPE GUMMEI










PRESENCE optional },

...

}

E-RABToBeSwitchedDLList 




::= E-RAB-IE-ContainerList { {E-RABToBeSwitchedDLItemIEs} }

E-RABToBeSwitchedDLItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSwitchedDLItem


CRITICALITY reject
TYPE E-RABToBeSwitchedDLItem


PRESENCE mandatory
},


...

}

E-RABToBeSwitchedDLItem ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID




GTP-TEID,


iE-Extensions




ProtocolExtensionContainer { { E-RABToBeSwitchedDLItem-ExtIEs} }


OPTIONAL,


...

}

E-RABToBeSwitchedDLItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

*** Next change ***
-- **************************************************************

--

-- Initial Context Setup Request

--

-- **************************************************************

InitialContextSetupRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {InitialContextSetupRequestIEs} },


...

}

InitialContextSetupRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY reject
TYPE UEAggregateMaximumBitrate

PRESENCE mandatory
}|


{ ID id-E-RABToBeSetupListCtxtSUReq


CRITICALITY reject
TYPE E-RABToBeSetupListCtxtSUReq
 
PRESENCE mandatory
}|


{ ID id-UESecurityCapabilities

CRITICALITY reject
TYPE UESecurityCapabilities


PRESENCE mandatory
}|


{ ID id-SecurityKey

CRITICALITY reject
TYPE SecurityKey


PRESENCE mandatory
}|


{ ID id-TraceActivation



CRITICALITY ignore
TYPE TraceActivation
 


PRESENCE optional
}|


{ ID id-HandoverRestrictionList

CRITICALITY ignore
TYPE HandoverRestrictionList

PRESENCE optional
}|


{ ID id-UERadioCapability


CRITICALITY ignore
TYPE UERadioCapability



PRESENCE optional
}|


{ ID id-SubscriberProfileIDforRFP
CRITICALITY ignore
TYPE SubscriberProfileIDforRFP
PRESENCE optional
}|


{ ID id-CSFallbackIndicator


CRITICALITY reject

TYPE CSFallbackIndicator

PRESENCE optional
}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible

PRESENCE optional
}|


{ ID id-CSGMembershipStatus


CRITICALITY
 ignore

TYPE CSGMembershipStatus

PRESENCE optional
}|

{ ID id-GUMMEI-ID




CRITICALITY  reject

TYPE GUMMEI






PRESENCE optional
} |


{ ID id-MME-UE-S1AP-ID-2


CRITICALITY  reject

TYPE MME-UE-S1AP-ID
 



PRESENCE optional
},

...

}

E-RABToBeSetupListCtxtSUReq ::= SEQUENCE (SIZE(1.. maxNrOfE-RABs)) OF ProtocolIE-SingleContainer { {E-RABToBeSetupItemCtxtSUReqIEs} }

E-RABToBeSetupItemCtxtSUReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSetupItemCtxtSUReq
 CRITICALITY reject 
TYPE E-RABToBeSetupItemCtxtSUReq 
PRESENCE mandatory },


...

}

E-RABToBeSetupItemCtxtSUReq ::= SEQUENCE {


e-RAB-ID




E-RAB-ID,


e-RABlevelQoSParameters




E-RABLevelQoSParameters,




transportLayerAddress 


TransportLayerAddress,


gTP-TEID


GTP-TEID,

nAS-PDU



NAS-PDU

OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {E-RABToBeSetupItemCtxtSUReqExtIEs} } OPTIONAL,


...

}

E-RABToBeSetupItemCtxtSUReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

*** Next change ***
9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

S1AP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


ProcedureCode,


ProtocolIE-ID

FROM S1AP-CommonDataTypes;

-- **************************************************************

--

-- Elementary Procedures

--

-- **************************************************************

id-HandoverPreparation 



ProcedureCode ::= 0

id-HandoverResourceAllocation 

ProcedureCode ::= 1

id-HandoverNotification 


ProcedureCode ::= 2

id-PathSwitchRequest 



ProcedureCode ::= 3

id-HandoverCancel 




ProcedureCode ::= 4

id-E-RABSetup





ProcedureCode ::= 5

id-E-RABModify 





ProcedureCode ::= 6

id-E-RABRelease





ProcedureCode ::= 7

id-E-RABReleaseIndication


ProcedureCode ::= 8

id-InitialContextSetup



ProcedureCode ::= 9

id-Paging






ProcedureCode ::= 10

id-downlinkNASTransport



ProcedureCode ::= 11

id-initialUEMessage




ProcedureCode ::= 12

id-uplinkNASTransport



ProcedureCode ::= 13

id-Reset






ProcedureCode::= 14

id-ErrorIndication




ProcedureCode ::= 15

id-NASNonDeliveryIndication


ProcedureCode ::= 16

id-S1Setup






ProcedureCode ::= 17

id-UEContextReleaseRequest


ProcedureCode ::= 18

id-DownlinkS1cdma2000tunneling

ProcedureCode ::= 19

id-UplinkS1cdma2000tunneling

ProcedureCode ::= 20

id-UEContextModification


ProcedureCode ::= 21

id-UECapabilityInfoIndication

ProcedureCode ::= 22

id-UEContextRelease




ProcedureCode ::= 23

id-eNBStatusTransfer



ProcedureCode ::= 24

id-MMEStatusTransfer



ProcedureCode ::= 25

id-DeactivateTrace




ProcedureCode ::= 26

id-TraceStart





ProcedureCode ::= 27

id-TraceFailureIndication


ProcedureCode ::= 28

id-ENBConfigurationUpdate


ProcedureCode ::= 29

id-MMEConfigurationUpdate


ProcedureCode ::= 30

id-LocationReportingControl


ProcedureCode ::= 31

id-LocationReportingFailureIndication
ProcedureCode ::= 32

id-LocationReport




ProcedureCode ::= 33

id-OverloadStart




ProcedureCode ::= 34

id-OverloadStop





ProcedureCode ::= 35

id-WriteReplaceWarning



ProcedureCode ::= 36

id-eNBDirectInformationTransfer

ProcedureCode ::= 37
id-MMEDirectInformationTransfer
ProcedureCode ::= 38
id-PrivateMessage




ProcedureCode ::= 39

id-eNBConfigurationTransfer


ProcedureCode ::= 40
id-MMEConfigurationTransfer


ProcedureCode ::= 41
id-CellTrafficTrace




ProcedureCode ::= 42

id-Kill







ProcedureCode ::= 43

id-downlinkUEAssociatedLPPaTransport
ProcedureCode ::= 44
id-uplinkUEAssociatedLPPaTransport

ProcedureCode ::= 45
id-downlinkNonUEAssociatedLPPaTransport
ProcedureCode ::= 46
id-uplinkNonUEAssociatedLPPaTransport
ProcedureCode ::= 47
-- **************************************************************

--

-- Extension constants

--

-- **************************************************************

maxPrivateIEs 





INTEGER ::= 65535

maxProtocolExtensions 



INTEGER ::= 65535

maxProtocolIEs





INTEGER ::= 65535

-- **************************************************************

--

-- Lists

--

-- **************************************************************

maxNrOfCSGs







INTEGER ::= 256

maxNrOfE-RABs






INTEGER ::= 256

maxnoofTAIs







INTEGER ::= 256

maxnoofTACs







INTEGER ::= 256

maxNrOfErrors






INTEGER ::= 256

maxnoofBPLMNs






INTEGER ::= 6

maxnoofPLMNsPerMME





INTEGER ::= 32
maxnoofEPLMNs






INTEGER ::= 15

maxnoofEPLMNsPlusOne




INTEGER ::= 16

maxnoofForbLACs






INTEGER ::= 4096

maxnoofForbTACs






INTEGER ::= 4096

maxNrOfIndividualS1ConnectionsToReset
INTEGER ::= 256

maxnoofCells






INTEGER ::= 16

maxnoofTAIforWarning




INTEGER ::= 65535 

maxnoofCellID






INTEGER ::= 65535 

maxnoofEmergencyAreaID




INTEGER ::= 65535 
maxnoofCellinTAI





INTEGER ::= 65535 

maxnoofCellinEAI





INTEGER ::= 65535 

maxnoofeNBX2TLAs





INTEGER ::= 2

maxnoofRATs







INTEGER ::= 8

maxnoofGroupIDs






INTEGER ::= 65535

maxnoofMMECs






INTEGER ::= 256
-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-MME-UE-S1AP-ID






ProtocolIE-ID ::= 0

id-HandoverType







ProtocolIE-ID ::= 1

id-Cause








ProtocolIE-ID ::= 2

id-SourceID








ProtocolIE-ID ::= 3

id-TargetID








ProtocolIE-ID ::= 4

id-eNB-UE-S1AP-ID






ProtocolIE-ID ::= 8

id-E-RABSubjecttoDataForwardingList


ProtocolIE-ID ::= 12

id-E-RABtoReleaseListHOCmd




ProtocolIE-ID ::= 13

id-E-RABDataForwardingItem




ProtocolIE-ID ::= 14

id-E-RABReleaseItemBearerRelComp


ProtocolIE-ID ::= 15

id-E-RABToBeSetupListBearerSUReq


ProtocolIE-ID ::= 16

id-E-RABToBeSetupItemBearerSUReq


ProtocolIE-ID ::= 17

id-E-RABAdmittedList





ProtocolIE-ID ::= 18

id-E-RABFailedToSetupListHOReqAck


ProtocolIE-ID ::= 19

id-E-RABAdmittedItem





ProtocolIE-ID ::= 20

id-E-RABFailedtoSetupItemHOReqAck


ProtocolIE-ID ::= 21

id-E-RABToBeSwitchedDLList




ProtocolIE-ID ::= 22

id-E-RABToBeSwitchedDLItem




ProtocolIE-ID ::= 23

id-E-RABToBeSetupListCtxtSUReq



ProtocolIE-ID ::= 24

id-TraceActivation






ProtocolIE-ID ::= 25

id-NAS-PDU








ProtocolIE-ID ::= 26

id-E-RABToBeSetupItemHOReq




ProtocolIE-ID ::= 27

id-E-RABSetupListBearerSURes



ProtocolIE-ID ::= 28

id-E-RABFailedToSetupListBearerSURes

ProtocolIE-ID ::= 29

id-E-RABToBeModifiedListBearerModReq

ProtocolIE-ID ::= 30
id-E-RABModifyListBearerModRes



ProtocolIE-ID ::= 31
id-E-RABFailedToModifyList




ProtocolIE-ID ::= 32
id-E-RABToBeReleasedList




ProtocolIE-ID ::= 33
id-E-RABFailedToReleaseList




ProtocolIE-ID ::= 34

id-E-RABItem







ProtocolIE-ID ::= 35

id-E-RABToBeModifiedItemBearerModReq

ProtocolIE-ID ::= 36

id-E-RABModifyItemBearerModRes



ProtocolIE-ID ::= 37

id-E-RABReleaseItem






ProtocolIE-ID ::= 38

id-E-RABSetupItemBearerSURes



ProtocolIE-ID ::= 39

id-SecurityContext






ProtocolIE-ID ::= 40

id-HandoverRestrictionList




ProtocolIE-ID ::= 41

id-UEPagingID 







ProtocolIE-ID ::= 43

id-pagingDRX 







ProtocolIE-ID ::= 44

id-TAIList








ProtocolIE-ID ::= 46

id-TAIItem








ProtocolIE-ID ::= 47

id-E-RABFailedToSetupListCtxtSURes


ProtocolIE-ID ::= 48

id-E-RABReleaseItemHOCmd




ProtocolIE-ID ::= 49

id-E-RABSetupItemCtxtSURes




ProtocolIE-ID ::= 50

id-E-RABSetupListCtxtSURes




ProtocolIE-ID ::= 51

id-E-RABToBeSetupItemCtxtSUReq



ProtocolIE-ID ::= 52

id-E-RABToBeSetupListHOReq




ProtocolIE-ID ::= 53

id-GERANtoLTEHOInformationRes




ProtocolIE-ID ::= 55

id-UTRANtoLTEHOInformationRes




ProtocolIE-ID ::= 57

id-CriticalityDiagnostics 





ProtocolIE-ID ::= 58

id-Global-ENB-ID







ProtocolIE-ID ::= 59

id-eNBname









ProtocolIE-ID ::= 60

id-MMEname









ProtocolIE-ID ::= 61

id-ServedPLMNs








ProtocolIE-ID ::= 63
id-SupportedTAs








ProtocolIE-ID ::= 64

id-TimeToWait








ProtocolIE-ID ::= 65

id-uEaggregateMaximumBitrate




ProtocolIE-ID ::= 66

id-TAI










ProtocolIE-ID ::= 67

id-E-RABReleaseListBearerRelComp



ProtocolIE-ID ::= 69

id-cdma2000PDU








ProtocolIE-ID ::= 70

id-cdma2000RATType







ProtocolIE-ID ::= 71

id-cdma2000SectorID







ProtocolIE-ID ::= 72

id-SecurityKey








ProtocolIE-ID ::= 73

id-UERadioCapability






ProtocolIE-ID ::= 74

id-GUMMEI-ID








ProtocolIE-ID ::= 75

id-E-RABInformationListItem





ProtocolIE-ID ::= 78

id-Direct-Forwarding-Path-Availability


ProtocolIE-ID ::= 79

id-UEIdentityIndexValue






ProtocolIE-ID ::= 80

id-cdma2000HOStatus







ProtocolIE-ID ::= 83

id-cdma2000HORequiredIndication




ProtocolIE-ID ::= 84

id-E-UTRAN-Trace-ID







ProtocolIE-ID ::= 86

id-RelativeMMECapacity






ProtocolIE-ID ::= 87

id-SourceMME-UE-S1AP-ID






ProtocolIE-ID ::= 88

id-Bearers-SubjectToStatusTransfer-Item


ProtocolIE-ID ::= 89

id-eNB-StatusTransfer-TransparentContainer

ProtocolIE-ID ::= 90

id-UE-associatedLogicalS1-ConnectionItem

ProtocolIE-ID ::= 91

id-ResetType








ProtocolIE-ID ::= 92

id-UE-associatedLogicalS1-ConnectionListResAck
ProtocolIE-ID ::= 93

id-E-RABToBeSwitchedULItem





ProtocolIE-ID ::= 94

id-E-RABToBeSwitchedULList





ProtocolIE-ID ::= 95

id-S-TMSI









ProtocolIE-ID ::= 96

id-cdma2000OneXRAND







ProtocolIE-ID ::= 97

id-RequestType








ProtocolIE-ID ::= 98

id-UE-S1AP-IDs








ProtocolIE-ID ::= 99

id-EUTRAN-CGI








ProtocolIE-ID ::= 100

id-OverloadResponse







ProtocolIE-ID ::= 101

id-cdma2000OneXSRVCCInfo





ProtocolIE-ID ::= 102

id-E-RABFailedToBeReleasedList




ProtocolIE-ID ::= 103

id-Source-ToTarget-TransparentContainer


ProtocolIE-ID ::= 104

id-ServedGUMMEIs







ProtocolIE-ID ::= 105

id-SubscriberProfileIDforRFP




ProtocolIE-ID ::= 106

id-UESecurityCapabilities





ProtocolIE-ID ::= 107

id-CSFallbackIndicator






ProtocolIE-ID ::= 108

id-CNDomain









ProtocolIE-ID ::= 109

id-E-RABReleasedList






ProtocolIE-ID ::= 110

id-MessageIdentifier






ProtocolIE-ID ::= 111

id-SerialNumber








ProtocolIE-ID ::= 112

id-WarningAreaList







ProtocolIE-ID ::= 113

id-RepetitionPeriod







ProtocolIE-ID ::= 114

id-NumberofBroadcastRequest





ProtocolIE-ID ::= 115

id-WarningType








ProtocolIE-ID ::= 116

id-WarningSecurityInfo






ProtocolIE-ID ::= 117

id-DataCodingScheme







ProtocolIE-ID ::= 118

id-WarningMessageContents





ProtocolIE-ID ::= 119

id-BroadcastCompletedAreaList




ProtocolIE-ID ::= 120

id-Inter-SystemInformationTransferTypeEDT

ProtocolIE-ID ::= 121

id-Inter-SystemInformationTransferTypeMDT

ProtocolIE-ID ::= 122
id-Target-ToSource-TransparentContainer


ProtocolIE-ID ::= 123

id-SRVCCOperationPossible





ProtocolIE-ID ::= 124
id-SRVCCHOIndication






ProtocolIE-ID ::= 125

id-NAS-DownlinkCount






ProtocolIE-ID ::= 126

id-CSG-Id









ProtocolIE-ID ::= 127

id-CSG-IdList








ProtocolIE-ID ::= 128

id-SONConfigurationTransferECT




ProtocolIE-ID ::= 129

id-SONConfigurationTransferMCT




ProtocolIE-ID ::= 130

id-TraceCollectionEntityIPAddress



ProtocolIE-ID ::= 131

id-MSClassmark2








ProtocolIE-ID ::= 132

id-MSClassmark3








ProtocolIE-ID ::= 133

id-RRC-Establishment-Cause





ProtocolIE-ID ::= 134

id-NASSecurityParametersfromE-UTRAN



ProtocolIE-ID ::= 135

id-NASSecurityParameterstoE-UTRAN



ProtocolIE-ID ::= 136

id-DefaultPagingDRX







ProtocolIE-ID ::= 137
id-Source-ToTarget-TransparentContainer-Secondary
ProtocolIE-ID ::= 138

id-Target-ToSource-TransparentContainer-Secondary
ProtocolIE-ID ::= 139

id-EUTRANRoundTripDelayEstimationInfo


ProtocolIE-ID ::= 140
id-BroadcastCancelledAreaList




ProtocolIE-ID ::= 141

id-ConcurrentWarningMessageIndicator


ProtocolIE-ID ::= 142

id-Data-Forwarding-Not-Possible                 ProtocolIE-ID ::= 143
id-ExtendedRepetitionPeriod





ProtocolIE-ID ::= 144

id-CellAccessMode







ProtocolIE-ID ::= 145
id-CSGMembershipStatus 






ProtocolIE-ID ::= 146
id-LPPa-PDU









ProtocolIE-ID ::= 147
id-Routing-ID








ProtocolIE-ID ::= 148
id-Time-Synchronization-Info




ProtocolIE-ID ::= 149
id-PS-ServiceNotAvailable





ProtocolIE-ID ::= 150
id-SourceMME-GUMMEI                     

ProtocolIE-ID ::= 157
id-MME-UE-S1AP-ID-2







ProtocolIE-ID ::= 158
END

*** End of change ***
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