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Next Modified Subclause
4.1
Functional Split

The eNB hosts the following functions: 

-
Functions for Radio Resource Management: Radio Bearer Control, Radio Admission Control, Connection Mobility Control, Dynamic allocation of resources to UEs in both uplink and downlink (scheduling);

-
IP header compression and encryption of user data stream;

-
Selection of an MME at UE attachment when no routing to an MME can be determined from the information provided by the UE;

-
Routing of User Plane data towards Serving Gateway;

-
Scheduling and transmission of paging messages (originated from the MME);

-
Scheduling and transmission of broadcast information (originated from the MME or O&M);

-
Measurement and measurement reporting configuration for mobility and scheduling;

-
Scheduling and transmission of PWS (which includes ETWS and CMAS) messages (originated from the MME);

-
CSG handling;

-
Transport level packet marking in the uplink.

The DeNB hosts the following functions in addition to the eNB functions:
-
S1/X2 proxy functionality for supporting RNs;

-
S11 termination and S-GW/P-GW functionality for supporting RNs.

The MME hosts the following functions (see 3GPP TS 23.401 [17]):


-
NAS signalling; 

-
NAS signalling security; 

-
AS Security control;

-
Inter CN node signalling for mobility between 3GPP access networks;

-
Idle mode UE Reachability (including control and execution of paging retransmission);

-
Tracking Area list management (for UE in idle and active mode);

-
PDN GW and Serving GW selection;

-
MME selection for handovers with MME change;

-
SGSN selection for handovers to 2G or 3G 3GPP access networks;

-
Roaming;

-
Authentication;

-
Bearer management functions including dedicated bearer establishment;

-
Support for PWS (which includes ETWS and CMAS) message transmission;
-
Optionally performing paging optimisation.
NOTE 1: 
For macro eNBs, the MME should not filter the PAGING message based on the CSG IDs.
The Serving Gateway (S-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
The local Mobility Anchor point for inter-eNB handover;

-
Mobility anchoring for inter-3GPP mobility;

-
E-UTRAN idle mode downlink packet buffering and initiation of network triggered service request procedure;

-
Lawful Interception;

-
Packet routeing and forwarding;

-
Transport level packet marking in the uplink and the downlink;
-
Accounting on user and QCI granularity for inter-operator charging;

-
UL and DL charging per UE, PDN, and QCI.

The PDN Gateway (P-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
Per-user based packet filtering (by e.g. deep packet inspection);

-
Lawful Interception;

-
UE IP address allocation;

-
Transport level packet marking in the uplink and the downlink;

-
UL and DL service level charging, gating and rate enforcement;

-
DL rate enforcement based on APN-AMBR;

This is summarized on the figure below where yellow boxes depict the logical nodes, white boxes depict the functional entities of the control plane and blue boxes depict the radio protocol layers.

NOTE 2: 
There is no logical E-UTRAN node other than the eNB needed for RRM purposes.

NOTE 3:
MBMS related functions in E-UTRAN are described separately in subclause 15.
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Figure 4.1-1: Functional Split between E-UTRAN and EPC
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4.2
Void
4.2.1
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Next Modified Subclause
4.6.1
Architecture

Figure 4.6.1-1 shows a logical architecture for the HeNB that has a set of S1 interfaces to connect the HeNB to the EPC.

The configuration and authentication entities as shown here should be common to HeNBs and HNBs.


[image: image2.emf]HeNB 

GW

EPC

SeGW

HeNB

HeNB 

Mgmt 

System

S1-U

S1-MME

S1-U

S1-MME


Figure 4.6.1-1: E-UTRAN HeNB Logical Architecture

The E-UTRAN architecture may deploy a Home eNB Gateway (HeNB GW) to allow the S1 interface between the HeNB and the EPC to support a large number of HeNBs in a scalable manner. The HeNB GW serves as a concentrator for the C-Plane, specifically the S1-MME interface. The S1-U interface from the HeNB may be terminated at the HeNB GW, or a direct logical U-Plane connection between HeNB and S-GW may be used (as shown in Figure 4.6.1-1).

This version of the specification does not support X2 connectivity of HeNBs.

The S1 interface is defined as the interface:

-
Between the HeNB GW and the Core Network,

-
Between the HeNB and the HeNB GW,

-
Between the HeNB and the Core Network,

-
Between the eNB and the Core Network.

The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface between the HeNB and the EPC is the same whether the HeNB is connected to the EPC via a HeNB GW or not.

The HeNB GW shall connect to the EPC in a way that inbound and outbound mobility to cells served by the HeNB GW shall not necessarily require inter MME handovers. One HeNB serves only one cell.

The functions supported by the HeNB shall be the same as those supported by an eNB (with the possible exception of NNSF) and the procedures run between a HeNB and the EPC shall be the same as those between an eNB and the EPC.
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Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW.

Next Modified Subclause
4.6.2
Functional Split

The HeNB hosts the same functions as an eNB as described in section 4.1, with the following additional specifications in case of connection to the HeNB GW:

-
Discovery of a suitable Serving HeNB GW;
-
A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB:
-
The HeNB will not simultaneously connect to another HeNB GW, or another MME. 

-
The TAC and PLMN ID used by the HeNB shall also be supported by the HeNB GW;
-
Selection of an MME at UE attachment is hosted by the HeNB GW instead of the HeNB;

-
HeNBs may be deployed without network planning. A HeNB may be moved from one geographical area to another and therefore it may need to connect to different HeNB GWs depending on its location.

The HeNB GW hosts the following functions:

-
Relaying UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE;

-
Terminating non-UE associated S1 application part procedures towards the HeNB and towards the MME. Note that when a HeNB GW is deployed, non-UE associated procedures shall be run between HeNBs and the HeNB GW and between the HeNB GW and the MME.

-
Optionally terminating S1-U interface with the HeNB and with the S-GW.

-
Supporting TAC and PLMN ID used by the HeNB.

-
X2 interfaces shall not be established between the HeNB GW and other nodes.

A list of CSG IDs may be included in the PAGING message. If included, the HeNB GW may use the list of CSG IDs for paging optimization.

In addition to functions specified in section 4.1, the MME hosts the following functions:

-
Access control for UEs that are members of Closed Subscriber Groups (CSG):

-
In case of handovers to CSG cells, access control is based on the target CSG ID provided to the MME by the serving E-UTRAN.

-
Membership Verification for UEs handing over to hybrid cells:

-
In case of handovers to hybrid cells Membership Verification is triggered by the presence of the Cell Access Mode and it is based on the target CSG ID provided to the MME by the serving E-UTRAN.

-
CSG membership status signalling to the target E-UTRAN in case of attachment/handover to hybrid cells and in case of the change of membership status when a UE is served by a CSG cell or a hybrid cell.

-
Supervising the eNB action after the change in the membership status of a UE.

-
Routing of handover messages towards HeNB GWs based on the TAI contained in the handover message.

NOTE:
The MME or HeNB GW should not include the list of CSG IDs for paging when sending the paging message directly to an un-trusted HeNB or eNB.

Next Modified Subclause
4.6.3.1
Protocol Stack for S1 User Plane

The S1-U data plane is defined between the HeNB, HeNB GW and the S-GW. The figures below show the S1-U protocol stack with and without the HeNB GW.
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Figure 4.6.3.1-1: User plane for S1-U interface for HeNB without HeNB GW
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Figure 4.6.3.1-2: User plane for S1-U interface for HeNB with HeNB GW

The HeNB GW may optionally terminate the user plane towards the HeNB and towards the S-GW, and provide a relay function for relaying User Plane data between the HeNB and the S-GW.

Next Modified Subclause
5.2.4
Uplink Reference signal

Uplink reference signals [for channel estimation for coherent demodulation] are transmitted in the 4-th block of the slot [assumed normal CP]. The uplink reference signals sequence length equals the size (number of sub-carriers) of the assigned resource.
The uplink reference signals are based on prime-length Zadoff-Chu sequences that are cyclically extended to the desired length.

Multiple reference signals can be created:

-
Based on different Zadoff-Chu sequence from the same set of Zadoff-Chu sequences;

-
Different shifts of the same sequence.

Next Modified Subclause
7.4
System Information

System information is divided into the MasterInformationBlock (MIB) and a number of SystemInformationBlocks (SIBs):

-
MasterInformationBlock defines the most essential physical layer information of the cell required to receive further system information;

-
SystemInformationBlockType1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information blocks;

-
SystemInformationBlockType2 contains common and shared channel information;

-
SystemInformationBlockType3 contains cell re-selection information, mainly related to the serving cell;

-
SystemInformationBlockType4 contains information about the serving frequency and intra-frequency neighbouring cells relevant for cell re-selection (including cell re-selection parameters common for a frequency as well as cell specific re-selection parameters);

-
SystemInformationBlockType5 contains information about other E‑UTRA frequencies and inter-frequency neighbouring cells relevant for cell re-selection (including cell re-selection parameters common for a frequency as well as cell specific re-selection parameters);

-
SystemInformationBlockType6 contains information about UTRA frequencies and UTRA neighbouring cells relevant for cell re-selection (including cell re-selection parameters common for a frequency as well as cell specific re-selection parameters);

-
SystemInformationBlockType7 contains information about GERAN frequencies relevant for cell re-selection (including cell re-selection parameters for each frequency);

-
SystemInformationBlockType8 contains information about CDMA2000 frequencies and CDMA2000 neighbouring cells relevant for cell re-selection (including cell re-selection parameters common for a frequency as well as cell specific re-selection parameters);

-
SystemInformationBlockType9 contains a home eNB identifier (HNBID);

-
SystemInformationBlockType10 contains an ETWS primary notification;

-
SystemInformationBlockType11 contains an ETWS secondary notification;

-
SystemInformationBlockType12 contains a CMAS warning notification;

-
SystemInformationBlockType13 contains MBMS-related information.

The MIB is mapped on the BCCH and carried on BCH while all other SI messages are mapped on the BCCH and dynamically carried on DL-SCH where they can be identified through the SI-RNTI (System Information RNTI). Both the MIB and SystemInformationBlockType1 use a fixed schedule with a periodicity of 40 and 80 ms respectively while the scheduling of other SI messages is flexible and indicated by SystemInformationBlockType1.
The eNB may schedule DL-SCH transmissions concerning logical channels other than BCCH in the same subframe as used for BCCH. The minimum UE capability restricts the BCCH mapped to DL-SCH e.g. regarding the maximum rate.

The Paging message is used to inform UEs in RRC_IDLE and UEs in RRC_CONNECTED about a system information change.

System information may also be provided to the UE by means of dedicated signalling e.g. upon handover.

Next Modified Subclause
10.2.3.2
Inter-RAT handovers to E-UTRAN

From UTRAN, UE performs E-UTRAN measurements by using idle periods created by compressed mode (CELL_DCH) or DRX (other states except CELL_FACH).
From GERAN, E-UTRAN measurements are performed in the same way as WCDMA measurements for handover to UTRAN: E-UTRAN measurements are performed in GSM idle frames in a time multiplexed manner.


Next Modified Subclause
10.2.4
Network Aspects

Inter-frequency/inter-RAT UE based mobility relies on a “priority based scheme”, where the network configures a list of RATs/frequencies to be taken as basis for UE’s inter-frequency/inter-RAT cell reselection decisions in priority order. E-UTRAN cells can enable inter-frequency/inter-RAT cell reselection by broadcasting a common priority valid for all UEs in a given cell in addition to other inter-frequency/inter-RAT information. 

NOTE: 
The same principles apply in UTRAN.
These common priorities can be overwritten by E-UTRAN through dedicated signalling to individual UEs at RRC_CONNECTED to RRC_IDLE transition. 

NOTE: 
In order to have consistent inter-RAT operation, the same principles apply to inter-RAT reselection to E-UTRAN. For UTRAN this includes also the transitions within RRC_CONNECTED state from CELL_DCH to CELL_PCH and URA_PCH. 

Setting dedicated priorities by E-UTRAN can be based on subscription related information provided by the MME.


Next Modified Subclause
10.3.1
UE Capability Configuration
A UE shall be able to communicate with the E-UTRAN about its radio access capability, such as the system (including the release and frequency band) it supports and its receive and transmit capabilities (single/dual radio, dual receiver). UE shall transfer its capability about other radio technologies over E-UTRAN using the same procedure used to carry its E-UTRAN radio capability.

Next Modified Subclause
10.3.2.1
Tunnelling of cdma2000 Messages over E-UTRAN between UE and cdma2000 Access Nodes

In order to efficiently support handover procedures when on E-UTRAN with a cdma2000 target system, cdma2000 messages are sent transparently to the target system over the E-UTRAN, with the eNB and MME acting as relay points.

To support the MME in its selection of the correct target system node to which it should route an Uplink tunnelled message and to provide the target system with information that is needed to resolve technology-specific measurement information (RouteUpdate and pilot strength measurements) that are delivered to the cdma2000 system, each eNB cell is associated with a cdma2000 HRPD SectorID and/or with a cdma2000 1xRTT SectorID (generically referred to as cdma2000 reference cellid).  This cdma2000 reference cellid is provided by the eNB to the MME using the cdma2000 message transfer capability over S1-AP and forwarded to the target system via the S101 interface and corresponding interface to the cdma2000 1xRTT system.

Tunnelling is achieved over the E-UTRAN radio interface by encapsulating tunnelled cdma2000 messages in the UL Information Transfer (for pre-registration signalling) or UL Handover Preparation transfer (for handover signalling) and DL Information Transfer RRC messages (e.g., similar to UMTS Uplink/Downlink Direct Transfer). The reason for using different UL transfer messages is so that the UL Handover Preparation transfer messages can use a higher priority signalling radio bearer. For the UL/DL Information Transfer messages a specific IE in these RRC messages is used to identify the type of information contained in the message (e.g., NAS, TunneledMsg). Additionally if the message is carrying a tunnelled message, an additional IE is included to carry cdma2000 specific RRC Tunnelling Procedure Information (e.g. RAT type).

AS level security will be applied for these UL Information Transfer / UL Handover Preparation Transfer and DL Information Transfer RRC messages as normal but there is no NAS level security for these tunnelled cdma2000 messages.
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Figure 10.3.2.1-1: Downlink Direct Transfer
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Figure 10.3.2.1-2: Uplink Direct Transfer
Tunnelling to the MME is achieved over the S1-MME interface by encapsulating the tunnelled cdma2000 message in a new S1 CDMA tunnelling messages. These S1 messages carry in addition to the tunnelled message some additional cdma2000 specific IEs (e.g. cdma2000 Reference Cell Id, RAT type, cdma2000 message type).
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10.3.2.2.1.3
Pre-registration to HRPD Procedure

Pre-registration allows a UE to establish a presence with an HRPD system in advance of a cell re-selection or handover. E-UTRAN network instructs the UE whether the pre-registration is needed over broadcast channel and in a dedicated RRC message. 

The signalling procedure is transparent to E-UTRAN network. In the pre-registration to HRPD, messages shall be tunnelled inside RRC and S1-AP messages between the UE and MME and in a generic "transfer" message between source MME and target access network.

The UE is responsible for maintaining the HRPD context e.g. by performing periodic re-registrations if needed. The UE will use pre-registration zone information (including the current HRPD Pre-registration Zone and a list of HRPD Secondary Pre-registration Zone ID) to decide whether a re-registration shall be performed. A dual-receiver UE can ignore the parameter. E-UTRAN will provide the pre-registration zone information  on the E-UTRAN system information broadcast channel or dedicated RRC signalling (unless it is determined that the UE will read the E-UTRAN system information broadcast channel in RRC_CONNECTED). Re-registrations are only allowed in areas where pre-registration is requested.

The managing of pre-registration and re-registration is handled by HRPD upper layer. The UE should indicate if it is pre-registered when sending measurement reports on cdma2000 cells.

Next Modified Subclause
10.3.2.2.1.5
E-UTRAN to HRPD Handover

The pre-condition for the E-UTRAN to HRPD Handover procedure is that the UE is attached in the E-UTRAN network in E-UTRAN_ACTIVE state and has pre-registered with the HRPD network. Based on measurement reports received from the UE the eNB initiates a handover by sending an RRC Handover FROM E-UTRA PREPARATION REQUEST message to the UE to indicate to the UE that it should begin the handover procedure. This message shall include the specified target RAT type and any cdma2000 specific HRPD parameters needed by the UE to create the appropriate HRPD messages needed to request a connection. Upon reception of this message the UE should begin handover signalling towards the HRPD access. The HRPD handover signalling is tunnelled through E-UTRAN between the UE and HRPD network. These HRPD parameters and HRPD messages are transparent to E-UTRAN. The set of the required HRPD parameters are out of scope of this specification.

The messages are transferred inside RRC transfer messages and S1 CDMA2000 tunnelling messages. The MME will, based on indication provided by the HRPD network, get information about if the handover succeeded or failed making it possible for the MME set the handover status in the S1 CDMA2000 tunnelling messages (e.g. handover success, handover failure). In case the handover succeeded E-UTRAN will include the tunnelled “CDMA2000 handover command”, which will be sent to the UE, inside the RRC MOBILITY from E-UTRA message.

The UE can continue to send and receive data on the E-UTRAN radio until it receives the RRC MOBILITY from E-UTRA message including a tunnelled “CDMA2000 handover command”. After this message is received by the UE, the UE shall leave the E-UTRAN radio and start acquiring the HRPD traffic channel. The HRPD handover signalling is tunnelled between the UE and HRPD network.

Next Modified Subclause
10.3.2.3.1.4
E-UTRAN to cdma2000 1xRTT Handover

In the high level procedure for handover from E-UTRAN to cdma2000 1xRTT except 1xRTT CS Fallback, registration and handover is performed directly after the handover decision has been made. Based on measurement reports received from the UE the eNB initiates a handover by sending a RRC Handover FROM E-UTRA PREPARATION REQUEST message to the UE to indicate to the UE that it should begin the handover procedure. This message shall include the specified target RAT type and any cdma2000 specific 1xRTT access parameters needed by the UE to create the appropriate 1xRTT Origination Request message. The 1xRTT handover signalling is tunnelled between the UE and 1xRTT network. The 1xRTT access parameters and 1xRTT messages are transparent to E-UTRAN. The set of the required 1xRTT access parameters are out of scope of this specification.

The messages are transferred inside RRC transfer messages and S1 CDMA2000 tunnelling messages. The MME will, based on indication provided by the 1xRTT network, get information about if the handover succeeded or failed making it possible for the MME set the handover status in the S1 CDMA2000 tunnelling messages (e.g. handover success, handover failure). In case the handover succeeded E-UTRAN will include the tunnelled “CDMA2000 handover command”, which will be sent to the UE, inside the RRC MOBILITY from E-UTRA message.
The UE can continue to send and receive data on the E-UTRAN radio until it receives the RRC MOBILITY from E-UTRA message including a tunnelled “CDMA2000 handover command”. After this message is received by the UE, the UE shall leave the E-UTRAN radio and start acquiring the 1xRTT traffic channel.

Next Modified Subclause
10.5.1.2
RRC_CONNECTED

While the UE is in RRC_CONNECTED state, the UE performs normal measurement and mobility procedures based on configuration provided by the network.

The UE is not required to support manual selection of CSG IDs while in RRC_CONNECTED state.

Handover to a HNB/HeNB follows the framework of UE assisted network controlled handover as described in 10.1.2.1. Handover to a HNB/HeNB is different from the normal handover procedure in three aspects:

1.
Proximity Estimation: in case the UE is able to determine, using autonomous search procedures, that it is near a CSG or hybrid cell whose CSG ID is in the UE’s CSG whitelist, the UE may provide to the source eNB an indication of proximity. The proximity indication may be used as follows:
-
If a measurement configuration is not present for the concerned frequency/RAT, the source eNB may configure the UE to perform measurements and reporting for the concerned frequency/RAT.
-
The source eNB may determine whether to perform other actions related to handover to HNB/HeNBs based on having received a proximity indication (for example, the source eNB may not configure the UE to acquire system information of the HNB/HeNB unless it has received a proximity indication).
2.
PSC/PCI Confusion: due to the typical cell size of HNB/HeNBs being much smaller than macro cells, there can be multiple HNBs/HeNBs within the coverage of the source eNB that have the same PSC/PCI. This leads to a condition referred to as PSC/PCI confusion, wherein the source eNB is unable to determine the correct target cell for handover from the PSC/PCI included in the measurement reports from the UE. PSC/PCI confusion is solved by the UE reporting the global cell identity of the target HNB/HeNB.

3.
Access Control: if the target cell is a hybrid cell, prioritization of allocated resources may be performed based on the UE’s membership status. Access control is done by a two step process, where first the UE reports the membership status based on the CSG ID received from the target cell and the UE’s CSG whitelist, and then the network verifies the reported status.

Mobility from eNB/HeNB to a HeNB’s CSG/hybrid cell takes place with the S1 Handover procedure. In the following call flow the source cell can be an eNB or a HeNB.

The procedure applies to any scenario where the CSG ID is provided by the UE or provided by the source eNB.
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Figure 10.5.1.2-1: Mobility to HeNB’s CSG and hybrid cells.

1)
The source eNB configures the UE with proximity indication control.
2)
The UE sends an “entering” proximity indication when it determines it may be near a cell (based on autonomous search procedures) whose CSG ID is in the UE’s CSG whitelist. The proximity indication includes the RAT and frequency of the cell.
3)
If a measurement configuration is not present for the concerned frequency/RAT the source eNB configures the UE with relevant measurement configuration including measurement gaps as needed, so that the UE can perform measurements on the reported RAT and frequency. The network may also use the proximity indication to minimize the requesting of handover preparation information of CSG/hybrid cells by avoiding requesting such information when the UE is not in the geographical area where cells whose CSG IDs are in the UEs CSG White-list are located.

4)
The UE sends a measurement report including the PCI (e.g., due to triggered event A3).

5)
The source eNB configures the UE to perform SI acquisition and reporting of a particular PCI. 

6)
The UE performs SI acquisition using autonomous gaps, i.e., the UE may suspend reception and transmission with the source eNB within the limits defined in [TS 36.133] to acquire the relevant system information from the target HeNB.
7)
The UE sends a measurement report including (E-)CGI, TAI, CSG ID and “member/non-member” indication.

8)
The source eNB includes the target E-CGI and the CSG ID in the Handover Required message sent to the MME. If the target is a hybrid cell the Cell Access Mode of the target is included.

9)
The MME performs UE access control to the CSG cell based on the CSG ID received in the Handover Required message and the stored CSG subscription data for the UE. If the access control procedure fails, the MME ends the handover procedure by replying with the Handover Preparation Failure message. If the Cell Access Mode is present, the MME determines the CSG Membership Status of the UE handing over to the hybrid cell and includes it in the Handover Request message.

10-11)
The MME sends the Handover Request message to the target HeNB including the target CSG ID received in the Handover Required message.  If the target is a hybrid cell the CSG Membership Status will be included in the Handover Request message.

12)
The target HeNB verifies that the CSG ID received in the Handover Request message matches the CSG ID broadcast in the target cell and if such validation is successful it allocates appropriate resources. UE prioritisation may also be applied if the CSG Membership Status indicates that the UE is a member. 

13-14)
The target HeNB sends the Handover Request Acknowledge message to the MME via the HeNB GW if present.

15)
The MME sends the Handover Command message to the source eNB.
16)
The source eNB transmits the Handover Command (RRC Connection Reconfiguration message including mobility control information) to the UE. 

NOTE:
Steps 1-9, 15 and 16 also apply to inter-RAT mobility from LTE to HNB.
After sending an “entering” proximity indication (step 2), if the UE determines that it is no longer near a cell whose CSG ID is in the UE’s CSG whitelist, the UE sends a “leaving” proximity indication to the source eNB. Upon reception of this indication, the source eNB may reconfigure the UE to stop measurements on the reported RAT and frequency.

In the above procedure, steps 2 and 3 may not be performed in case the UE has not previously visited the HeNB, e.g., when the UE first visits a hybrid cell. 

The PCI confusion is resolved by steps 5, 6 and 7. The source eNB can request SI acquisition and reporting for any PCI, not limited to PSCs/PCIs of CSG or hybrid cells.
Next Modified Subclause
12
DRX in RRC_CONNECTED 

In order to enable reasonable UE battery consumption, DRX in E-UTRAN is characterised by the following:

-
Per UE mechanism (as opposed to per radio bearer);

-
No RRC or MAC substate to distinguish between different levels of DRX;

-
Available DRX values are controlled by the network and start from non-DRX up to x seconds. Value x may be as long as the paging DRX used in ECM-IDLE;

-
Measurement requirement and reporting criteria can differ according to the length of the DRX interval i.e. long DRX intervals may experience more relaxed requirements;

-
Irrespective of DRX, UE may use first available RACH opportunity to send an UL measurement report;


-
HARQ operation related to data transmission is independent of DRX operation and the UE wakes up to read the PDCCH for possible retransmissions and/or ACK/NAK signalling regardless of DRX In the downlink, a timer is used to limit the time the UE stays awake awaiting for a retransmission;
-
When DRX is configured, the UE may be further configured with an "on-duration" timer during which time the UE monitors the PDCCHs for possible allocations;

-
When DRX is configured, periodic CQI reports can only be sent by the UE during the “active-time”. RRC can further restrict periodic CQI reports so that they are only sent during the on-duration;

-
A timer in the UE is used to detect need for obtaining timing advance.

The following definitions apply to DRX in E-UTRAN:

-
on-duration: duration in downlink subframes that the UE waits for, after waking up from DRX, to receive PDCCHs. If the UE successfully decodes a PDCCH, the UE stays awake and starts the inactivity timer;

-
inactivity-timer: duration in downlink subframes that the UE waits to successfully decode a PDCCH, from the last successful decoding of a PDCCH, failing which it re-enters DRX. The UE shall restart the inactivity timer following a single successful decoding of a PDCCH for a first transmission only (i.e. not for retransmissions).

-
active-time: total duration that the UE is awake. This includes the “on-duration” of the DRX cycle, the time UE is performing continuous reception while the inactivity timer has not expired and the time UE is performing continuous reception while waiting for a DL retransmission after one HARQ RTT. Based on the above the minimum active time is of length equal to on-duration, and the maximum is undefined (infinite);

Of the above parameters the on-duration and inactivity-timer are of fixed lengths, while the active-time is of varying lengths based on scheduling decision and UE decoding success. Only on-duration and inactivity-timer duration are signalled to the UE by the eNB:

-
There is only one DRX configuration applied in the UE at any time;

-
UE shall apply an on-duration on wake-up from DRX sleep;

NOTE:
this is also applicable for the case where the UE has only one service (e.g. Real Time) that is being handled through the allocation of predefined resources; this allows for other signalling such as RRC to be sent during the remaining portion of the active time.

-
New transmissions can only take place during the active-time (so that when the UE is waiting for one retransmission only, it does not have to be “awake” during the RTT).

-
If PDCCH has not been successfully decoded during the on-duration, the UE shall follow the DRX configuration (i.e. the UE can enter DRX sleep if allowed by the DRX configuration):

-
This applies also for the sub-frames where the UE has been allocated predefined resources.

-
If it successfully decodes a PDCCH for a first transmission, the UE shall stay awake and start the inactivity timer (even if a PDCCH is successfully decoded in the sub-frames where the UE has also been allocated predefined resources) until a MAC control message tells the UE to re-enter DRX, or until the inactivity timer expires. In both cases, the DRX cycle that the UE follows after re-entering DRX is given by the following rules:

-
If a short DRX cycle is configured; the UE first follows the short DRX cycle and after a longer period of inactivity the UE follows the long DRX cycle;

-
Else the UE follows the long DRX cycle directly.

NOTE:
When DRX is configured, the network should detect whether UE remains in EUTRAN coverage by requesting UE to send periodic signals to the network.

In CA, whenever a UE is configured with only one serving cell (i.e. PCell) Rel-8/9 DRX applies. In other cases, the same DRX operation applies to all configured and activated serving cells (i.e. identical active time for PDCCH monitoring).
Next Modified Subclause
14.5
Security Interworking

Inter-RAT handover from UTRAN to E-UTRAN is only supported after activation of integrity protection in UTRAN. Security may be activated in the target RAN using null ciphering algorithms. If ciphering was not running in UTRAN, it will be activated at handover to E-UTRAN. Integrity protection shall be activated in E-UTRAN on handover from UTRAN/GERAN.

For E-UTRAN to UTRAN/GERAN mobility, the MME shall derive and transfer to the SGSN a confidentially key and an integrity key derived from KASME and other input parameters as specified in 3GPP TS 33.401 [22]. Based on this information, the SGSN can in turn derive appropriate keys to be used in the target RAN.

Similarly for UTRAN/GERAN to E-UTRAN mobility, the SGSN shall derive and transfer to the MME a confidentially key and an integrity key CK and IK. Based on this information and other input parameters as specified in 3GPP TS 33.401 [22], the MME and UE can in turn derive KASME.

Next Modified Subclause
15
MBMS
For MBMS, the following definitions are introduced:

MBSFN Synchronization Area: an area of the network where all eNodeBs can be synchronized and perform MBSFN transmissions. MBSFN Synchronization Areas are capable of supporting one or more MBSFN Areas. On a given frequency layer, a eNodeB can only belong to one MBSFN Synchronization Area.  MBSFN Synchronization Areas are independent from the definition of MBMS Service Areas
MBSFN Transmission or a transmission in MBSFN mode: a simulcast transmission technique realised by transmission of identical waveforms at the same time from multiple cells. An MBSFN Transmission from multiple cells within the MBSFN Area is seen as a single transmission by a UE.

MBSFN Area: an MBSFN Area consists of a group of cells within an MBSFN Synchronization Area of a network, which are co-ordinated to achieve an MBSFN Transmission. Except for the MBSFN Area Reserved Cells, all cells within an MBSFN Area contribute to the MBSFN Transmission and advertise its availability. The UE may only need to consider a subset of the MBSFN areas that are configured, i.e. when it knows which MBSFN area applies for the service(s) it is interested to receive.
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Figure 15-1: MBMS Definitions

MBSFN Area Reserved Cell: A cell within a MBSFN Area which does not contribute to the MBSFN Transmission. The cell may be allowed to transmit for other services but at restricted power on the resource allocated for the MBSFN transmission.

Synchronisation Sequence: Each SYNC PDU contains a time stamp which indicates the start time of the synchronisation sequence. For an MBMS service, each synchronisation sequence has the same duration which is configured in the BM-SC and the MCE.

Synchronisation Period: The synchronisation period provides the time reference for the indication of the start time of each synchronisation sequence. The time stamp which is provided in each SYNC PDU is a relative value which refers to the start time of the synchronisation period. The duration of the synchronisation period is configurable.
Next Modified Subclause
15.3
MBMS Transmission

15.3.1
General

Void.
15.3.2
Single-cell transmission

Void.
15.3.3
Multi-cell transmission

Multi-cell transmission of MBMS is characterized by:

-
Synchronous transmission of MBMS within its MBSFN Area;

-
Combining of MBMS transmission from multiple cells is supported;

-
Scheduling of each MCH is done by the MCE;

-
A single transmission is used for MCH (i.e. neither blind HARQ repetitions nor RLC quick repeat);

-
A single Transport Block is used per TTI for MCH transmission, that TB uses all the MBSFN resources in that subframe;

-
MTCH and MCCH can be multiplexed on the same MCH and are mapped on MCH for p-t-m transmission;

-
MTCH and MCCH use the RLC-UM mode;

-
The MAC subheader indicates the LCID for MTCH and MCCH;

-
The MBSFN Synchronization Area, the MBSFN Area, and the MBSFN cells are semi-statically configured e.g. by O&M;

-
MBSFN areas are static, unless changed by O&M (i.e. no dynamic change of areas);

NOTE:
The UE is not required to receive services from more than one MBSFN Area simultaneously and may support only a limited number of MTCHs.

Multiple MBMS services can be mapped to the same MCH and one MCH contains data belonging to only one MBSFN Area. An MBSFN Area contains one or more MCHs. An MCH specific MCS is used for all subframes of the MCH that do not use the MCS indicated in BCCH. All MCHs have the same coverage area.

For MCCH and MTCH, the UE shall not perform RLC re-establishment at cell change between cells of the same MBSFN area. Within the MBSFN subframes, all MCHs within the same MBSFN area occupy a pattern of subframes, not necessarily adjacent in time, that is common for all these MCHs and is therefore called the Common Subframe Allocation (CSA) Pattern. The CSA pattern is periodically repeated within the CSA period. The actual MCH subframe allocation (MSA) for every MCH carrying MTCH is defined by the CSA pattern, the CSA period, and the MSA end, that are all signalled on MCCH. The MSA end indicates the last subframe of the MCH within the CSA period. Consequently, the MCHs are time multiplexed within the CSA period, which finally defines the interleaving degree between the MCHs. It shall be possible for a Rel-9 MCH to not use all MBSFN resources signalled as part of the Rel-8 MBSFN signalling. Further, such MBSFN resource can be shared for more than one purpose (MBMS, Positioning, etc.). During one MCH scheduling period (MSP), which is configurable per MCH, the eNB applies MAC multiplexing of different MTCHs and optionally MCCH to be transmitted on this MCH.

MCH scheduling information (MSI) is provided per MCH to indicate which subframes are used by each MTCH during the MSP. The following principles are used for the MSI:

· it is used both when services are multiplexed onto the MCH and when only a single service is transmitted on the MCH;

· it is generated by the eNB and provided once at the beginning of the MSP;

· it has higher scheduling priority than the MCCH and, when needed, it appears first in the PDU;

· it allows the receiver to determine what subframes are used by every MTCH, sessions are scheduled in the order in which they are included in the MCCH session list;

· it is carried in a MAC control element which cannot be segmented;

· it carries the mapping of MTCHs to the subframes of the associated MSP. This mapping is based on the indexing of subframes belonging to one MSP. 

The content synchronization for multi-cell transmission is provided by the following principles:

· 1.
All eNBs in a given MBSFN Synchronization Area have a synchronized radio frame timing such that the radio frames are transmitted at the same time and have the same SFN.

· 2.
All eNBs have the same configuration of RLC/MAC/PHY for each MBMS service, and identical information (e.g. time information, transmission order/priority information) such that synchronized MCH scheduling in the eNBs is ensured. These are indicated in advance by the MCE.
· 3.
An E-MBMS GW sends/broadcasts MBMS packet with the SYNC protocol to each eNB transmitting the service. 
· 4.
The SYNC protocol provides additional information so that the eNBs identify the transmission radio frame(s). The E-MBMS GW does not need accurate knowledge of radio resource allocation in terms of exact time division (e.g. exact start time of the radio frame transmission).

· 5.
eNB buffers MBMS packet and waits for the transmission timing indicated in the SYNC protocol. 

· 6.
The segmentation/concatenation is needed for MBMS packets and should be totally up to the RLC/MAC layer in eNB.

· 7.
The SYNC protocol provides means to detect packet loss(es) and supports a recovery mechanism robust against loss of consecutive PDU packets (MBMS Packets with SYNC Header). 

· 8.
For the packet loss case the transmission of radio blocks potentially impacted by the lost packet should be muted.

· 9.
The mechanism supports indication or detection of MBMS data burst termination (e.g. to identify and alternately use available spare resources related to pauses in the MBMS PDU data flow).

· 10.
If two or more consecutive SYNC SDUs within a SYNC bearer are not received by the eNB, or if no SYNC PDUs of Type 0 or 3 are received for some synchronization sequence, the eNB may mute the exact subframes impacted by lost SYNC PDUs using information provided by SYNC protocol. If not muting only those exact subframes, the eNB stops transmitting the associated MCH from the subframe corresponding to the consecutive losses until the end of the corresponding MSP and it does not transmit in the subframe corresponding to the MSI of that MSP.

11.
The eNB sets VT(US) to zero in the RLC UM entity corresponding to an MCCH at its modification period boundary.

12.
The eNB sets VT(US) to zero in each RLC UM entity corresponding to an MTCH at the beginning of its MSP.

Next Modified Subclause
15.7.1.2
Session Stop procedure

The MBMS Session Stop procedure is to request the E-UTRAN to notify UEs about the end of a given MBMS Session and to release the corresponding MBMS E-RAB this MBMS Session. The MBMS Session Stop procedure is triggered by the EPC.
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Figure 15.7.1.2-1. Session Stop procedure

1.
The MME sends MBMS session stop request message to the MCE(s) controlling eNBs in the targeted MBMS service area.

2.
MCE confirms the reception of the MBMS Session stop request to the MME.

3.
MCE forwards the MBMS Session stop message to the eNBs in the targeted MBMS service area.

4.
eNB confirms the reception of the MBMS Session stop message.

5.
eNB indicates MBMS session stop to UEs by removing any service configuration associated with the stopped session from the updated MCCH message.

6.
The corresponding E-RAB is released, and eNB leaves the IP multicast group.

Next Modified Subclause
15.9.2.1
General


The M3 interface provides the following functions:
-
MBMS Session Handling Function:

-
MBMS Session Start, MBMS Session Stop, MBMS Session Update.

-
M3 Interface Management Function:

-
Reset, Error Indication.

Next Modified Subclause
15.9.3.1
General


M3 interface signalling consists of the following procedures:

-
MBMS Session signalling procedures:

-
MBMS Session Start procedure;

-
MBMS Session Stop procedure;

-
MBMS Session Update procedure.

-
M3 Interface Management procedures:

-
Reset procedure;

-
Error Indication procedure.
Next Modified Subclause
16.2
RRM architecture

16.2.1
Centralised Handling of certain RRM Functions
Void.
16.2.2
De-Centralised RRM
16.2.2.1
UE History Information

The source eNB collects and stores the UE History Information for as long as the UE stays in one of its cells.

When information needs to be discarded because the list is full, such information will be discarded in order of its position in the list, starting with the oldest cell record.

The resulting information is then used in subsequent handover preparations by means of the Handover Preparation procedures over the S1 and X2 interfaces, which provide the target eNB with a list of previously visited cells and associated (per-cell) information elements. The Handover Preparation procedures also trigger the target eNB to start collection and storage of UE history Information and thus to propagate the collected information.

16.2.3
Void
17
Void
Void
Next Modified Subclause
19.2.1
S1 Interface Functions


The S1 interface provides the following functions:

-
E-RAB Service Management function:

-
Setup, Modify, Release.

-
Mobility Functions for UEs in ECM-CONNECTED:

-
Intra-LTE Handover;

-
Inter-3GPP-RAT Handover.

-
S1 Paging function: 

-
NAS Signalling Transport function;

-
LPPa Signalling Transport function;

-
S1-interface management functions:

-
Error indication;
-
Reset.
-
Network Sharing Function;

-
Roaming and Area Restriction Support function;

-
NAS Node Selection Function;

-
Initial Context Setup Function;

-
UE Context Modification Function;

-
MME Load balancing Function;

-
Location Reporting Function;

-
PWS (which includes ETWS and CMAS) Message Transmission Function;

-
Overload function;

-
RAN Information Management Function;

-
Configuration Transfer Function;

-
S1 CDMA2000 Tunnelling function;
-
Trace function.

Next Modified Subclause
19.2.2
S1 Interface Signalling Procedures


S1 interface signalling consists of the following procedures:

-
E-RAB signalling procedures:

-
E-RAB Setup procedure;
-

E-RAB Modification procedure;
-
E-RAB Release procedure;

-
E-RAB Release Indication procedure.

-
Handover signalling procedures;
-
Handover Preparation procedure;

-
Handover Resource Allocation procedure;

-
Handover Completion procedure;

-
Handover Cancellation procedure;

-
eNB Status Transfer;

-
MME Status Transfer.

-
Paging procedure;

-
NAS transport procedure:

-
UL direction (Initial UE Message);

-
UL direction (Uplink NAS transport);

-
DL direction (Downlink NAS transport).

-
LPPa Transport procedures:

-
Downlink UE Associated LPPa Transport procedure;

-
Uplink UE Associated LPPa Transport procedure;

-
Downlink Non UE Associated LPPa Transport procedure;

-
Uplink Non UE Associated LPPa Transport procedure.

-
Error Indication procedure:

-
eNB initiated error indication procedure;

-
MME initiated error indication procedure.

-
Reset procedure:

-
eNB initiated Reset procedure;

-
MME initiated Reset procedure.

-
Initial Context Setup procedure;

-
UE Context Modification procedure;

-
S1 Setup procedure;

-
eNB Configuration Update procedure;

-
MME Configuration Update procedure;

-
Location Reporting procedures:

-
Location Reporting Control procedure;

-
Location Report procedure;

-
Location Report Failure Indication procedure.

-
Overload Start procedure;

-
Overload Stop procedure;
-
Write Replace Warning procedure;

-
Direct Information Transfer procedure;

-
eNB Configuration Transfer procedure;

-
MME Configuration Transfer procedure.
-
S1 CDMA2000 Tunnelling procedure:

-
Downlink S1 CDMA2000 Tunnelling procedure;

-
Uplink S1 CDMA2000 Tunnelling procedure.

-
Trace procedures:


-
Trace Start procedure;


-
Trace Failure Indication procedure;


-
Deactivate Trace procedure;

-
Cell Traffic Trace procedure.

Next Modified Subclause
19.2.2.2.2
S1 UE Context Release Request (eNB triggered)

The S1 UE Context Release Request procedure is initiated for E-UTRAN internal reasons and comprises the following steps: 

-
The eNB sends the S1 UE Context Release Request message to the EPC. 

-
The EPC triggers the EPC initiated UE context release procedure. 
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Figure 19.2.2.2.2-1: S1 UE Context Release Request procedure (eNB triggered)
and subsequent S1 UE Context Release procedure (EPC triggered)

If the E-UTRAN internal reason is a radio link failure detected in the eNB, the eNB shall wait a sufficient time before triggering the S1 UE Context Release Request procedure in order to allow the UE to perform the NAS recovery procedure [17].

19.2.2.3
Initial Context Setup procedure
The Initial Context Setup procedure establishes the necessary overall initial UE context in the eNB in case of an Idle-to Active transition. The Initial Context Setup procedure is initiated by the MME.

The Initial Context Setup procedure comprises the following steps:

-
The MME initiates the Initial Context Setup procedure by sending INITIAL CONTEXT SETUP REQUEST to the eNB. This message may include general UE Context (e.g. security context, roaming restrictions, UE capability information, UE S1 signalling connection ID, etc.), E-RAB context (Serving GW TEID, QoS information), and may be piggy-backed with the corresponding NAS messages. When there are multiple NAS messages in the INITIAL CONTEXT SETUP REQUEST message, the MME shall ensure that the NAS messages in the E-RAB to be Setup List are aligned in the order of reception from the NAS layer to ensure the in-sequence delivery of the NAS messages.

-
Upon receipt of INITIAL CONTEXT SETUP REQUEST, the eNB setup the context of the associated UE, and perform the necessary RRC signalling towards the UE, e.g. Radio Bearer Setup procedure. When there are multiple NAS messages to be sent  in the RRC message, the order of the NAS messages in the RRC message shall be kept the same as that in the INITIAL CONTEXT SETUP REQUEST message.

-
The eNB responds with INITIAL CONTEXT SETUP COMPLETE to inform a successful operation, and with INITIAL CONTEXT SETUP FAILURE to inform an unsuccessful operation.
NOTE:
In case of failure, eNB and MME behaviours are not mandated. Both implicit release (local release at each node) and explicit release (MME-initiated UE Context Release procedure) may in principle be adopted. The eNB should ensure that no hanging resources remain at the eNB.
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Figure 19.2.2.3-1: Initial Context Setup procedure (highlighted in blue) in Idle-to-Active procedure
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19.2.2.3a
UE Context Modification procedure
The UE Context Modification procedure enables the MME to modify the UE context in the eNB for UEs in active state. The UE Context Modification procedure is initiated by the MME.
The UE Context Modification procedure comprises the following steps:

-
The MME initiates the UE Context Modification procedure by sending UE CONTEXT MODIFICATION REQUEST to the eNB to modify the UE context in the eNB for UEs in active state.

-
The eNB responds with UE CONTEXT MODIFICATION RESPONSE in case of a successful operation

-
If the UE is served by a CSG cell, and is no longer a member of the CSG cell, the eNB may initiate a handover to another cell. If the UE is not handed over, the eNB should request the release of UE context;

-
If the UE is served by a hybrid cell, and is no longer a CSG member of the hybrid cell, the eNB may provide the QoS for the UE as a non CSG member.
-
The eNB responds with UE CONTEXT MODIFICATION FAILURE in case of an unsuccessful operation.
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Figure 19.2.2.3a-1: UE Context Modification procedure
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19.2.2.5.6
Message sequence diagrams

This subclause complements TR 25.922 [27] subclause 5.1.7.2 regarding the E-UTRAN handling of containers.

Most RRC information is carried by means of containers across interfaces other than Uu. The following sequence diagrams illustrate which RRC information should be included within these containers used across the different network interfaces.

NOTE:
In order to maintain independence between protocols, no requirements are included in the interface protocols that are used to transfer the RRC information.

In Rel-8 SRVCC (see TS 23.216 [28]) is supported from EUTRAN to UTRAN or GERAN A/Gb mode, but not in the other direction.

There is no support for interworking between EUTRAN and GERAN Iu-mode and between EUTRAN and GAN.

Figure 19.2.2.5.6-1 illustrates the message sequence for the PS handover from GERAN to EUTRAN procedure:
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Figure 19.2.2.5.6-1. Handover of PS domain service from GERAN A/Gb mode to EUTRAN, normal flow

The first two signalling arrows indicate how capability information, which is needed by the target eNB, is provided by NAS.

Figure 19.2.2.5.6-2 illustrates the message sequence for the PS handover from UTRAN to EUTRAN procedure:
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Figure 19.2.2.5.6-2: Handover of PS domain service from UTRAN to EUTRAN, normal flow

Figure 19.2.2.5.6-3 to Figure 19.2.2.5.6-5 illustrate the message sequence for the handover from EUTRAN to GERAN A/Gb mode procedure:
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Figure 19.2.2.5.6-3: Handover of CS domain service from EUTRAN to GERAN A/Gb mode, normal flow
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Figure 19.2.2.5.6-4. Handover of PS domain service from EUTRAN to GERAN A/Gb mode, normal flow
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Figure 19.2.2.5.6-5: Handover of CS and PS domain services from EUTRAN to GERAN A/Gb mode, normal flow

Figure 19.2.2.5.6-6 and Figure 19.2.2.5.6-7 illustrate the message sequence for the handover from EUTRAN to UTRAN procedure:
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Figure 19.2.2.5.6-6. Handover of PS or CS domain service from EUTRAN to UTRAN, normal flow
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Figure 19.2.2.5.6-7. Handover of PS and CS domain service from EUTRAN to UTRAN, normal flow
Next Modified Subclause
19.2.2.11.1
Location Reporting Control procedure
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Figure 19.2.2.11.1-1: Location Reporting Control procedure

The Location Reporting Control procedure is initiated by the MME sending the LOCATION REPORTING CONTROL to the eNB to request the current location information, e.g. Cell ID, of a specific UE, and how the information shall be reported, e.g. direct report, report every cell change. The Location Reporting Control procedure is also used to terminate reporting on cell change.

If the Location Reporting Control procedure fails, e.g. due to an interaction with an initiated handover then the eNB shall indicate the failure using the Location Report Failure Indication procedure.
If the Location Reporting Control procedure is on going for a specific UE and the eNB received an UE CONTEXT RELEASE COMMAND message from MME this specific UE then the eNB shall terminate the on-going Location Reporting.
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20.2.2.6
Load Indication procedure

Inter-cell interference coordination in E-UTRAN is performed through the X2 interface. In case of variation in the interference conditions, the eNB signals the new condition to its neighbour eNBs e.g. the neighbour eNBs for which an X2 interface is configured due to mobility reasons.

The Load Indication procedure is used to transfer interference co-ordination information between neighbouring eNBs managing intra-frequency cells.
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Figure 20.2.2.6-1: Load Indication procedure
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20.2.2.12
Radio Link Failure Indication procedure

The purpose of the Radio Link Failure Indication procedure is to enable mobility robustness improvement in E-UTRAN by passing information connected to a re-establishment request over the X2 interface.

When a re-establishment event occurs, the eNB uses the PCI provided by the UE to identify the potentially previous serving cell/eNB. The eNB that received the re-establishment request then sends a RLF INDICATION message containing identification of the UE to the concerned eNB(s). The previously serving eNB may then match the correct context, and analyze the possible root cause of the radio link failure which preceded the re-establishment request.
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Figure 20.2.2.12-1: Radio Link Failure Indication procedure
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Void
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22.1Definitions

This concept includes several different functions from eNB activation to radio parameter tuning. Figure 22.1-1 is a basic framework for all self-configuration /self-optimization functions.

Self-configuration process is defined as the process where newly deployed nodes are configured by automatic installation procedures to get the necessary basic configuration for system operation.
This process works in pre-operational state. Pre-operational state is understood as the state from when the eNB is powered up and has backbone connectivity until the RF transmitter is switched on.

As described in Figure 21.1, functions handled in the pre-operational state like:

-
Basic Setup and

-
Initial Radio Configuration

are covered by the Self Configuration process.






Self-optimization process is defined as the process where UE & eNB measurements and performance measurements are used to auto-tune the network.
This process works in operational state. Operational state is understood as the state where the RF interface is additionally switched on.
As described in Figure 21.1, functions handled in the operational state like:

-
Optimization / Adaptation

are covered by the Self Optimization process.
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Figure 22.1-1: Ramifications of Self-Configuration /Self-Optimization functionality
22.2
UE Support for self-configuration and self-optimisation

UE shall support measurements and procedures which can be used for self-configuration and self-optimisation of the E-UTRAN system.
-
UE shall support measurements and measurement reporting to support self-optimisation of the E-UTRAN system. Measurements and reports used for the normal system operation, should be used as input for the self-optimisation process as far as possible. 


-
The network is able to configure the measurements and the reporting for self-optimisation support by RRC signalling messages.
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22.3.1.3
Application layer initialization

Once SCTP connectivity has been established, the eNodeB and MME shall exchange application level configuration data over the S1-MME application protocol with the S1 Setup Procedure, which is needed for these two nodes to interwork correctly on the S1 interface.

-
The eNodeB provides the relevant configuration information to the MME, which includes list of supported TA(s), etc.

-
The MME provides the relevant configuration information to the eNodeB, which includes PLMN ID, etc.

-
When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the S1-MME interface is operational.

Next Modified Subclause
22.3.2.3
Application layer initialization

Once SCTP connectivity has been established, the eNB and its candidate peer eNB are in a position to exchange application level configuration data over the X2 application protocol needed for the two nodes to interwork correctly on the X2 interface.

-
The eNB provides the relevant configuration information to the candidate eNB, which includes served cell information, etc.

-
The candidate eNB provides the relevant configuration information to the initiating eNB, which includes served cell information, etc.

-
When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the X2 interface is operational. 

- 
eNBs shall keep neighbouring eNBs updated with the complete list of served cells while the X2 interface is operational.
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22.3.3
Intra-LTE/frequency Automatic Neighbour Relation Function

The ANR (Automatic Neighbour Relation) function relies on cells broadcasting their identity on global level, E-UTRAN Cell Global Identifier (ECGI).
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Figure 22.3.3-1: Automatic Neighbour Relation Function

The function works as follows:

The eNB serving cell A has an ANR function. As a part of the normal call procedure, the eNB instructs each UE to perform measurements on neighbour cells. The eNB may use different policies for instructing the UE to do measurements, and when to report them to the eNB. This measurement procedure is as specified in [16].

1.
The UE sends a measurement report regarding cell B. This report contains Cell B’s PCI, but not its ECGI.

When the eNB receives a UE measurement report containing the PCI, the following sequence may be used.

2.
The eNB instructs the UE, using the newly discovered PCI as parameter, to read the ECGI, the TAC and all available PLMN ID(s) of the related neighbour cell. To do so, the eNB may need to schedule appropriate idle periods to allow the UE to read the ECGI from the broadcast channel of the detected neighbour cell. How the UE reads the ECGI is specified in [16].

3.
When the UE has found out the new cell’s ECGI, the UE reports the detected ECGI to the serving cell eNB. In addition the UE reports the tracking area code and all PLMN IDs that have been detected. If the detected cell is a CSG or hybrid cell, the UE also reports the CSG ID to the serving cell eNB.
4.
The eNB decides to add this neighbour relation, and can use PCI and ECGI to:

a
Lookup a transport layer address to the new eNB.

b
Update the Neighbour Relation List.

c
If needed, setup a new X2 interface towards this eNB. The setup of the X2 interface is described in section 22.3.2.

22.3.4
Inter-RAT/Inter-frequency Automatic Neighbour Relation Function
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Figure 22.3.4-1: Automatic Neighbour Relation Function in case of UTRAN detected cell

For Inter-RAT and Inter-Frequency ANR, each cell contains an Inter Frequency Search list. This list contains all frequencies that shall be searched.

For Inter-RAT cells, the NoX2 attribute in the NRT is absent, as X2 is only defined for E-UTRAN.

The function works as follows:

The eNB serving cell A has an ANR function. During connected mode, the eNB can instruct a UE to perform measurements and detect cells on other RATs/frequencies. The eNB may use different policies for instructing the UE to do measurements, and when to report them to the eNB. 

1
The eNB instructs a UE to look for neighbour cells in the target RATs/frequencies. To do so the eNB may need to schedule appropriate idle periods to allow the UE to scan all cells in the target RATs/frequencies.  

2
The UE reports the PCI of the detected cells in the target RATs/frequencies. The PCI is defined by the carrier frequency and the Primary Scrambling Code (PSC) in case of UTRAN FDD cell, by the carrier frequency and the cell parameter ID in case of UTRAN TDD cell, by the Band Indicator + BSIC + BCCH ARFCN in case of GERAN cell and by the PN Offset in case of CDMA2000 cell.

When the eNB receives UE reports containing PCIs of cell(s) the following sequence may be used. 

3
The eNB instructs the UE, using the newly discovered PCI as parameter, to read the CGI and the RAC of the detected neighbour cell in case of GERAN detected cells, CGI, LAC and, RAC in case of UTRAN detected cells and CGI in case of CDMA2000 detected cells. For the Interfrequency case, the eNB instructs the UE, using the newly discovered PCI as parameter, to read the ECGI, TAC and all available PLMN ID(s) of the inter-frequency detected cell. The UE ignores transmissions from the serving cell while finding the requested information transmitted in the broadcast channel of the detected inter-system/inter-frequency neighbour cell. To do so, the eNB may need to schedule appropriate idle periods to allow the UE to read the requested information from the broadcast channel of the detected inter-RAT/inter-frequency neighbour cell.

4
After the UE has read the requested information in the new cell, it reports the detected CGI and RAC (in case of GERAN detected cells) or CGI, LAC and RAC (in case of UTRAN detected cells) or CGI (in case of CDMA2000 detected cells) to the serving cell eNB.  In the inter-frequency case, the UE reports the ECGI, the, tracking area code and all PLMN-ID(s) that have been detected. If the detected cell is a CSG or hybrid cell, the UE also reports the CSG ID to the serving cell eNB.
5
The eNB updates its inter-RAT/inter-frequency Neighbour Relation Table.

In the inter-frequency case and if needed, the eNB can use the PCI and ECGI for a new X2 interface setup towards this eNB. The setup of the X2 interface is described in section 22.3.2.

22.3.5
Framework for PCI Selection

The eNB shall base the selection of its PCI either on a centralized or distributed PCI assignment algorithm:

[Centralized PCI assignment] The OAM signals a specific PCI value. The eNB shall select this value as its PCI.

[Distributed PCI assignment] The OAM signals a list of PCI values. The eNB may restrict this list by removing PCI-s that are: 

a)
reported by UEs;

b)
reported over  the X2 interface by neighbouring eNBs; and/or

c)
acquired through other implementation dependent methods, e.g. heard over the air using a downlink receiver.

The eNB shall select a PCI value randomly from the remaining list of PCIs.

Next Modified Subclause
23.1.1
IMS Emergency Call

IMS emergency calls are supported in this release of the specification and UE may initiate an IMS emergency call on the PS domain if the network supports it. IMS Emergency call support indication is provided to inform the UE that emergency bearer services are supported. This is sent via NAS messaging for normal service mode UE and via a BCCH indicator for limited service mode UE [17]. The BCCH indicator is set to ‘support’ if any of the MMEs in a non-shared environment or one of PLMNs in a shared network environment supports IMS emergency bearer services.

If at the time of an IMS emergency call origination, the UE is already RRC connected to a CN that does not support IMS emergency calls, it should autonomously release the RRC connection and originate a fresh RRC connection in a cell that is capable of handling emergency calls. Call admission control for IMS emergency call is based on bearer QoS (e.g. the ARP).

Security procedures are activated for emergency calls. For UE in limited service mode and the UE is not authenticated (as defined in TS33.401 Section 15.2.2), ‘NULL’ algorithms for ciphering and integrity protection are used and the related keys are set to specified value and may be ignored by the receiving node. During handover from cell in non-restricted area to restricted area, security is handled normally with normal key derivation etc. for both the intra-LTE and inter-RAT handover. For inter-RAT handover from LTE, if ‘NULL’ Integrity Protection algorithms are used in LTE, security is stopped after the handover. For inter-RAT handover to LTE, security is activated after the handover with ‘NULL’ algorithms if security is not activated in the source RAT.
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NOTE 1: the GERAN capabilities can be stored by the MME at an earlier opportunity, as shown in Figure 18-1, and transferred to the eNB at connection setup.



NOTE 2: the inclusion of GERAN SI/PSI is dependent on the PS Handover Indication in the Source BSS to Target BSS Transparent Container in the HANDOVER REQUIRED message.  
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NOTE 1: the GERAN capabilities can be stored by the MME at an earlier opportunity, as shown in Figure 18-1, and transferred to the eNB at connection setup.



NOTE 2: the 36.413 HANDOVER COMMAND includes two identical copies of the 44.060 DTM HANDOVER COMMAND message i.e. the eNB can forward either of the two
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NOTE 1: the GERAN capabilities can be stored by the MME at an earlier opportunity, as shown in Figure 18-1, and transferred to the eNB at connection setup.
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