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8.7
Relocation Resource Allocation

8.7.1
General

The purpose of the Relocation Resource Allocation procedure is to allocate resources from a target RNS for a relocation of SRNS. The procedure shall be co-ordinated over all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

NOTE:
In case of SRVCC operation, the procedure shall be co-ordinated in the domains which the source RNC decides to involve in the SRVCC operation.

8.7.2
Successful Operation


[image: image1.wmf]TypeUnitOrDepartmentHere

TypeYourNameHere

CN

Target RNC

RELOCATION REQUEST

ACKNOWLEDGE

RELOCATION REQUEST


Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN initiates the procedure by generating a RELOCATION REQUEST message. In a UTRAN to UTRAN relocation, the message shall contain the information (if any) required by the UTRAN to build at least the same set of RABs as existing for the UE before the relocation, except the relocation due to SRVCC operation. The CN may indicate that RAB QoS negotiation is allowed for certain RAB parameters and in some cases also which alternative values to be used in the negotiation.

The RELOCATION REQUEST message may also include an alternative RAB configuration for a RAB specified in the Alternative RAB configuration IE in the Alternative RAB Parameter Values IE. If Alternative RAB configuration IE for a RAB is included in the RELOCATION REQUEST message, the target RNC is allowed after the successful relocation to request the CN to trigger the execution of this alternative RAB configuration. No negotiation is allowed during the Relocation Resource Allocation procedure between the requested RAB configuration and this alternative RAB configuration.

When the CN transmits the RELOCATION REQUEST message, it shall start the timer TRELOCalloc.

When a RELOCATION REQUEST message is sent from a CN node towards an RNC for which the sending CN node is not the default CN node, the Global CN-ID IE shall be included.

Upon reception of the RELOCATION REQUEST message, the target RNC shall initiate allocation of requested resources.

The RELOCATION REQUEST message shall contain the following IEs:

-
Permanent NAS UE Identity IE (if available);

-
Cause IE;

-
CN Domain Indicator IE;

-
Source RNC To Target RNC Transparent Container IE;

-
Iu Signalling Connection Identifier IE;

-
Integrity Protection Information IE (if available);
-
SNA Access Information IE (if available);
-
UESBI-Iu IE (if available);

-
Selected PLMN identity IE if in MOCN or GWCN configuration;

-
CN MBMS Linking Information IE (if available);

-
UE Aggregate Maximum Bit Rate (if available).
For each RAB requested to relocate (or to be created e.g. in the case of inter-system handover), the message shall contain the following IEs:

-
RAB-ID IE;

-
NAS Synchronisation Indicator IE (if the relevant NAS information is provided by the CN);
-
RAB parameters IE;

-
User Plane Information IE;

-
Transport Layer Address IE;

-
Iu Transport Association IE;

-
Data Volume Reporting Indication IE (only for PS);
-
PDP Type Information IE (only for PS).

The RELOCATION REQUEST message may include the following IE:

-
Encryption Information IE (shall not be included if the Integrity Protection Information IE is not included);

· CSG Membership Status IE (shall be included in cases of relocation of CSG capable UEs to hybrid cells).
For each RAB requested to relocate the message may include the following IEs:

-
Service Handover IE;
-
Alternative RAB Parameter Values IE;

-
E-UTRAN Service Handover IE.

The following information elements received in RELOCATION REQUEST message require the same special actions in the RNC as specified for the same IEs in the RAB Assignment procedure:

-
RAB-ID IE;
-
User plane Information IE (i.e. required User Plane Mode and required User Plane Versions);
-
Priority level IE, Pre-emption Capability IE and Pre-emption Vulnerability IE;
-
Service Handover IE;

-
E-UTRAN Service Handover IE.

The SDU Format Information Parameter IE in the RAB Parameters IE shall be present only if the User Plane Mode IE is set to "support mode for pre-defined SDU sizes" and the Traffic Class IE is set to either "Conversational" or "Streaming".

For a RAB setup, the RAB Parameters IE may contain the Signalling Indication IE. The Signalling Indication IE shall not be present if the Traffic Class IE is not set to "Interactive" or if the CN Domain Indicator IE is not set to "PS domain".

If the RELOCATION REQUEST message includes the Permanent NAS UE identity (i.e. IMSI), the RNC shall associate the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC connection.

If the RELOCATION REQUEST message includes the PDP Type Information IE, the UTRAN may use this IE to configure any compression algorithms.

If the CSG Id IE is received in the RELOCATION REQUEST message, the UTRAN shall validate it by comparing it with the CSG ID broadcast by the target cell. If it is valid and if the CSG Membership Status IE is received set to "member", the target RNC may apply appropriate handling to the UE. 
The Cause IE shall contain the same value as the one received in the related RELOCATION REQUIRED message.
The Iu Signalling Connection Identifier IE contains an Iu signalling connection identifier which is allocated by the CN. The value for the Iu Signalling Connection Identifier IE shall be allocated so as to uniquely identify an Iu signalling connection for the involved CN node. The RNC shall store and remember this identifier for the duration of the Iu connection.

The RNC shall, if supported, use the UESBI-Iu IE when included in the RELOCATION REQUEST message.

If the CN MBMS Linking Information IE is included in the RELOCATION REQUEST message, the RNC shall, if supported, use the CN MBMS Linking Information IE to perform suitable UE linking as described in [42].

The algorithms within the Integrity Protection Information IE and the Encryption Information IE shall be ordered in preferred order with the most preferred first in the list.
The Permitted Encryption Algorithms IE within the Encryption Information IE may contain "no encryption" within an element of its list in order to allow the RNC not to cipher the respective connection. This can be done either by not starting ciphering or by using the UEA0 algorithm. In the absence of the Encryption Information IE, the RNC shall not start ciphering.

In case of intra-system relocation, if no Integrity Protection Key IE (Ciphering Key IE respectively) is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC shall not start integrity protection (ciphering respectively).

In case of intra-system relocation, when an Ciphering Key IE is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC may select to use a ciphering alternative where an algorithm is used. It shall in this case make use of this key to cipher its signalling data whatever the selected algorithm. The Encryption Key IE that is contained within the Encryption Information IE of the RELOCATION REQUEST message shall never be considered for ciphering of signalling data.

In case of intra-system relocation, when an Integrity Protection Key IE is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC shall select one integrity algorithm to start integrity and shall in this case make use of this key whatever the selected algorithm. The integrity protection key that is contained within the Integrity Protection Information IE of the RELOCATION REQUEST message shall never be considered.

In case of intra-system relocation, when a Trace Recording Session Information IE is provided within the Source RNC to Target RNC Transparent Container IE, the Target RNC should store that information to include it in a potential future Trace Record for that UE.

In case of inter-system relocation, the integrity protection and ciphering information to be considered shall be the ones received in the Integrity Protection Information IE and Encryption Information IE of the RELOCATION REQUEST message.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC shall store the received Subscriber Profile ID for RAT/Frequency priority and use it as defined in [52].
If the CSFB Information IE is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC may apply special treatment.
The Global CN-ID IE contains the identity of the CN node that sent the RELOCATION REQUEST message, and it shall, if included, be stored together with the Iu signalling connection identifier. If the Global CN-ID IE is not included, the RELOCATION REQUEST message shall be considered as coming from the default CN node for the indicated CN domain.

The RELOCATION REQUEST message may contain the Cell Load Group Information IE in the Source RNC to Target RNC Transparent Container IE.

The following additional actions shall be executed in the target RNC during the Relocation Resource Allocation procedure:

If the Relocation Type IE is set to "UE involved in relocation of SRNS":

-
except the relocation due to SRVCC operation, the target RNC should not accept a requested RAB if the RAB did not exist in the source RNC before the relocation. In case of SRVCC operation, the target RNC may accept CS RAB even if it did not exist in the source RNC before the relocation.

-
The target RNC may accept a requested RAB only if the RAB can be supported by the target RNC.
-
Other RABs shall be rejected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message with an appropriate value in the Cause IE, e.g. "Unable to Establish During Relocation".

-
The target RNC shall include information adapted to the resulting RAB configuration in the target to source RNC transparent container to be included in the RELOCATION REQUEST ACKNOWLEDGE message sent to the CN. If the target RNC supports triggering of the Relocation Detect procedure via the Iur interface, the RNC shall assign a d-RNTI for the context of the relocation and include it in the container. If two CNs are involved in the relocation of SRNS, the target RNC may, however, decide to send the container to only one CN.

-
If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter values shall be included in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB Parameter Values IE.

-
If d-RNTI for No IuCS UP IE is contained in the RELOCATION REQUEST message, the target RNC shall use this information to configure the resource for the UE over Iur during the relocation.

If the Relocation Type IE is set to "UE not involved in relocation of SRNS":

-
The target RNC shall not accept a requested RAB if the RAB did not exist in the source RNC before the relocation.

-
The target RNC may accept a RAB only if the radio bearer(s) for the RAB either exist(s) already and can be used for the RAB by the target RNC, or do(es) not exist before the relocation but can be established in order to support the RAB in the target RNC.

-
If existing radio bearers are not related to any RAB that is accepted by the target RNC, the radio bearers shall be ignored during the relocation of SRNS and the radio bearers shall be released by the radio interface protocols after completion of relocation of SRNS.

-
If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter values shall be included in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB Parameter Values IE. It should be noted that the usage of alternative RAB parameter values is not applicable to the UTRAN initiated relocation of type "UE not involved in relocation of SRNS".

If the UE History Information IE is included in the RELOCATION REQUEST message and the target RNC is configured to collect the information, the target RNC shall collect the same type of information as that included in the UE History Information IE.

After all necessary resources for accepted RABs including the initialised Iu user plane, are successfully allocated, the target RNC shall send a RELOCATION REQUEST ACKNOWLEDGE message to the CN.

For each RAB successfully setup the RNC shall include the following IEs:

-
RAB ID
-
Transport Layer Address (when no ALCAP has been used)

-
Iu Transport Association (when no ALCAP has been used)

Two pairs of Transport Layer Address IE and Iu Transport Association IE may be included for RABs established towards the PS domain.

For each RAB the RNC is not able to setup during the Relocation Resource Allocation procedure, the RNC shall include the RAB ID IE and the Cause IE within the RABs Failed To Setup IE. The resources associated with the RABs indicated as failed to set up shall not be released in the CN until the relocation is completed. This is in order to make a return to the old configuration possible in case of a failed or cancelled relocation.

The RELOCATION REQUEST ACKNOWLEDGE message sent to the CN shall, if applicable and if not sent via the other CN domain, include the Target RNC To Source RNC Transparent Container IE. This container shall be transferred by the CN to the source RNC or the external relocation source while completing the Relocation Preparation procedure.

If the target RNC supports cell load-based inter-system handover, then in the case of inter-system handover, the New BSS to Old BSS Information IE may be included in the RELOCATION REQUEST ACKNOWLEDGE message. This information shall include, if available, the current traffic load in the target cell assuming a successful completion of the handover in progress.

In case of inter-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm IE (Chosen Encryption Algorithm IE respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only if the Integrity Protection Information IE (Encryption Information IE respectively) was included in the RELOCATION REQUEST message.

In case of intra-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm IE (Chosen Encryption Algorithm IE respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only if the Integrity Protection Key IE (Ciphering Key IE respectively) was included within the Source RNC-to-Target RNC transparent container IE.

If one or more of the RABs that the target RNC has decided to support can not be supported by the CN, then these failed RABs shall not be released towards the target RNC until the relocation is completed.

If the NAS Synchronisation Indicator IE is contained in the RELOCATION REQUEST message, the target RNC shall pass it to the UE.

If the SNA Access Information IE is contained in the RELOCATION REQUEST message, the target RNC shall store this information and use it to determine whether the UE has access to radio resources in the UTRAN. The target RNC shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity IE in the SNA Access Information IE. If the Authorised SNAs IE is included for a given PLMN (identified by the PLMN identity IE), then the target RNC shall consider that the access to radio resources for the concerned UE is restricted to the LAs contained in the SNAs identified by the SNAC IEs.

If the SNA Access Information IE is not contained in the RELOCATION REQUEST message, the target RNC shall consider that no access restriction applies to the UE in the UTRAN.

Transmission and reception of a RELOCATION REQUEST ACKNOWLEDGE message terminate the procedure in the UTRAN and in the CN respectively.
Before reporting the successful outcome of the Relocation Resource allocation procedure, the RNC shall have executed the initialisation of the user plane mode as requested by the CN in the User Plane Mode IE. If the RNC can not initialise the requested user plane mode for any of the user plane mode versions in the UP Mode Versions IE according to the rules for initialisation of the respective user plane mode versions, as described in [6], the RAB Relocation shall fail with the cause value "RNC unable to establish all RFCs".

If the Selected PLMN identity IE is contained in the RELOCATION REQUEST message, the target RNC shall use this information to send it to the UE.

If the UE Aggregate Maximum Bit Rate IE is included in the RELOCATION REQUEST message, the UTRAN shall, if supported, store the received UE Aggregate Maximum Bit Rate parameters to control the aggregate data rate of non-GBR traffic for this UE.
Interactions with Uplink Information Exchange procedure:
In case of UTRAN to UTRAN CS only relocation, if the RELOCATION REQUEST message includes the MBMS Linking Information IE in the Source RNC To Target RNC Transparent Container IE, the RNC shall, if supported, initiate the Uplink Information Exchange procedure to retrieve the Multicast Service list for the UE, create relevant MBMS Service Context, store this information and perform the relevant UE linking as defined in [42].

8.7.2.1
Successful Operation for GERAN Iu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Resource Allocation procedure as intra-system relocation from RANAP point of view.

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in Iu mode the following shall apply in addition for the successful operation of the Relocation Resource Allocation procedure:

-
In case of GERAN Iu-mode, for RAB requested to be relocated from the the CS domain, the RELOCATION REQUEST message may contain the GERAN BSC Container IE in order to provide GERAN specific information to the target BSC (see [27]).

9.2.1.28
Source RNC to Target RNC Transparent Container

The Source RNC to Target RNC Transparent Container IE is an information element that is produced by the source RNC and is transmitted to the target RNC. In inter-system handovers to UTRAN, the IE is transmitted from the external relocation source to the target RNC.

This IE is transparent to the CN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	
	-
	

	Number of Iu Instances
	M
	
	INTEGER (1..2)
	
	-
	

	Relocation Type
	M
	
	9.2.1.23
	
	-
	

	Chosen Integrity Protection Algorithm
	O
	
	9.2.1.13
	Indicates the integrity protection algorithm.
	-
	

	Integrity Protection Key
	O
	
	Bit String (128)
	
	-
	

	Chosen Encryption Algorithm
	O
	
	9.2.1.14
	Indicates the algorithm for ciphering of signalling data.
	-
	

	Ciphering Key
	O
	
	Bit String (128)
	
	-
	

	Chosen Encryption Algorithm 
	O
	
	9.2.1.14
	Indicates the algorithm for ciphering of CS user data.
	-
	

	Chosen Encryption Algorithm
	O
	
	9.2.1.14
	Indicates the algorithm for ciphering of PS user data.
	-
	

	d-RNTI
	C - ifUEnotinvolved
	
	INTEGER (0..1048575)
	
	-
	

	Target Cell ID
	C - ifUEinvolved
	
	INTEGER (0..268435455)
	This information element identifies a cell uniquely within UTRAN and consists of RNC-ID and C-ID as defined in TS 25.401 [3] or Cell Identity IE as defined in TS 25.331[10] if the target is a HNB [55].
	-
	

	Cell Load Information Group
	O
	
	9.2.1.60
	For "Cell Load-Based Inter-System Handover"
	-
	

	RAB TrCH Mapping
	O
	1 to <maxnoofRABs>
	
	
	-
	

	
>RAB ID
	M
	
	9.2.1.2
	
	-
	

	
>RAB Subflow
	M
	1 to <maxRAB-Subflows>
	
	The RAB Subflows shall be presented in an order that corresponds to the order in which the RBs are presented per RAB in the RRC container included in this IE.
	-
	

	
>> Transport Channel IDs
	
	
	
	
	-
	

	
>>> DCH ID
	O
	
	INTEGER (0..255)
	The DCH ID is the identifier of an active dedicated transport channel. It is unique for each active DCH among the active DCHs simultaneously allocated for the same UE.
	-
	

	
>>> DSCH ID
	O
	
	INTEGER (0..255)
	The DSCH ID is the identifier of an active downlink shared transport channel. It is unique for each DSCH among the active DSCHs simultaneously allocated for the same UE.
	-
	

	
>>> USCH ID
	O
	
	INTEGER (0..255)
	The USCH ID is the identifier of an active uplink shared transport channel. It is unique for each USCH among the active USCHs simultaneously allocated for the same UE.
	-
	

	
>>> HS-DSCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The HS-DSCH MAC-d Flow ID is the identifier of an HS-DSCH MAC-d flow over Iur.
	YES
	ignore

	
>>>E-DCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The E-DCH MAC-d Flow ID is the identifier of an E-DCH MAC-d flow over Iur.
	YES
	ignore

	
>CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	ignore

	SRB TrCH Mapping
	O
	1 to <maxnoofSRBs>
	
	
	GLOBAL
	reject

	
>SRB ID
	M
	
	INTEGER (1..32)
	The SRB ID is the absolute value of the SRB.
	-
	

	
>DCH ID
	O
	
	INTEGER (0..255)
	The DCH ID is the identifier of an active dedicated transport channel over Iur. It is unique for each active DCH among the active DCHs simultaneously allocated for the same UE.
	-
	

	
>DSCH ID
	O
	
	INTEGER (0..255)
	The DSCH ID is the identifier of an active downlink shared transport channel over Iur. It is unique for each DSCH among the active DSCHs simultaneously allocated for the same UE.
	-
	

	
>USCH ID
	O
	
	INTEGER (0..255)
	The USCH ID is the identifier of an active uplink shared transport channel over Iur. It is unique for each USCH among the active USCHs simultaneously allocated for the same UE.
	-
	

	
>HS-DSCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The HS-DSCH MAC-d Flow ID is the identifier of an HS-DSCH MAC-d flow over Iur.
	YES
	ignore

	
>E-DCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The E-DCH MAC-d Flow ID is the identifier of an E-DCH MAC-d flow over Iur.
	YES
	ignore

	Trace Recording Session Information
	O
	
	9.2.1.66
	
	YES
	ignore

	MBMS Linking Information
	O
	
	ENUMERATED (UE-has-joined-Multicast-Services, ...)
	
	YES
	ignore

	d-RNTI for No IuCS UP
	O
	
	INTEGER (0..1048575)
	
	YES
	reject

	UE History Information
	O
	
	OCTET STRING
	Defined in [49]
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.86
	
	YES
	ignore

	SRVCC Information
	O
	
	9.2.1.89
	
	YES
	reject

	PS RAB To Be Replaced 
	O
	
	RAB ID

9.2.1.2
	
	YES
	reject

	CSFB Information 
	O
	
	ENUMERATED (CSFB, CSFB High Priority, ...)
	
	YES
	ignore


	Condition
	Explanation

	IfUEnotinvolved
	This IE shall be present if the Relocation type IE is set to "UE not involved in relocation of SRNS".

	IfUEinvolved
	This IE shall be present if the Relocation type IE is set to "UE involved in relocation of SRNS".


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.

	maxRABSubflows
	Maximum no. of subflows per RAB. Value is 7.

	maxnoofSRBs
	Maximum no. of SRBs per RAB. Value is 8.


9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

RANAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


maxNrOfCSGs,


maxNrOfErrors,


maxNrOfPDPDirections,


maxNrOfPoints,


maxNrOfRABs,


maxNrOfSRBs,


maxNrOfSeparateTrafficDirections,


maxRAB-Subflows,


maxRAB-SubflowCombination,


maxNrOfLevels,


maxNrOfAltValues,


maxNrOfSNAs,


maxNrOfLAs,


maxNrOfPLMNsSN,


maxSet,


maxNrOfHSDSCHMACdFlows-1,

maxNrOfUEsToBeTraced,


maxNrOfInterfaces,


maxnoofMulticastServicesPerRNC,


maxMBMSSA,


maxMBMSRA,


maxnoofMulticastServicesPerUE,


maxNrOfEDCHMACdFlows-1,


maxGANSSSet,

id-CN-DomainIndicator,


id-MessageStructure,


id-SRB-TrCH-Mapping,


id-TypeOfError,


id-hS-DSCH-MAC-d-Flow-ID,


id-SignallingIndication,


id-CellLoadInformationGroup,


id-TraceRecordingSessionInformation,


id-MBMSLinkingInformation,


id-AlternativeRABConfiguration,


id-AlternativeRABConfigurationRequest,

id-E-DCH-MAC-d-Flow-ID,


id-RAC,


id-Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf,


id-Alt-RAB-Parameter-ExtendedMaxBitrateInf,


id-Ass-RAB-Parameter-ExtendedGuaranteedBitrateList,


id-Ass-RAB-Parameter-ExtendedMaxBitrateList,


id-RAB-Parameter-ExtendedGuaranteedBitrateList,


id-RAB-Parameter-ExtendedMaxBitrateList,


id-Requested-RAB-Parameter-ExtendedMaxBitrateList,


id-Requested-RAB-Parameter-ExtendedGuaranteedBitrateList,

id-LAofIdleModeUEs,


id-newLAListofIdleModeUEs,


id-LAListwithNoIdleModeUEsAnyMore,


id-ExtendedRNC-ID,

id-GANSS-PositioningDataSet,


id-d-RNTI-for-NoIuCSUP,


id-UE-History-Information,


id-SubscriberProfileIDforRFP,


id-Alt-RAB-Parameter-SupportedGuaranteedBitrateInf,

id-Alt-RAB-Parameter-SupportedMaxBitrateInf,


id-Ass-RAB-Parameter-SupportedGuaranteedBitrateList,


id-Ass-RAB-Parameter-SupportedMaxBitrateList,


id-RAB-Parameter-SupportedGuaranteedBitrateList,


id-RAB-Parameter-SupportedMaxBitrateList,


id-Requested-RAB-Parameter-SupportedMaxBitrateList,


id-Requested-RAB-Parameter-SupportedGuaranteedBitrateList,

id-PSRABtobeReplaced,

    id-SRVCC-Information,


id-CSG-Id,

id-CSFB-Information

FROM RANAP-Constants

Asn1 not affected
CI




::= OCTET STRING (SIZE (2))

ClassmarkInformation2


::= OCTET STRING

ClassmarkInformation3


::= OCTET STRING

CN-DomainIndicator ::= ENUMERATED {


cs-domain,


ps-domain

}

CN-ID



::= INTEGER (0..4095)
CSFB-Information ::= ENUMERATED {


csfb,


csfb-high-priority,


...

}

CSG-Id

::= BIT STRING (SIZE (27))

CSG-Id-List ::= SEQUENCE (SIZE (1..maxNrOfCSGs)) OF


CSG-Id
CSG-Membership-Status ::= ENUMERATED { 


member, 


non-member,


...

}
-- D

Asn1 not affected
SourceRNC-ID ::= SEQUENCE {


pLMNidentity



PLMNidentity,


rNC-ID



RNC-ID,


iE-Extensions


ProtocolExtensionContainer { {SourceRNC-ID-ExtIEs} } OPTIONAL

}

SourceRNC-ID-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

SourceRNC-ToTargetRNC-TransparentContainer ::= SEQUENCE {


rRC-Container


RRC-Container,


numberOfIuInstances

NumberOfIuInstances,


relocationType 


RelocationType,


chosenIntegrityProtectionAlgorithm ChosenIntegrityProtectionAlgorithm
OPTIONAL,


integrityProtectionKey

IntegrityProtectionKey


OPTIONAL,


chosenEncryptionAlgorithForSignalling ChosenEncryptionAlgorithm

OPTIONAL,


cipheringKey


EncryptionKey



OPTIONAL,


chosenEncryptionAlgorithForCS
ChosenEncryptionAlgorithm

OPTIONAL,


chosenEncryptionAlgorithForPS
ChosenEncryptionAlgorithm

OPTIONAL,


d-RNTI



D-RNTI 




OPTIONAL


-- This IE shall be present if the Relocation type IE is set to "UE not involved in relocation of SRNS" --,


targetCellId


TargetCellId



OPTIONAL


-- This IE shall be present if the Relocation type IE is set to "UE involved in relocation of SRNS" --,


rAB-TrCH-Mapping


RAB-TrCH-Mapping



OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { {SourceRNC-ToTargetRNC-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

SourceRNC-ToTargetRNC-TransparentContainer-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 99 to enable transfer of SRB mapping onto Iur transport channel Ids --

{
ID id-SRB-TrCH-Mapping
CRITICALITY reject

EXTENSION SRB-TrCH-Mapping
PRESENCE optional
}|

-- Extension for Release 5 to enable Inter RAN Load Information Exchange over Iu --

{ID id-CellLoadInformationGroup
CRITICALITY ignore

EXTENSION CellLoadInformationGroup

PRESENCE optional}|

-- Extension for Release 6 to provide Trace Recording Session Information to the Target RNC --

{ID id-TraceRecordingSessionInformation

CRITICALITY ignore

EXTENSION TraceRecordingSessionInformation

PRESENCE optional}|

-- Extension for Release 6 to indicate to the Target RNC that the UE has activated Multicast Service --

{ID id-MBMSLinkingInformation



CRITICALITY ignore

EXTENSION MBMSLinkingInformation




PRESENCE optional}|


{ID id-d-RNTI-for-NoIuCSUP




CRITICALITY reject

EXTENSION D-RNTI









PRESENCE optional}|


{ID id-UE-History-Information



CRITICALITY ignore

EXTENSION UE-History-Information




PRESENCE optional}|


{ID id-SubscriberProfileIDforRFP


CRITICALITY ignore

EXTENSION SubscriberProfileIDforRFP



PRESENCE optional}|

-- Extension for Release 8 to transfer to the Target RNC parameters required for SRVCC operation --

{ID id-SRVCC-Information 




CRITICALITY reject

EXTENSION SRVCC-Information






PRESENCE optional}|


{ID id-PSRABtobeReplaced 




CRITICALITY reject

EXTENSION RAB-ID









PRESENCE optional}|

-- Extension for Release 9 to transfer to the Target RNC parameters required for CSG ID validation --


{ID id-CSG-Id 






CRITICALITY reject 


EXTENSION CSG-Id 









PRESENCE optional}|

-- Extension for Release 9 to transfer to the Target RNC parameters required for CSFB operation --


{ID id-CSFB-Information 



CRITICALITY ignore 


EXTENSION CSFB-Information 









PRESENCE optional},

...

}

SubscriberProfileIDforRFP ::= INTEGER (1..256)

Asn1 not affected
9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

RANAP-Constants {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-Constants (4) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- **************************************************************

--

-- Elementary Procedures

--

-- **************************************************************

id-RAB-Assignment




INTEGER ::= 0

id-Iu-Release





INTEGER ::= 1

id-RelocationPreparation


INTEGER ::= 2

id-RelocationResourceAllocation

INTEGER ::= 3

id-RelocationCancel




INTEGER ::= 4

id-SRNS-ContextTransfer



INTEGER ::= 5

id-SecurityModeControl



INTEGER ::= 6

id-DataVolumeReport




INTEGER ::= 7

id-Reset






INTEGER ::= 9

id-RAB-ReleaseRequest



INTEGER ::= 10

id-Iu-ReleaseRequest



INTEGER ::= 11

id-RelocationDetect




INTEGER ::= 12

id-RelocationComplete



INTEGER ::= 13

id-Paging






INTEGER ::= 14

id-CommonID






INTEGER ::= 15

id-CN-InvokeTrace




INTEGER ::= 16

id-LocationReportingControl


INTEGER ::= 17

id-LocationReport




INTEGER ::= 18

id-InitialUE-Message



INTEGER ::= 19

id-DirectTransfer




INTEGER ::= 20

id-OverloadControl




INTEGER ::= 21

id-ErrorIndication




INTEGER ::= 22

id-SRNS-DataForward




INTEGER ::= 23

id-ForwardSRNS-Context



INTEGER ::= 24

id-privateMessage




INTEGER ::= 25

id-CN-DeactivateTrace



INTEGER ::= 26

id-ResetResource




INTEGER ::= 27

id-RANAP-Relocation




INTEGER ::= 28

id-RAB-ModifyRequest



INTEGER ::= 29

id-LocationRelatedData



INTEGER ::= 30

id-InformationTransfer



INTEGER ::= 31

id-UESpecificInformation


INTEGER ::= 32

id-UplinkInformationExchange

INTEGER ::= 33

id-DirectInformationTransfer

INTEGER ::= 34

id-MBMSSessionStart




INTEGER ::= 35

id-MBMSSessionUpdate



INTEGER ::= 36

id-MBMSSessionStop




INTEGER ::= 37

id-MBMSUELinking




INTEGER ::= 38

id-MBMSRegistration




INTEGER ::= 39

id-MBMSCNDe-Registration-Procedure
INTEGER ::= 40

id-MBMSRABEstablishmentIndication
INTEGER ::= 41

id-MBMSRABRelease




INTEGER ::= 42

id-enhancedRelocationComplete

INTEGER ::= 43

id-enhancedRelocationCompleteConfirm
INTEGER ::= 44

id-RANAPenhancedRelocation


INTEGER ::= 45

id-SRVCCPreparation




INTEGER ::= 46

-- **************************************************************

--

-- Extension constants

--

-- **************************************************************

maxPrivateIEs 





INTEGER ::= 65535

maxProtocolExtensions 



INTEGER ::= 65535

maxProtocolIEs





INTEGER ::= 65535

-- **************************************************************

--

-- Lists

--

-- **************************************************************

maxNrOfDTs






INTEGER ::= 15

maxNrOfErrors





INTEGER ::= 256

maxNrOfIuSigConIds




INTEGER ::= 250

maxNrOfPDPDirections



INTEGER ::= 2

maxNrOfPoints





INTEGER ::= 15

maxNrOfRABs






INTEGER ::= 256

maxNrOfSeparateTrafficDirections
INTEGER ::= 2

maxNrOfSRBs






INTEGER ::= 8

maxNrOfVol






INTEGER ::= 2
maxNrOfLevels





INTEGER ::= 256

maxNrOfAltValues




INTEGER ::= 16

maxNrOfPLMNsSN





INTEGER ::= 32

maxNrOfLAs






INTEGER ::= 65536

maxNrOfSNAs






INTEGER ::= 65536

maxNrOfUEsToBeTraced



INTEGER ::= 64
maxNrOfInterfaces




INTEGER ::= 16

maxRAB-Subflows





INTEGER ::= 7

maxRAB-SubflowCombination


INTEGER ::= 64

maxSet







INTEGER ::= 9

maxNrOfHSDSCHMACdFlows-1


INTEGER
::= 7

maxnoofMulticastServicesPerUE

INTEGER ::= 128

maxnoofMulticastServicesPerRNC

INTEGER ::= 512
maxMBMSSA






INTEGER ::= 256

maxMBMSRA






INTEGER ::= 65536

maxNrOfEDCHMACdFlows-1



INTEGER ::= 7

maxGANSSSet






INTEGER ::= 9

maxNrOfCSGs






INTEGER ::= 256
-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-AreaIdentity 







INTEGER ::= 0

id-CN-DomainIndicator 






INTEGER ::= 3

id-Cause 









INTEGER ::= 4

id-ChosenEncryptionAlgorithm 




INTEGER ::= 5

id-ChosenIntegrityProtectionAlgorithm 


INTEGER ::= 6

id-ClassmarkInformation2 





INTEGER ::= 7

id-ClassmarkInformation3 





INTEGER ::= 8

id-CriticalityDiagnostics 





INTEGER ::= 9

id-DL-GTP-PDU-SequenceNumber 




INTEGER ::= 10

id-EncryptionInformation 





INTEGER ::= 11

id-IntegrityProtectionInformation 



INTEGER ::= 12

id-IuTransportAssociation 





INTEGER ::= 13

id-L3-Information 







INTEGER ::= 14

id-LAI 










INTEGER ::= 15

id-NAS-PDU 









INTEGER ::= 16

id-NonSearchingIndication 





INTEGER ::= 17

id-NumberOfSteps 







INTEGER ::= 18

id-OMC-ID 









INTEGER ::= 19

id-OldBSS-ToNewBSS-Information 




INTEGER ::= 20

id-PagingAreaID 







INTEGER ::= 21

id-PagingCause 








INTEGER ::= 22

id-PermanentNAS-UE-ID 






INTEGER ::= 23

id-RAB-ContextItem 







INTEGER ::= 24

id-RAB-ContextList 







INTEGER ::= 25

id-RAB-DataForwardingItem 





INTEGER ::= 26

id-RAB-DataForwardingItem-SRNS-CtxReq 


INTEGER ::= 27

id-RAB-DataForwardingList 





INTEGER ::= 28

id-RAB-DataForwardingList-SRNS-CtxReq 


INTEGER ::= 29

id-RAB-DataVolumeReportItem 




INTEGER ::= 30

id-RAB-DataVolumeReportList 




INTEGER ::= 31

id-RAB-DataVolumeReportRequestItem 



INTEGER ::= 32

id-RAB-DataVolumeReportRequestList 



INTEGER ::= 33

id-RAB-FailedItem 







INTEGER ::= 34

id-RAB-FailedList 







INTEGER ::= 35

id-RAB-ID 









INTEGER ::= 36

id-RAB-QueuedItem 







INTEGER ::= 37

id-RAB-QueuedList 







INTEGER ::= 38

id-RAB-ReleaseFailedList 





INTEGER ::= 39

id-RAB-ReleaseItem 







INTEGER ::= 40

id-RAB-ReleaseList 







INTEGER ::= 41

id-RAB-ReleasedItem 






INTEGER ::= 42

id-RAB-ReleasedList 






INTEGER ::= 43

id-RAB-ReleasedList-IuRelComp 




INTEGER ::= 44

id-RAB-RelocationReleaseItem 




INTEGER ::= 45

id-RAB-RelocationReleaseList 




INTEGER ::= 46

id-RAB-SetupItem-RelocReq 





INTEGER ::= 47

id-RAB-SetupItem-RelocReqAck 




INTEGER ::= 48

id-RAB-SetupList-RelocReq 





INTEGER ::= 49

id-RAB-SetupList-RelocReqAck 




INTEGER ::= 50

id-RAB-SetupOrModifiedItem 





INTEGER ::= 51

id-RAB-SetupOrModifiedList 





INTEGER ::= 52

id-RAB-SetupOrModifyItem 





INTEGER ::= 53

id-RAB-SetupOrModifyList 





INTEGER ::= 54

id-RAC 










INTEGER ::= 55

id-RelocationType 







INTEGER ::= 56

id-RequestType 








INTEGER ::= 57

id-SAI 










INTEGER ::= 58

id-SAPI 









INTEGER ::= 59

id-SourceID 








INTEGER ::= 60

id-Source-ToTarget-TransparentContainer 

INTEGER ::= 61

id-TargetID 








INTEGER ::= 62

id-Target-ToSource-TransparentContainer 

INTEGER ::= 63

id-TemporaryUE-ID 







INTEGER ::= 64

id-TraceReference 







INTEGER ::= 65

id-TraceType 








INTEGER ::= 66

id-TransportLayerAddress 





INTEGER ::= 67

id-TriggerID 








INTEGER ::= 68

id-UE-ID 









INTEGER ::= 69

id-UL-GTP-PDU-SequenceNumber 




INTEGER ::= 70

id-RAB-FailedtoReportItem





INTEGER ::= 71

id-RAB-FailedtoReportList 





INTEGER ::= 72

id-KeyStatus








INTEGER ::= 75

id-DRX-CycleLengthCoefficient 




INTEGER ::= 76

id-IuSigConIdList







INTEGER ::= 77

id-IuSigConIdItem







INTEGER ::= 78

id-IuSigConId








INTEGER ::= 79

id-DirectTransferInformationItem-RANAP-RelocInf
INTEGER ::= 80

id-DirectTransferInformationList-RANAP-RelocInf
INTEGER ::= 81

id-RAB-ContextItem-RANAP-RelocInf



INTEGER ::= 82

id-RAB-ContextList-RANAP-RelocInf



INTEGER ::= 83

id-RAB-ContextFailedtoTransferItem



INTEGER ::= 84

id-RAB-ContextFailedtoTransferList



INTEGER ::= 85

id-GlobalRNC-ID








INTEGER ::= 86

id-RAB-ReleasedItem-IuRelComp




INTEGER ::= 87
id-MessageStructure







INTEGER ::= 88
id-Alt-RAB-Parameters






INTEGER ::= 89

id-Ass-RAB-Parameters






INTEGER ::= 90

id-RAB-ModifyList







INTEGER ::= 91

id-RAB-ModifyItem







INTEGER ::= 92

id-TypeOfError








INTEGER ::= 93

id-BroadcastAssistanceDataDecipheringKeys

INTEGER ::= 94

id-LocationRelatedDataRequestType



INTEGER ::= 95

id-GlobalCN-ID








INTEGER ::= 96

id-LastKnownServiceArea






INTEGER ::= 97

id-SRB-TrCH-Mapping







INTEGER ::= 98

id-InterSystemInformation-TransparentContainer
INTEGER ::= 99

id-NewBSS-To-OldBSS-Information 





INTEGER ::= 100

id-SourceRNC-PDCP-context-info






INTEGER ::= 103

id-InformationTransferID







INTEGER ::= 104

id-SNA-Access-Information







INTEGER ::= 105

id-ProvidedData










INTEGER ::= 106

id-GERAN-BSC-Container








INTEGER ::= 107

id-GERAN-Classmark









INTEGER ::= 108

id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item

INTEGER ::= 109

id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse

INTEGER ::= 110

id-VerticalAccuracyCode








INTEGER ::= 111

id-ResponseTime










INTEGER ::= 112

id-PositioningPriority








INTEGER ::= 113

id-ClientType










INTEGER ::= 114

id-LocationRelatedDataRequestTypeSpecificToGERANIuMode
INTEGER ::= 115

id-SignallingIndication








INTEGER ::= 116

id-hS-DSCH-MAC-d-Flow-ID







INTEGER ::= 117

id-UESBI-Iu











INTEGER ::= 118

id-PositionData










INTEGER ::= 119

id-PositionDataSpecificToGERANIuMode




INTEGER ::= 120

id-CellLoadInformationGroup







INTEGER ::= 121

id-AccuracyFulfilmentIndicator






INTEGER ::= 122

id-InformationTransferType







INTEGER ::= 123

id-TraceRecordingSessionInformation





INTEGER ::= 124

id-TracePropagationParameters






INTEGER ::= 125

id-InterSystemInformationTransferType




INTEGER ::= 126

id-SelectedPLMN-ID









INTEGER ::= 127

id-RedirectionCompleted








INTEGER ::= 128

id-RedirectionIndication







INTEGER ::= 129

id-NAS-SequenceNumber








INTEGER ::= 130

id-RejectCauseValue









INTEGER ::= 131

id-APN












INTEGER ::= 132

id-CNMBMSLinkingInformation







INTEGER ::= 133

id-DeltaRAListofIdleModeUEs







INTEGER ::= 134

id-FrequenceLayerConvergenceFlag





INTEGER ::= 135

id-InformationExchangeID







INTEGER ::= 136

id-InformationExchangeType







INTEGER ::= 137

id-InformationRequested








INTEGER ::= 138

id-InformationRequestType







INTEGER ::= 139

id-IPMulticastAddress








INTEGER ::= 140

id-JoinedMBMSBearerServicesList






INTEGER ::= 141

id-LeftMBMSBearerServicesList






INTEGER ::= 142

id-MBMSBearerServiceType







INTEGER ::= 143

id-MBMSCNDe-Registration







INTEGER ::= 144

id-MBMSServiceArea









INTEGER ::= 145

id-MBMSSessionDuration








INTEGER ::= 146

id-MBMSSessionIdentity








INTEGER ::= 147

id-PDP-TypeInformation








INTEGER ::= 148

id-RAB-Parameters









INTEGER ::= 149

id-RAListofIdleModeUEs








INTEGER ::= 150

id-MBMSRegistrationRequestType






INTEGER ::= 151

id-SessionUpdateID









INTEGER ::= 152

id-TMGI












INTEGER ::= 153

id-TransportLayerInformation






INTEGER ::= 154

id-UnsuccessfulLinkingList







INTEGER ::= 155

id-MBMSLinkingInformation







INTEGER ::= 156
id-MBMSSessionRepetitionNumber






INTEGER ::= 157
id-AlternativeRABConfiguration






INTEGER ::= 158

id-AlternativeRABConfigurationRequest




INTEGER ::= 159

id-E-DCH-MAC-d-Flow-ID








INTEGER ::= 160
id-SourceBSS-ToTargetBSS-TransparentContainer


INTEGER ::= 161

id-TargetBSS-ToSourceBSS-TransparentContainer


INTEGER ::= 162

id-TimeToMBMSDataTransfer







INTEGER ::= 163

id-IncludeVelocity









INTEGER ::= 164

id-VelocityEstimate









INTEGER ::= 165
id-RedirectAttemptFlag








INTEGER ::= 166

id-RAT-Type











INTEGER ::= 167

id-PeriodicLocationInfo








INTEGER ::= 168
id-MBMSCountingInformation







INTEGER ::= 169

id-170-not-to-be-used-for-IE-ids





INTEGER ::= 170

id-ExtendedRNC-ID









INTEGER ::= 171

id-Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf

INTEGER ::= 172

id-Alt-RAB-Parameter-ExtendedMaxBitrateInf



INTEGER ::= 173

id-Ass-RAB-Parameter-ExtendedGuaranteedBitrateList

INTEGER ::= 174
id-Ass-RAB-Parameter-ExtendedMaxBitrateList



INTEGER ::= 175
id-RAB-Parameter-ExtendedGuaranteedBitrateList


INTEGER ::= 176

id-RAB-Parameter-ExtendedMaxBitrateList




INTEGER ::= 177

id-Requested-RAB-Parameter-ExtendedMaxBitrateList

INTEGER ::= 178
id-Requested-RAB-Parameter-ExtendedGuaranteedBitrateList
INTEGER ::= 179

id-LAofIdleModeUEs









INTEGER ::= 180

id-newLAListofIdleModeUEs







INTEGER ::= 181

id-LAListwithNoIdleModeUEsAnyMore





INTEGER ::= 182

id-183-not-to-be-used-for-IE-ids





INTEGER ::= 183

id-GANSS-PositioningDataSet







INTEGER ::= 184

id-RequestedGANSSAssistanceData






INTEGER ::= 185

id-BroadcastGANSSAssistanceDataDecipheringKeys


INTEGER ::= 186

id-d-RNTI-for-NoIuCSUP








INTEGER ::= 187

id-RAB-SetupList-EnhancedRelocCompleteReq



INTEGER ::= 188

id-RAB-SetupItem-EnhancedRelocCompleteReq



INTEGER ::= 189

id-RAB-SetupList-EnhancedRelocCompleteRes



INTEGER ::= 190

id-RAB-SetupItem-EnhancedRelocCompleteRes



INTEGER ::= 191

id-RAB-SetupList-EnhRelocInfoReq





INTEGER ::= 192

id-RAB-SetupItem-EnhRelocInfoReq





INTEGER ::= 193

id-RAB-SetupList-EnhRelocInfoRes





INTEGER ::= 194

id-RAB-SetupItem-EnhRelocInfoRes





INTEGER ::= 195

id-OldIuSigConId









INTEGER ::= 196

id-RAB-FailedList-EnhRelocInfoRes





INTEGER ::= 197

id-RAB-FailedItem-EnhRelocInfoRes





INTEGER ::= 198

id-Global-ENB-ID









INTEGER ::= 199

id-UE-History-Information







INTEGER ::= 200

id-MBMSSynchronisationInformation





INTEGER ::= 201

id-SubscriberProfileIDforRFP






INTEGER ::= 202

id-CSG-Id











INTEGER ::= 203

id-OldIuSigConIdCS









INTEGER ::= 204

id-OldIuSigConIdPS









INTEGER ::= 205

id-GlobalCN-IDCS









INTEGER ::= 206

id-GlobalCN-IDPS









INTEGER ::= 207

id-SourceExtendedRNC-ID








INTEGER ::= 208

id-RAB-ToBeReleasedItem-EnhancedRelocCompleteRes

INTEGER ::= 209

id-RAB-ToBeReleasedList-EnhancedRelocCompleteRes

INTEGER ::= 210

id-SourceRNC-ID










INTEGER ::= 211

id-Relocation-TargetRNC-ID







INTEGER ::= 212

id-Relocation-TargetExtendedRNC-ID





INTEGER ::= 213
id-Alt-RAB-Parameter-SupportedGuaranteedBitrateInf

INTEGER ::= 214

id-Alt-RAB-Parameter-SupportedMaxBitrateInf



INTEGER ::= 215

id-Ass-RAB-Parameter-SupportedGuaranteedBitrateList

INTEGER ::= 216
id-Ass-RAB-Parameter-SupportedMaxBitrateList


INTEGER ::= 217
id-RAB-Parameter-SupportedGuaranteedBitrateList


INTEGER ::= 218

id-RAB-Parameter-SupportedMaxBitrateList



INTEGER ::= 219

id-Requested-RAB-Parameter-SupportedMaxBitrateList

INTEGER ::= 220
id-Requested-RAB-Parameter-SupportedGuaranteedBitrateList
INTEGER ::= 221

id-Relocation-SourceRNC-ID







INTEGER ::= 222

id-Relocation-SourceExtendedRNC-ID





INTEGER ::= 223
id-EncryptionKey









INTEGER ::= 224

id-IntegrityProtectionKey







INTEGER ::= 225

id-SRVCC-HO-Indication








INTEGER ::= 226

id-SRVCC-Information








INTEGER ::= 227

id-SRVCC-Operation-Possible







INTEGER ::= 228

id-CSG-Id-List










INTEGER ::= 229

id-PSRABtobeReplaced








INTEGER ::= 230

id-E-UTRAN-Service-Handover







INTEGER ::= 231

id-UE-AggregateMaximumBitRate






INTEGER ::= 233
id-CSG-Membership-Status 







INTEGER ::= 234
id-Cell-Access-Mode









INTEGER ::= 235
id-CSFB-Information









INTEGER ::= 237
END
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