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8.3 
Context Management procedures
8.3.1
Initial Context Setup
8.3.1.1

General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE radio and security capabilities information etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation


[image: image1.wmf] 

INITIAL CONTEXT SETUP

 RESPONSE

 

INITIAL CONTEXT SETUP REQUEST

 

eNB

 

MME

 


Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
[SKIP UNCHANGED TEXT]
The eNB shall use the information in Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in [10]. 

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall then act as defined in [17].
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for an unsuccessful establishment e.g.: "Radio resources not available", "Failure in the Radio Interface Procedure".

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
[SKIP UNCHANGED TEXT]
8.4.2

Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNodeB for the handover of a UE. 

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation
The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNodeB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context.

The eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

[SKIP UNCHANGED TEXT]
8.6.2.2
DOWNLINK NAS TRANSPORT
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Figure 8.6.2.2-1: DOWNLINK NAS Transport Procedure

If the MME only need to send a NAS message transparently via the eNB to the UE and a UE-associated logical S1-connection exists for the UE or if the MME have received the eNB UE S1AP ID IE in an INITIAL UE MESSAGE message, the MME shall send a DOWNLINK NAS TRANSPORT message to the eNB including the NAS message as a NAS-PDU IE. If the UE-associated logical S1-connection is not established the MME shall allocate a unique MME UE S1AP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message. By the reception of MME UE S1AP ID IE in eNB the UE-associated logical S1-connection is established.

The NAS-PDU IE contains an MME – UE message that is transferred without interpretation in the eNB.

The DOWNLINK NAS TRANSPORT message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the DOWNLINK NAS TRANSPORT message, the target eNB shall store this information in the UE context.

The eNB shall use the information in Handover Restriction List IE if present in the DOWNLINK NAS TRANSPORT message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the DOWNLINK NAS TRANSPORT message and there is no previously stored Handover restriction information, the target eNB shall consider that no access restriction applies to the UE.
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