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<Start of 2nd modified section>
12.1.5
Test requirements

SS must check that the UE sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Step 1: the UE shall send an INVITE message with correct content. The UE shall include the following lines in the SDP body:

-
All mandatory SDP lines, as specified in SDP grammar in RFC 4566 [27] appendix A, including:

-
"o=" line indicating e.g. the session identifier and the IP address of the UE;

-
"c=" line indicating the IP address of the UE for receiving the media flow;

-
Media description lines for the media proposed by UE for the MO call. For each type of offered media the following lines must exist within the SDP:

-
"m=" line describing the media type, transport port and protocol used for media and media format;

-
"b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media , however this line may be missing if the media type is something else than "video" or "audio" or the SDP contains "a=sendonly" line, according to RFC 3264 [30];

-
extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line:

-
either a=sendonly, a=recvonly or a=sendrecv line. The directionality indicated by this line must be the same as indicated by the a=curr:qos local line for preconditions

-
four "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31]. At this stage of the call setup the lines shall be as follows:
a=curr:qos local [none, send, recv or sendrecv]
a=curr:qos remote none
a=des:qos mandatory local [send, recv or sendrecv]
a=des:qos [none, optional or mandatory] remote [send, recv or sendrecv]
The direction tag for remote shall be the same as for local. These four "a=" lines may appear in any order.

...

Step 4: the UE shall send a PRACK request with the correct content. The UE may include a SDP body in the PRACK request In that case the following lines shall be included in the SDP body of PRACK:

-
All mandatory SDP lines are present; and

-
"o" line shall be the same like in INVITE request, except that the version number shall be incremented by one; and

-
SDP must contain at least as many media description lines as the SDP in the INVITE contained; and

-
The "a=" lines for preconditions in the PRACK shall be like for INVITE in step 1 but with the following exceptions: 

-
in attribute line a=curr:qos local the direction-tag may have either the value "none" or the same value that the direction-tag has in the attribute line a=des:qos mandatory local. The latter case indicates that the UE has already met its local preconditions.

-
in attribute line a=des:qos [strength-tag] remote [direction-tag] the strength-tag must be "mandatory" (according to what SS answered in 183 response)

-
either a=sendonly, a=recvonly or a=sendrecv line. The directionality indicated by this line must be the same as indicated by the a=curr:qos local line for preconditions

...

Step 6: the UE may conditionally send an UPDATE request with the correct content. The UE shall include the following lines in the SDP body:

-
All mandatory SDP lines are present; and

-
"o" line like in INVITE request, except that the version number shall be incremented by one compared to the previously sent SDP offer; and

-
SDP must contain at least as many media description lines as the SDP in the INVITE contained.
-
The "a=" lines for preconditions in the UPDATE shall be like for INVITE in step 1 but with the following exceptions: 

-
in attribute line a=curr:qos local the direction-tag must have the same value that the direction-tag has in the attribute line a=des:qos mandatory local, to indicate that the UE has met its local preconditions.

-
in attribute line a=des:qos [strength-tag] remote [direction-tag] the strength-tag must be "mandatory" (according to what SS answered in 183 response)

-
either a=sendonly, a=recvonly or a=sendrecv line. The directionality indicated by this line must be the same as indicated by the a=curr:qos local line for preconditions

...

Step 9: the UE shall send a PRACK request with the correct content, according to common message definitions.

...

Step 12: the UE shall send an ACK request with the correct content, according to common message definitions.

Step 13: the UE shall send a BYE request with the correct content, according to common message definitions.

<End of modified section>
<Start of 3rd modified section>
12.4.4
Method of test
Initial conditions

UE contains either SIM application  (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)
<The SS is preconfigured to generate SDP offers that are compatible with the UE’s capabilities.>

IMS security (Yes/No)

Early IMS security (Yes/No)
Support for initiating a session (Yes/No)

Support for integration of resource management and SIP (use of preconditions) (Yes/No)

Test procedure

1)
SS sends an INVITE request to the UE. 

2)
SS may receive 100 Trying from the UE. 

3)
SS expects and receives 183 Session Progress from the UE. 
4)
SS sends PRACK to the UE to acknowledge the 183 Session Progress. 

5)
SS expects and receives 200OK for PRACK from the UE. 

6)
SS sends UPDATE to the UE, with SDP indicating that precondition is met on the server side. 

7)
SS expects and receives 200OK for UPDATE from the UE, with proper SDP as answer. 

8)
SS expects and receives 180 Ringing from the UE. 

9)
SS sends PRACK to the UE to acknowledge the 180 Ringing.

10)
SS expects and receives 200OK for PRACK from the UE. 

11)
SS expects and receives 200OK for INVITE from the UE. 

12)
SS sends ACK to the UE. 

13)
SS sends BYE to the UE.

14)
SS expects and receives 200OK for BYE from the UE.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer.

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response

	3
	(
	183 Session Progress
	The UE sends 183 response reliably with the SDP answer to the offer in INVITE

	4
	(
	PRACK
	SS acknowledges the receipt of 183 from the UE. No SDP offer is included here.

	5
	(
	200OK
	The UE responds to PRACK with 200OK.

	6
	(
	UPDATE
	SS sends an UPDATE  with a second SDP offer after having reserved the resources.

	7
	(
	200OK
	The UE acknowledges the UPDATE with 200OK and includes SDP answer to acknowledge its current precondition status.

	8
	(
	180 Ringing
	The UE responds to INVITE with 180 Ringing after its resource is ready.

	9
	(
	PRACK
	The SS acknowledges the 180 response with PRACK.

	10
	(
	200OK
	The UE acknowledges the PRACK with 200OK.

	11
	(
	200OK
	The UE responds to INVITE with 200 OK final response after the user answers the call.

	12
	(
	ACK
	The SS acknowledges the receipt of 200OK for INVITE.

	13
	(
	BYE
	The SS sends BYE to release the call.

	14
	(
	200OK
	The UE sends 200OK for the BYE request and ends the call.


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “early IMS security” when applicable

Specific Message Content

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9 with the following exceptions:

	Headers to be included
	Value/Remark

	Supported
	

	
Option-tag
	precondition, 100rel 

	SDP
	The SDP contains all mandatory SDP lines, as specified in SDP grammar in RFC 4566[27], including:

· “v= 0”


· "o=" line indicating e.g. the session identifier and the IP address of the SS;

· “s=IMS conformance test”

· “t=0 0”

· "c=" line indicating the IP address of the SS for receiving the media flow;

The SDP includes one or more media description lines based on preconfigured information so that the SDP is compatible with the UE’s capabilities.

For each type of offered media the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media; if the media line in the SDP indicates “video” or “audio” that utilize the RTP/RTCP

· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556[53];

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line. 

· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format;

· "a=inactive" line;
For each offered media, the precondition shall be set as follows:

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local [direction-tag] (note 1)

a=des:qos mandatory remote [direction-tag] (note 2)

note 1:
The value of direction-tag may be sendrecv, send, or recv. It is preconfigured based on the UE’s capability.

note 2:
The value of direction-tag may be sendrecv, send, or recv.


100 Trying (Step 2)

Use the default message "100 Trying for INVITE" in annex A2.2.

183 Session Progress (Step 3)

Use the default message "183 Session Progress" in annex A.2.3 with the following exceptions:

	Headers to be included
	Value/Remark

	Status-Line
	

	
Reason-Phrase
	Not checked

	Require
	

	
Option-tag
	precondition, 100rel

	SDP
	Properly generated SDP answer to the SDP offer contained in the INVITE including:

- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

For each media, the precondition attribute lines are set as follows:

a=curr:qos local [direction-tag] (note 1)

a=curr:qos remote none

a=des:qos mandatory local [direction-tag] (note 2)

a=des:qos mandatory remote [direction-tag] (note 3)

a=conf:qos remote [direction-tag] (note 4)

a=inactive

note 1: The current qos status for local may be either none or the inverse of the desired remote value in Step 1 depending on whether the UE’s precondition status has been met.

note 2: The inverse of the desired remote value in Step 1.

note 3: The inverse of the desired local value in Step 1.

note 4: The inverse of the desired local value in Step 1.


PRACK (step 4)

Use the default message "PRACK" in annex A.2.4, but without “Route” and “P-Access-Network-Info” headers. No content body is included in this PRACK message.

200 OK (Step 5)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1  with following exceptions:

	Headers to be included
	Value/Remark

	P-Access-Network-Info
	same value as in 183 message


UPDATE (step 6)

Use the default message "UPDATE" in annex A.2.5, but without including “Route”, “Proxy-Require”, “Security-Verify”, and “P-Access-Network-Info” headers and with the following exceptions:

	Headers to be included
	Value/Remark

	SDP
	Same SDP offer as in INVITE with version number in the “o” line incremented by one.

For each media, the precondition attributes are set as follows:

a=curr:qos local [direction-tag] (note 1)

a=curr:qos remote [direction-tag] (note 2)

a=des:qos mandatory local [direction-tag] (note 3)

a=des:qos mandatory remote [direction-tag] (note 4)

a=sendonly|recvonly|sendrecv

note 1: The same value as the desired local value in Step 1.

note 2: The inverse of the current local value in Step 3.

note 3: The same value as the desired local value in Step 1.

note 4: The same value as the desired remote value in Step 1.

	Require
	Option tag “sec-agree” is not included


200 OK (step 7)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with the following exceptions:

	Headers to be included
	Value/Remark

	SDP
	Same SDP answer as in 183 with version number in the “o” line incremented by one.

For each media, the precondition attributes are set as follows:

a=curr:qos local [direction-tag] (note 1)

a=curr:qos remote [direction-tag] (note 2)

a=des:qos mandatory local [direction-tag] (note 3)

a=des:qos mandatory remote [direction-tag] (note 4)

a=sendonly|recvonly|sendrecv (note 5)

note 1: The current qos status for local may be either none or the same as the desired local value in Step 3 depending on whether the UE’s precondition status has been met.

note 2: The same value as the desired remote value in Step 3.

note 3: The same value as the desired local value in Step 3.

note 4: The same value as the desired remote value in Step 3.

note 5: The value here shall be the dual of the value in Step 6 (sendonly => recvonly; recvonly => sendonly; sendrecv => sendrecv).

	P-Access-Network-Info
	same value as in 183 message

	Content-Type
	application/SDP

	Content-Length
	length of message body


180 Ringing (step 8)

Use the default message "180 Ringing for INVITE" in annex A.2.6 without the “Record-Route” header and with the following exceptions:

	Headers to be included
	Value/Remark

	Status-Line
	

	
Reason-Phrase
	Not checked

	P-Access-Network-Info
	same value as in 183 message

	RSeq
	

	
response-num
	the value in 183 incremented by one


PRACK (step 9)

Use the default message "PRACK" in annex A.2.4, but without “Route” and “P-Access-Network-Info” headers. No content body is included in this PRACK message.

200 OK (step 10)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with following exceptions:

	Headers to be included
	Value/Remark

	P-Access-Network-Info
	same value as in 183 message


200 OK (step 11)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with following exceptions:

	Headers to be included
	Value/Remark

	P-Access-Network-Info
	same value as in 183 message

	Record-Route
	same value as in INVITE message


ACK (step 12)

Use the default message "ACK" in annex A.2.7 without the “Route” header.

BYE (step 13)

Use the default message "BYE" in annex A.2.8 without “Require”, “Proxy-Require”, “Route”, “Security-Verify”, and “P-Access-Network-Info” headers.

200 OK (step 14)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with following exceptions:

	Headers to be included
	Value/Remark

	P-Access-Network-Info
	same value as in 183 message


<End of modified section>
<Start of 4th modified section>
12.5.5
Test requirements

SS must check that the UE sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Step 1: the UE shall send an INVITE message with correct content. The UE shall include the following lines in the SDP body:

-
All mandatory SDP lines, as specified in SDP grammar in RFC 4566 [27] appendix A, including:

-
"o=" line indicating e.g. the session identifier and the IP address of the UE;

-
"c=" line indicating the IP address of the UE for receiving the media flow;

-
Media description lines for the media proposed by UE for the MO call. For each type of offered media the following lines must exist within the SDP:

-
"m=" line describing the media type, transport port and protocol used for media and media format;

-
"b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media , however this line may be missing if the media type is something else than "video" or "audio" or the SDP contains "a=sendonly" line, according to RFC 3264 [30];

-
extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line:

-
four "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31]. At this stage of the call setup the lines shall be as follows:
a=curr:qos local [none, send, recv or sendrecv]
a=curr:qos remote none
a=des:qos mandatory local [send, recv or sendrecv]
a=des:qos [none, optional or mandatory] remote [send, recv or sendrecv]
The direction tag for remote shall be the same as for local. These four "a=" lines may appear in any order.

-
"a=inactive" line if the a=curr:qos local has value none;

-
Optionally the UE can include the "a=[sendonly, recvonly or sendrecv] " line

...

Step 5: the UE shall send an ACK request with the correct content, according to common message definitions.

...

Step 6: the UE may conditionally send a reINVITE request with the correct content. If this request is sent, the UE shall include the following lines in the SDP body:

-
All mandatory SDP lines are present; and

-
"o" line shall be the same like in INVITE request, except that the version number shall be incremented by one; and

-
SDP must contain as many media description lines as the SDP in the INVITE contained; and

-
For each type of offered media:

-
the four "a=" lines describing the current and desired state of the preconditions  shall be omitted;   and

-
the "a=[sendonly, recvonly, or sendrecv] " compatible with the desired direction attributes of the original preconditions in Step 1. For instance, if the original preconditions in Step 1 were:


a=des:qos mandatory local send
a=des:qos mandatory remote send


a valid value in Step 6 would be:


a= sendonly

...

Step 9: the UE may conditionally send an ACK request with the correct content, according to common message definitions.
...

Step 10: the UE shall send a BYE request with the correct content, according to common message definitions.

<End of modified section>
<Start of 5th modified section>
12.6.4
Method of test
Initial conditions

UE contains either SIM application  (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)
Support for initiating a session
(Yes/No)

IMS security (Yes/No)

Early IMS security (Yes/No)
Test procedure

1)
SS sends an INVITE request to the UE. 

2)
SS may receive 100 Trying from the UE. 

3)
SS may receive 180 Ringing from the UE. 
4)
SS may send PRACK to the UE to acknowledge the 180 Ringing. 

5)
SS may receive 200 OK for PRACK from the UE. 

6)
SS expects and receives 200 OK for INVITE from the UE, with proper SDP as answer.

7)
SS send an ACK to acknowledge receipt of the 200 OK for INVITE 

8)
SS sends a re-INVITE request to the UE with second SDP offer. 

9)
SS expects and receives 200 OK for INVITE from the UE. 

10)
SS sends ACK to the UE.

11)
SS sends BYE to the UE.

12)
SS expects and receives 200 Ok for BYE from the UE

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer. The media stream is set to inactive (a=inactive).

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response.

	3
	(
	180 Ringing
	(Optional) The UE responds INVITE with 180 Ringing to indicate that the virtual remote UE has started ringing.

	4
	(
	PRACK
	(Optional) SS shall send PRACK only if the 180 response contains 100rel option tag within the Require header.

	5
	(
	200 OK 
	(Optional) The UE responds PRACK with 200 OK.

	6
	(
	200 OK
	The UE responds INVITE with 200 OK .

	7
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.

	8
	(
	INVITE
	SS sends INVITE with SDP offer indicating desired medias and codec. The media stream is set to active.

	9
	(
	200 OK
	The UE responds INVITE with 200 OK to indicate that the virtual remote UE had answered the call. The media stream is set to active.

	10
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.

	11
	(
	BYE
	The SS releases the call with BYE.

	12
	(
	200 OK
	The UE sends 200 OK for BYE.


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “early IMS security”  when applicable

Specific Message Contents

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9, with the following exceptions:

	 Header/param
	Value/Remark

	 Message-body
	The SDP contains all mandatory SDP lines, as specified in SDP grammar in RFC 4566[27], including:

· “v= 0”

· "o=" line indicating e.g. the session identifier and the IP address of the SS;

· “s=IMS conformance test”

· “t=0 0”

· "c=" line indicating the IP address of the SS for receiving the media flow;

The SDP includes one or more media description lines based on preconfigured information so that the SDP is compatible with the UE’s capabilities.

For each type of offered media the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media; if the media line in the SDP indicates “video” or “audio” that utilize the RTP/RTCP

· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556[53];

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line. 

· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format;

· “a=inactive” line;


100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2

180 Ringing (step 3)

Use the default message "180 Ringing for INVITE" in annex A.2.6 without the “Record-Route” header and with the following exceptions:

	 Header/param
	Value/Remark

	Status-Line
	

	
Reason-Phrase
	Not checked

	P-Access-Network-Info
	Not checked

	RSeq
	Header optional and not checked

	Require
	Header optional 

	Message-body
	Header optional

Contents if present: 

SDP answer to the SDP offer contained in the INVITE including:

- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

For the proposed media, the following line must exist:

a=[sendonly, recvonly or sendrecv]


PRACK (step 4)

Use the default message "PRACK" in annex A.2.4, but without “Route” and “P-Access-Network-Info” headers. No content body is included in this PRACK message.

200 OK for PRACK (Step 5)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
200 OK for INVITE (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	 Header/param
	Value/Remark

	 Message-body
	SDP answer to the SDP offer contained in the INVITE including:

- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

For each proposed media, the following line must exist:

a=inactive

	P-Access-Network-Info
	Not checked

	Content-Type
	application/SDP

	Content-Length
	length of message body


ACK (Step 7)

Use the default message “ACK” in annex A.2.7 without the “Route” header.
INVITE (Step 8)

Use the default message "INVITE for MT Call" in annex A.2.9, with the following exceptions:

	 Header/param
	Value/Remark

	 Message-body
	The SDP contains all mandatory SDP lines, as specified in SDP grammar in RFC 4566[27], including:

· “v= 0”

· "o=" line indicating e.g. the session identifier and the IP address of the SS;

· “s=IMS conformance test”

· “t=0 0”

· "c=" line indicating the IP address of the SS for receiving the media flow;

The SDP includes one or more media description lines based on preconfigured information so that the SDP is compatible with the UE’s capabilities.

For each type of offered media the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media; if the media line in the SDP indicates “video” or “audio” that utilize the RTP/RTCP

· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556[53];

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line.

· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format;


200 OK for INVITE (Step 9)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	 Header/param
	Value/Remark

	 Message-body
	SDP answer to the SDP offer contained in the INVITE including:

- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

For the proposed media, the following line must exist:

a=[sendonly, recvonly or sendrecv]

	P-Access-Network-Info
	Not checked

	Content-Type
	application/SDP

	Content-Length
	length of message body


ACK (step 10)

Use the default message "ACK" in annex A.2.7 without the “Route” header.

BYE (step 11)

Use the default message "BYE" in annex A.2.8 without “Require”, “Proxy-Require”, “Route”, “Security-Verify”, and “P-Access-Network-Info” headers.

200 OK (step 12)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with following exceptions:

	 Header/param
	Value/Remark

	P-Access-Network-Info
	Not checked


<End of modified section>
<Start of 6th modified section>
12.7.5
Test requirements

Step 1: the UE shall send a default message “INVITE for MO call setup” in annex A.2.1 with the following exceptions:

	Header/param
	Value/remark

	Require
	

	
	must NOT contain value precondition


The UE shall include the following lines in the SDP body:

-
All mandatory SDP lines, as specified in SDP grammar in RFC 4566 [27] appendix A, including:

-
"o=" line indicating e.g. the session identifier and the IP address of the UE;

-
"c=" line indicating the IP address of the UE for receiving the media flow;

-
Media description lines for the media proposed by UE for the MO call. For each type of offered media the following lines must exist within the SDP:

-
"m=" line describing the media type, transport port and protocol used for media and media format;

-
"b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media , however this line may be missing if the media type is something else than "video" or "audio" or the SDP contains "a=sendonly" line, according to RFC 3264 [30];

-
extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line:

...

Step 4: the UE shall send an ACK request with the correct content, according to common message definitions.

Step 5: the UE shall send a BYE request with the correct content, according to common message definitions.

<End of modified section>
<Start of 7th modified section>
12.8.4
Method of test
Initial conditions

UE contains either SIM application  (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)
Support for initiating a session
(Yes/No)

IMS security (Yes/No)

Early IMS security (Yes/No)
Test procedure

1)
SS sends an INVITE request to the UE.

2)
SS may receive 100 Trying from the UE.
3)
SS may receive 180 Ringing from the UE.

4)
SS may send PRACK to the UE to acknowledge the 180 Ringing.

5)
SS may receive 200 OK for PRACK from the UE.

6)
SS expects and receives 200 OK for INVITE from the UE, with proper SDP as answer.

7)
SS send an ACK to acknowledge receipt of the 200 OK for INVITE

8)
SS sends BYE to the UE.

9)
SS expects and receives 200 Ok for BYE from the UE

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer.

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response.

	3
	(
	180 Ringing 
	(Optional) The UE responds to INVITE with 180 Ringing after its resource is ready.

	4
	(
	PRACK
	(Optional) SS shall send PRACK only if the 180 response contains 100rel option tag within the Require header.

	5
	(
	200 OK
	(Optional) The UE acknowledges the PRACK with 200 OK.

	6
	(
	200 OK
	The UE responds INVITE with 200 OK .

	7
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.

	8
	(
	BYE
	The SS releases the call with BYE.

	9
	(
	200 OK
	The UE sends 200 OK for BYE.


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “early IMS security”  when applicable

Specific Message Contents

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9, with the following exceptions:

	 Header/param
	Value/Remark

	Message-body
	The SDP contains all mandatory SDP lines, as specified in SDP grammar in RFC 4566[27], including:

· “v= 0”


· "o=" line indicating e.g. the session identifier and the IP address of the SS;

· “s=IMS conformance test”

· “t=0 0”

· "c=" line indicating the IP address of the SS for receiving the media flow;

The SDP includes one or more media description lines based on preconfigured information so that the SDP is compatible with the UE’s capabilities.

For each type of offered media the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media; if the media line in the SDP indicates “video” or “audio” that utilize the RTP/RTCP

· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556[53];

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line.

· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format


100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2

180 Ringing (step 3)

Use the default message "180 Ringing for INVITE" in annex A.2.6 without the “Record-Route” header and with the following exceptions:

	Header/param
	Value/Remark

	Status-Line
	

	
Reason-Phrase
	Not checked

	P-Access-Network-Info
	Not checked

	RSeq
	Header optional and not checked

	Require
	Header optional 

	Message-body
	Header optional

Contents if present: 

SDP answer to the SDP offer contained in the INVITE including:

- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.


PRACK (step 4)

Use the default message "PRACK" in annex A.2.4, but without “Route” and “P-Access-Network-Info” headers. No content body is included in this PRACK message

200 OK (Step 5)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	P-Access-Network-Info
	Not checked


200 OK for INVITE (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	 Header/param
	Value/Remark

	Message-body
	SDP answer to the SDP offer contained in the INVITE including:

- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

	P-Access-Network-Info
	Not checked

	Content-Type
	application/SDP

	Content-Length
	length of message body


ACK (Step 7)

Use the default message “ACK” in annex A.2.7 without the “Route” header.
BYE (step 8)

Use the default message "BYE" in annex A.2.8 without “Require”, “Proxy-Require”, “Route”, “Security-Verify”, and “P-Access-Network-Info” headers.

200 OK (step 9)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with following exceptions:

	 Header/param
	Value/Remark

	P-Access-Network-Info
	Not checked


<End of modified section>
<Start of 8th modified section>
12.9.4
Method of test
Initial conditions

UE contains either SIM application (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)
Support for initiating a session
(Yes/No)

Support for integration of resource management and SIP (use of preconditions) (Yes/No)

IMS security (Yes/No)

Early IMS security (Yes/No)

Test procedure

1)
MO call is initiated on the UE. SS waits the UE to send an INVITE request with a SDP offer.

2)
SS responds to the INVITE request with a 100 Trying response.

3)
SS responds to the INVITE request with 180 Ringing response. 

4)
SS responds to the INVITE request with valid 200 OK response.

5)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

6)
Call is released on the UE. SS waits the UE to send a BYE request.

7)
SS responds to the BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	UE sends INVITE with a SDP offer

	2
	(
	100 Trying
	The SS responds with a 100 Trying provisional response

	3
	(
	180 Ringing
	The SS responds INVITE with 180 Ringing to indicate that the remote UE has started ringing.

	4
	(
	200 OK
	The SS responds INVITE with 200 OK

	5
	(
	ACK
	The UE acknowledges the receipt of 200 OK for INVITE

	6
	(
	BYE
	The UE releases the call with BYE

	7
	(
	200 OK
	The SS sends 200 OK for BYE


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “early IMS security” when applicable

Specific Message Contents

INVITE (Step 1)

Use the default message "INVITE for MO Call" in annex A.2.1, with the following exceptions:

	Header/param
	Value/remark

	Supported
	

	
option-tag
	precondition 

	Message-body
	The SDP body contains all mandatory SDP lines, as specified in SDP grammar in RFC 4566[27], including:

· "o=" line indicating e.g. the session identifier and the IP address of the UE;

· "c=" line indicating the IP address of the UE for receiving the media flow;

Media description lines for the media proposed by UE for the MO call.For each type of offered media type the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media , however this line may be missing if the media type is something else than "video" or "audio; 

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line; 

· the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31]:
a=curr:qos local sendrecv 
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos optional remote sendrecv;


100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2.
180 Ringing for INVITE (Step 3)

Use the default message “180 Ringing for INVITE” in annex A.2.6.
200 OK for INVITE (Step 4)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	

	
media-type
	application/sdp

	Content-Length
	

	
Value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received INVITE but modified as follows:
· IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

· the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31]:
a=curr:qos local sendrecv 
a=curr:qos remote sendrecv
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv;


ACK (Step 5)

Use the default message “ACK” in annex A.2.7.
BYE (Step 6)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
<End of modified section>
<Start of 9th modified section>
12.10.4
Method of test
Initial conditions

UE contains either SIM application  (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)
Support for initiating a session
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

IMS security (Yes/No)

Early IMS security (Yes/No)

Test procedure

1)
SS sends an INVITE request to the UE.

2)
SS may receive 100 Trying from the UE.
3)
SS may receive 180 Ringing from the UE.

4)
SS may send PRACK to the UE to acknowledge the 180 Ringing.

5)
SS may receive 200 OK for PRACK from the UE. 

6)
SS expects and receives 200 OK for INVITE from the UE, with proper SDP as answer.

7)
SS send an ACK to acknowledge receipt of the 200 OK for INVITE

8)
SS sends BYE to the UE.

9)
SS expects and receives 200 Ok for BYE from the UE

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer. 

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response.

	3
	(
	180 Ringing 
	(Optional) The UE responds to INVITE with 180 Ringing.

	4
	(
	PRACK
	(Optional) SS shall send PRACK if  the 180 response contains 100rel option in the Require header.

	5
	(
	200 OK
	(Optional) The UE acknowledges the PRACK with 200 OK.

	6
	(
	200 OK
	The UE responds INVITE with 200 OK .

	7
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.

	8
	(
	BYE
	The SS releases the call with BYE.

	9
	(
	200 OK
	The UE sends 200 OK for BYE.


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “early IMS security”  when applicable

Specific Message Contents

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9, with the following exceptions:

	Header/param
	Value/remark

	Supported
	

	
option-tag
	precondition 

	Message-body
	The SDP body contains all mandatory SDP lines, as specified in SDP grammar in RFC 4566[27], including:

· “v= 0”


· "o=" line indicating e.g. the session identifier and the IP address of the SS;

· “s=IMS conformance test”

· “t=0 0”

· "c=" line indicating the IP address of the SS for receiving the media flow;

The SDP includes one media description line based on preconfigured information so that the SDP is compatible with the UE’s capabilities.

For the media type the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media; if the media line in the SDP indicates “video” or “audio” that utilize the RTP/RTCP

· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556[53];

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line. 

· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format;

· the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31]:
a=curr:qos local sendrecv 
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos optional remote sendrecv;


100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2180 Ringing for INVITE (step 3)

Use the default message "180 Ringing for INVITE" in annex A.2.6 without the “Record-Route” header and with the following exceptions:

	Headers to be included
	Value/Remark

	Status-Line
	

	
Reason-Phrase
	Not checked

	P-Access-Network-Info
	Not checked

	RSeq
	Header optional and not checked

	Require
	Header optional and checked

	Message-body
	Header optional

Contents if present:

SDP answer to the SDP offer contained in the INVITE including:

· All mandatory SDP lines as specified in RFC 4566[27];

· The same number of media lines (“m=”) as in the INVITE;

· optional the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31];


PRACK (step 4)

Use the default message "PRACK" in annex A.2.4, but without “Route” and “P-Access-Network-Info” headers. No content body is included in this PRACK message. 

200 OK (Step 5)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	P-Access-Network-Info
	Not checked


200 OK for INVITE (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	P-Access-Network-Info
	Not checked

	Content-Type
	

	
media-type
	application/sdp

	Content-Length
	

	
Value
	Length of message-body

	Message-body
	SDP answer to the SDP offer contained in the INVITE including:

· All mandatory SDP lines as specified in RFC 4566[27];

· The same number of media lines (“m=”) as in the INVITE;

· optional the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31];


ACK (Step 7)

Use the default message “ACK” in annex A.2.7
BYE (step 8)

Use the default message "BYE" in annex A.2.8 without “Require”, “Proxy-Require”, “Route”, “Security-Verify”, and “P-Access-Network-Info” headers.

200 OK (step 9)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with following exceptions:

	Headers to be included
	Value/Remark

	P-Access-Network-Info
	Not checked


<End of modified section>
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