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1
Introduction

This paper compares the status and assumptions on Idle State Mobility between Intra LTE mobility and Inter 3GPP Access mobility.

The comparison is provided as a table. The latest RAN status is used for this comparison, i.e. not the LS S2-052466/R3-051157, which is from an earlier RAN meeting. The table compares proposed clause “LTE_IDLE Mobility” (R3-051442, Seoul, Korea, 7th – 11th November 2005) with clause “7.5 Key Issue Inter 3GPP Access System Mobility in Idle State” from 3GPP TR 23.882 V0.7.1 (2005-10). The functions and assumptions of that TR clause were not modified by SA2#49. 

The paragraphs of each clause are converted into table cells. The sequence is almost as in the original text. Some text parts are moved to bring comparable text into the same table row.

The paragraphs are compared. Major differences are marked yellow. The column “Comparison” describes or comments on differences.

2
Comparison Table

	Key Issue Intra LTE-Access-System Mobility in LTE_IDLE State
	Key Issue Inter 3GPP Access System Mobility in Idle State
	Comparison

	Intra LTE-Access-System Mobility functionality for UEs in LTE_IDLE State maintains the registration of a user/UE and keeps track of the location of the user/UE on Tracking Area base so that mobile originated and mobile terminated packet transfer may be initiated. Furthermore, Intra LTE-Access-System Mobility functionality for UEs in LTE_IDLE State updates within the network any user plane routing and any potential tunnelling information so that data path is established between intersystem mobility anchor and the UPE.
	Idle State Inter 3GPP Access System Mobility functionality maintains the registration of a user/UE in the serving 3GPP Access System so that mobile originated and mobile terminated packet transfer may be initiated. In Idle State the UE reselects between SAE/LTE and other 3GPP access systems. Furthermore, Idle State Inter 3GPP Access System Mobility updates within the network any user plane routing and any potential tunnelling information so that data path is established between intersystem mobility anchor and the UPE of the 3GPP Access System the UE is registered with.
	Seems aligned

	Intra LTE-Access-System Mobility functionality in LTE_IDLE State maintains subscriber identity confidentiality, i.e. temporary user identities are used where necessary.
	Idle State Inter 3GPP Access System Mobility maintains subscriber identity confidentiality, i.e. temporary user identities are used where necessary.


	identical

	The SAE/LTE Access System has an MME (Mobility Management Entity, it is FFS whether it resides in RAN or CN). Furthermore, the SAE/LTE Access System has a UPE (User Plane Entity). The UE registers with the MME and the UPE.
	The SAE/LTE 3GPP Access System has an MME (FFS whether in RAN or CN). The corresponding 2G/3G MME is the SGSN. Furthermore, the SAE/LTE 3GPP Access System has a UPE. The corresponding 2G/3G UPE is the SGSN or SGSN/GGSN. The UE registers with the MME and UPE of the selected 3GPP Access System. 
	Seems aligned; difference because of different mobility scenario
No further alignment needed

	The MME stores a UE context data like permanent and temporary user identities, mobility state, tracking area etc. The MME can store the UE context for long to allow for detach and reattach with temporary identity (user identity confidentiality). The SAE/LTE system consists of distributed MMEs utilising load sharing/redundancy mechanisms (e.g. similar to Iu-flex) enabling mobility of the UE within a certain geographical area without changing the MME. The SAE/LTE system supports inter-MME mobility. 
	The MME of the 3GPP Access System stores a UE contexts, e.g. permanent and temporary user identities, mobility state, tracking area. The MME can store the UE context for long to allow for detach and reattach with temporary identity (user identity confidentiality). 
	Seems aligned; “Inter 3GPP mobility” does not clarify on distributed MME, but this seems general assumption? , e.g. in Network Attach description
Distributed/redundant MMEs may be described in SAE TR

	The UPE of the SAE/LTE Access System terminates for idle UEs the DL user plane and triggers/initiates paging when downlink data arrive for the UE. Further the UPE stores UE context data like parameters of the default IP connectivity service and keeps network internal routing information.
	The UPE of the 3GPP Access System stores a UE contexts, e.g. parameters of the basic IP bearer service, keeps network internal routing information.
	The additional description under “Intra Access Mobility” is part of the UPE definition in the definition section of the TR.
No further alignment needed

	Whether a UE can be registered in more than one 3GPP access system at one time and the possible effects on SAE/LTE is FFS.
	The UE is only in one 3GPP access systems registered at one time and not at multiple in parallel.
	These assumptions are different

Adoption of SA2 assumption proposed

	The SAE/LTE Access System combines network attach and establishment of default IP connectivity capabilities (always on), i.e. all parameters required for a best effort IP connectivity service are allocated for the UE already at attach. In idle state all data transfer resources between UE and network are released and only information for default IP connectivity is stored in the network.
	The SAE/LTE 3GPP Access System combines network attach and establishment of basic IP bearer capabilities (always on), i.e. all parameters required for a best effort IP bearer service are allocated for the UE. In idle state all data transfer resources between UE and network are released and only information for basic IP bearer is stored in the network. There is a simple, preferably unique, mapping between 2G/3G and SAE IP bearer parameters
	Seems aligned;

Some overlap with key issues on Network attach, default IP connectivity and QoS signalling;

difference because of different mobility scenario
No further alignment needed; assumption that these parameters are handled above RAN layers

	Note: Issues w.r.t. IP address re-assignment for inter-MME/UPE mobility need to be clarified.  
	
	No such note or assumption for “Inter 3GPP mobility”;

Is this an assumption and issues are FFS or is this assumption FFS?
This may need further study in SA2

	
	According to 2G/3G and LTE idle state definitions the UE (re-)selects cells and also access systems. The change of the access system in idle state triggers a network registration by the UE. It is FFS whether this is triggered by different tracking areas for different access systems or by other information.
	No such statement for “Intra Access Mobility”; any assumption?
No further alignment needed; tracking area is sufficient for intra LTE mobility; RAN may need to be involved in defining the trigger for inter access system change

	User identity confidentiality requires the UE to register with the network using a temporary identity. The temporary identity is resolved to a permanent identity by the old serving MME. 
	User identity confidentiality requires the UE to register the access system change with the network using a temporary identity. The temporary identity is resolved to a permanent  identity by the old serving MME. 
	identical

	Note that it is FFS whether inter MME mobility is done with a context transfer (relocation) or a re-attach based scheme.
	This information transfer between old and new serving MME transfers also other UE context information like security parameters and IP bearer parameters to the new serving MME/UPE. The UE context transfer is preferred as it is typically faster than establishing security association and IP bearer again in another access system.
	These assumptions are different; however resolving the temporary identity implies some “context” transfer;

“relocation” should not be used; it is the transfer of the serving role following some user plane activities
RAN adopted obviously identity transfer; FFS in RAN might change to “study which additional information is transferred”

	The routing between UPE and the user-plane anchor is updated, unless the two are co-located. It is the precondition for being able to page the UE when downlink data arrive. And, the home register (e.g. HSS) is updated with registration of the UE at another MME/UPE. These functions are shown in the figure 7.X-1.
	The routing between UPE and intersystem mobility anchor is updated, which is the precondition for being able to page the UE when downlink data arrive. And, the home register (e.g. HSS) is updated with registration of the UE at another MME/UPE. These functions are shown in the figure 7.5-1.
	Identical;

Combining UPE and Inter AS Anchor into one entity is one of the architecture alternatives

	
	
	

	Note, that the location of the user plane anchor for intra LTE-Access-System mobility is FFS.
	
	Whether in RAN or CN? Or in NodeB?
Clarification needed; note that SA2 also study different groupings of functional entities

	Note, that it has been agreed in RAN WGs not to co-locate MME with eNodeB.
	
	This seems also SA2 assumption; should not be written in TR in that form; i.e. that a specific group has agreed something
No further alignment needed; covered in function split table of SAE TR

	Note, that almost all companies in RAN WGs agreed not to co-locate UPE with eNodeBs. The open question refers to the data packet termination function for paging triggering.
	
	This seems also SA2 assumption; should not be written in TR in that form; i.e. that a specific group has agreed something



	Note, that it is for further discussion with SA2, whether there is a 1:1 relation between MME and UPE.
	
	Separated MME and UPE is FFS also in SA2
Potential m:n relation  between MMEs and UPEs might be described in SAE TR

	figure
	figure
	Seem aligned; “Intra Access Mobility” does not show a “context transfer”

	Information flow for MME/UPE and user plane anchor
	Information flow for MME/UPE and Inter AS anchor
	Seem aligned

	1)
The UE in idle state re-selects an LTE cell.
	1)
The UE in idle state re-selects a different 3GPP access system.
	identical

	2)
The cell re-selection triggers an area registration if the UE crossed an Tracking Area boundary. The UE sends its temporary identity and its old tracking area identifying the old MME/UPE to the new MME/UPE.
	2)
The access system reselection triggers a network registration by the UE and sends its temporary identity and potentially its old tracking area or another parameter identifying the old MME/UPE to the new MME/UPE.
	For “Inter 3GPP mobility” FFS whether TA or something else is the trigger

	3)
The new MME/UPE derives an address of the UE’s old MME/UPE from the parameters sent by the UE. The new MME/UPE sends the UE parameters to the old MME/UPE.
	3)
The new MME/UPE derives an address of the UE’s old MME/UPE from the parameters sent by the UE. The new MME/UPE sends the UE parameters to the old MME/UPE.
	Identical

	4)
The old MME/UPE sends the UE context to the new MME/UPE. The UE context includes a permanent user identity and other information like security and IP connectivity parameters.
	4)
The old MME/UPE sends a UE context to the new MME/UPE. The UE context includes a permanent user identity and other information, e.g. security and IP bearer parameters.
	identical

	5)
The UE may be authenticated in the new MME/UPE.
	5)
The user/UE may be authenticated in the new MME/UPE.
	identical

	6)
The new MME/UPE derives from the permanent user identity an HSS address and registers itself as the MME/UPE serving the user at the HSS.
	6)
The new MME/UPE derives from the permanent user identity an HSS address and registers itself as the MME/UPE serving the user at the HSS.
	identical

	7)
The HSS deletes the UE context in the old MME/UPE.
	7)
The HSS deletes the UE context in the old MME/UPE.
	identical

	8)
The HSS confirms the registration of the new MME/UPE.
	8)
The HSS confirms the registration of the new MME/UPE.
	identical

	9)
The new MME/UPE confirms the UE’s network registration and allocates a new temporary identity to the UE.
	9)
The new MME/UPE confirms the UE’s network registration and allocates a new temporary identity to the UE.
	identical

	10)
The new MME/UPE updates the route from the user plane mobility anchor to itself. Mobile terminated packets arrive at the new MME/UPE.
	10)
The new MME/UPE updates the route from the intersystem mobility anchor to itself. Mobile terminated packets arrive at the new MME/UPE.
	identical
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