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Message and information element functional definition and content

10.1
General

The function of each Radio Resource Control message together with message contents in the form of a list of information elements is defined in subclause 10.2.
Functional definitions of the information elements are then described in subclause 10.3.
Information elements are marked as either MP- Mandatory present, MD - Mandatory with default value, OP - Optional, CV - Conditional on value or CH -Conditional on history (see Table 10.1 with information extracted from [14]). 
Table 10.1: Meaning of abbreviations used in RRC messages and information elements
	Abbreviation
	Meaning

	MP
	Mandatory present

A value for that information is always needed, and no information is provided about a particular default value. If ever the transfer syntax allows absence (e.g., due to extension), then absence leads to an error diagnosis.

	MD
	Mandatory with default value

A value for that information is always needed, and a particular default value is mentioned (in the 'Semantical information' column). This opens the possibility for the transfer syntax to use absence or a special pattern to encode the default value.

	CV
	Conditional on value

A value for that information is needed (presence needed) or unacceptable (absence needed) when some conditions are met that can be evaluated on the sole basis of the content of the message.

If conditions for presence needed are specified, the transfer syntax must allow for the presence of the information. If the transfer syntax allows absence, absence when the conditions for presence are met leads to an error diagnosis.

If conditions for absence needed are specified, the transfer syntax must allow to encode the absence. If the information is present and the conditions for absence are met, an error is diagnosed.

When neither conditions for presence or absence are met, the information is treated as optional, as described for 'OP'.

	CH
	Conditional on history

A value for that information is needed (presence needed) or unacceptable (absence needed) when some conditions are met that must be evaluated on the basis of information obtained in the past (e.g., from messages received in the past from the other party).

If conditions for presence needed are specified, the transfer syntax must allow for the presence of the information. If the transfer syntax allows absence, absence when the conditions for presence are met leads to an error diagnosis.

If conditions for absence needed are specified, the transfer syntax must allow to encode the absence. If the information is present and the conditions for absence are met, an error is diagnosed.

When neither conditions for presence or absence are met, the information is treated as optional, as described for 'OP'.

	OP
	Optional

The presence or absence is significant and modifies the behaviour of the receiver. However whether the information is present or not does not lead to an error diagnosis.


10.1.1
Protocol extensions

RRC messages may be extended in future releases, either by adding values for choices, enumerated and size constrained types or by adding information elements. An important aspect concerns 


the behaviour of a UE, conforming to this revision of the standard, upon receiving a not comprehended future extension. The details of this error handling behaviour are provided in clause 9.
NOTE 1:
By avoiding the need for partial decoding (skipping uncomprehended IEs to continue decoding the remainder of the message), the RRC protocol extension mechanism also avoids the overhead of length determinants for extensions.
Two kinds of protocol extensions are distinguished: non- critical and critical extensions. In general, a receiver shall process a message including not comprehended non- critical extensions as if the extensions were absent. However, a receiver shall entirely reject a message including not comprehended critical extensions (there is no partial rejection) and notify the sender.
The general mechanism for adding critical extensions is by defining a new version of the message, which is indicated at the beginning of the message.

The UE shall always comprehend the complete transfer syntax specified for the protocol version it supports; if the UE comprehends the transfer syntax defined within protocol version A for message 1, it shall also comprehend the transfer syntax defined within protocol version A for message 2.

The following table shows for which messages only non- critical extensions may be added while for others both critical and non- critical extensions may be added.

NOTE 2:
Critical extensions can only be added to the downlink messages, with the exception of the SYSTEM INFORMATION message.

 




	Extensions
	Message

	Critical and non- critical extensions
	ACTIVE SET UPDATE 10.2.1 

ASSISTANCE DATA DELIVERY 10.2.4
CELL CHANGE ORDER FROM UTRAN 10.2.5
CELL UPDATE CONFIRM 10.2.8
COUNTER CHECK 10.2.9
DOWNLINK DIRECT TRANSFER 10.2.11


HANDOVER TO UTRAN COMMAND 10.2.12

HANDOVER FROM UTRAN COMMAND10.2.15

MEASUREMENT CONTROL10.2.17



PHYSICAL CHANNEL RECONFIGURATION10.2.22

PHYSICAL SHARED CHANNEL ALLOCATION10.2.25

RADIO BEARER RECONFIGURATION10.2.27

RADIO BEARER RELEASE10.2.30

RADIO BEARER SETUP10.2.33

RRC CONNECTION REJECT10.2.36

RRC CONNECTION RELEASE10.2.37

RRC CONNECTION SETUP10.2.40

SECURITY MODE COMMAND10.2.43

SIGNALLING CONNECTION RELEASE10.2.46


TRANSPORT CHANNEL RECONFIGURATION10.2.50
TRANSPORT FORMAT COMBINATION CONTROL10.2.53
UE CAPABILITY ENQUIRY10.2.55
UE CAPABILITY INFORMATION CONFIRM10.2.57
UPLINK PHYSICAL CHANNEL CONTROL10.2.59

URA UPDATE CONFIRM10.2.61

UTRAN MOBILITY INFORMATION10.2.62

	Non- critical extensions only
	ACTIVE SET UPDATE COMPLETE 10.2.2

ACTIVE SET UPDATE FAILURE 10.2.3
CELL CHANGE ORDER FROM UTRAN FAILURE 10.2.6
CELL UPDATE 10.2.7

COUNTER CHECK RESPONSE 10.2.10

HANDOVER TO UTRAN COMPLETE10.2.13

INITIAL DIRECT TRANSFER10.2.14

HANDOVER FROM UTRAN FAILURE10.2.16

MEASUREMENT CONTROL FAILURE10.2.18

MEASUREMENT REPORT10.2.19

PAGING TYPE 1 10.2.20

PAGING TYPE 2 10.2.21

PHYSICAL CHANNEL RECONFIGURATION COMPLETE10.2.23

PHYSICAL CHANNEL RECONFIGURATION FAILURE10.2.24

PUSCH CAPACITY REQUEST10.2.26

RADIO BEARER RECONFIGURATION COMPLETE10.2.28

RADIO BEARER RECONFIGURATION FAILURE10.2.29

RADIO BEARER RELEASE COMPLETE10.2.31

RADIO BEARER RELEASE FAILURE10.2.32

RADIO BEARER SETUP COMPLETE10.2.34

RADIO BEARER SETUP FAILURE10.2.35

RRC CONNECTION RELEASE COMPLETE10.2.38

RRC CONNECTION REQUEST10.2.39
RRC CONNECTION SETUP COMPLETE10.2.41
RRC STATUS10.2.42

SECURITY MODE COMPLETE10.2.44
SECURITY MODE FAILURE10.2.45
SIGNALLING CONNECTION RELEASE REQUEST10.2.47
Master Information Block10.2.48.8.1

System Information Block type 1 to

 System Information Block type 1710.2.48.8.2 to10.2.48.8.19

SYSTEM INFORMATION CHANGE INDICATION10.2.49
TRANSPORT CHANNEL RECONFIGURATION COMPLETE10.2.51
TRANSPORT CHANNEL RECONFIGURATION FAILURE10.2.52
TRANSPORT FORMAT COMBINATION CONTROL FAILURE10.2.54
UE CAPABILITY INFORMATION10.2.56
UPLINK DIRECT TRANSFER10.2.58
URA UPDATE10.2.60

UTRAN MOBILITY INFORMATION CONFIRM10.2.63

UTRAN MOBILITY INFORMATION FAILURE10.2.64

	No extensions
	SYSTEM INFORMATION10.2.48
First Segment10.2.48.1
Subsequent or last Segment10.2.48.3
Complete SIB10.2.48.5
SIB content10.2.48.8.1


NOTE:
For the SYSTEM INFORMATION message protocol extensions are only possible at the level of system information blocks. If extension is needed at the level of SYSTEM INFORMATION, another message should be defined. 



10.1.1.1
Non critical extensions

Extension of an information element with additional values or choices

In future releases, non critical values may be added to choices, enumerated and size constrained types.
For choices, enumerated and size constrained types it is possible to indicate how many non critical spare values need to be reserved for future extension. The number of spare values is specified within the ASN.1 type definitions; the tabular format only indicates that at least one spare value is needed. This kind of extension is allowed only for items with need set to OP or MD, and the receiver shall interpret the reception of a spare as absence of the IE and as reception of the default value respectively.

Information elements applicable to choices reserved for future releases of the protocol shall be added to the end of the message.
Extension of a message with additional information elements

In future releases, non critical information elements may be added to RRC messages. These additional information elements shall be appended at the end of the message; the transfer syntax specified in this revision of the standard facilitates this. A receiver conformant to this revision of the standard shall accept such extension, and proceed as if it was not included.

10.1.1.2
Critical extensions

Extension of an information element with additional values or choices

All choices, enumerated and size constrained types can be extended with critical values. For extension with critical values the general critical extension mechanism is used i.e. for this no spare value are reserved since backward compatibility is not required.

Extension of a message with additional information elements

In future releases of this protocol, RRC messages may be extended with new information elements. Since messages including critical extensions are rejected by receivers not comprehending them, these messages may be modified completely e.g. IEs may be inserted at any place and IEs may be removed or redefined.
12
Message transfer syntax

Transfer syntax for RRC PDUs is derived from their ASN.1 definitions by use of Packed Encoding Rules, unaligned as specified in X.691 [24], and with adapted final padding. If special encoding is used, it is indicated in the ECN module defined for each ASN.1 module. How special encoding is used is defined in TR 25.921.

12.1
Structure of encoded RRC messages

An RRC PDU, which is the bit string that is exchanged between peer entities/ across the radio interface, is the concatenation of a basic production, an extension and padding, in that order.

12.1.1
Basic production

The 'basic production' is obtained by applying UNALIGNED PER to the abstract syntax value (the ASN.1 description) as specified in X.691, except for the 0 to 7 bits added at the end to produce a multiple of 8 bits. The basic production can have any positive number of bits, not necessarily a multiple of 8 bits.

12.1.2
Extension

Emitters compliant with this version of the specification of the protocol shall, unless indicated otherwise on a PDU type basis, set the extension part empty. Emitters compliant with a later version might send non empty extensions.

12.1.3
Padding

Emitters compliant with this version of the specification of the protocol shall, unless indicated otherwise on a PDU type basis, pad the basic production with the smallest number of bits required to meet the size constraints of the lower layers. Padding bits shall be set to 0.

Receivers compliant with this version of the specification have no need to distinguish the extension and padding parts, and shall, unless indicated otherwise on a PDU type basis, accept RRC PDUs with any bit string in the extension and padding parts.
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Figure 61: Padding
When using AM or UM mode, RLC requires that the RRC PDU length is a multiple of 8 bits.

When using Tr mode, RLC does neither impose size requirements nor perform padding. This implies that RRC has to take into account the transport format set defined for the transport channel across which the message is to be sent. RRC shall select the smallest transport format that fits the RRC PDU and shall add the lowest number of padding bits required to fit the size specified for the selected transport format.

For system information blocks, building the PDU involves two steps. The first step is the building of the SIBs, in which step padding is not applied (the rules for extension apply). The second step is the building of the RRC PDUs, involving segmentation and concatenation of SIBs, and then padding as described above for Tr mode. The procedure is shown by means of an example as described in Figure 62. The example includes two SIBs, SIBn and SIBn+1, of which only SIBn includes a protocol extension. The two SIBS used in the example don't require segmentation and are concatenated into one SYSTEM INFORMATION message.
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Figure 62: Padding for System Information
PCI: Protocol control information at SYSTEM INFORMATION message level

SI: SYSTEM INFORMATION message

For system information blocks, RRC may also add padding information at the end of IE “SIB data fixed”, used both within IE “Last segment” and IE “Complete SIB”. The IE “SIB data fixed” has a fixed length i.e. no length denominator used. In case the remaining amount of “SIB data” information is insufficient to fill the IE completely, RRC includes padding bits.

Since no length denominator is included, the receiving RRC can not remove the padding added by the sender. However, since the padding used is the same as the padding added by the PER encoder to achieve octet alignment, the receiver can handle it.
NOTE 1
The abovely described mechanism implies that the PDU provided to the ASN.1 decoder may have more than 7 padding bits included. For a complete SIB of length 215 bits, 11 padding bits are added by RRC. Since the decoder requires an octet aligned input, 6 additional bits need to be added. In this (worst) case, a total of 17 padding bits is included.

NOTE 2
For the above cases, use of padding bits is possible and more efficient than including a length denominator.
When using the abovely described RRC padding, the segment has a fixed length which completely fills the transport block. Therefore, in this case no RRC padding is added within the SYSTEM INFORMATION message. This is illustrated by means of the following figure.

[image: image5.wmf]Encoder added

padding (0

..7 bits)

ASN.1 encoding

SIBn, r99 part

Segmentation 

&

concatenation,

SIBn- ASN.1

Extension

ASN.1 encoding

Extension

SIBn, r99 part

SIBn

CI

First segment

PCI

SIBn

Last segment

PCI

SIBn

Last segment

RRC-PDU


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the CR number here. This number is allocated by the 3GPP support team.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the lastest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��http://www.3gpp.org/3G_Specs/3G_Specs.htm�


�PAGE \# "'Page: '#'�'"  �Page: 1��� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter a concise description of the subject matter of the CR. It should be no longer than one line.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. Work item acronyms are listed in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/�


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the date on which the CR was last revised.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report 21.900 "3GPP working methods".


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. essential correction).


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter each the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter an X in the box if any other specifications are affected by this change.


�PAGE \# "'Page: '#'�'"  �Page: 1��� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�PAGE \# "'Page: '#'�'"  �Page: 1��� This is an example of pop-up text.





CR page 1

_1024300316.doc
[image: image1.bmp][image: image2.bmp][image: image3.bmp][image: image4.bmp][image: image5.jpg]





Extension















Extension











SI- PDU







Encoder added padding (0..7 bits)







Encoder added padding (0..7 bits)







SIBn, r99 part







Segmentation &  concatenation, 











RRC added padding 







ASN.1 encoding







SIBn







Basic production







PCI











PCI











SIBn+1







PCI











SIBn+1,first_Seg ASN.1







SIBn, complete_Seg ASN.1







PCI











SIBn, r99 part







SIBn- ASN.1







ASN.1 encoding







RRC padding







PCI











SIBn+1







SIBn







PCI
















_1042899248.doc
[image: image1.bmp][image: image2.bmp][image: image3.bmp][image: image4.bmp][image: image5.jpg]





Extension















Extension











SI- PDU







Encoder added padding (0..7 bits)







Encoder added padding (0..7 bits)







SIBn, r99 part







Segmentation &  concatenation, 











RRC added padding 







ASN.1 encoding







SIBn











PCI











PCI











SIBn+1







PCI











SIBn+1,first_Seg ASN.1







SIBn, complete_Seg ASN.1







PCI











SIBn, r99 part







SIBn- ASN.1







ASN.1 encoding







RRC padding







PCI











SIBn+1







SIBn







PCI
















_1042959551.doc
[image: image1.bmp][image: image2.bmp][image: image3.jpg]



[image: image4.bmp]

Extension















Extension















Encoder added padding (0..7 bits)











SIBn, r99 part







Segmentation &  concatenation, 







First segment











ASN.1 encoding











PCI











Last segment







SIBn







PCI



























SIBn, r99 part







SIBn- ASN.1







ASN.1 encoding







RRC-PDU







Last segment







SIBn







SIBn







PCI
















_1042898964.doc
[image: image1.bmp][image: image2.bmp][image: image3.bmp]













Extension











RRC- PDU







Encoder added padding (0..7 bits)











R99 part







RRC padding encoder























Basic production































Extension







RRC added padding







RRC- ASN.1







ASN.1 encoder












_1023545971.doc
[image: image1.bmp][image: image2.bmp][image: image3.bmp]













Extension











RRC- PDU







Encoder added padding (0..7 bits)











R99 part







RRC padding encoder























Basic production



































RRC added padding







RRC- ASN.1







ASN.1 encoder












