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NB M2M - Radio Protocol Structure for Gb and S1 Architectures
1 Introduction
At GERAN#62 a new SI was agreed to study Cellular System Support for Ultra Low Complexity and Low Throughput Internet of Things.
The NB M2M solution supports two architecture options, Gb based and S1 based architecture.

Most of the design of the NB M2M solution is common to both architectures and a clear indication is provided when some aspects are architecture specific.  However, the description of some S1 specific aspects (RRC and PDCP) is currently missing in TR 45.820 [2]. 

This document gives a description of the overall radio protocol structure for the two architectures and introduces the details of the RRC sub-layer and PDCP sub-layer in the S1 architecture.
2 Discussion
2.1 Radio protocol structure for Gb architecture
The Gb architecture is connection-less and the user plane is terminated in the Non Access Stratum.  

The figure below illustrates the radio protocol structure in the Gb based architecture.
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Figure 1: Radio protocol structure in Gb architecture

The radio layer consists in the MAC sublayer, which handles both link layer and radio resource management functions.  These functions are described respectively in section 7.1.4 and section 7.1.5 of TR 45.820 [1].
2.2 Radio protocol structure for S1 architecture
The S1 architecture is connection-oriented. The user plane and the control plane are terminated in the Access Stratum. 

The figure below illustrates the radio protocol structure in the S1 architecture.
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Figure 2: Radio protocol structure in S1 architecture
In the S1 based architecture, the radio protocol structure is split between user plane and control plane. 

Layer 2 consists in the Medium Access Control (MAC) sub-layer and the Packet Data Convergence Protocol (PDCP) sub-layer. The MAC sub- layer provides the link layer functions, the PDCP sub-layer provides header compression (user plane only) and security functions.   Layer 2 applies to both user plane and control plane.
In the control plane, the Radio Resource Control (RRC) sub-layer handles the layer 3 dedicated signalling between the MS and the base station and handles the functions related to the control of the RRC connection as well as the transport of the NAS signalling.  The MAC sub-layer terminates the common control channels and handles the functions related to the radio connection. 
In the context of the study, the CIoT devices have only one Default EPS bearer context (or primary PDP context) , thus only one data radio bearer (DRB) is needed to  carry the user plane data over DTCH. 
In the NB M2M solution, the RRC signalling is very limited and one single signalling radio bearer (SRB) is needed to carry the control plane signaling over DCCH.  
The MAC sub-layer is mostly common to both the Gb and S1 architectures and is described in section 7.1.4 and section 7.1.5 of TR 45.820 [1].

The RRC sub-layer and PDCP sub-layer are a simplified version of the equivalent protocols in E-UTRAN described respectively in TS 36.331 [2] and TS 36.323 [3]. A reduced functionality is needed for CIoT devices compared to LTE devices as there is no support for inter-RAT inter-working and network controlled mobility. Also, a single type of bearer is supported in the link layer.

2.2.1 RRC overview
RRC states and state transitions
A MS is in RRC_CONNECTED when an RRC connection has been established. If there is no RRC connection, the MS is in RRC_IDLE state 
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Figure 3 RRC state transition diagram

Radio bearers

One signalling radio bearer (SRB) is defined to carry the RRC signalling and NAS signalling over DCCH. Once security is activated, all RRC messages are integrity protected and ciphered.

One data radio bearer (DRB) is defined to carry the user plane data over DTCH.  The data radio bearer can only be setup after security is started. 

RRC Functions
The RRC protocol includes the following main functions:
· RRC connection control:

· Establishment/ release of the RRC connection;

· Security activation, i.e. configuration of integrity protection (SRB) and ciphering (SRB, DRB);
· Establishment/ modification/ release of data radio bearer (DRB);
· Radio configuration control.
· Transfer of dedicated NAS information. 
RRC procedures 

1) RRC connection establishment 

The purpose of this procedure is to establish the RRC radio connection and involves the establishment of the signaling radio bearer (SRB). The procedure is also used to transfer the initial NAS dedicated message from the MS to the Base station and triggers the setup of the S1 connection.
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Figure 4: RRC connection establishment, successful
The establishment of the radio connection is performed at MAC layer which also performs contention resolution.  

When the MAC sub-layer reports successful establishment, the signaling radio bearer SRB is setup according to the default configuration. 

RRC then transmits the NAS message in RRC Connection Setup Complete message over the SRB to establish the S1 connection and the NAS signalling connection.

 2) Security activation 
The purpose of this procedure is to activate AS security (integrity protection (SRB) and ciphering (SRB, DRB)) upon RRC connection establishment. 
The procedure is initiated after the SRB is established and prior to the DRB establishment.
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Figure 5: Security activation, success
3) RRC connection reconfiguration

The purpose of this procedure is to modify an RRC connection. As part of the procedure, NAS dedicated information may be transferred from the base station to the MS.

The Base Station initiates the procedure after security has been established in order to perform: 

· the setup of the data radio bearer;
· the configuration of UE specific parameters; 

· the transfer of DL NAS signalling message.
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Figure 6: RRC connection reconfiguration

5) RRC connection release 

The purpose of the procedure is to release the RRC connection, which includes the release of the established radio bearers and all radio resources.  
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Figure 7: RRC connection release

The release of the radio connection is performed at MAC layer.
The MAC layer informs RRC when the radio connection is released. RRC then releases all radio resources and notifies the upper layers. The MS enters RRC_IDLE mode. 

6) DL Data Information transfer

The purpose of this procedure is to transfer NAS signalling and SMS from the base station to the MS.
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Figure 8: DL information transfer
6) UL Data Information transfer

The purpose of this procedure is to transfer NAS signalling and SMS from to the MS to the base station.
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Figure 9: UL information transfer
Summary of RRC messages 

	RRC procedure
	RRC message

	RRC connection establishment
	RRC Connection Setup Complete

	Security activation
	Security Mode Command

Security Mode Complete

Security Mode Failure

	RRC connection reconfiguration 
	RRC Connection Reconfiguration

RRC Connection Reconfiguration complete 

	DL Information Transfer
	DL Information Transfer

	UL Information Transfer
	UL Information Transfer


2.2.2 PDCP  

PDCP uses the services provided by the MAC sublayer.

PDCP is used for SRB and DRB mapped on DCCH and DTCH type of logical channels. PDCP is not used for any other type of logical channels.
PDCP functions: 

The PDCP protocol includes the following main functions:
· header compression and decompression of IP data flows using the ROHC protocol;

· transfer of data (user plane or control plane);

· maintenance of PDCP SNs;
· ciphering and deciphering of user plane data and control plane data; 
· integrity protection and integrity verification of control plane data;
· timer based discard.

PDCP procedures: 

1) PDCP UL  Data Transfer Procedure

The UL data transfer procedure is initiated by the reception a PDCP SDU from the upper layers and ends with the submission of the PDCP data PDU to the MAC sub-layer.  

The procedure is common to SRB and DRB and consists in:

· starting the discard Timer associated with this PDCP SDU (if configured);
· setting the  PDCP SN corresponding for this PDCP SDU;
· header compression of the PDCP SDU (if applicable and configured)  
· integrity protection (if applicable),and ciphering (if applicable)  
· submission of  the resulting PDCP Data PDU to lower layer.

2) PDCP DL  Data Transfer Procedure

The DL data transfer procedure is initiated by the reception a PDCP data PDU from the MAC sub-layer and ends with the delivery of the PDCP SDU to the upper layers.  
The procedure is a lot simpler as in LTE as there is only one type of data radio bearer, and no support for re-ordering or re-establishment.

The procedure is similar for SRB and DRB and consists in:  

· deciphering (if applicable)  and verification of integrity protection (if applicable);
· header decompression of the PDCP SDU (if applicable and configured) ; 
· Delivery of the resulting PDCP SDU to upper layer.
3) Other procedures

PDCP Discard, Header compression and decompression, Ciphering and deciphering, Integrity protection and verification procedures are described in TS 36.323 [3].
3 Conclusion

In this document, we have provided an overview of the radio protocols for the Gb and S1 architecture and introduce the details of the RRC and PDCP protocols.
A corresponding pCR is provided in [6].
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