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	First updated subclause


3.1.19.1
Definitions of Types of Information Elements

The following definitions shall be used in sub-clause 3.1.19 and only in this sub-clause.

Essential Elements


These are the conditional elements when the condition for their reception is fulfilled, plus the Mandatory elements excluding the Cause value information element (sub-clause 3.2.2.5).

Mandatory Elements


These are the Information Elements marked as 'M' in sub-clause 3.2.1.

Non-Essential Elements


Non-essential elements are all the information elements that are not defined as essential.

Conditional Elements


In the indicated messages the following elements are conditional:

-
Circuit identity code in sub-clauses 3.2.1.1 and 3.2.1.8.

-
Circuit pool list in sub-clauses 3.2.1.3, 3.2.1.9, 3.2.1.16 and 3.2.1.55.

NOTE:
A conditional IE is an IE whose presence or absence in a message can be determined by information contained in the rest of the message.

Conditional-Optional Elements

Conditional elements having conditions that should apply only to the sender and not to the receiver.
Transparent Elements

The following elements are defined as transparent:

-
for the BSS:
TMSI;
-
RR cause;
-
Layer 3 information in the BSSMAP HANDOVER COMMAND message; and
-
Layer 3 message contents; and for the MSC: Resource situation.
-
Layer 3 information in the BSSMAP HANDOVER REQUEST ACKNOWLEDGE message; and

-
"Old BSS to new BSS information" in the BSSMAP HANDOVER REQUIRED message;

-
"Source RNC to target RNC transparent information (UMTS)" in the BSSMAP HANDOVER REQUIRED message;

-
"Source RNC to target RNC transparent information (cdma2000)" in the BSSMAP HANDOVER REQUIRED message.

Non-Transparent Elements

Non-transparent elements are all the information elements that are not defined as transparent.
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3.2.1.1
ASSIGNMENT REQUEST

This message is sent from the MSC to the BSS via the relevant SCCP connection in order to request the BSS to assign radio resource(s), the attributes of which are defined within the message.

The message may also include the terrestrial circuit to be used.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	MSC-BSS 
	M
	1

	Channel Type
	3.2.2.11
	MSC-BSS 
	M
	5-13

	Layer 3 Header Information
	3.2.2.9 
	MSC-BSS 
	O (note 3) 
	4

	Priority
	3.2.2.18
	MSC-BSS 
	O
	3

	Circuit Identity Code 
	3.2.2.2 
	MSC-BSS 
	O 
(note 1, 12)
	3

	Downlink DTX Flag 
	3.2.2.26
	MSC-BSS 
	O (note 2)
	2

	Interference Band To Be Used
	3.2.2.21
	MSC-BSS 
	O
	2

	Classmark Information 2 
	3.2.2.19
	MSC-BSS 
	O (note 4)
	4-5

	Group Call Reference
	3.2.2.55
	MSC-BSS 
	O (note 5)
	7

	Talker Flag 
	3.2.2.54
	MSC-BSS 
	O (note 6)
	1

	Configuration Evolution Indication
	3.2.2.57
	MSC-BSS
	O (note 7)
	2

	LSA Access Control Suppression
	3.2.2.61
	MSC-BSS
	O (note 8) 
	2

	Service Handover
	3.2.2.75
	MSC-BSS
	O (note 9)
	3

	Encryption Information
	3.2.2.10
	MSC-BSS
	O (note 10)
	3-n

	Talker Priority
	3.2.2.89
	MSC-BSS
	O (note 11)
	2

	AoIP Transport Layer Address (MGW)
	3.2.2.102
	MSC-BSS
	O (note 12)
	8-20

	Codec List (MSC Preferred)
	3.2.2.103
	MSC-BSS
	O (note 13)
	3-n

	Call Identifier
	3.2.2.105
	MSC-BSS
	O (note 12)
	5

	Subscriber Profile ID for RAT/Frequency priority
	3.2.2.108
	MSC-BSS
	O (note 14)
	3

	Kc128
	3.2.2.109
	MSC-BSS
	CO (note 15)
	17

	NOTE 1:
This element (Circuit Identity Code) is included, if the MSC allocates the A interface TDM-circuits and the channel type Information Element indicates speech or data, and only in those cases. 

NOTE 2:
This element may be included in the case of a speech TCH, and only in this case. If not included, this has no impact on the DTX function in the BSS.This element shall be neglected by the BSS, if an IP A-Interface type is finally selected and speech transcoder resources are not allocated within the BSS.

NOTE 3:
This information element doesn't serve any useful purpose. MSCs should not send the information element unless it is required by the recipients (due to the need to interwork with older versions of the protocol). It is expected that in future versions of the present document, this information element will be deleted from this message.

NOTE 4:
These elements may be included if the information is known by the MSC.

NOTE 5:
This information element is included by the MSC if the subscriber is a talker or a listener in a group call.

NOTE 6:
This information element is included by the MSC if the subscriber is a talker in a group call.

NOTE 7:
The information is indicated by the MSC if known.

NOTE 8:
This information element is included if LSA access control function shall be suppressed in the BSS.

NOTE 9:
This information element is included if a preference for other radio access technologies shall be applied to the MS connection. 

NOTE 10: This information is only included for ciphered VGCS/VBS calls. It is only included if the assignment procedure is used to transfer the talker from a group call channel to a dedicated channel, the Group Call Reference is present, and the Group Key Number within this field is set to a value other than 'no ciphering'. 

NOTE 11:
This information element is included if the network supports talker priority and uplink access option (i) (as defined in 3GPP TS 43.068) and A-interface link sharing and the Assignment Request is used to transfer the talker from a group call channel to a dedicated channel.

NOTE 12: These IEs are not included, if the Channel Type IE indicates "signalling". The Circuit Identity Code may be included, if at least one alternative for a TDM connection is included in Codec List (MSC Preferred). The AoIP Transport Layer Address (MGW) and Call Identifier may be included, if at least one alternative for an IP connection is included in Codec List (MSC Preferred). The ASSIGNMENT REQUEST message may include both, a Circuit Identity Code and an AoIP Transport Layer Address (MGW) simultaneously. At least one of the two IEs shall be included (except if the Channel Type IE indicates "signalling"). If the Codec List (MSC Preferred) is included in Assignment Request, then the BSS shall not allocate a Circuit Identity Code on its own.

NOTE 13: This IE is not included, if the Channel Type IE indicates "signalling". Codec List (MSC Preferred) shall be included if the core network supports an IP based user plane interface. The information in Codec List (MSC Preferred) shall be consistent with the information in Channel Type IE.

NOTE 14: This IE may be included if available in the MSC. If the Service Handover IE is present with the value of "shall not" the Service Handover IE takes precedence over this IE. 

NOTE 15: This IE is included if at least one encryption algorithm which requires a 128 bit encryption key is indicated as permitted in the Encryption Information IE. If this IE is not included the BSC shall ignore the permissions of all encryption algorithms that require a 128 bit encryption key.
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3.2.1.8
HANDOVER REQUEST

This message is sent from the MSC to the BSS via the relevant SCCP connection to indicate that the MS is to be handed over to that BSS.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	MSC-BSS 
	M
	1

	Channel Type
	3.2.2.11
	MSC-BSS 
	M
	5-13 

	Encryption Information
	3.2.2.10
	MSC-BSS 
	M (note 1)
	3-n

	Classmark Information 1 
or
Classmark Information 2
	3.2.2.30

3.2.2.19
	MSC-BSS
 
MSC-BSS
	M# 

M (note 6)
	2 

4-5

	Cell Identifier (Serving) 
	3.2.2.17
	MSC-BSS 
	M (note 20)
	5-10 

	Priority
	3.2.2.18
	MSC-BSS 
	O
	3 

	Circuit Identity Code 
	3.2.2.2 
	MSC-BSS 
	O (note 7, 24)
	3 

	Downlink DTX Flag 
	3.2.2.26
	MSC-BSS 
	O (note 3) 
	2 

	Cell Identifier (Target)
	3.2.2.17
	MSC-BSS 
	M (note 17)
	3-10 

	Interference Band To Be Used
	3.2.2.21
	MSC-BSS 
	O
	2 

	Cause 
	3.2.2.5 
	MSC-BSS 
	O (note 9)
	 3-4 

	Classmark Information 3 
	3.2.2.20
	MSC-BSS 
	O (note 4)
	 3-34

	Current Channel type 1
	3.2.2.49
	MSC-BSS 
	O (note 8) 
	2 

	Speech Version (Used) 
	3.2.2.51
	MSC-BSS 
	O (note 10)
	2

	Group Call Reference
	3.2.2.55
	MSC-BSS 
	O (note 5)
	7

	Talker Flag 
	3.2.2.54
	MSC-BSS 
	O (note 11)
	1

	Configuration Evolution Indication
	3.2.2.57
	MSC-BSS
	O (note 12)
	2

	Chosen Encryption Algorithm (Serving)
	3.2.2.44
	MSC-BSS
	O (note 2)
	2

	Old BSS to New BSS Information
	3.2.2.58
	MSC-BSS
	O (note 13)
	2-n

	LSA Information
	3.2.2.23
	MSC-BSS
	O (note 14)
	3+4n

	LSA Access Control Suppression
	3.2.2.61
	MSC-BSS
	O (note 15) 
	2

	Service Handover
	3.2.2.75
	MSC-BSS
	O (note 21)
	3

	IMSI
	3.2.2.6
	MSC-BSC
	O (note 16)
	3-10

	Source RNC to target RNC transparent information (UMTS)
	3.2.2.76
	MSC-BSS
	O (note 18)
	n-m

	Source RNC to target RNC transparent information (cdma2000)
	3.2.2.77
	MSC-BSS
	O (note 19)
	n-m

	SNA Access Information
	3.2.2.82
	MSC-BSC
	O (note 22)
	2+n

	Talker Priority
	3.2.2.89
	MSC-BSC
	O (note 23)
	2

	AoIP Transport Layer Address (MGW)
	3.2.2.102
	MSC-BSS
	O (note 24)
	8-20

	Codec List (MSC Preferred)
	3.2.2.103
	MSC-BSS
	O (note 25)
	3-n

	Call Identifier
	3.2.2.105
	MSC-BSS
	O (note 24)
	5

	Subscriber Profile ID for RAT/Frequency priority
	3.2.2.108
	MSC-BSS
	O (note 26)
	3

	Kc128
	3.2.2.109
	MSC-BSS
	CO (note 27)
	17

	NOTE 1:
Except in the case of a VGCS talker, if neither a CIPHER MODE COMMAND has been sent (to a BSS) nor a SECURITY MODE COMMAND has been sent (to an RNC) for this RR/RRC connection (or if all such CIPHER MODE COMMAND messages (resp. SECURITY MODE COMMAND messages) have been rejected with CIPHER MODE REJECT messages (resp. SECURITY MODE REJECT messages)) then the MSC shall indicate that the only "permitted algorithm" is "no encryption".


In the case of a VGCS talker, if the Group Key Number within the Group Call Reference is set to a value other than 'no ciphering', the MSC shall indicate the permitted algorithms and the ciphering key to use on a dedicated channel, irrespective of whether a CIPHER MODE COMMAND has been previously sent on the RR connection.

NOTE 2:
If this information element is included, it shall be equal to the last received "Chosen Encryption Algorithm" information element. The information should be indicated by the MSC if known.

NOTE 3:
This element may be included in the case of a speech TCH, and only in this case. If not included, this has no impact on the DTX function in the BSS. This element shall be neglected by the BSS, if an IP A-Interface type is finally selected and speech transcoder resources are not allocated within the BSS.

NOTE 4:
This element is included if the MSC has received such information.

NOTE 5:
This element is included if the MS is in a voice broadcast or voice group call.

NOTE 6:
One of these two elements is sent.

NOTE 7:
This element (Circuit Identity Code) is included, if the MSC allocates the A interface TDM-circuits and the channel type Information Element indicates speech or data, and only in those cases. In case of Voice Group Call talker handover, this element may contain the Circuit Identity Code already allocated during the VBS/VGCS assignment procedure, meaning that the already allocated terrestrial resource of the new cell is used.

NOTE 8:
This element is included at least when the message is sent as a reaction to reception of a HANDOVER REQUIRED message containing a "Current channel type 1" information element. In this case it shall be equal to the received element.

NOTE 9:
This information element should always be included. Its cause value should be the same as indicated in the corresponding Handover Required message.

NOTE 10:
This element is included at least when the message is sent as a reaction to reception of a HANDOVER REQUIRED message containing a "Speech version (used)" information element. In this case it shall be equal to the received element.

NOTE 11:
This information element is included for voice group call, when this is included it indicates that the mobile is a talker in the call else the mobile is a listener.

NOTE 12:
The information is indicated by the MSC if known

NOTE 13:
This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "old BSS to new BSS information" information element. Its contents shall be equal to the received element.

NOTE 14:
This information element is included when the subscriber has localised service area support.

NOTE 15:
This information element is included if LSA access control function shall be suppressed in the BSS.

NOTE 16:
This information element is included at least when the MS is dual transfer mode capable and the IMSI is available at the MSC.

NOTE 17:
If intersystem handover from GSM to UMTS or to cdma 2000 is performed, this information element indicates the target RNC-ID (or Extended RNC-ID).

NOTE 18:
This information element shall be included when intersystem handover (UMTS) is performed. This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "Source RNC to Target RNC transparent information (UMTS)" IE. Its contents shall be equal to the received element. 
Only provided in the HANDOVER REQUEST message on the MAP-E interface.

NOTE 19:
This information element shall be included when intersystem handover (cdma2000) is performed. This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing a "Source RNC to Target RNC transparent information (cdma2000)" IE. Its contents shall be equal to the received element. Only provided in the HANDOVER REQUEST message on the MAP-E interface.

NOTE 20:
In intersystem handover from UMTS (or cdma2000) to GSM this IE indicates the serving area of the UE. In case of intersystem handover from EPS to GSM (SRVCC), this IE indicates that the source is E-UTRAN (see 3GPP TS 23.216).

NOTE 21:
This information element is included if a preference for other radio access technologies shall be applied to the MS connection. 

NOTE 22:
This information element may be included to provide UE's SNA Access Information. This IE is provided in the HANDOVER REQUEST message only on the MAP-E interface. SNA Access Information is included in HANDOVER REQUEST message if HANDOVER REQUEST message including SNA Access Information does not exceed the maximum length defined for BSSMAP message. 

NOTE 23:
This information element is included for a talker in a voice group call, if the network supports talker priority and uplink access option (i) (as defined in 3GPP TS 43.068) and A-interface link sharing. 

NOTE 24:
These IEs are not included, if the Channel Type IE indicates "signalling". The Circuit Identity Code may be included, if at least one alternative for a TDM connection is included in Codec List (MSC Preferred). The AoIP Transport Layer Address (MGW) and Call Identifier may be included, if at least one alternative for an IP connection is included in Codec List (MSC Preferred). The HANDOVER REQUEST message may include both, a Circuit Identity Code and an AoIP Transport Layer Address (MGW) simultaneously. If the Codec List (MSC Preferred) is included in Handover Request, then the BSS shall not allocate a Circuit Identity Code on its own. For HANDOVER REQUEST messages sent on the A-Interface, at least one of Circuit Identity Code or AoIP Transport Layer Address (MGW) plus Call Identifier shall be included (except if the Channel Type IE indicates "signalling")(the same requirement does not apply for HANDOVER REQUEST messages sent on the MAP/E interface)
NOTE 25:
This IE is not included, if the Channel Type IE indicates "signalling". Codec List (MSC Preferred) shall be included if the core network supports an IP based user plane interface. The information in Codec List (MSC Preferred) shall be consistent with the information in Channel Type and with the information in Speech Version (Used), if included. 

NOTE 26:
This IE may be included if available in MSC. If the Service Handover IE is present with the value of "shall not" the Service Handover IE takes precedence over this IE. 

NOTE 27:
This IE is included if at least one encryption algorithm which requires a 128 bit encryption key is indicated as permitted in the Encryption Information IE. If this IE is not included the BSC shall ignore the permissions of all encryption algorithms that require a 128 bit encryption key.


Typical Cause values are:

-
uplink quality;

-
uplink strength;

-
downlink quality;

-
downlink strength;

-
distance;

-
better cell;

-
response to MSC invocation;

-
O and M intervention;

-
directed retry;

-
switch circuit pool;

-
traffic;

-
preemption;

-
reduce load in serving cell.
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3.2.1.30
CIPHER MODE COMMAND

This message is sent from the MSC to the BSS via the relevant SCCP connection associated with that MS transaction. It updates the encryption parameters for the concerned MS.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1
	MSC-BSS
	M
	1

	Layer 3 Header Information
	3.2.2.9
	MSC-BSS
	O (note 1)
	4

	Encryption Information
	3.2.2.10
	MSC-BSS
	M
	3-n

	Cipher Response Mode
	3.2.2.34
	MSC-BSS
	O
	2

	Kc128
	3.2.2.109
	MSC-BSS
	CO (note 2)
	17

	NOTE 1:
This information element doesn't serve any useful purpose. MSCs should not send the information element unless it is required by the recipients (due to the need to interwork with older versions of the protocol). It is expected that in future versions of the present document, this information element will be deleted from this message.

NOTE 2:
This IE is included if at least one encryption algorithm which requires a 128 bit encryption key is indicated as permitted in the Encryption Information IE. If this IE is not included the BSC shall ignore the permissions of all encryption algorithms that require a 128 bit encryption key.
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3.2.1.53
VGCS/VBS ASSIGNMENT REQUEST

This message is sent from the MSC to the BSS via the newly created VGCS/VBS resource controlling SCCP connection in order to request the BSS to assign radio resources in a cell to support a VGCS/VBS call.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1
	MSC-BSS
	M
	1

	Channel Type
	3.2.2.11
	MSC-BSS
	M (note 2)
	5-13

	Assignment Requirement
	3.2.2.52
	MSC-BSS
	M
	2

	Cell Identifier
	3.2.2.17
	MSC-BSS
	M
	3-10

	Group Call Reference
	3.2.2.55
	MSC-BSS
	M
	7

	Priority
	3.2.2.18
	MSC-BSS
	O
	3

	Circuit Identity Code
	3.2.2.2
	MSC-BSS
	O (note 4, 5)
	3

	Downlink DTX Flag
	3.2.2.26
	MSC-BSS
	O (note 2, 4)
	2

	Encryption Information
	3.2.2.10
	MSC-BSS
	O
	3-n

	VSTK_RAND
	3.2.2.83
	MSC-BSS
	O (note 1)
	7

	VSTK
	3.2.2.84
	MSC-BSS
	O (note 1)
	18

	Cell Identifier List Segment 
	3.2.2.27a 
	MSC-BSS
	O (note 3)
	4-?

	Kc128
	3.2.2.109
	MSC-BSS
	CO (note 6)
	17

	NOTE 1:
This information element is included for ciphered VGCS/VBS calls. 

NOTE 2: 
If A-interface circuit sharing is used for a given VGCS/VBS call, the MSC shall include the same value for this information element in each VGCS/VBS ASSIGNMENT REQUEST message sent for this VGCS/VBS call to a specific BSS. 

NOTE 3: 
This information element shall be included when A-interface link sharing is used if one or more cells have to be identified by this IE or one or more VGCS/VBS AREA CELL INFO messages is to follow.

NOTE 4:
This information element shall be included when the MSC allocates the A-interface circuits.

NOTE 5:
If A-interface circuit sharing is used and the MSC is responsible for allocating A-interface circuits the MSC shall include the same value for this information element in each VGCS/VBS ASSIGNMENT REQUEST sent to a given BSS relating to a given VGCS/VBS call. 

NOTE 6:
This IE is included if at least one encryption algorithm which requires a 128 bit encryption key is indicated as permitted in the Encryption Information IE. If this IE is not included the BSC shall ignore the permissions of all encryption algorithms that require a 128 bit encryption key.
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3.2.2.109
Kc128
This element contains the 128 bit long encryption key used in connection withany encryption algorithm which require a 128 bit encryption key (e.g. A5/4).

It is a fixed length element.

It is coded as follows:

	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Kc128
	octet 2-17


