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Next change

6.1.2
CS Domain - User Plane

6.1.2.1
CS Domain - User Plane - GAN Architecture

The GAN protocol architecture in support of CS domain user plane is illustrated figure 4.
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Figure 4: Up CS Domain User Plane Protocol Architecture 

The main features of the CS domain user plane of the Up interface are as follows:

· The underlying Access Layers and Transport IP layer provides the generic connectivity between the MS and the GANC.
· The IPsec layer provides encryption and data integrity.

· CS domain user plane is transported over RTP/UDP between MS and GANC.
· Support for AMR FR codec, as specified in 3GPP TS 26.071 [7], is mandatory when operating in GAN A/Gb mode, with support for other codecs being optional.

· CS-data is transported over RTP/UDP, by defining a new RTP frame format to carry the TAF-TRAU (V.110‑like) frames over RTP.

· TTY is transported using CTM over GSM codec over RTP/UDP.

· When using a TDM-based A-interface, the GANC re-frames and transcodes the CS domain user plane between RTP/UDP speech bearer and the speech bearers over the A-interface. Re-framing and transcoding is not required when the voice call uses AMR over an IP-based A-interface.
Next change

8.4.1.6
Registration procedure

8.4.1.6.1
Normal case

Following the Discovery procedure the MS establishes a secure tunnel with the secure gateway of the Default GANC, provided by the Provisioning GANC in the Discovery procedure, and attempts to register with the Default GANC. The Default GANC may become the Serving GANC for that connection by accepting the registration, or the Default GANC may redirect a MS performing registration to a different Serving GANC.
GANC redirection may be based on information provided by the MS during the Registration procedure, operator chosen policy or network load balancing.

The GAN Registration procedure serves the following functions:

· Ensures the MS is registered to the appropriate GANC entity i.e. with use of the redirection process;

· Informs the GANC that the MS is now connected through a generic IP access network and is available at a particular IP address. The GANC maintains the registration context for the purposes of (for example) mobile-terminated calling;

· Provides the MS with the operating parameters associated with the GAN service, including the GAN mode to use for the session, either A/Gb or Iu. The "System Information" message content that is applicable to the GAN cell is delivered to the MS during the GAN registration process. This enables the MS to switch to GAN mode, and following the Registration procedure trigger NAS procedures with the core network (such as Location/Routing Area Update, mobile originated calls, mobile terminated calls, etc.); and

· Enables the MS to request which GAN services are required.
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NOTE:
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Figure 11: Registration procedure

1.
If the MS was provided the FQDN of the Default or Serving SEGW, the MS shall perform a DNS query (via the generic IP access network interface) to resolve the FQDN to an IP address. If the MS has a provisioned IP address for the SEGW, the DNS step is omitted.

2.
The DNS Server returns a response.

3.
The MS shall then set up a secure IPsec tunnel to the SEGW. This step may be omitted if an IPsec tunnel is being reused from an earlier Discovery or Registration.

4.
If the MS was provided the FQDN of the Default or Serving GANC, the MS shall then perform a DNS query (via the secure tunnel) to resolve the FQDN to an IP address. If the MS has an IP address for the GANC, the DNS step is omitted.

5.
The DNS Server returns a response.

6.
The MS then sets up a TCP connection to a TCP port on the GANC. The TCP port can either be a well-known port or one that has been earlier received from the network during Discovery or Registration. The MS shall attempt to register on the GANC by transmitting the GA-RC REGISTER REQUEST. The message includes:
-
Cell Info: Either current camping GERAN/UTRAN cell ID, or last LAI where the MS successfully registered, along with an indicator stating which one it is. In addition, the MS includes the UARFCN of the current serving cell (if that cell is a UTRAN cell).
-
Generic IP access network attachment point information: AP-ID, as defined in annex C.

-
MS Identity: IMSI.
-
MS Capability Information.

-
GAN Services Required

-
GAN Classmark: Including GAN Mode Support information indicating GAN A/Gb mode supported, GAN Iu mode supported or both modes supported, and an indication of whether or not the MS supports RFC 4867 [54] bandwidth-efficient mode.
7.
If the GANC accepts the registration attempt it shall respond with a GA-RC REGISTER ACCEPT. The message contains:

-
GAN specific system information (e.g.):

· GAN Mode Indicator: GAN A/Gb mode or GAN Iu mode.

· Cell description of the GAN cell:
· If GAN A/Gb mode selected: The BCCH ARFCN, PLMN colour code, and base-station colour code corresponding to the GAN cell.
· If GAN Iu mode selected: The UTRA ARFCN (UARFCN) and Primary Scrambling Code (PSC) corresponding to the GAN cell.
· Location-area identification comprising the mobile country code, mobile network code, and location area code corresponding to the GANC cell.

· Cell identity identifying the cell within the location area corresponding to the GAN cell.
· Applicable system timer values (e.g., for the application-level keep-alive message transmission interval, see clause 8.4.4).
-
GAN Capability Information.

In this case the TCP connection and the secure IPsec tunnel are not released and are maintained as long as the MS is registered to this GANC.

8.
Alternatively, the GANC may reject the request. In this case, it shall respond with a GA-RC REGISTER REJECT indicating the reject cause. The TCP connection and the secure IPsec tunnel are released and the MS shall act as defined in clause 8.4.1.3.2.
9.
Alternatively, if the GANC wishes to redirect the MS to (another) Serving GANC, it shall respond with a GA-RC REGISTER REDIRECT providing the FQDN or IP address of the target Serving GANC and the associated SEGW. In this case the TCP connection is released and the secure IPsec tunnel is optionally released depending on if the network indicates that the same IPsec tunnel can be reused for the next registration.

8.4.1.6.2
Abnormal cases

If the Serving GANC rejects the Register request and does not provide redirection to another Serving GANC, the MS shall re-attempt Registration to the Default GANC including a cause indicating the failed registration attempt and the Serving GANC and SEGW with which the Register request failed. The MS should also delete all stored information about this Serving GANC.

If the Default GANC rejects a Registration Request and is unable to provide redirection to suitable Serving GANC, the MS may re-attempt the Discovery procedure to the Provisioning GANC (including a cause indicating the failed registration attempt and the Default GANC provided in the last Discovery procedure). The MS should also delete all stored information about the Default GANC.

Next change

8.10
Mobile Originated Call Flow
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Figure 22: Mobile Originated Call

The description of the procedure in this sub-clause assumes the MS is in GAN A/Gb mode i.e. it has successfully registered with the GANC and GA-CSR is the serving RR entity in the MS.

1.
The GA-CSR Connection Establishment procedure is performed as described in clause 8.7.1.

2.
Upon request from the upper layers, the MS sends the CM Service Request to the GANC in the GA-CSR UL DIRECT TRANSFER.
3.
The GANC establishes an SCCP connection to the CN and forwards the CM Service Request to the CN using the Complete Layer 3 Information. Subsequent layer-3 messages between mobile station and core network will be sent between GANC and CN via DTAP.

4.
The CN may optionally authenticate the MS using standard GERAN authentication procedures.
5.
The CN may optionally initiate the Ciphering Configuration procedure described in clause 8.8.

6.
The MS sends the Setup message providing details on the call to the CN and its bearer capability and supported codecs. This message is contained within the GA-CSR UL DIRECT TRANSFER between the MS and the GANC. The GANC forwards the Setup message to the CN.

7.
The CN indicates it has received the call setup and it will accept no additional call-establishment information using the Call Proceeding message to the GANC. GANC forwards this message to the MS in the GA-CSR DL DIRECT TRANSFER.
8.
The CN requests the GANC to assign call resources using Assignment Request.
9.
The GANC sends the GA-CSR ACTIVATE CHANNEL to the MS including bearer path setup information such as:

-
Channel mode.

-
Multi-rate codec configuration.

-
UDP port & the IP address for the uplink RTP stream.
-
Voice sample size.
-
An indication of whether RFC 4867 [54] octet-aligned mode (i.e., the default for GAN A/Gb mode) or bandwidth-efficient mode shall be used for the GA-CSR traffic channel. If an IP-based A-interface where bandwidth-efficient mode is used and the MS supports RFC 4867 bandwidth-efficient mode (see sub-clause 8.4.1.6), the GANC can enable "AoIP payload optimization" (i.e., avoiding the need for the GANC to do transcoding or conversion between RFC 4867 payload modes) by indicating that RFC 4867 bandwidth-efficient mode be used for the GA-CSR traffic channel.
10.
The MS establishes the RTP path to the GANC. MS optionally sends idle RTP/UDP packets to the GANC but has not connected the user to the audio path.

11.
The MS sends the GA-CSR ACTIVATE CHANNEL ACK to the GANC indicating the UDP port for the downlink RTP stream.

12.
If a TDM-based A-interface channel is used for the call, the GANC establishes the downlink RTP path between itself and the MS. The GANC may start sending idle RTP/UDP packets to the MS.

13.
The GANC signals to the CN that the call resources have been allocated by sending an Assignment Complete message.

14.
The GANC signals the completion of the bearer path to the MS with the GA-CSR ACTIVATE CHANNEL COMPLETE message. An end-to-end audio path now exists between the MS and the CN. The MS can now connect the user to the audio path.

15.
The CN signals to the MS, with the Alerting message, that the B-Party is ringing. The message is transferred to the GANC and GANC forwards the message to the MS in the GA-CSR DL DIRECT TRANSFER. If the MS has not connected the audio path to the user, it shall generate ring back to the calling party. Otherwise, the network-generated ring back will be returned to the calling party.
16.
The CN signals that the called party has answered, via the Connect message. The message is transferred to the GANC and GANC forwards the message to the MS in the GA-CSR DL DIRECT TRANSFER. It connects the user to the audio path. If the mobile station is generating ring back, it stops and connects the user to the audio path.
17.
The MS sends the Connect Ack in response, and the two parties are connected for the voice call. This message is contained within the GA-CSR UL DIRECT TRANSFER between the MS and the GANC. The GANC forwards the Connect Ack message to the CN.
18.
Bi-directional voice traffic flows between the MS and CN through the GANC.
Next change

8.11
Mobile Terminated Call Flow
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Figure 23: Mobile Terminated Call

The description of the procedure in this clause assumes the MS is in GAN A/Gb mode i.e. it has successfully registered with the GANC and GA-CSR is the serving RR entity in the MS.

1.
A mobile-terminated call arrives at the CN. The CN sends a Paging message to the GANC identified through the last Location Update received by it and includes the TMSI if available. The IMSI of the mobile being paged is always included in the request.
2.
GANC identifies the MS registration context using the IMSI provided by the CN. It then pages the MS using the GA-CSR PAGING REQUEST message. The message includes the TMSI, if available in the request from the CN, else it includes only the IMSI of the mobile.
3.
The MS responds with a GA-CSR PAGING RESPONSE including the MS Classmark and ciphering key sequence number. The MS enters dedicated mode and the GA-CSR state changes to GA-CSR-DEDICATED.
4.
The GANC establishes an SCCP connection to the CN. The GANC then forwards the paging response to the CN using the Complete Layer 3 Information message.

5.
The CN may optionally authenticate the MS using standard GERAN authentication procedures.
6.
The CN may optionally update the ciphering configuration in the MS, via the GANC, as described in clause 8.8.

7.
The CN initiates call setup using the Setup message sent to the MS via GANC. GANC forwards this message to the MS in the GA-CSR DL DIRECT TRANSFER message.

8.
The MS responds with Call Confirmed using the GA-CSR UL DIRECT TRANSFER after checking it's compatibility with the bearer service requested in the Setup and modifying the bearer service as needed. If the Setup included the signal information element, the MS alerts the user using the indicated signal, else the MS alerts the user after the successful configuration of the user plane. The GANC forwards the Call Confirmed message to the CN.

9.
The CN initiates the assignment procedure with the GANC, which triggers the setup of the GA-CSR traffic channel, the same as steps 8-13 in the MO call scenario (see sub-clause 8.10).
10.
The MS signals that it is alerting the user, via the Alerting message contained in the GA-CSR UL DIRECT TRANSFER. The GANC forwards the Alerting message to the CN. The CN sends a corresponding alerting message to the calling party.
11.
The MS signals that the called party has answered, via the Connect message contained in the GA-CSR UL DIRECT TRANSFER. The GANC forwards the Connect message to the CN. The CN sends a corresponding Connect message to the calling party and through connects the audio. The MS connects the user to the audio path.
12.
The CN acknowledges via the Connect Ack message to the GANC. GANC forwards this message to the MS in the GA-CSR DL DIRECT TRANSFER. The two parties on the call are connected on the audio path.
13.
Bi-directional voice traffic flows between the MS and CN through the GANC.

End of changes 

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1168859331.doc


9. GA-RC REGISTER REDIRECT (see note)















GANC











8. GA-RC REGISTER REJECT (Reject Cause)















10. Release of secure tunnel







Default or Serving GANC







DNS































7. GA-RC REGISTER ACCEPT ("GAN System Information")















6. GA-RC REGISTER REQUEST (CID, LAI, IMSI)















5. DNS response











3. Establish secure tunnel







2. DNS response







1. DNS query (Default or Serving SEGW FQDN)























DNS































SEGW























































































































MS



















































4. DNS query(Default or Serving GANC FQDN)
























_1168866097.doc


5. Ciphering Configuration







4. Authentication











2. GA-CSR UL DIRECT TRANSFER (CM Service Request)































1. GA-CSR Connection Establishment















18. Voice traffic



















17. GA-CSR UL DIRECT TRANSFER (Connect Ack)



















































16. GA-CSR DL DIRECT TRANSFER (Connect)



















































15. GA-CSR DL DIRECT TRANSFER (Alerting)















































14. GA-CSR ACTIVATE CHANNEL COMPLETE



























13. Assignment Complete











12. Downlink user plane RTP stream











11. GA-CSR ACTIVATE CHANNEL ACK



























10. Uplink user plane RTP stream











9. GA-CSR ACTIVATE CHANNEL































8. Assignment Request











7. GA-CSR DL DIRECT TRANSFER (Call Proceeding)



















































6. GA-CSR UL DIRECT TRANSFER (Setup)























































3. Complete Layer 3 Information (CM Service Request)



















CN



























































































































GANC







MS












_1232984716.doc


6. Ciphering Configuration







5. Authentication











11. GA-CSR UL DIRECT TRANSFER (Connect)















































Assignment procedure







9. RTP stream setup























13. Voice traffic



















10. GA-CSR UL DIRECT TRANSFER (Alerting)



















































12. GA-CSR DL DIRECT TRANSFER (Connect Ack)



















































8. GA-CSR UL DIRECT TRANSFER (Call Confirmed)



















































7. GA-CSR DL DIRECT TRANSFER (Setup)















































4. Complete L3 Info (Paging Response)











3. GA-CSR PAGING RESPONSE



























2. GA-CSR PAGING REQUEST



























1. Paging Request



































































CN







GANC







MS












_1168849847.doc


(if necessary)







IWF







ESP







IPSec







Remote IP







ESP







IPSec







Remote IP







Layers







Access







Generic IP Network







Up Interface







RTP/UDP







RTP/UDP







Transport IP







Transport IP







Transport IP







Layers







Access







Adaptation







Codec/Rate







(if necessary)







Transcoding







Layers







Access







Adaptation







Codec/Rate







Layers







Physical







Speech Bearer







A







MSC







Layers







Physical







Speech Bearer







MS







GANC







(if necessary)







IWF







ESP







IPSec







Remote IP







ESP







IPSec







Remote IP







Layers







Access







Generic IP Network







Up Interface







RTP/UDP







RTP/UDP







Transport IP







Transport IP







Transport IP







Layers







Access







Adaptation







Codec/Rate







(if necessary)







Transcoding







Layers







Access







Adaptation







Codec/Rate







Layers







Physical







Speech Bearer







A







MSC







Layers







Physical







Speech Bearer







MS







GANC












