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One solution for GSM/EDGE RAN Sharing
1 Introduction
Network Sharing Standardization having been completed for UTRAN in Rel-6 and for E-UTRAN in Rel-8, the same work for GSM/EDGE has been conditionally approved in GERAN#46.
In the work item description document [1], it is proposed to manage Network Sharing for GERAN according to the MOCN (Multiple-Operator Core Network) configuration. As broadcasting of a PLMN list would mandate the use of the Extended BCCH feature and given the low penetration rate expected for MSs which would manage such a PLMN list, it is proposed to broadcast on the radio interface a Common PLMN ID, without introducing any PLMN list, which means no additional upgrade to MS is required. This mechanism relies on a BSC of a shared GERAN routing all signalling between a mobile station and the core network.
Based on the above requirements, a feasible network sharing framework example is shown in Figure 1 and a GSM/EDGE RAN Sharing solution which only affecting BSC is proposed in this paper. 
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Figure 1

2 Detailed Solution
2.1 Network Resource Indicator
The Network Resource Identifier (NRI) specified in Rel-5 for Intra Domain Connection of (GE)RAN Nodes to Multiple CN nodes (see TS 23.236 [2]) can be re-used in GSM/EDGE RAN sharing solution. NRI needs identify uniquely an individual CN node out of all CN nodes, which serve in parallel a pool-area.
NRI is part of the temporary identity TMSI/P-TMSI, which is assigned by the serving CN node to the MS. The length of the NRI shall be the same in all nodes of a domain in one pool-area, and an NRI has a flexible length between 10 and 0 bits (0 bits means the NRI is not used and the feature is not applied)[2].

Sharing operators need to coordinate the used NRI [3]:

-
to avoid redirection when the non-supporting MS
 performs LA/RA update.

-
to guarantee that correct MS answers to paging (TMSI/P-TMSI shall be unique within shared network).

-
to guarantee that a non-supporting MS in visited PLMN will not change network due LA/RA update or Detach/Attach function.

2.2 Functional Description
2.2.1 MS Functions

No changes are expected in the MS for Gb or A interface mode to support this proposed GSM/EDGE RAN Sharing feature [2].
2.2.2 BSC Functions

The BSC provides the NAS Node Selection Function. It is aware whenever a new RR connection is established. In particular, the BSC always examines the content of the Initial Layer 3 message sent by the MS in order to determine the position of the MS Classmark and to extract its contents. The examination of the Initial Layer 3 message content allows the BSC to observe the TMSI+LAI or IMSI or IMEI.[2]

The BSC derives from Initial Layer 3 messages the NRI from the TMSI. It is configured in the BSC (O&M) which bits of the TMSI are significant for the NRI. The BSC routes the Initial Layer 3 message according to the NRI to the relevant MSC if an MSC address is configured in the BSC for the specific NRI. The association between NRI values and MSC addresses is configured in the BSC (O&M).[2]

In case of LAU/ATTACH procedure, if no MSC address is configured in the BSC for the requested NRI, the BSC will route the initial NAS signalling message to an MSC selected randomly from the available MSCs.
Furthermore, the BSC is proposed to acquire the IMSI from the NAS IDENTITY RESPONSE message if transferred in the air interface. The BSC terminates NAS LOCATION UPDATING REJECT message sent by the MSC and re-route the initial NAS LOCATION UPDATING REQUEST message to another MSC with the MS identifier replaced by the IMSI, unless it will end this LAU/ATTACH procedure. This will avoid unnecessary IMSI enquiry and transmission in the air interface.
2.2.3 MSC Functions

Every MSC is configured with its one or more specific NRI (O&M). One of these specific NRIs is part of every temporary mobile subscriber identity (TMSI) which the MSC assigns to an MS. The TMSI allocation mechanism in the MSC generates TMSIs which contain one of the specific NRIs in the relevant bit positions. An MSC applying “Intra Domain Connection of RAN nodes to multiple CN nodes” shall allocate TMSIs to the served MSs.[2]

2.3 Application Examples

2.3.1 Location Update with known NRI

In this scenario (shown in Figure 2) an MS indicates its TMSI in Location Updating Request message, and the BSC chooses a PLMN CN node by the NRI included in the TMSI. The target PLMN CN node retrieves the IMSI successfully and assigns the MS a new TMSI with a NRI value indicating itself.

Note: If MS does not support MM INFORMATION message [4], it can’t display the correct PLMN id.
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Figure 2

2.3.2 Location Update with unknown NRI

In this scenario (shown in Figure 3) an MS reports its TMSI in LOCATION UPDATING REQUEST message, but the BSC does not find the PLMN CN node corresponding to the NRI and will route this Initial Layer 3 message to the ‘PLMN CN node_A’ randomly. Generally ‘PLMN CN node_A’ will retrieve IMSI via Identification procedure in Um interface, and then the BSC acquires IMSI from the NAS IDENTITY RESPONSE message sent by the MS.

Furthermore, if ‘PLMN CN node_A’ sends a NAS LOCATION UPDATING REJECT message to the MS for some reason, the BSC should terminate this message and initial LAU procedure forward to another PLMN CN node. Replacing the TMSI with the IMSI in the LOCATION UPDATING REQUEST message, the BSC sends the message to ‘PLMN CN node_B’ to re-initiate LAU/ATTACH procedure.
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Figure 3

2.3.3 Mobile originate call

In this scenario (shown in Figure 4) an MS whose TMSI with NRI is assigned by the ‘PLMN CN node_A’ setups a call to a PSTN subscriber. Obviously the BSC is able to route the NAS SERVICE REQUEST message to the corresponded PLMN CN node by the NRI. 
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Figure 4

3 Conclusion
According to the above description, the proposed GSM/EDGE RAN Sharing solution is feasible and fulfils the work item’s requirements in [1].

Since no additional modification to MS and CN node is required, GSM/EDGE RAN Sharing can be deployed rapidly only with software upgrade in BSC.

4 References
GP-101050, New WI proposal: Support of Multi-Operator Core Network by GERAN
3GPP TS 23.236 Intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes
3GPP TS 23.251 Network sharing; Architecture and functional description
3GPP TS 24.008 Mobile radio interface Layer 3 specification; Core network protocols; Stage 3

































































































































� All exiting GSM/EDGE MSs can not support the UMTS MOCN feature defined in Rel-6 





2

_1343739321.vsd

_1343811563.vsd
Common PLMN ID will be broadcast to all subscribers



_1343542595.vsd

_1343216187.vsd

