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Principles of Network Sharing in GERAN
1 Introduction
This document discusses principles for Multi-Operator Core Network (MOCN) in GERAN which is the proposed solution for Network Sharing in the 3GPP Work Item Description, see [1]. The stage 2 overall 3GPP technical description of network sharing (MOCN) is described in [2].
2 Proposed solution
2.1 General

The support for Multi-Operator Core Network (MOCN) by GERAN is a feature that provides a means to share the GERAN and the radio spectrum between different operators. Many of the principles corresponding to this feature are common for both GERAN and UTRAN and can be found in [2]. 
The main principles are listed below:
· The BSC, MSC and SGSN shall assure a correct distribution of subscribers to the respective sharing operator.
· NRI value allocation is based on the MSC/SGSN pool concept, see reference [3]. The support of the NRI handling (MSC/SGSN pool concept) is a prerequisite for MOCN. At registration (e.g. GPRS attach) subscribers shall get an NRI value from a range which is dedicated to a specific CN id.  
· BSS distributes the MS access to the MSC/SGSN depending on: 

· NRI based selection
·  Random selection
·     IMSI  based selection
· MSC/SGSN may redirect a registration attempt back to BSS which tries another CN. The BSS stores the received MM/GMM reject message(s) with its related reject cause. The rejection can be caused by e.g.: 
·  Wrong CN id

·  No roaming agreements

· A registration of a double roamer in the CN requires special attention with respect to the coordination between the CS and the PS CN (this is further on called “CS/PS coordination”, see reference [2]). The BSS shall indicate that CS/PS coordination is required by setting a new flag in the Complete Layer 3 Information message it sends to the MSC/SGSN. In such case MSC/SGSN shall not accept this registration attempt, but it shall provide the BSS with the IMSI value and the appropriate cause value.
· BSS can use information received from the core network to select a new CN ID for a subsequent registration attempt. 
· If the MSC/SGSN accepts the registration attempt, the registration is completed as per legacy procedure.

·  If none of the MSCs/SGSNs accepts the registration attempt then the BSS shall send the stored MM/GMM reject message associated with the least severe reject cause to the MS.  

Possible solutions for GERAN are exemplified by the two signaling flows below, one for the A-i/f and one for the Gb i/f. These examples below are derived from the existing example for UTRAN in TS 23.251 chapter 7.1.4. 
2.1.1 MSs in an MOCN CS configuration

An example of an information flow for redirection in GERAN is shown below.

In this example an IMSI attach/LAU request from an MS is directed to three different CN operators. The first rejects since it has no roaming agreement with the subscriber’s Home PLMN or roaming is allowed but CS/PS coordination required. The second rejects because of a roaming restriction found in HLR. The third CN operator accepts and completes the IMSI attach/LAU request. The different "MSCs" in the example below shall be seen as corresponding to different CN operators. One specific CN operator may also have several pooled MSCs connected to the BSS.
In the sequences below, a new message and information elements are shown in red.
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Figure 5: Information flow for redirection in GERAN

1)
The RRC connection is established.

2)
BSS receives a DTAP message in Layer 3 Information message from an MS. The BSS is configured to work in a Shared RAN MOCN, and therefore it forwards the DTAP message in a Layer 3 Information IE along with an additional redirect attempt flag set. The flag indicates that the MSC shall respond to the attach/LAU request with a Reroute Command or with a legacy Clear Command. Selection of CN node is based on NRI (valid or invalid) if TMSI is present or by random selection.

3)
The MSC receives the Complete Layer 3 Information with the redirect attempt flag set. It then knows it shall answer with a Reroute Command or with a legacy Clear Command message if it is unable to accept the request. 

4)
The MSC needs the IMSI of the UE. It is retrieved either from old MSC or from the UE as in this example. By comparing the IMSI with the roaming agreements of the CN operator, the MSC discovers that roaming is not allowed or that roaming is allowed but CS/PS coordination is required. Attach/LAU procedure is aborted. (Only if roaming not allowed)
5)
A message is sent back to BSS with two DTAP messages, the attach/LAU reject message and the original attach/LAU request message received from the MS. The IMSI is also included in the message, plus a reject cause code to the BSS. The message should be a new A-interface message, e.g. a Reroute Command. 

 
The signalling connection between BSS and MSC A is released. That is without initiating the Clear procedure. The BSS selects an MSC in the next step. The already tried MSCs are stored in the BSS during the redirect procedure so that the same node is not selected twice.
6)
The BSS sends a Complete Layer 3 Information to the next selected MSC with the original Layer 3 Information message (in case of CS/PS coordination the Initial UE may also be sent back to the first MSC depending on the outcome of the coordination). Redirect attempt flag is set and IMSI shall also be included to avoid a second IMSI retrieval from MS or old MSC and to indicate that CS/PS domain coordination has been done in BSS (if enabled in BSS). The MSC receiving the message starts its attach/LAU procedure.

7)
MSC B does in general support roaming for the HPLMN of the IMSI and hence authentication is done and RAN ciphering is established.

8)
MSC B updates the HLR and receives subscriber data from HLR.

9)
The subscription data does not allow roaming (e.g. regional or 3G). MSC B sends a Reroute Command message including the attach/LAU reject message, a reject cause code, the original attach/LAU request message, and the N(SD). IMSI is included in the Reroute Command message only if it was not included in the Complete Layer 3 Information received by the MSC.

The signalling connection between the BSS and the MSC B is released. That is without initiating the Clear procedure.The BSS then selects a new MSC as in step 5.
10)
The MSC C receives a Complete Layer 3 Information message (with the original attach/LAU request message) with the redirect attempt flag set, an IMSI, and N(SD). The MSC C starts the attach/LAU procedure and uses provided information (IMSI and N(SD)).
11)
MSC C does in general support roaming for the HPLMN of the IMSI and hence authentication is done and RAN ciphering is established.

12)
MSC C updates the HLR and receives subscriber data from HLR. Subscriber data allows roaming, and the MSC C completes the attach/LAU procedure. This includes the assignment of a new TMSI with an NRI that can be used by BSS to route subsequent signalling between MS and correct MSC (A-flex functionality). The Update Location sent to HLR also triggers a Cancel Location sent to the MSC B.

13)
The Attach/LAU Accept is sent to the MS. The MS stores the new TMSI with the A-flex NRI to be used for future signalling, even after power off. This is existing functionality.

14)
MS responds with an Attach/LAU Complete message.

If the BSS finds no more MSCs to redirect to after receiving a Reroute Command message, e.g. step 5 or step 9, it compares the cause code with cause codes from other Reroute Command messages it has earlier received for this MS. A cause code ranking is done and the "least severe" cause code is chosen and the corresponding saved DTAP Attach/LAU reject message is returned to the MS and MS legacy handling will proceed.
Each CN node that receives a Complete Layer 3 Information message shall run its own authentication procedure. This may in some rare situations cause the MS to be authenticated more than once; however the trust-model used is that one CN operator shall not trust an authentication done by another CN operator. This will of course not be an optimal usage of radio resources, but given the rare occurrence of this, the increased signalling should not be of any significance.
2.1.1.1 Proposal of new and changed messages related to 48.008.
The proposal is that the existing Complete Layer 3 Information is extended with a Redirect Attemp Flag and N(SD) Sequence Number. A new message called “Reroute Command” is introduced to carry the initial Layer 3 Information message and the Layer 3 Information (MM  Location Updating Reject). The Reject Cause, N(SD) S Sequence Number and IMSI has to be handled by BSS and therefor included in this new message. 
COMPLETE LAYER 3 INFORMATION

The message is sent from the BSS to the MSC as described in sub-clause 3.1.16 (on receipt of the initial layer 3 message on a dedicated channel, e.g. PAGING RESPONSE, LOCATION UPDATING REQUEST, CM REESTABLISHMENT REQUEST, CM SERVICE REQUEST, IMSI DETACH, IMMEDIATE SETUP).

The message is sent via the BSSAP SCCP connection established for the associated dedicated resource(s). 

	INFORMATION ELEMENT 
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	BSS-MSC 
	M
	1

	Cell Identifier 
	3.2.2.17 
	BSS-MSC 
	M
	3-10 

	Layer 3 Information
	3.2.2.24 
	BSS-MSC 
	M
	3-n 

	Chosen Channel
	3.2.2.33
	BSS-MSC 
	O (note 1)
	2

	LSA Identifier List
	3.2.2.16
	BSS-MSC
	O (note 2)
	3+3n

	PADU
	3.2.2.68
	BSS-MSC
	O (note 3)
	3-n

	Codec List (BSS Supported)
	3.2.2.103
	BSS-MSC
	O (note 4)
	3-n

	Redirect Attempt Flag
	3.2.2.n
	BSS-MSC
	O (note 5)
	1

	N(SD) Sequence Number
	3.2.2.n
	BSS-MSC
	O (note 6)
	

	NOTE 1:
This element is optionally used by the BSS to give the MSC a description of the channel rate/type on which the initial layer 3 message was received.

NOTE 2:
This element shall be included at least when the current cell belongs to one or more LSAs.

NOTE 3:
This element is optionally used by the BSS to provide Location Services related information to MSC. 

NOTE 4:
Codec List (BSS Supported) shall be included, if the radio access network supports an IP based user plane interface.

NOTE 5:   This element indicates that the core network should respond with a REROUTE COMMAND message. 

NOTE 6:   N(SD) Sequence Number shall be included if received in REROUTE COMMAND


New information elements are shown in red.
REROUTE COMMAND (This is a new message)
This new message is sent from the MSC to the BSS via the relevant SCCP connection in order to request rerouting by the BSC to another CN operator.  This message indicates to the BSS to reroute the COMPLETE LAYER 3 INFORMATION to the next core network id. This message is also used for carrying the Location Area Updating Reject message defined in 3GPP TS 24.008. It is only used in MOCN configuration for network sharing MSs.
	INFORMATION ELEMENT 
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	MSC-BSS
	M
	1

	Layer 3 Information (Location Updating Reject)
	3.2.2.24
	MSC-BSS
	M (note1)
	

	Initial Layer 3 Information (Complete Layer 3 Information)
	3.2.2.24
	MSC-BSS
	M (note 2)
	

	Reject Cause Value
	3.2.2.n
	MSC-BSS
	M (note 3)
	

	N(SD) Sequence Number
	3.2.2.n
	MSC-BSS
	O (note 4)
	

	IMSI
	3.2.2.6
	MSC-BSS
	O (note 5)
	3-10

	NOTE 1:
This information element contains a mobility management message (Location Area Updating Reject) that is transferred without interpretation in BSS. 

NOTE 2:
The initial Layer 3 Information received from MS.

NOTE 3:
This IE lists cause values which meaning is defined in [6] with the exception of “CS/PS coordination required” that will never be forwarded to the MS.

NOTE 4:
Contains the value of the N(SD) as defined in [6].

NOTE 5:
This IE shall be included if available in the MSC. 




2.1.2 MSs in an MOCN PS configuration

An example of an information flow for redirection in GERAN is shown below.

In this example a GPRS attach/RAU request from an MS is directed to three different CN operators. The first rejects since it has no roaming agreement with the subscribers Home PLMN or roaming is allowed but CS/PS coordination required. The second rejects because of a roaming restriction found in HLR. The third CN operator accepts and completes the GPRS attach/RAU request. The different "SGSNs" in the example below shall be seen as corresponding to different CN operators. One specific CN operator may also have several pooled SGSNs connected to the BSS.
In the sequences below, new information elements are shown in red.
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Figure 5: Information flow for redirection in GERAN

1)
The RRC connection is established.

2)
BSS receives an UL-UNITDATA Request message from an MS with an Attach/RAU Request. The BSS is configured to work in a Shared RAN MOCN, and therefore it forwards the Attach/RAU Request message in the UL-UNITDATA PDU with an additional redirect attempt flag set. The flag indicates that the SGSN shall respond to the attach/RAU request with a Redirection Indication or Redirection Complete parameter in the DL-UNITDATA PDU. Selection of CN node is based on NRI (valid or invalid) if TLLI is present or by random selection.

3)
The SGSN receives the UL-UNITDATA PDU with the redirection attempt flag set. It then knows it shall answer with a Redirection Indication or Redirection Complete parameter together with the Attach/RAU Reject message in the DL-UNITDATA PDU if it is unable to accept the request. 

4)
The SGSN needs the IMSI of the MS. It is retrieved either from old SGSN or from the MS as in this example. By comparing the IMSI with the roaming agreements of the CN operator, the SGSN discovers that roaming is not allowed or that roaming is allowed but CS/PS coordination required. Attach/RAU procedure is aborted.

5)
A DL-UNITDATA PDU is sent back to BSS with two LLC-PDUs, the attach/RAU reject message and the original attach/RAU request message received from the MS. The IMSI is also included in the message, plus a reject cause code to the BSS. 

 
The BSS selects an SGSN in the next step. The already tried SGSNs are stored in the BSS during the redirect procedure so that the same node is not selected twice.
6)
The BSS sends an UL-UNITDATA PDU to the next selected SGSN with the original LLC-PDU (in case of CS/PS coordination the original LLC-PDU may also be sent back to the first SGSN depending on the outcome of the coordination). Redirect attempt flag is set and IMSI shall also be included to avoid a second IMSI retrieval from MS or old SGSN and to indicate that CS/PS domain coordination has been done in BSS (if enabled in BSS). The SGSN receiving the message starts its attach/RAU procedure.

7)
SGSN B does in general support roaming for the HPLMN of the IMSI and hence authentication is done and RAN ciphering is established.

8)
SGSN B updates the HLR and receives subscriber data from HLR.

9)
The subscription data does not allow roaming (e.g. regional or 3G). SGSN B sends a DL-UNITDATA including a Redirection Indication parameter and a LLC-PDU with the attach/RAU reject message, a reject cause code, the original LLC-PDU with attach/RAU request message. IMSI is included in DL-UNITDATA PDU only if it was not included in the UL-UNITDATA PDU received by the SGSN.

The BSS then selects a new SGSN as in step 5.
10)
The SGSN C receives a UL-UNITDATA PDU (with the original attach/RAU request message) with the redirect attempt flag set, and an IMSI. The SGSN C starts the attach/RAU procedure and uses provided information (IMSI).
11)
SGSN C does in general support roaming for the HPLMN of the IMSI and hence authentication is done and RAN ciphering is established.

12)
SGSN C updates the HLR and receives subscriber data from HLR. Subscriber data allows roaming, and the SGSN C completes the attach/RAU procedure. This includes the assignment of a new P-TMSI with an NRI that can be used by BSS to route subsequent signalling between MS and correct SGSN (Gb-flex functionality). The Update Location sent to HLR also triggers a Cancel Location sent to the SGSN B.

13)
A DL-UNITDATA PDU with Redirection Complete parameter is sent to BSS. By usage of a specific Redirection Complete parameter, the BSS knows that the redirect is finished and can both forward the DL-UNITDATA to the MS and clean up any stored redirect data. 

14)
The Attach/RAU Accept is sent to the MS. The MS stores the new P-TMSI with the Gb-flex NRI to be used for future signalling, even after power off. This is existing functionality.

15)
MS responds with an Attach/RAU Complete message.

If the BSS finds no more SGSN to redirect to after receiving a Redirection Indication, e.g. step 5 or step 9, it compares the cause code with cause codes from other Redirection Indications it has earlier received for this MS. A cause code ranking is done and the "least severe" cause code is chosen and the corresponding saved LLC-PDU with Attach/RAU reject is returned to the MS and MS legacy handling will proceed.
Each CN node that receives an UL-UNITDATA PDU with attach/RAU request, shall run its own authentication procedure. This may in some rare situations cause the MS to be authenticated more than once; however the trust-model used is that one CN operator shall not trust an authentication done by another CN operator. This will of course not be an optimal usage of radio resources, but given the rare occurrence of this, the increased signalling should not be of any significance.
2.1.2.1 Proposal of changed PDUs related to TS 48.018.

The proposal is that the new Redirection Indication IE which includes the initial LLC-PDU IE and the Reject Cause IE, is added to the UL-UNITDATA PDU. The new IE Redirection Completed includes only the Redirection Completed information.  

The new Information Elements are not further described in this document.
DL-UNITDATA

This PDU is sent to the BSS to transfer an LLC-PDU across the radio interface to an MS. 
PDU type:
DL-UNITDATA

Direction:
SGSN to BSS

Table 10.2.1: DL-UNITDATA PDU contents

	Information element
	Type / Reference
	Presence
	Format
	Length

	PDU type
	PDU type/11.3.26
	M
	V
	1

	TLLI (current)
	TLLI/11.3.35
	M
	V
	4

	QoS Profile (note 1)
	QoS Profile/11.3.28
	M
	V
	3

	PDU Lifetime
	PDU Lifetime/11.3.25
	M
	TLV
	4

	MS Radio Access Capability (note 2)
	MS Radio Access Capability/11.3.22
	O
	TLV
	7-?

	Priority (note 3)
	Priority/11.3.27
	O
	TLV
	3

	DRX Parameters
	DRX Parameters/11.3.11
	O
	TLV
	4

	IMSI 
	IMSI/11.3.14
	O
	TLV
	5-10

	TLLI (old)
	TLLI/11.3.35
	O
	TLV
	6

	PFI
	PFI/11.3.42
	O
	TLV
	3

	LSA Information
	LSA Information/11.3.19
	O
	TLV
	7-?

	Service UTRAN CCO
	Service UTRAN CCO/11.3.47
	O
	TLV
	3

	Alignment octets
	Alignment octets/11.3.1
	O
	TLV
	2-5

	Subscriber Profile ID for RAT/Frequency priority (note 5)
	Subscriber Profile ID for RAT/Frequency priority/11.3.105
	O
	TLV
	3

	Redirection Indication
	Redirection Indication/n.n.n
	O
	TLV
	

	Redirection Completed
	Redirection Completed/n.n.n
	O
	TLV
	

	Initial LLC-PDU
	LLC-PDU/11.3.15
	O
	TLV
	

	LLC-PDU (note 4)
	LLC-PDU/11.3.15
	M
	TLV
	2-?

	NOTE 1:
Some attributes of the QoS Profile shall be discarded if the PFI field is present and corresponds to a known PFC in the BSS.

NOTE 2:
The field shall be present if there is valid MS Radio Access Capability information known by the SGSN; the field shall not be present otherwise.

NOTE 3:
The priority field shall be discarded if the PFI field is present and corresponds to a known PFC in the BSS for which the ARP field was received.

NOTE 4:
The LLC-PDU Length Indicator may be zero. 

NOTE 5:
This IE may be included if available in the SGSN. If the Service UTRAN CCO IE is present with the value of "shall not" the Service UTRAN CCO IE takes precedence over this IE.


New information elements are shown in red.
UL-UNITDATA

This PDU transfers an MS's LLC-PDU and its associated radio interface information across the Gb-interface.

PDU type:
UL-UNITDATA

Direction:
BSS to SGSN

Table 10.2.2: UL-UNITDATA PDU content

	Information element
	Type / Reference
	Presence
	Format
	Length

	PDU type
	PDU type/11.3.26
	M
	V
	1

	TLLI
	TLLI/11.3.35
	M
	V
	4

	QoS Profile
	QoS Profile/11.3.28
	M
	V
	3

	Cell Identifier
	Cell Identifier/11.3.9
	M
	TLV
	10

	PFI
	PFI/11.3.42
	O
	TLV
	3

	LSA Identifier List
	LSA Identifier List/11.3.18
	O
	TLV
	3-?

	Alignment octets
	Alignment octets/11.3.1
	O
	TLV
	2-5

	Redirect Attempt Flag
	Redirect Attempt Flag/n.n.n
	O
	TLV
	1

	IMSI
	IMSI/11.3.14
	O
	TLV
	5-10

	LLC-PDU (note)
	LLC-PDU/11.3.15
	M
	TLV
	2-?

	NOTE:
The LLC-PDU Length Indicator may be zero.


New information elements are shown in red.
3 Open Issues

It is proposed to make the feature Network Identity and Timezone (NITZ) as a mandatory feature, reference [7]. This feature makes it possible to indicate correct PLMN Id in the MS display. NITZ is both an optional network feature and an optional MS feature today, but there are some MSs already supporting this feature. By making the NI part mandatory it would be possible to assure that also all new MSs support the Network Identity in the future
4 Conclusions 
GERAN legacy procedures can be built upon in order to realize the MOCN related principles described in the existing MOCN standard, reference [2], by adding a new message and adding new information elements in existing messages as described above in sections 2.1.1 and 2.1.2.
By making the NITZ feature (Network Identity) mandatory it will ensure that the correct PLMN ID is always visible to the user in all new MSs.
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