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Mobility from GERAN to CSG Cells 
1. Introduction

As described in [4.], a solution to the inbound mobility to UTRAN/E-UTRAN CSG cells from GERAN active mode (Packet Transfer Mode for the case of E-UTRAN, all RR modes for the case of UTRAN CSG cells) is required.  Mobility is needed for both network controlled cell reselection and Handover.  
The only currently proposed solution to the inbound mobility problem (as analysed in [1.]) involves the MS reading MIB/SIB information from all potential CSG cells in active modes.  This paper presents a different solution based on the MS reading MIB/SIB in Idle/Packet Idle Mode and storing information for target CSG cells that are on its “Allowed CSG list”.  
2. Requirements
Any complete solution to the inbound mobility problem must solve the following issues identified in [4.].  The main issues being:
· Identification of the CSG ID for the target cell
· Preliminary access check (is the CSG ID of the target cell on the “Allowed CSG list”?)
· PCI/PSC confusion resolution (the need to uniquely identify the cell if there is more than one cell with the same physical layer identifiers)
· Provision of the target eNodeB ID and TAI / RNC ID for routing handover requests

3. Issues
In meeting the requirements outlined in section 2, there are some trade-offs between the mobile and the network that must be considered.  
3.1. Reading of MIB/SIB Information in Active Mode
As stated in [4.], there are three undesirable consequences of having to read MIB/SIB information in Packet Transfer Mode (or Dedicated Mode/Dual Transfer Mode) these being:

· The service interruption time (of the order of 160 ms with 80 ms for reading MIB and 80 ms for reading SIB as reported in [3.]) – this leads to impairments in voice services and retransmissions/lost packets for data services depending on RLC mode

· Excessive power required by the mobile to read and decode MIB/SIB for every potential CSG cell when the MS will not be allowed to access most of theses target cells

· Increased handover delay as it may take up to 3.5 seconds to read the MIB and SIB according to [1.]
For these reasons it is highly desirable to find a solution that avoids or at least minimises the need to read MIB/SIB information in GERAN active modes. 

3.2. Provision of Routing Identifiers for Handover Requests

When considering a handover from GERAN to an E-UTRAN/UTRAN CSG cell, the BSS must have knowledge of the target (e)NodeB ID or RNC ID in order that the Handover Required message can be routed to the correct target node.  
For macro cells it has been assumed that the BSS can be configured with the correct mapping information as the macro cells are planned.  However, for CSG cells parented by Home (e)NodeBs this is not considered to be possible and therefore this information must be provided by the MS. 
In the case of E-UTRAN both the TAI and the eNodeB ID need to be provided.  If the target CSG cell is behind a Home eNodeB gateway then the TAI is sufficient.  If not, then the eNodeB ID is required. However, it is currently not possible for the MS to know whether the target cell is behind a Home eNodeB gateway simply by reading MIB/SIB information.  Therefore both identifiers are needed.  
In the case of UTRAN, the RNC ID is the required parameter. The RNC ID is part of the CGI as is the eNodeB ID.  Therefore the information required for routing handover requests that must be provided by the MS to the network is:

· CGI (28 bits) - for both UTRAN and E-UTRAN CSG cells

· TAI (40 bits or 16 bits if the TAC is sufficient) - for E-UTRAN CSG cells only
The MS must therefore provide this information over the air interface to the network. 
3.3. Measurement Bandwidth

As has been found to be the case for interworking between GERAN and UTRAN/E-UTRAN macro cells in Rel-8, there is only limited bandwidth available for inter-RAT measurement reports in GERAN signalling messages.  
It is currently not clear as to whether the CSG ID needs to be signalled to the mobile Core Network (CN) or whether the CN can look up the CSG ID from the CGI.  However, the current assumption in RAN groups seems to be that the CSG ID must be signalled.  Thus for the case of a target E-UTRAN CSG cell, the following information may need to be reported to the BSS in a Measurement Report message:

· CGI (28 bits) - for both UTRAN and E-UTRAN CSG cells

· TAI (40 bits or 16 bits of the TAC is sufficient) - for E-UTRAN CSG cells only

· CSG ID (27 bits)

Assuming that the TAC is sufficient for routing the PS Handover Request message then an additional 71 bits would be required per reported E-UTRAN CSG cell.  This is simply not supportable in GERAN in every measurement report message.  

4. Proposed Solution

4.1. Proposal

The proposed solution to the inbound mobility problem makes use of the following features:
· The MS reads MIB/SIB information on potential target CSG cells whilst in Idle/Packet Idle mode and stores any required identifiers for CSG cells whose CSG ID is on its “Allowed CSG list”. This information is stored against the physical layer cell identification information (i.e. PSC/PCI and carrier frequency)
· The BSS maintains a mapping table between the physical layer cell identity and the routing identifiers. This information can then be used to construct handover required messages as needed.  
In Idle/Packet Idle mode, the MS detects a suitable UTRAN/E-UTRAN cell based on existing radio related criteria. As part of this process, the MS shall read the physical layer cell identifier (PCI or PSC) and then compare it with a known range of PCI/PSC values that indicate if it is a CSG cell.

If the target cell is a CSG cell, then the MS reads the MIB and then the appropriate SIB information from the cell to obtain the following parameters:

· CSG ID

· TAI for an E-UTRAN CSG cell
· CGI for both UTRAN and E-UTRAN CSG cells
The MS then performs the preliminary access check by comparing the CSG ID with its stored “Allowed CSG list”. If the CSG ID is allowed then the information read from the target cell is stored against the physical layer cell identity (PCI/PSC and carrier frequency).  The MS may add fingerprinting information (implementation specific) and set a timer in relation to the lifetime of this information. Fingerprinting information could simply be cell ID of the GERAN cell on which the MS is camped, or more accurately GPS coordinates.
If the MS detects PCI/PSC confusion by finding a CSG cell with the same PCI/PSC and carrier frequency but different CGI, it may store this information in idle mode.  The fact that such a confused PCI/PSC has been seen by the MS can then be reported to the BSS in a measurement report message once the MS is in active mode. 

The MS can set a timer related to each entry in its mapping table. The timer will be set to a predefined value (e.g. in the range 2 - 24 hours) each time that it reads information from a CSG cell that is on the “Allowed CSG list”.  When the timer expires, or another condition applies such as the MS changes PLMN, the mapping information will be deleted from the MS. This allows the MS to detect if the CSG cell has changed its physical layer identifier.  
Based on the MS maintaining the mapping information in Idle/Packet Idle mode, the procedures in Packet Transfer Mode (PTM) are described in Figure 1.  In PTM a multi-RAT mobile supporting interworking with CSG cells will measure UTRAN and/or E-UTRAN cells which are identified by their physical layer parameters (PCI/PSC and carrier frequency). The MS would then check with its mapping information stored during idle/packet idle mode. If there is an entry for the cell in question, this means that the MS is allowed to access the cell and can send a Measurement Report (MR) to the network (BSS).  

If the MS previously detected a PCI/PSC confusion whilst in Idle/Packet Idle Mode, it can indicate this to the BSS in the measurement report message.  Apart from the addition of this extra flag (PCI/PSC confusion), the information in a measurement report will, under virtually all circumstances, be the same as for Release-8 reporting of UTRAN/E-UTRAN macro cells. 
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Figure 1 – Signalling Mechanism

The BSS will then check against its internal mapping information to determine if:

· It knows the mapping to the relevant routing identifiers

· Whether it has more than one entry for the specific physical layer cell identifier (PCI/PSC confusion exists)

· Whether the MS indicated PCI/PSC confusion in the measurement report message
If the mapping is not known and is required (i.e. the BSS has decided to initiate a Handover) then the BSS may command the MS to send the extra mapping information in a measurement report message.  This can be commanded in a PACKET MEASUREMENT ORDER message or potentially in any other MS specific point-to-point message where the network species the identity at the physical layer of the cell that is being addressed (i.e. the PCI and frequency index for E-UTRAN cells or index into the 3G Neighbour Cell List for UTRAN cells). 

If the BSS detects that there is PCI/PSC confusion (by noting that there is more than one entry for the same physical layer cell identity or by receiving an indication from the MS in the measurement report message) it may either decide that it could try a handover to the first possible cell and if this is rejected then try a handover to the next entry, or discard any cell within this PCI/PSC confusion as handover candidates (safest).

In response to the command to send the stored routing parameters (and possibly CSG ID) to the BSS, the MS uses its mapping table to retrieve the information and then sends the modified MR to the BSS.  The BSS then updates its mapping table.  The BSS may command the MS to send the extra mapping information at any other time in order to maintain the mapping table. 
At this point (regardless of whether the procedure shown in the yellow box of Figure 1 has been invoked) the BSS decides if it should initiate a (PS) Handover to the identified CSG cell and if so constructs the (PS) Handover Required message based on the routing identifiers stored in its mapping table.  

After having successfully completed the PS Handover procedure with the Core Network a (PS) Handover Command message can be issued to the MS.  
4.2. Validity of the information gathered in Idle Mode

As shown in section 4.1 the proposal relies primarily on the acquisition of information in idle mode for use in active mode in order to avoid, or at least greatly minimize, MIB/SIB reading in connected mode.
The validity of this information could however be questioned given that under coverage of a macro-cell it is reasonable to expect that two or more CSG cells operating on the same frequency share the same PSC/PCI even if collision is avoided by H(e)NB implementation (i.e. not using a PSC/PCI the H(e)NB can detect). Furthermore, switch off/on of H(e)NB is currently assumed to trigger a reallocation of PSC/PCI. It is hereby recommended that the H(e)NB however:

· At initial switch on, if no PSC/PCI was previously allocated, select a non-colliding PSC/PCI

· At switch off/on, reuse the same PSC/PCI provided it is not otherwise detected on the same carrier.
This would be simple measures to guarantee a relative stability of the PSC/PCI once allocated to a H(e)NB, and thereby prevent the invalidation of the information acquired through expiry of PSC/PCI.
A PSC/PCI confusion translates, in the mobile station, in the inability to uniquely indicate, without MIB/SIB reading, the CSG cell to which a measurement report corresponds. It translates in the network in the inability to uniquely identify the CSG cell to which a measurement report corresponds, and thus makes the report potentially unusable for handover purpose, unless repeated handover attempts are performed though with no guarantee the selected CSG cell meets the handover criteria (radio related).

4.3. Comparison

It is useful to compare the two solutions (idle mode only vs. active mode only) so far proposed for Rel-9 active mode mobility to CSG cells.  The advantages and disadvantages of the Idle mode solution when compared with reading and reporting CSG information from MIB/SIB in active mode are highlighted below.
The essential advantages of the Idle mode solution are:

· There is no need for the MS to read MIB and SIB information in active mode and thus reducing the MS complexity.
· As the MS does not read the MIB/SIB in active mode, which may take up to 3.5 seconds, handovers/cell reselection can happen more rapidly to allowed CSG cells

· There is no service interruption in GERAN caused by MIB/SIB reading (packet loss or voice degradation)

· Only the PCI/PSC and carrier frequency reference have to be sent across the air interface in the vast majority of cases thus minimising the measurement reporting bandwidth

· Reduced power consumption for the MS as it reads the MIB/SIB of potential CSG cells less frequently (and only in Idle/Packet Idle Mode)

The disadvantages of this solution are:

· Some additional procedures are required by the MS and BSS.  However, these are seen as being quite straightforward and involving simple additions to existing messages.  
· There are some circumstances where the mobile may not have the mapping information for a valid CSG cell when it enters PTM and thus handover / reselection is not possible. 
· The BSS must maintain a map of the PCI/PSC and carrier frequency against CSG ID and routing parameters. However, this is almost certainly required for the solution involving reading MIB/SIB in active mode as carrying the TAI, CSG ID and CGI in every measurement report message is seen as not feasible.  
5. Way forward

While relying on an idle mode solution only may yield cases where the confusion cannot be overcome, it is proposed to allow MIB/SIB reading in active mode following the principles below:

· Default MS behaviour not to do MIB/SIB reading in active mode (i.e. DTM, Dedicated Mode, Packet Transfer Mode) 

· MS uses information acquired in idle mode for use in active mode according to 4.1 

· Only upon explicit order from the network (i.e. PMO, Measurement Order) and upon PSC/PCI confusion would the MS be allowed to do MIB/SIB Reading in connected mode to allow reporting of routing parameters along with associated measurement report, as follows: 

· MIB/SIB reading is not performed by the mobile station if it identifies that the target cell does not seem to fulfil HO criteria (i.e. best cell on the frequency, similar to cell reselection). This would automatically discard candidate cells that would not be of much use anyway, and could allow a single reporting per handover, if the CSG cell were the correct one
· Packet transfer mode: gaps are preferably assigned by the network to mitigate the impact on data transfer. Exploiting natural gaps should be investigated.

· Dedicated mode/DTM (UTRAN CSG only): Current FER Requirements shall be kept unchanged. When MIB/SIB reading is allowed a specific indication is given to the MS (or a requirement is hard coded in the standard) that the MS shall not steal more than N speech frames for the purpose of MIB/SIB acquisition. Preferably a stealing pattern (n out of m) and a time period need also to be defined and followed
 [5.] The allowed number N and pattern n/m could be different for UTRAN and E-UTRAN.  

· MIB/SIB reading remains allowed only during a given specified period of time 

6. Conclusions
This paper has proposed a solution to inbound mobility from GERAN to UTRAN/E-UTRAN CSG cells that avoids as much as possible the need for the MS to read MIB/SIB of target CSG cells in active mode.  

This solution is seen as being advantageous over the currently proposed solution of reading MIB/SIB in active mode for the following main reasons.
· The avoidance of having to read MIB/SIB in active mode and the consequent avoidance of service interruption and the reduced power consumption for the MS
· The speed-up in handovers to known CSG cells

· The minimisation of sending considerable extra volume of signalling information (CSG ID, TAI, CGI) over the air interface in measurement reports

Furthermore the allocation of gaps should be investigated further for use in packet transfer mode. For dedicated mode and DTM (mobility to UTRAN CSG), involvement of SA4 is believed to be necessary to confirm the suggested approach in§6 is a good way forward.
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