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5.6
Transport of CSData
5.6.1
Introduction
The transport of Circuit Switched Data (CSData) across the A-Interface User Plane over IP uses per default no redundancy. A constant bit stream of 64kbps is transported in RTP packets, one every 20ms, with 160 octets payload each. RFC 4040 [] is used as basis. It is expected that most IP networks provide a sufficiently low RTP packet loss rate and redundancy is not needed, because the errors introduced by the imperfect radio transmission dominate the service performance by far.
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Figure 5.6.1-1:  No Redundancy (redundancy level = 1)
RTP redundancy may be used for CSData calls in AoIP in networks with noticeable RTP packet losses in order to reduce the data loss rate and improve the success rate of sensitive CSData services (e.g. fax). RTP redundancy increases the transmission delay noticeably and the bandwidth demand across the A-Interface substantially. RTP redundancy shall not be used for speech calls on AoIP. RFC 2198 [] is used as basis.
RTP redundancy increases the size of RTP packets substantially and is therefore not compatible with RTP multiplexing. On the other hand RTP Multiplexing would not gain much due to the already low overhead caused by this packet size.

RTP redundancy for CSData is negotiated per call between MSC and BSS in BSSMAP, see TS 48.008 [19]. RTP redundancy is always used symmetrically, i.e. the same redundancy level is used in both directions across the A-Interface for a given call. The negotiated RTP redundancy is exactly known to sender and receiver in AoIP.
For RTP redundancy, several successive data blocks are usually packed (except for start and stop) into one RTP packet. The number of RTP packets is not increased (or only marginally due to start/stop effects). The normal number of successive data blocks in one RTP packet is defined as “redundancy level”. Redundancy level 1 denotes the transmission without redundancy (Figure 5.6.1-1).
When RTP redundancy is used, the redundancy level can be either 2 (Figure 5.6.1-2) or 3 (Figure 5.6.1-3).
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Figure 5.6.1-2:  RTP packets with redundant data with redundancy level = 2
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Figure 5.6.1-3: RTP packets with redundant data with redundancy level = 3
Each RTP packet with redundancy consists of the “primary” data block and one or two “redundant” data blocks. The Time Stamp of the RTP packet is identical to the Time Stamp of the primary data block. The redundant data blocks have Time Stamp values lower than the primary data block (except when wrap around of timestamp occurs). Note that also RTP packets without redundant data blocks are used in start and stop, when redundancy has been negotiated.
5.6.2
Transport formats for CSData
5.6.2.1
Transport format for CSData without redundancy

If RTP redundancy is not used, then RTP multiplexing may be applied. The following text describes the RTP packet format for CSData on AoIP without RTP multiplexing.

The RTP packet format for CSData is defined in RFC 4040 []). For AoIP the RTP Payload Type “120” identifies this RTP Packet as “RTP packet without redundancy”. The RTP sequence number is “n”. It is incremented by the sender by 1 with every newly sent RTP packet, regardless of the Time Stamp. In case of intra-BSS handover the sequence number may jump arbitrarily at receiver side.

The Time Stamp of the RTP Packet is “Tn”. It is incremented by the sender as appropriate. Since for AoIP the Packetization Time is fixed to 20ms and the Sampling Clock is fixed to 8000, the Time Stamp is incremented typically by 160. In case of intra-BSS handover the Time Stamp may jump arbitrarily at receiver side.

Due to the fixed Packetization time and Sampling Clock one data block in CSData for AoIP has 160 octets (O1 to O160). The length of the data block is not explicitly given within the RTP packet; it can be derived from the size of the RTP packet minus the overhead (12 octets).
Here the example for one RTP packet for CSData in AoIP with no redundancy (4 octets in one row):


	Octet 1 (5, 9, …)

	Octet 2 (6, 10, …)
	Octet 3 (7, 11, …)
	Octet 4 (8, 12, …)

	V=2
	P
	X
	CC=0
	M
	PT = 120
	Sequence number of primary data block: n

	Time Stamp of primary data block: Tn

	Synchronisation Source Identifier (SSRC)

	O1 of CSData (primary=Tn)
	O2 of CSData (Tn)
	O3 of CSData (Tn)
	O4 of CSData (Tn)

	…
	…
	…
	

	…
	…
	…
	O160 of CSData (Tn)


Figure 5.6.2.1-1: RTP packetisation for CSData without redundancy

5.6.2.2
Transport format for CSData with redundancy

If RTP redundancy is used, then RTP multiplexing shall not be applied. When RTP redundancy is used (redundancy level = 2 or 3) the RTP packet format is further defined in RFC 2198 [11]). 
The RTP Payload Type of “121” in AoIP identifies this RTP packet as “RTP packet with redundancy”. 

RFC 2198 introduces just after the main RTP header (first 12 octets) a sub-header as (example RED=3):

	Octet 13 (17, 21)

	Octet 2 (6, 10, …)
	Octet 3 (7, 11, …)
	Octet 4 (8, 12, …)

	F=1
	Block-PT (n-2) = 120
	Timestamp-offset of block (n-2) = 320
	Block-length (n-1) = 160

	F=1
	Block-PT (n-1) = 120
	Timestamp-offset of block (n-1) = 160
	Block-length (n-1) = 160

	F=0
	Block-PT (n) = 120
	
	
	


Figure 5.6.2.2-1: RTP sub-header for CSData with redundancy
 This sub-header includes:

- F bit: 1 bit; set to
 
1, if this is a redundant data block and another data block follows
 
0, if this is the last (primary) data block

- Block-Payload Type, 7 bits; set to
 
120 in case of CSData on AoIP.

- Timestamp-Offset, 14 bits;
 
unsigned integer; specifies the offset with respect to the (main) Time Stamp of the RTP packet.
 
It allows to compute the actual timestamp of the corresponding redundant data block, which equals 
 
Time Stamp (data block) = Timestamp (RTP packet) – Timestamp-Offset (data block). 

- Block Length, 12 bits
 
unsigned integer; specifies the size of the data block in octets.

The Block-Payload Type (“120” for AoIP) identifies that the primary and redundant data are packed according to RFC 4040, see above, as specified for AoIP. The Time Stamp of the RTP Packet is identical to the Time Stamp of the primary data block (n), which comes last in the RTP packet. The redundant data block (n-1), which comes before the primary data block, has 160 octets, its Time Stamp (Tn-160) is defined relative to the Time Stamp of the primary data block, i.e. Timestamp-offset = 160. The block-length of the redundant data (n-1) block is specified.

The length of the primary data block is not explicitly included, it can be derived from the size of the RTP packet minus the overhead minus the size of the redundant data blocks.

Here the example for one RTP packet with RED=2:




	Octet 1 (5, 9, …)

	Octet 2 (6, 10, …)
	Octet 3 (7, 11, …)
	Octet 4 (8, 12, …)

	V=2
	P
	X
	CC=0
	M
	Main-PT = 121
	Sequence number of primary data block: n

	Time Stamp of primary data block: Tn

	Synchronisation Source Identifier (SSRC)

	1
	Block-PT = 120
	Timestamp-offset of block n-1 = 160
	Block-length (n-1) = 160

	0
	Block-PT = 120
	O1 of CSData (red=Tn-160)
	O2 of CSData (red=Tn-160)
	O3 of CSData (red=Tn-160)

	…
	…
	…
	…

	O160 of CSData (red=Tn-160)
	O1 of CSData (prim=Tn)
	…
	…

	…
	…
	…
	…

	O160 of CSData (Tn)
	
	
	


Figure 5.6.2.2-2: RTP packetisation for CSData with redundancy RED=2
Here the example for one RTP packet with RED=3:

	Octet 1 (5, 9, …)

	Octet 2 (6, 10, …)
	Octet 3 (7, 11, …)
	Octet 4 (8, 12, …)

	V=2
	P
	X
	CC=0
	M
	Main-PT = 121
	Sequence number of primary data block: n

	Time Stamp of primary data block: Tn

	Synchronisation Source Identifier (SSRC)

	1
	Block-PT = 120
	Timestamp offset of block n-2 = 320
	Block-length (n-2) = 160

	1
	Block-PT = 120
	Timestamp offset of block n-1 = 160
	Block-length (n-1) = 160

	0
	Block-PT = 120
	O1 of CSData (red=Tn-320)
	O2 of CSData (red=Tn-320)
	O3 of CSData (red=Tn-320)

	…
	…
	…
	…

	O160 of CSData (Tn-320)
	O1 of CSData (red=Tn-160)
	…
	…

	…
	…
	…
	…

	O160 of CSData (Tn-160)
	O1 of CSData (prim=Tn)
	…
	…

	…
	…
	…
	…

	O160 of CSData (Tn)
	
	
	


Figure 5.6.2.2-3: RTP packetisation for CSData with redundancy RED=3
5.6.2.2.1
Start and Stop of RTP streams with redundancy

For the first RTP packet in a stream of RTP packets with redundancy only one data block exists: the primary data block. Therefore this first RTP packet looks like:
	Octet 1 (5, 9, …)

	Octet 2 (6, 10, …)
	Octet 3 (7, 11, …)
	Octet 4 (8, 12, …)

	V=2
	P
	X
	CC=0
	M
	Main-PT = 121
	Sequence number of primary data block: n

	Time Stamp of primary data block: Tn

	Synchronisation Source Identifier (SSRC)

	0
	Block-PT = 120
	O1 of CSData (prim=Tn)
	O2 of CSData (Tn)
	O3 of CSData (Tn)

	…
	…
	…
	…

	O160 of CSData (Tn)
	
	
	


Figure 5.6.2.2.1-1: RTP packetisation for CSData with redundancy RED=3
The (main-) Payload Type of the RTP Packet is set to “121” to indicate the redundancy. But the sub-header specifies only one data block with Paylaod Type “120” and no further redundant data blocks. So this RTP packet is different to the one for no redundancy, although only one data block is included. The second RTP packet looks always like shown in the example above for RED=2. If RED=2 is negotiated, then all following RTP packets are identical in design to the second one. If RED=3 is negotiated, then the third and all following RTP packets look like shown in the example above for RED=3. Since the primary data block is always the last in the RTP packet and is defining the Time Stamp for the RTP packet, this Time Stamp is always incrementing by 160.
For the last RTP packets in a stream of RTP packets with redundancy the packet content is again redunced from 3 to 2 to 1 data block and so the very last RTP packet is designed like the very first one, then last-1 like the second and the last-2 like the third. But at the end no new primary data blocks are added, the last block in the RTP packet is then already a redundant data block and therefore the Time Stamp of the RTP packet does not longer increment (but the RTP sequence number does increment).
The start of the RTP stream is important at call setup and handover. The end of the RTP stream is important at handover, maybe less important at the end of the call.
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