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1
Introduction

This paper provides text for a new section 5.1.2.6 to be added to TR 43.902 (Enhanced Generic Access Networks Study).

5.1.2.6    Optimization of LLC and SNDCP layers
Optimizations of the configurations used for the LLC and SNDCP protocol layers can be made using existing configuration procedures for an MS operating in GAN mode as per the Combined GANC/SGSN solution. The optimizations consist of simply configuring LLC and SNDCP to disable ciphering (LLC) and disabling compression (SNDCP). Existing XID signaling procedures, GMM Authentication and ciphering procedures and PS Handover procedures can be used unchanged to ensure apply these optimizations are used for an MS operating in GAN mode. For combined GANC/SGSN solution the GANC and SGSN nodes are combined into one node and as such the GANC part of the Combined GANC/SGSN can inform the SGSN part using node internal signalling (i.e. implementation specific) about GAN access being used in any given cell and thereby allow the SGSN to know when to apply these optimizations.  

The GMM Authentication and ciphering procedure is defined in 3GPP TS 24.008 and can be used to authenticate the MS and set the “GPRS” ciphering mode (ciphering/no ciphering) and “GPRS” ciphering algorithm. It is performed by the network sending a (GMM) AUTHENTICATION AND CIPHERING REQUEST message to the MS and the MS responding with a (GMM) AUTHENTICATION AND CIPHERING RESPONSE message. Whenever the MS is attached to GPRS it must be prepared to perform this procedure. 

The LLC layer enhancement described here is therefore to use the GMM Authentication and ciphering procedure to set the ciphering mode to “no ciphering” while the MS is using GAN access or when the MS enters GAN access at rove-in. When the MS leaves GAN access the opposite activation applies i.e. the ciphering mode can be set to “ciphering” if this is used for access in the new cell (e.g. rove-out to a GERAN cell). 

The SNDCP and LLC XID (re)negotiation procedures are defined in 3GPP TS 44.064 and 44.065.  A specific set of operational parameters can be negotiated whenever an SNDCP- or LLC-layer connection is being established. In addition, either the MS or network side may trigger renegotiation of the operational parameters. The negotiation is normally performed by the SGSN sending an XID COMMAND message to the MS. This message is transmitted between the LLC protocol entities and is used to negotiate both LLC and SNDCP layer operational parameters. The SNDCP parameters are normally negotiated e.g. whenever a PDP context is activated or modified. 

The SNDCP layer enhancement proposed here is therefore to use the XID negotiation procedures to at least turn off the compression function of the SNDCP layer while the MS is using GAN access with active PDP contexts (or when the MS enters GAN access with active PDP contexts). When the MS leaves GAN access the opposite activation applies i.e. the compression can be activated again if this is used for access in the new cell.

Both of the above enhancements can be triggered (at least) in the following scenarios:

· GPRS attach in GAN access

· PDP Context activation or modification in GAN Access

· When the MS moves from GERAN/UTRAN to GAN and is already GPRS attached and performs Routing Area Update or Cell Update.

· When the MS moves from GERAN/UTRAN to GAN with active PDP contexts.

· When the MS moves from GAN to GERAN/UTRAN and is already GPRS attached and performs Routing Area Update or Cell Update.

· When the MS moves from GAN to GERAN/UTRAN with active PDP contexts.

The above enhancements apply also for PS Handover (as defined in 3GPP TS 43.129). The (new) SGSN will find out the target cell RAI and CGI and is able to identify the target cell being GAN access based and may therefore either deactivate ciphering in the target cell (when performing PS HO from GERAN/UTRAN to GAN) or assign a GSM ciphering algorithm to be used in the target cell (when performing PS HO from GAN to GERAN). In addition, the SNDCP XID parameters can be also passed between the MS and target SGSN to activate or deactivate compression for the same scenarios. 
It should be noted that the existing PS Handover procedure allows the “NAS Container for PS HO” IE passed in the PS Handover Command to have “old XID” = 0 which results in default SNDCP configuration (i.e. no compression) and “Type of ciphering algorithm” = 000 which explicitly indicates that no ciphering is to be used in the new cell. As such, the existing PS Handover procedure allows for disabling LLC ciphering and SNDCP compression upon MS reception and processing of the PS Handover Command. If this is done then there would be no need for the SGSN to trigger an additional XID negotiation procedure (for each active PDP Context) at some point after MS arrival in the GAN cell. For PS Handover from GAN to GERAN the “Type of ciphering algorithm” will be set to indicate some type of ciphering algorithm is to be used in the new cell until further XID negotiation is triggered by the SGSN.






































































































