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1 Introduction

This contribution discusses the application of two approaches to improve the error protection for the PAN field for Fast ACK/NACK Reporting (FANR) without increasing the overhead.

The benefit will be improved probability of error detection for the same overhead. Alternatively, the option also exists to trade off some of this increased reliability to reduce the overhead and save on several bits in the header and increase the payload.

More specifically, this contribution describes the application of,

· TFI-dependent CRC to be used in the PAN field

· TFI-dependent scrambling code to overlay the raw bits at the output of the FEC for the PAN field

These two techniques can be used independently complementing each other. Together, they provide very reliable error detection performance.

2 Background

Historically, the ACK/NACK report has been sent in an explicit message, also referred to as an RLC/MAC Control Block, which addresses a certain radio resource, i.e. the Temporary Block Flow (TBF).

In the context of latency reductions today, the idea is to send an ACK/NACK report, for a certain TBF, “piggybacked” on an RLC/MAC Data Block that may be addressed to another TBF. The field that carries this ACK/NACK report is referred to as “Piggybacked ACK/NACK (PAN) field”.

For the purpose of this discussion in this document, we assume that the intended mobile is identified by the 5 bit TFI (Temporary Flow Identity), although, if another working assumption is adopted, the approach described here extends naturally. 

It has already been agreed and endorsed, in GERAN WG2, that the PAN field shall be encoded separately from the Header and the Payload (i.e. the RLC Data). As a consequence, the PAN field requires a separate CRC (Cyclic Redundancy Check) error detection field.

In the current adopted baseline approach the separately encoded PAN field contains nominally 30 bits total as sum of the 24 information bits plus possibly a 6 bit CRC. These 30 bits total would increase to some 75 bits after Forward Error Correction (FEC) encoding and puncturing.

It has also been recognized, that the allocation of bits to the PAN field is precious, as the allocation takes bits away from the payload.  Therefore, any technique that somehow can improve on performance, particularly given the number of few CRC bits without increasing the total number of required raw bits, or any approach that can reduce the total length of the field is of value.

Section 3 of this document will contain an overview and a description of the TBF-dependent CRC method and of the TBF-dependent scrambling code method in the context of the PAN field.
3 Discussion

3.1 Approach 1: TFI-dependent CRC

As stated in the introduction, the current baseline is that the PAN field includes about 30 bits, where 5 information bits are the TFI and 6 bits serve as CRC.

We propose that the TFI not be explicitly included in the PAN field but rather implicitly, i.e. as the checksum of both the PAN information bits and the TFI.

A very straightforward way to do this is the masking of the CRC with the TFI using the exclusive OR (XOR) operation. This means that the transmitter will XOR the calculated CRC with the TFI. At the receiving side, the receiver will first calculate the CRC and then XOR this value with its own TFI in order to determine whether the PAN field was addressed to it.

The clear advantage of this technique is the fact that the transmitter does not need to send the TFI bits explicitly in the PAN field. Therefore, the CRC can be made larger than the current 6 bits, providing more reliable error detection.

For example, a straightforward approach is to extend the CRC length to be 11 bits, the sum of the 5 bit TFI, which now is not needed any more in the PAN field, plus the original 6 bit CRC length. The resulting overall length of the PAN field plus CRC is unchanged. After that, the 5 TFI bits are used by the transmitter to XOR the first 5 bits of the computed 11-bit CRC. Note that any other masking approach would be equivalent. The probability of false detection decreases from 1/64, provided by the original 6 CRC bits, down to 1/2048, provided by the 11 CRC bits with the masking approach, while the overall header plus CRC length remains unchanged.

This basic CRC-masking approach results only in a negligible increase in complexity and provides maximum error detection power for any given allocation of overhead bits.

Alternatively, the option also exists to save several bits of the PAN field plus CRC while still offering improved error detection.

As an example, the CRC could be chosen to be 8 bits instead of 6 bits. The 5 bit TFI is used to XOR the first 5 bits of the 8 bits CRC. The probability of false detection would still decrease from 1/64 provided by the original 6 CRC bits down to 1/256 provided by the 8 CRC bits with the masking approach, while the overall length of the PAN field plus CRC is reduced by 11 – 8 = 3 bits total.
3.2 Approach 2: TFI-dependent scrambling code

This technique provides an additional layer of error detection which can be achieved without adding more overhead bits.

The idea is to use a scrambling sequence depending on a particular TFI, equal in length to the number of coded bits resulting from the channel coder output of the PAN field plus CRC.

Using this approach, there is a unique scrambling sequence for each possible TFI value and these sequences are chosen such that any particular scrambling code pair is composed of sequences which are as different from one another as possible.  In error correction and detection terminology these codes shall have large minimum distances.  The distance between two codes is the number of bit locations where they are different.

To illustrate this approach, the PAN field plus the CRC are first encoded for forward error correction (FEC). At the output of the channel coder, the resulting 75 channel coded bits are masked, i.e. XOR’ed (or added modulo-2) with precisely 1 out of 2^5=32 possible 75 bit long scrambling sequences. The 5 bit TFI will determine which one of the 32 scrambling sequences is chosen.

On the receiving side, the mobile performs a modulo-2 addition of the received bits with its own TFI-dependent scrambling code. The net result is a sequence which is nominally error-free if the sequence is addressed to the receiving mobile terminal, while appearing as a sequence with nominally 50% error rate when received by a non-intended receiving terminal.

The net effect is that, with very high probability, a mobile terminal will reject any PAN message not addressed to it.

Note that there are many options to create the actual mapping of the 5 bit TFI into a 75 bit scrambling code and that there is no particular dependence on the length of the channel coder output. 2^5 = 32 possible TFI values can be selected from 75 bit long possible scrambling sequences as they can be chosen for the case of 70 bit long or 90 bit long sequences. A good set of TFI-dependent scrambling sequences will have the largest possible minimum distance for any given pairing.

The probability of a mobile station erroneously accepting a PAN addressed to another Mobile Station is negligibly small as can be seen for example when looking at similar field lengths for HS-SCCH Part 1 and 2 fields in R5 HSDPA. 
4 Recommendations

It is recommended to adopt the two approaches described in Section 3 for increased error detection. 

If it is determined that there is a great need to reduce the total number of bits supporting PAN, consider the option of shortening the CRC from 11 to a smaller number.  The improved error detection capability of these techniques will permit this.
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