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6.2
IP Support of the Sub-Network Service Protocol

6.2.1
Overview

The IP Sub-Network shall use the Internet Protocol (IP) as defined in either RFC 791 or RFC 2460 and the User Datagram Protocol (UDP) as defined in RFC 768.

The connections between the BSS and the SGSN may consist of point-to-point connections or of an intermediate IP network. Several configurations are possible, the details of which are outside the scope of the present document. For the purposes of the present document the following characteristics have to be considered:

1)
The Sub-Network Service (SNS) may be configured by administrative means (i.e. static configuration) or by auto-configuration procedures (i.e. dynamic configuration). In the case of auto-configuration the operator shall ensure, in advance, that each NSE can fulfill its peer NSE requirements (e.g. maximum number of NS-VCs, maximum number of IP-endpoints).

2)
Administrative configuration means the administration of the NSEs' IP endpoints (including the Signalling Weight and Data Weight).

3)
In the case of a point-to-point connection, the administrative configuration shall be used. In the case of an intermediate IP network connection, then either the administrative means or the auto-configuration procedures may be used.
4)
The BSS NSE has no knowledge of the configuration of any other BSS NSEs.

5)
The auto-configuration procedures are used to exchange configuration information between the BSS and the SGSN. The client/server principle applies: the SGSN is the server, while the BSS is a client. The BSS shall have knowledge of at least one SGSN IP endpoint to initiate the procedures. The auto-configuration procedures consist of the following:

a)
After start-up the BSS NSE reports to the peer-SGSN NSE by initiating the Size procedure.

b)
Then, the BSS initiates the Configuration Procedure in which a sequence of messages are exchanged between the BSS and the SGSN containing signalling endpoints, data endpoints, and initial weights.

6)
A network connection as part of the intermediate IP network between the NSEs shall be terminated by the same type of IP addresses (e.g. IPv4 or IPv6).

7)
For dynamic configurations the change of initially configured parameters shall be supported by the Add procedure, Delete procedure and ChangeWeight procedure.
8)
The SNS messages (SNS SIZE, SNS CONFIG, SNS ADD, SNS DELETE, SNS CHANGEWEIGHT) serving to support the CONFIG, SIZE, ADD, DELETE and CHANGEWEIGHT procedures shall only be used in the case of dynamic configuration.

Next modified section.

7.4b
Test Procedure for an IP Sub-network

The test procedure is used on the Gb interface to verify the communications paths between the SGSN and the BSS. At least one of the signalling endpoints of the SGSN shall be tested by the BSS, by sending the NS-ALIVE PDU on any NS-VC terminating at any of the SGSN signalling endpoints. An NSE may test any peer NSE IP endpoint at any time.

Upon successful completion of the SIZE and CONFIG procedures when configured by auto-configuration procedures, or upon completion of administrative configuration, the NSE shall start timer Tns-test. Upon expiry of the timer Tns-test the NSE shall:

-
send an NS-ALIVE PDU to a peer IP endpoint.

-
start timer Tns-alive.

-
upon receiving an NS-ALIVE-ACK PDU from the peer NSE IP endpoint, the NSE shall stop timer Tns-alive and shall start again timer Tns-test.

The procedure is repeated each time that the Tns-test expires.

Upon receipt of an NS-ALIVE PDU, on any configured IP endpoint, the NSE shall send an NS-ALIVE-ACK PDU to the source UDP/IP endpoint of the NS-ALIVE PDU.

7.4b.1
Abnormal Conditions

If an NS-ALIVE-ACK PDU is received when not expected, it shall be discarded.

7.4b.1.1
Abnormal Conditions for signalling endpoints

If the NSE timer Tns-alive expires, the test procedure shall be repeated a maximum of NS-ALIVE-RETRIES times. After NS-ALIVE-RETRIES unsuccessful attempts the NSE communication path is marked as non-operational.

The O&M system and the load sharing function are informed, and an NS-STATUS-Indication is sent to the NS user entity. If more than one signalling endpoint is available at the SGSN, an NS-STATUS PDU may be sent to the SGSN using one of the available signalling endpoints of the peer NSE. The NS-STATUS includes the two IP endpoints that comprise the NS-VC and a cause code "IP test failed". Further actions of the O&M system is out of the scope of the present document.

If more than one signalling endpoints are available at the SGSN the test procedure shall continue on one or more of these endpoints.

If all signalling UDP/IP endpoints of a peer SGSN NSE are marked non-operational and if the NSE is configured by auto-configuration procedures, then the BSS NSE shall start the Size and Configuration Procedures.

If an SGSN tests IP endpoints of a peer BSS NSE and all signalling IP endpoints of a peer BSS NSE are marked non-operational and if the NSE is configured by auto-configuration procedures, then the SGSN NSE shall not respond to NS-ALIVE messages from that BSS NSE. If the NSE is configured by administrative means, then the SGSN NSE shall respond to NS-ALIVE messages from that BSS NSE.
When the SGSN recovers after a restart or a network failure and if the NSE is configured by auto-configuration procedures, it shall not respond on any NS-PDUs until the Size and Configuration Procedures have been completed successfully.

7.4b.1.2
Abnormal Conditions for data endpoints

If the test procedure is being performed on a data IP endpoint and timer Tns-alive expires, depending on the implementation, the test procedure may be repeated. After NS-ALIVE-RETRIES unsuccessful retry attempts, the O&M system and the load sharing function are informed, and an NS-STATUS-Indication is sent to the NS user entity. An NS-STATUS procedure may be initiated towards a signalling IP endpoint. The NS-STATUS includes the two IP endpoints that comprise the NS_VC and a cause code "IP test failed". Further actions of the O&M system is out of the scope of the present document.

When an NS-ALIVE fails for a path, the sending side is allowed to change both the local IP endpoint and the remote IP endpoint.

Traffic may be processed if received on an IP endpoint after an unsuccessful test procedure.
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