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Scope

This document is focusing on packet forwarding during PS Handover in GERAN A/Gb mode. Several aspects of packet forwarding are not covered in the current version of the TR of conversational services [1].  This paper highlights, how packet forwarding should be carried out and which functionality is required in each node involved in the PS Handover procedure. 

Within this contribution the term “packet forwarding of duplicated packets” covers both, “bi-casting” and “data forwarding” as described in the TR currently.

In this paper the inter SGSN PS Handover case is described, however the intra SGSN case is considered to be a subset of the inter SGSN PS Handover case.

Introduction
In the following sections the required information exchange (e.g. QoS, TEIDs) between the individual nodes (e.g. s-SGSN, t-SGSN) and the possible derived activities (e.g. tunnel establishment, packet forwarding, buffering) for the individual node are considered. Two time instances are considered in this document, the situation during the Handover Preparation Phase and during the Handover Execution Phase where the description tries to cover signaling aspects as well as packet handling aspects.

Required information exchange for GTP tunnel establishment

In order to be able to forward packets during the PS handover procedure between the s- SGSN and the t-SGSN (2G PS Handover scenario) and additionally between RNC and SGSN (3G <-> 2G PS Handover scenarios) the target node has to provide tunnel endpoints per NSAPI to the source node, i.e. the TEIDs for the U-plane per NSAPI. 

Packet handling inside SGSNs 

The applied packet handling (not only during the period when packet forwarding is done) inside the SGSNs involved in the PS Handover procedure is based on the values of the QoS attributes, which are available per NSAPI and stored inside the PDP Context IE. 

The exchange of these parameters via Gn interface is already foreseen for the PS Handover procedures inside the TR on conversational services. As a reference the call-flows of the inter-SGSN 2G->2G handover scenario is copied into the Annex of this paper (inside the following sections message names of these call-flows will be used.)

Packet Forwarding: PS Handover Preparation Phase 

GTP tunnel establishment control plane

The TEID for the C-plane of the source SGSN shall be provided in the PS Prepare Handover Request message, which is used by the t-SGSN for subsequent control plane messages towards the s-SGSN. The TEID for the C-plane of the t-SGSN shall be provided to the s-SGSN in the PS Prepare Handover Response message. 

GTP tunnel establishment user plane

During the PS Handover preparation phase the t-SGSN shall provide in the PS Prepare Handover Response message the TEIDs per NSAPI for the U-plane to the s-SGSN. The t-SGSN shall indicate TEIDs per NSAPI for those PDP Contexts for which DL packet reception (i.e. forwarded packets) in the t-SGSN is possible. With sending this list of TEIDs a unidirectional GTP tunnel (only needed for forwarded DL packets) between the s-SGSN to the t-SGSN is established (for all NSAPIs the t-SGSN provided a TEID). 

In case of inter-mode Handover (including inter-RAT Handover) to GERAN Iu mode or UTRAN the TEIDs for the U-plane for the tunnel establishment between t-SGSN and t-RNC are required as well. These TEIDs are provided by the target RAN node in the Relocation Request Acknowledge message to the t-SGSN and then passed in the RAB Setup information IE inside the Forward Relocation Response message to the s-SGSN.

Packet handling in s-SGSN

Based on the values of QoS attributes negotiated during the PDP Context Activation procedure, the s-SGSN determines the LLC mode of operation for each PDP context (as described in the Introduction section). 

After the establishment of the GTP tunnels for the user plane, the s-SGSN decides for which PDP Contexts packet forwarding is to be applied, provided that the t-SGSN (or t-RAN node) has signaled the TEIDs for the corresponding NSAPIs:

· In case of LLC UNACK mode the received DL G-PDUs from the GGSN are duplicated and forwarded in the corresponding tunnel (with the t-SGSN TEID) on the Gn interface to the t-SGSN. The DL packet path towards the source side (BSC) is maintained. 

· The behavior for LLC ACK mode is the same compared to the LLC UNACK mode, i.e. the DL packets are also duplicated and forwarded to the t-SGSN as well as delivered to the source BSC. In addition to this the N-PDUs in the SNDCP queue (not yet acknowledged by the MS) are forwarded.

The situation after the initiation of packet forwarding is shown in Figure 1, where it is assumed that the DL G-PDUs of all 4 PDP contexts received in the s-SGSN are forwarded to the t-SGSN, because all the TEIDs for each NSAPI have been provided to the s-SGSN and consequently the corresponding tunnels were established.  
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Figure 1: Packet forwarding during the preparation phase (after reception of Forwarding Handover Response)

On the other hand all DL packets of all PDP contexts are provided to the s-BSC as well, since the MS still resides in the source cell. The DL traffic transfer in the source side has to be continued independent of the LLC mode due to the fact that the MS may return back to the source cell after the PS Handover Command was sent to the MS and the MS failed to access the target cell. 

· Received DL N-PDUs of PDP Contexts with LLC UNACK mode in use will be stored in the SNDCP layer but only to compensate possibly different data rates on Gn and Gb interface. As soon as the N-PDU is completely delivered to the LLC layer it will be deleted. 

· Received DL N-PDUs of PDP Contexts with LLC ACK mode in use are buffered in the SNDCP layer until the acknowledgement of a successful transmission of the MS is received. Therefore buffered N-PDUs in the SNDCP layer, which were not yet acknowledged by the MS, have to be forwarded to the target side.

In case in sequence delivery is required (QoS attribute) the s-SGSN as well as the t-SGSN re-orders GTP-PDUs per NSAPI. 

In case a TEID from the t-SGSN for a NSAPI (LLC UNACK or LLC ACK) is not available, the corresponding G-PDUs are not forwarded to the target side for this NSAPI. The s-SGSN interprets that the t-SGSN cannot receive DL G-PDUs for that NSAPI. Consequently the s-SGSN provides the DL packets only to the source BSC. 

Regarding 3G to 2G PS Handover the s-RAN node is responsible to forward packets to the target side with respect to the QoS. In this case the t-SGSN will provide the TEID per NSAPI to the s-RNC via s-SGSN. 

Packet handling in t-SGSN

During the Handover preparation phase the t-SGSN had provided the TEIDs for each NSAPI the t-SGSN is ready to receive DL packets. The t-SGSN is then responsible to manage all received DL packets per NSAPI. There are different alternatives how the t-SGSN handle the received packets: 

· Buffers DL packets per NSAPI or

· Discards DL packets per NSAPI or

· Forwards DL packets to the t-BSC in the corresponding PFC (established during the Handover preparation phase)

The exact handling in the t-SGSN applies is depending

· on QoS values assigned for a certain PDP Context (t-SGSN is aware of all PDP contexts)

· on assigned LLC mode of operation for a certain PDP Context (based on QoS values received within the PDP Context IE via Gn)

· whether or not the t-BSC was able to establish the corresponding PFC

· at which point the t-BSC is prepared to receive of DL packets

If re-ordering is required, the order bit is set in the PDP context IE, the t-SGSN re-order all incoming DL G-PDUs (DL traffic) per NSAPI before the DL PDUs are delivered to the lower layers (SNDCP).

PFC establishment on target side

The PFC establishment on the target side is initiated by the t-SGSN, with respect whether or not the t-BSC was able to establish the PFCs associated to the PDP contexts, i.e. the t-SGSN needs to know, which PFC the t-BSC was able to establish. The t-BSC might not be able to establish all PFCs successfully. This will be provided to the t-SGSN in the PS Handover Request Acknowledge. 

With the LLC mode of operation per NSAPI and the outcome of the PFC allocation, the following packet handling in the t-SGSN for DL packets per NSAPI applies:

· LLC ACK

· For all established PDP contexts for which LLC ACK mode is to be applied the t-SGSN buffers incoming DL packets until the t-SGSN receives the last DL N-PDU sequence number from the MS (in the new cell). With this information the t-SGSN is aware where the DL transmission per NSAPI continues and forwards the next buffered DL packets to the MS.

· LLC UNACK

· In case that a certain PFC has been established successfully the t-SGSN   
· Forwards all incoming DL packets to the t-BSC 
or

· Discards all incoming DL packets as outlined below

Based on the outcome of the PFC allocation, the following packet handling in the t-BSC for DL packets per PFC applies:

· For a PFC that has been established successfully, i.e. the t-BSC was able to store the PFCs and possibly allocated radio resources, the t-BSC expects incoming DL packets from the t-SGSN and the t-BSC either:

· Starts blind transmission for those DL packets

or

· Discards the received DL packets until the MS is in the new cell.

A buffering in the t-BSC of received DL packets should be avoided because the buffering time and the lifetime of these packets compared to the time interval the MS needs to move from the source cell to the target cell is quite important. If the packet forwarding to the target side is slower than on the source side or if the buffering time in the t-BSC is longer than in the s-BSC (e.g. due to different scheduler, load situation) and the MS moves to the target cell, it may happen that the MS receives the same packets in the target side again, in the amount equivalent to the caused delay or the buffering time caused on the target side. 

As a consequence the t-BSC (depends whether PFCs were created) should discard immediately all received packets until the MS has switched to the target cell, unless it applies blind transmission, if radio resources have been assigned. 

Packet Forwarding: PS Handover Execution Phase

Within this section it is assumed that during the Handover Execution phase the handover command had already been sent to the MS and the MS was able to switch to the new cell where the successful access of the MS in the new cell is recognized by the t-SGSN after the reception of the PS Handover Complete message. Upon reception of the PS Handover Complete message the t-SGSN will forward the PS Handover Complete message to the s-SGSN to inform the s-SGSN about the successful completion of the Handover procedure and will initiate the Update PDP Context procedure towards the GGSN to switch the DL tunnel to the t-SGSN.

Packet handling in the s-SGSN

The s-SGSN may stop the DL transmission in the source side upon the reception of the PS Handover Complete message from the t-SGSN, which is the indication that the MS has successfully switched to the target side. 

One already discussed solution to stop packet forwarding upon the reception of the PS Forward Handover Complete message, is not sufficient, because the s-SGSN has no knowledge about the progress of the Update PDP Context procedure (triggered by the t-SGSN towards the GGSN), i.e. the s-SGSN is not aware whether or not the DL data paths inside the GGSN have already been switched towards the t-SGSN.

In order to stop packet forwarding the same or a similar mechanism as defined for the RAN node in Iu mode should apply in GERAN A/Gb mode as well. In Iu mode a timer is started to stop the packet forwarding in the s-RAN node (and corresponding resources like on Iu interface will be released after the expiry of the timer). 

As a consequence a timer should be used and DL packets are forwarded until the expiry of the timer. Starting point for the timer is the PS Prepare Handover Response.

Another trigger to release all assigned resources of a certain subscriber is the Cancel Request message, which the s-SGSN receives from the HLR. 

Sequence number exchange for lossless Handover

To be able to provide the handover functionality without packet loss, additional considerations with regards to synchronization / exchange of N-PDU sequence numbers (SNs) are required.

No concrete solution is proposed here but the following issues were identified:

· The MS should not receive packets twice.

· The SGSN has to know the next expected   DL N-PDU sequence number, of the packet, which was the last one the MS has acknowledged in the old cell. The sequence number is important to avoid that DL packets are buffered for a long time inside the t-SGSN (as it will never receive acknowledgements for those packets). In addition it is required to know, which is the next DL packet to be sent to the MS. 

· The MS has to know the next expected UL N-PDU sequence number, which has been received from the t-SGSN to support lossless Handover.

· The messages during the PS Handover procedure, which are used for the sequence number exchange, needs to be defined (e.g. Forward SRNS Context, PS Handover Complete). 

· The inter RAT handling has to be considered. 

· ….

Conclusion

Inside this contribution several aspects of packet forwarding were listed. 

It is proposed to agree that the main functionality to be provided is the packet forwarding of duplicated packets inside the s-SGSN. Therefore it is proposed to use the term "packet forwarding" instead of "bi-casting", as with the latter term only the handling for conversational services is covered whereas the packet forwarding covers all traffic classes.

Another result, which is derived from the considerations discussed in this paper is that each node: the s-SGSN, the t-SGSN and the t-BSC, has the possibility to make a decision for its own how to handle incoming DL packets per NSAPI (PFCs). Each node performs the decision based on the available information and has a determined degree to perform the packet handling (e.g. buffering, forwarding, discarding). The decision regarding packet forwarding each node performs is not based on assumptions e.g. regarding capabilities of neighboring nodes but is based on QoS information, TEIDs, the individual node is aware of. 

The available information is different in the different nodes:

It was shown that the s-SGSN is able to apply packet forwarding between SGSNs if the tunnel endpoints of the t-SGSN are provided. Additional signaling is not required, as the relevant QoS parameters are available inside the s-SGSN, which decides on the appropriate packet handling.

Providing the TEID per NSAPI the t-SGSN indicates that the reception of DL packets for that NSAPI is possible and the t-SGSN takes care to perform an appropriate handling based on the QoS information: discarding and buffering. 

If the outcome of the resource allocation, is available, then a different packet handling applies: with regards to the successful PFC establishment different alternatives were discussed how the t-SGSN perform packet handling: the t-SGSN either discards or forwards incoming DL packets to the t-BSC. 

As during Handover all PDP Contexts are transferred to the t-SGSN, the handling for non-conversational services have to be taken into account as well. For the support of lossless Handover (e.g. when LLC ACK is in use) additional considerations are required, i.e. the synchronization/exchange of N-PDU SNs. For this issue no solution is proposed but issues are listed, which should be taken into account.

How the t-BSC performs packet handling was also discussed in this paper: there are different possibilities with respect to the outcome of the PFC establishment: e.g. in the successful case the t-BSC starts blind transmission or discards incoming DL packets.  

Summary of the advantages of the approach:

· No additional signaling is used for this packet forwarding approach between the nodes.

· Enables a clear process (which is based on already existing procedures) how to decide the packet handling autonomously for each node.

· This method avoids reception of packets twice in the MS as far as possible.

The concept of packet forwarding, which is analyzed in this paper is planned to be included in the current version of the TR Support of conversational services for the PS domain. A corresponding CR is provided in [6].

Abbreviations

G-PDU: 
A G-PDU is a user data message. It consists of a T-PDU plus a GTP header.

T-PDU: 
Original packet, for example an IP datagram, from an MS or a network node in an external packet data network. A T-PDU is the payload that is tunneled in the GTP-U tunnel.

GTP-PDU:
A GTP Protocol Data Unit is either a GTP-C (GTP Control) message or a GTP-U (GTP User) message.

N-PDU:

Network Protocol Data Unit

LL‑PDU:
LLC PDU

SN‑PDU:
SNDCP PDU

PDP:

Packet Data Protocol
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ANNEX

The call flows are provided to establish a relation to packet forwarding.
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Figure 2: Conversational PS Handover - Preparation Phase; Inter SGSN case
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Figure 3: Conversational PS Handover - Execution Phase;  Inter SGSN case with RAU
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