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This document summarises the conclusions reached in a conference call held on 7th February 2002 to discuss DTMF solutions for IMS.

The call covered the following questions, with the results of discussions shown below.

1. Is SIP INFO worth pursuing further considering it's status in IETF ?

It was clarified that this question referred only to the use of SIP INFO for carrying DTMF tones as described in an expired internet draft, draft-kuthan-sip-infopayload-00.txt, which is attached. There was no question regarding RFC2976, which defines SIP INFO.

It was agreed that a SIP INFO based solution would be technically feasible, although there would be some issues to resolve. Synchronisation is one question mark and relates to what happens if the message is lost. Re-transmission is sent after a delay that increases exponentially. This could cause unacceptable/impractical delays.

If the GGSN is in the home network (media and signalling must go through the same GGSN as per SA2 specifications), it may still be an issue as the media may be optimally routed but the SIP signalling is not.

It was felt that it was possible that we could pursue this in IETF and have it available for June plenary.

It was noted that existing gateways do not support this method, but will probably support the RTP method. It would potentially be a custom development for 3GPP.

It was noted that H.248 will support DTMF tones to MGW/MGCF. Release 4 MSC Servers etc. must support this already ? 

2. Is there a solution using SUBSCRIBE/NOTIFY ? Who subscribes to who ? And

is it done for every call ?

If a signalling solution was pursued then general opinion was that the SIP INFO would be preferred over this option which would require every call to do SUBSCRIBE/NOTIFY. This was not considered viable or desirable.

Nobody is proposing a solution based on SUBSCRIBE/NOTIFY.

3. RTP based solution - is there a solution that requires only a single PDP context ? without the need to re-INVITE or modify the context mid call ?

RFC2833 is RTP based proposal in IETF. This would allow a single PDP context. 

It was raised that header compression would not be desirable, but the consensus was that this was not an issues as the RTP packets would be part of the RTP stream and could have header compression/stripping applied as for any other packet in the stream.

This is clearly a viable solution, and the main question is whether a second PDP context would be required. If both RTP streams are multiplexed in one PDP context then the UEP in the radio network would potentially cause problems. It was clear that there would be RAN impacts that need to be understood.

It was also noted that draft-ietf-avt-rtp-amr-11.txt that SA4 have been looking at allows the RTP header to indicate the AMR modes. It was proposed that we may be able to use this to indicate DTMF. This would again support a single PDP context and require RAN support.

If a second context is used then it would not require any changes to RAN, but the issue that arises is when to set it up, tear it down etc. as this is not predictable and would require signalling (e.g. a re-INVITE). This signalling would potentially suffer from the same synchronisation problem discussed for the SIP INFO method. A solution that always set up the second PDP context would not have this problem. However, this was not considered as the use of a secondary PDP context for every voice call, even if DTMF is not required, was considered to be undesirable due to the additional resources that would be used.

If a single PDP context was to be used the it would need to be agreed that DTMF would not be regarded as a separate media stream. Currently SA2 state that only one media type is allowed per PDP context.

The use of UEP will require the RAN to look at the RTP header to allow the UEP etc. to be bypassed for these packets. This is where RAN groups would need to be consulted to understand the impacts of such a requirement.

It was asked if it is possible to use the SIP signalling PDP context ? It is routed to P-CSCF so this does not seem feasible. 

Policing of the second context was raised as a possible issue, but it was not agreed that this was the case.

4. If the answer to 3 is No, then we need to identify the best multiple PDP context solution.

RFC2833 or draft-avt-rtp-amr will work for either single or multiple PDP contexts.

We would need to get RAN issues sorted out. Need RAN2, possibly RAN1, and certainly GERAN inputs to consider the solutions and e.g.handover scenarios. 

5. Is there a synchronisation issue - should be asked of all proposals.

See discussion of retransmissions under question 1.

6. What changes need to be done to 23.218, 24.228 and 24.229 to reflect the agreed solution ? Assign the work to the different interested companies.

It was raised that we could specify more than one method. This was not supported as multiple options were not considered be desirable.

It was also proposed that we could have a short term solution – RTP based for release 5 with a long term solution based on SIP INFO for release 6. This was not supported as the release 5 work would be dead-end.

Conclusions

It was decided that we could pursue two solutions, both of which would meet the requirements, and both of which need work outside of CN1. These are as follows :-

Option 1 : SIP INFO method – Duncan will investigate why the SIP INFO solution was dropped in IETF and determine if there is anything to be gained from trying to resurrect it.

Option 2 : RTP method  - delegates to investigate with RAN delegates and in Oulu we can decide to send a liaison statement to either a) state what we are doing and ask for support, or b)  given that there is more than one viable RTP solution, ask if they have a preference.

Selection of the solution will depend on the outcome of initial investigations and work progress, with one being selected for inclusion in the June version of IMS specifications.

Attachments

Related documents are attached below.
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                          The SIP INFO Method



Status of this Memo



   This document specifies an Internet standards track protocol for the

   Internet community, and requests discussion and suggestions for

   improvements.  Please refer to the current edition of the "Internet

   Official Protocol Standards" (STD 1) for the standardization state

   and status of this protocol.  Distribution of this memo is unlimited.



Copyright Notice



   Copyright (C) The Internet Society (2000).  All Rights Reserved.



Abstract



   This document proposes an extension to the Session Initiation

   Protocol (SIP).  This extension adds the INFO method to the SIP

   protocol.  The intent of the INFO method is to allow for the carrying

   of session related control information that is generated during a

   session.  One example of such session control information is ISUP and

   ISDN signaling messages used to control telephony call services.



   This and other example uses of the INFO method may be standardized in

   the future.



Table of Contents



   1     Introduction................................................2

   1.1   Example Uses................................................2

   2     INFO Method.................................................3

   2.1   Header Field Support for INFO Method........................3

   2.2   Responses to the INFO Request Method........................4

   2.3   Message Body Inclusion......................................5

   2.4   Behavior of SIP User Agents.................................6

   2.5   Behavior of SIP Proxy and Redirect Servers..................6

   2.5.1 Proxy Server................................................6

   2.5.2 Forking Proxy Server........................................6

   2.5.3 Redirection Server..........................................6

   3.    INFO Message Bodies.........................................6

   4.    Guidelines for extensions making use of INFO................7

   5.    Security Considerations.....................................7

   6.    References..................................................8







Donovan                     Standards Track                     [Page 1]

�

RFC 2976                    SIP INFO Method                 October 2000





   7.    Acknowledgments.............................................8

   8.    Author's Address............................................8

         Full Copyright Statement....................................9



1. Introduction



   The SIP protocol described in [1] defines session control messages

   used during the setup and tear down stages of a SIP controlled

   session.



   In addition, the SIP re-INVITE can be used during a session to change

   the characteristics of the session.  This is generally to change the

   properties of media flows related to the session or to update the SIP

   session timer.



   However, there is no general-purpose mechanism to carry session

   control information along the SIP signaling path during the session.



   The purpose of the INFO message is to carry application level

   information along the SIP signaling path.



   The INFO method is not used to change the state of SIP calls, or the

   parameters of the sessions SIP initiates.  It merely sends optional

   application layer information, generally related to the session.



   It is necessary that the mid-session signaling information traverse

   the post session setup SIP signaling path.  This is the path taken by

   SIP re-INVITEs, BYEs and other SIP requests that are tied to an

   individual session.  This allows SIP proxy servers to receive, and

   potentially act on, the mid-session signaling information.



   This document proposes an extension to SIP by defining the new INFO

   method.  The INFO method would be used for the carrying of mid-call

   signaling information along the session signaling path.



   1.1 Example Uses



      The following are a few of the potential uses of the INFO message:



      - Carrying mid-call PSTN signaling messages between PSTN

        gateways.



      - Carrying DTMF digits generated during a SIP session.



      - Carrying wireless signal strength information in support of

        wireless mobility applications.



      - Carrying account balance information.
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      - Carrying images or other non streaming information between the

        participants of a session.



      These are just potential uses; this document does not specify such

      uses nor does it necessarily recommend them.



      It can also be envisioned that there will be other telephony and

      non-telephony uses of the INFO method.



2. INFO Method



   The INFO method is used for communicating mid-session signaling

   information along the signaling path for the call.



   The INFO method is not used to change the state of SIP calls, nor

   does it change the state of sessions initiated by SIP.  Rather, it

   provides additional optional information which can further enhance

   the application using SIP.



   The signaling path for the INFO method is the signaling path

   established as a result of the call setup.  This can be either direct

   signaling between the calling and called user agents or a signaling

   path involving SIP proxy servers that were involved in the call setup

   and added themselves to the Record-Route header on the initial INVITE

   message.



   The mid-session information can be communicated in either an INFO

   message header or as part of a message body.  The definition of the

   message body and/or message headers used to carry the mid-session

   information is outside the scope of this document.



   There are no specific semantics associated with INFO.  The semantics

   are derived from the body or new headers defined for usage in INFO.



   2.1 Header Field Support for INFO Method



      Tables 1 and 2 add a column to tables 4 and 5 in the [1].  Refer

      to Section 6 of [1] for a description of the content of the

      tables.  Note that the rules defined in the enc. and e-e columns

      in tables 4 and 5 in [1] also apply to use of the headers in the

      INFO request and responses to the INFO request.
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   2.2 Responses to the INFO Request Method



      If a server receives an INFO request it MUST send a final

      response.



      A 200 OK response MUST be sent by a UAS for an INFO request with

      no message body if the INFO request was successfully received for

      an existing call.  Beyond that, no additional operations are

      required.



          Header                    Where    INFO

          ------                    -----    ----

          Accept                      R       o

          Accept-Encoding             R       o

          Accept-Language             R       o

          Allow                      200      -

          Allow                      405      o

          Authorization               R       o

          Call-ID                    gc       m

          Contact                     R       o

          Contact                    1xx      -

          Contact                    2xx      -

          Contact                    3xx      -

          Contact                    485      -

          Content-Encoding            e       o

          Content-Length              e       o

          Content-Type                e       *

          CSeq                       gc       m

          Date                        g       o

          Encryption                  g       o

          Expires                     g       o

          From                       gc       m

          Hide                        R       o

          Max-Forwards                R       o

          Organization                g       o



          Table 1 Summary of header fields, A-0



      Handling of INFO messages that contain message bodies is outside

      the scope of this document.  The documents defining the message

      bodies will also need to define the SIP protocol rules associated

      with those message bodies.



      A 481 Call Leg/Transaction Does Not Exist message MUST be sent by

      a UAS if the INFO request does not match any existing call leg.
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      If a server receives an INFO request with a body it understands,

      but it has no knowledge of INFO associated processing rules for

      the body, the body MAY be rendered and displayed to the user. The

      INFO is responded to with a 200 OK.



      If the INFO request contains a body that the server does not

      understand then, in the absence of INFO associated processing

      rules for the body, the server MUST respond with a 415 Unsupported

      Media Type message.



          Header                    Where    INFO

          ------                    -----    ----

          Priority                    R       o

          Proxy-Authenticate         407      o

          Proxy-Authorization         R       o

          Proxy-Require               R       o

          Require                     R       o

          Retry-After                 R       -

          Retry-After            404,480,486  o

          Retry-After                503      o

          Retry-After              600,603    o

          Response-Key                R       o

          Record-Route                R       o

          Record-Route               2xx      o

          Route                       R       o

          Server                      r       o

          Subject                     R       o

          Timestamp                   g       o

          To                        gc(1)     m

          Unsupported                420      o

          User-Agent                  g       o

          Via                       gc(2)     m

          Warning                     r       o

          WWW-Authenticate           401      o



          Table 2 Summary of header fields, P-Z



      Bodies which imply a change in the SIP call state or the sessions

      initiated by SIP MUST NOT be sent in an INFO message.



      Other request failure (4xx), Server Failure (5xx) and Global

      Failure (6xx) responses MAY be sent for the INFO Request.



   2.3 Message Body Inclusion



      The INFO request MAY contain a message body.
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   2.4 Behavior of SIP User Agents



      Unless stated otherwise, the protocol rules for the INFO request

      governing the usage of tags, Route and Record-Route,

      retransmission and reliability, CSeq incrementing and message

      formatting follow those in [1] as defined for the BYE request.



      An INFO request MAY be cancelled.  A UAS receiving a CANCEL for an

      INFO request SHOULD respond to the INFO with a "487 Request

      Cancelled" response if a final response has not been sent to the

      INFO and then behave as if the request were never received.



      However, the INFO message MUST NOT change the state of the SIP

      call, or the sessions initiated by SIP.



   2.5 Behavior of SIP Proxy and Redirect Servers



      2.5.1 Proxy Server



         Unless stated otherwise, the protocol rules for the INFO

         request at a proxy are identical to those for a BYE request as

         specified in [1].



      2.5.2 Forking Proxy Server



         Unless stated otherwise, the protocol rules for the INFO

         request at a proxy are identical to those for a BYE request as

         specified in [1].



      2.5.3 Redirection Server



         Unless stated otherwise, the protocol rules for the INFO

         request at a proxy are identical to those for a BYE request as

         specified in [1].



3. INFO Message Bodies



   The purpose of the INFO message is to carry mid-session information

   between SIP user agents.  This information will generally be carried

   in message bodies, although it can be carried in headers in the INFO

   message.



   The definition of the message bodies or any new headers created for

   the INFO method is outside the scope of this document.  It is

   expected that separate documents will be created to address

   definition of these entities.
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   In addition, the INFO method does not define additional mechanisms

   for ensuring in-order delivery.  While the CSeq header will be

   incremented upon the transmission of new INFO messages, this should

   not be used to determine the sequence of INFO information.  This is

   due to the fact that there could be gaps in the INFO message CSeq

   count caused by a user agent sending re-INVITES or other SIP

   messages.



4. Guidelines for extensions making use of INFO



   The following are considerations that should be taken into account

   when defining SIP extensions that make use of the INFO method.



   - Consideration should be taken on the size of message bodies to be

     carried by INFO messages.  The message bodies should be kept small

     due to the potential for the message to be carried over UDP and the

     potential for fragmentation of larger messages.



   - There is potential that INFO messages could be forked by a SIP

     Proxy Server.  The implications of this forking of the information

     in the INFO message need to be taken into account.



   - The use of multi-part message bodies may be helpful when defining

     the message bodies to be carried by the INFO message.



   - The extensions that use the INFO message MUST NOT rely on the

     INFO message to do anything that effects the SIP call state or the

     state of related sessions.



   - The INFO extension defined in this document does not depend on

     the use of the Require or Proxy-Require headers.  Extensions using

     the INFO message may need the use of these mechanisms.  However,

     the use of Require and Proxy-Require should be avoided, if

     possible, in order to improve interoperability between SIP

     entities.



5. Security Considerations



   If the contents of the message body are private then end-to-end

   encryption of the message body can be used to prevent unauthorized

   access to the content.



   There are no other security issues specific to the INFO method.

   The security requirements specified in the SIP specification apply

   to the INFO method.
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Status of this Memo


   This document is an Internet-Draft and is in full conformance with
   all provisions of Section 10 of RFC2026.

   Internet-Drafts are working documents of the Internet Engineering
   Task Force (IETF), its areas, and its working groups. Note that other
   groups may also distribute working documents as Internet-Drafts.

   Internet-Drafts are draft documents valid for a maximum of six months
   and may be updated, replaced, or obsoleted by other documents at any
   time. It is inappropriate to use Internet-Drafts as reference
   material or cite them other than as "work in progress".

   The list of current Internet-Drafts can be accessed at
   http://www.ietf.org/ietf/lid-abstracts.txt

   The list of Internet-Draft Shadow Directories can be accessed at
   http://www.ietf.org/shadow.html

   This document is an individual submission to the IETF. Comments
   should be directed to the authors.



Abstract

   This document specifies a real-time transport protocol (RTP)
   payload format to be used for AMR and AMR-WB encoded speech
   signals. The payload format is designed to be able to interoperate
   with existing AMR and AMR-WB transport formats on non-IP
   networks. In addition, a file format is specified for transport of
   AMR and AMR-WB speech data in storage mode applications such as
   email. Two separate MIME type registrations are included, one for
   AMR and one for AMR-WB, specifying use of both the RTP payload
   format and the storage format.
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1. Introduction

   This document specifies the payload format for packetization of AMR
   and AMR-WB encoded speech signals into the Real-time Transport
   Protocol (RTP) [8].  The payload format supports transmission of
   multiple channels, multiple frames per payload, the use of fast
   codec mode adaptation, robustness against packet loss and bit
   errors, and interoperation with existing AMR and AMR-WB transport
   formats on non-IP networks, as described in Section 3.

   The payload format itself is specified in Section 4. A related file
   format is specified in Section 5 for transport of AMR and AMR-WB
   speech data in storage mode applications such as email. In Section
   8, two separate MIME type registrations are provided, one for AMR
   and one for AMR-WB.

   Even though this RTP payload format definition supports the
   transport of both AMR and AMR-WB speech, it is important to
   remember that AMR and AMR-WB are two different codecs and they are
   always handled as different payload types in RTP.


2. Conventions and Acronyms

   The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT",
   "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in
   this document are to be interpreted as described in RFC2119 [5].

   The following acronyms are used in this document:

    3GPP   - the Third Generation Partnership Project
    AMR    - Adaptive Multi-Rate Codec
    AMR-WB - Adaptive Multi-Rate Wideband Codec
    CMR    - Codec Mode Request
    CN     - Comfort Noise
    DTX    - Discontinuous Transmission
    ETSI   - European Telecommunications Standards Institute
    FEC    - Forward Error Correction
    SCR    - Source Controlled Rate Operation 
    SID    - Silence Indicator (the frames containing only CN
             parameters) 
    VAD    - Voice Activity Detection
    UED    - Unequal Error Detection
    UEP    - Unequal Error Protection

   The term "frame-block" is used in this document to describe the
   time-synchronized set of speech frames in a multi-channel AMR or
   AMR-WB session. In particular, in an N-channel session, a
   frame-block will contain N speech frames, one from each of the
   channels, and all N speech frames are generated at the same time at
   the source.
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3. Background on AMR/AMR-WB and Design Principles

   AMR and AMR-WB were originally designed for circuit-switched mobile
   radio systems. Due to their flexibility and robustness, they are
   also suitable for other real-time speech communication services
   over packet-switched networks such as the Internet. 

   Because of the flexibility of these codecs, the behavior in a
   particular application is controlled by several parameters that
   select options or specify the acceptable values for a variable.
   These options and variables are described in general terms at
   appropriate points in the text of this specification as parameters
   to be established through out-of-band means.  In Section 8, all of
   the parameters are specified in the form of MIME subtype
   registrations for the AMR and AMR-WB encodings.  The method used to
   signal these parameters at session setup or to arrange prior
   agreement of the participants is beyond the scope of this document;
   however, Section 8.3 provides a mapping of the parameters into the
   Session Description Protocol (SDP) [11] for those applications that
   use SDP.


3.1. The Adaptive Multi-Rate (AMR) Speech Codec

   The AMR codecs was originally developed and standardized by the
   European Telecommunications Standards Institute (ETSI) for GSM
   cellular systems. It is now chosen by the Third Generation
   Partnership Project (3GPP) as the mandatory codec for third
   generation (3G) cellular systems [1]. 

   The AMR codec is a multi-mode codec that supports 8 narrow band
   speech encoding modes with bit rates between 4.75 and 12.2
   kbps. The sampling frequency used in AMR is 8000 Hz and the speech
   encoding is performed on 20 ms speech frames. Therefore, each
   encoded AMR speech frame represents 160 samples of the original
   speech. 

   Among the 8 AMR encoding modes, three are already separately
   adopted as standards of their own. Particularly, the 6.7 kbps mode
   is adopted as PDC-EFR [14], the 7.4 kbps mode as IS-641 codec in
   TDMA [13], and the 12.2 kbps mode as GSM-EFR [12].


3.2. The Adaptive Multi-Rate Wideband (AMR-WB) Speech Codec

   The Adaptive Multi-Rate Wideband (AMR-WB) speech codec [3] was
   originally developed by 3GPP to be used in GSM and 3G cellular
   systems.

   Similar to AMR, the AMR-WB codec is also a multi-mode speech
   codec. AMR-WB supports 9 wide band speech coding modes with
   respective bit rates ranging from 6.6 to 23.85 kbps. The sampling 
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   frequency used in AMR-WB is 16000 Hz and the speech processing is
   performed on 20 ms frames. This means that each AMR-WB encoded
   frame represents 320 speech samples. 


3.3. Multi-rate Encoding and Mode Adaptation

   The multi-rate encoding (i.e., multi-mode) capability of AMR and
   AMR-WB is designed for preserving high speech quality under 
   a wide range of transmission conditions. 

   With AMR or AMR-WB, mobile radio systems are able to use available
   bandwidth as effectively as possible. E.g. in GSM it is possible to
   dynamically adjust the speech encoding rate during a session so as
   to continuously adapt to the varying transmission conditions by
   dividing the fixed overall bandwidth between speech data and error
   protective coding to enable best possible trade-off between speech
   compression rate and error tolerance. To perform mode adaptation,
   the decoder (speech receiver) needs to signal the encoder (speech
   sender) the new mode it prefers. This mode change signal is called
   Codec Mode Request or CMR.
   
   Since in most sessions speech is sent in both directions between
   the two ends, the mode requests from the decoder at one end to the
   encoder at the other end are piggy-backed over the speech frames in
   the reverse direction. In other words, there is no out-of-band
   signalling needed for sending CMRs. 

   Every AMR or AMR-WB codec implementation is required to support all
   the respective speech coding modes defined by the codec and must be
   able to handle mode switching to any of the modes at any time. 
   However, some transport systems may impose limitations in the
   number of modes supported and how often the mode can change due to
   bandwidth limitations or other constraints. For this reason,
   the decoder is allowed to indicate its acceptance of a
   particular mode or a subset of the defined modes for the session
   using out-of-band means.

   For example, the GSM radio link can only use a subset of at most
   four different modes in a given session. This subset can be any
   combination of the 8 AMR modes for an AMR session or any combination
   of the 9 AMR-WB modes for an AMR-WB session. 

   Moreover, for better interoperability with GSM through a gateway,
   the decoder is allowed to use out-of-band means to set the minimum
   number of frames between two mode changes and to limit the mode
   change among neighboring modes only.

   Section 8 specifies a set of MIME parameters that may be used to
   signal these mode adaptation controls at session setup.
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3.4. Voice Activity Detection and Discontinuous Transmission

   Both codecs support voice activity detection (VAD) and generation
   of comfort noise (CN) parameters during silence periods. Hence, the
   codecs have the option to reduce the number of transmitted bits and
   packets during silence periods to a minimum. The operation of sending
   CN parameters at regular intervals during silence periods is
   usually called discontinuous transmission (DTX) or source
   controlled rate (SCR) operation. The AMR or AMR-WB frames
   containing CN parameters are called Silence Indicator (SID)
   frames. See more details about VAD and DTX functionality in [9]
   and [10]. 


3.5. Support for Multi-Channel Session

   Both the RTP payload format and the storage format defined in this
   document support multi-channel audio content (e.g., a stereophonic
   speech session).
      
   Although AMR and AMR-WB codecs themselves do not support encoding
   of multi-channel audio content into a single bit stream, they can
   be used to separately encode and decode each of the individual
   channels.

   To transport (or store) the separately encoded multi-channel
   content, the speech frames for all channels that are framed and
   encoded for the same 20 ms periods are logically collected in a
   frame-block.

   At the session setup, out-of-band signalling, e.g., using the
   rtpmap attribute in SDP, must be used to indicate the number of
   channels in the session and the order of the speech frames from
   different channels in each frame-block.

   When using SDP for signalling, the number and order of channels
   carried in each frame-block are specified in Section 4.1 in [24].


3.6. Unequal Bit-error Detection and Protection

   The speech bits encoded in each AMR or AMR-WB frame have different
   perceptual sensitivity to bit errors. This property has been
   exploited in cellular systems to achieve better voice quality by
   using unequal error protection and detection (UEP and UED)
   mechanisms.

   The UEP/UED mechanisms focus the protection and detection of
   corrupted bits to the perceptually most sensitive bits in an AMR or
   AMR-WB frame. In particular, speech bits in an AMR or AMR-WB frame
   are divided into class A, B, and C, where bits in class A are most
   sensitive and bits in class C least sensitive (see Table 1 below
   for AMR and [4] for AMR-WB). A frame is only declared damaged if
   there are bit errors found in the most sensitive bits, i.e., the
   class A bits. On the other hand, it is acceptable to have some bit
   errors in the other bits, i.e., class B and C bits. 
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                     Class A   total speech
   Index   Mode       bits       bits
   ----------------------------------------
     0     AMR 4.75   42         95
     1     AMR 5.15   49        103
     2     AMR 5.9    55        118
     3     AMR 6.7    58        134
     4     AMR 7.4    61        148
     5     AMR 7.95   75        159
     6     AMR 10.2   65        204
     7     AMR 12.2   81        244
     8     AMR SID    39         39

   Table 1. The number of class A bits for the AMR codec.

   Moreover, a damaged frame is still useful for error concealment at
   the decoder since some of the less sensitive bits can still be
   used. This approach can improve the speech quality compared to
   discarding the damaged frame. 


3.6.1. Applying UEP and UED in an IP Network

   To take full advantage of the bit-error robustness of the AMR and
   AMR-WB codec, the RTP payload format is designed to facilitate
   UEP/UED in an IP network. It should be noted however that the
   utilization of UEP and UED discussed below is OPTIONAL.

   UEP/UED in an IP network can be achieved by detecting bit errors in
   class A bits and tolerating bit errors in class B/C bits of the AMR
   or AMR-WB frame(s) in each RTP payload.

   Today there exist some link layers that do not discard packets with
   bit errors, e.g. SLIP and some wireless links. With the Internet
   traffic pattern shifting towards a more multimedia-centric one,
   more link layers of such nature may emerge in the future. With
   transport layer support for partial checksums, for example those
   supported by UDP-Lite [15] (work in progress), bit error tolerant
   AMR and AMR-WB traffic could achieve better performance over these
   types of links.

   There are at least two basic approaches for carrying AMR and AMR-WB
   traffic over bit error tolerant IP networks:

   1) Utilizing a partial checksum to cover headers and the most
      important speech bits of the payload. It is recommended that at
      least all class A bits are covered by the checksum.

   2) Utilizing a partial checksum to only cover headers, but a frame
      CRC to cover the class A bits of each speech frame in the RTP
      payload.

   In either approach, at least part of the class B/C bits are left
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   without error-check and thus bit error tolerance is achieved.

     Note, it is still important that the network designer pay 
     attention to the class B and C residual bit error rate. Though
     less sensitive to errors than class A bits, class B and C bits
     are not insignificant and undetected errors in these bits cause
     degradation in speech quality. An example of residual error rates
     considered acceptable for AMR in UMTS can be found in [20] and
     for AMR-WB in [21].

   The application interface to the UEP/UED transport protocol (e.g.,
   UDP-Lite) may not provide any control over the link error rate,
   especially in a gateway scenario.  Therefore, it is incumbent upon
   the designer of a node with a link interface of this type to choose
   a residual bit error rate that is low enough to support
   applications such as AMR encoding when transmitting packets of a
   UEP/UED transport protocol.

   Approach 1 is a bit efficient, flexible and simple way, but comes
   with two disadvantages, namely, a) bit errors in protected speech
   bits will cause the payload to be discarded, and b) when
   transporting multiple frames in a payload there is the possibility
   that a single bit error in protected bits will cause all the frames
   to be discarded.

   These disadvantages can be avoided, if needed, with some overhead
   in the form of a frame-wise CRC (Approach 2). In problem a), the
   CRC makes it possible to detect bit errors in class A bits and use
   the frame for error concealment, which gives a small improvement in
   speech quality. For b), when transporting multiple frames in a
   payload, the CRCs remove the possibility that a single bit error in
   a class A bit will cause all the frames to be discarded. Avoiding
   that gives an improvement in speech quality when transporting
   multiple frames over links subject to bit errors.

   The choice between the above two approaches must be made based on
   the available bandwidth, and desired tolerance to bit
   errors. Neither solution is appropriate to all cases. Section 8
   defines parameters that may be used at session setup to select
   between these approaches.


3.7. Robustness against Packet Loss

   The payload format supports several means, including forward error
   correction (FEC) and frame interleaving, to increase robustness
   against packet loss.


3.7.1. Use of Forward Error Correction (FEC)

   The simple scheme of repetition of previously sent data is one way
   of achieving FEC. Another possible scheme which is more bandwidth
   efficient is to use payload external FEC, e.g., RFC2733 [19], which
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   generates extra packets containing repair data. The whole payload
   can also be sorted in sensitivity order to support external FEC
   schemes using UEP. There is also a work in progress on a generic
   version of such a scheme [18] that can be applied to AMR or AMR-WB
   payload transport. 

   With AMR or AMR-WB, it is possible to use the multi-rate capability
   of the codec to send redundant copies using a lower-bandwidth
   mode. We describe such a scheme next.

   This involves the simple retransmission of previously transmitted
   frame-blocks together with the current frame-block(s). This is done
   by using a sliding window to group the speech frame-blocks to send
   in each payload. Figure 1 below shows us an example.

   --+--------+--------+--------+--------+--------+--------+--------+--
     | f(n-2) | f(n-1) |  f(n)  | f(n+1) | f(n+2) | f(n+3) | f(n+4) |
   --+--------+--------+--------+--------+--------+--------+--------+--

     <---- p(n-2) ---->
              <---- p(n-1) ---->
                       <----- p(n) ----->
                                <---- p(n+1) ---->
                                         <---- p(n+2) ---->
                                                  <---- p(n+3) ---->

   Figure 1: An example of redundant transmission.

   In this example each frame-block is retransmitted one time in the
   following RTP payload packet. Here, f(n-2)..f(n+4) denotes a
   sequence of speech frame-blocks and p(n-2)..p(n+3) a sequence of
   payload packets.

   The use of this approach does not require signalling at the session
   setup. In other words, the speech sender can choose to use this
   scheme without consulting the receiver. This is because a packet
   containing redundant frames will not look different from a packet
   with only new frames. The receiver may receive multiple copies or
   versions (encoded with different modes) of a frame for a certain
   timestamp if no packet is lost. If multiple versions of the same
   speech frame are received, it is recommended that the mode with the
   highest rate be used by the speech decoder. 

   This redundancy scheme provides the same functionality as the one
   described in RFC 2198 "RTP Payload for Redundant Audio Data" [24].
   In most cases the mechanism in this payload format is more
   efficient and simpler than requiring both endpoints to support RFC
   2198 in addition.  There are two situations in which use of RFC
   2198 is indicated: if the spread in time required between the
   primary and redundant encodings is larger than 5 frame times, the
   bandwidth overhead of RFC 2198 will be lower; or, if a non-AMR
   codec is desired for the redundant encoding, the AMR payload format
   won't be able to carry it.
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   The sender is responsible for selecting an appropriate amount of
   redundancy based on feedback about the channel, e.g. in RTCP
   receiver reports. A sender should not base selection of FEC on the
   CMR, as this parameter most probably was set based on none-IP
   information, e.g. radio link performance measures. The sender is
   also responsible for avoiding congestion, which may be exacerbated
   by redundancy (see Section 6 for more details).


3.7.2. Use of Frame Interleaving

   To decrease protocol overhead, the payload design allows several
   speech frame-blocks be encapsulated into a single RTP packet. One
   of the drawbacks of such approach is that in case of packet loss
   this means loss of several consecutive speech frame-blocks, which
   usually causes clearly audible distortion in the reconstructed
   speech. Interleaving of frame-blocks can improve the speech quality
   in such cases by distributing the consecutive losses into a series
   of single frame-block losses. However, interleaving and bundling
   several frame-blocks per payload will also increase end-to-end
   delay and is therefore not appropriate for all types of
   applications. Streaming applications will most likely be able to
   exploit interleaving to improve speech quality in lossy
   transmission conditions.

   This payload design supports the use of frame interleaving as an
   option. For the encoder (speech sender) to use frame interleaving
   in its outbound RTP packets for a given session, the decoder
   (speech receiver) needs to indicate its support via out-of-band
   means (see Section 8). 


3.8. Bandwidth Efficient or Octet-aligned Mode

   For a given session, the payload format can be either bandwidth
   efficient or octet aligned, depending on the mode of operation that
   is established for the session via out-of-band means.

   In the octet-aligned format, all the fields in a payload, including
   payload header, table of contents entries, and speech frames
   themselves, are individually aligned to octet boundaries to make
   implementations efficient. In the bandwidth efficient format only
   the full payload is octet aligned, so fewer padding bits are added.

     Note, octet alignment of a field or payload means that the last
     octet is padded with zeroes in the least significant bits to fill
     the octet. Also note that this padding is separate from padding
     indicated by the P bit in the RTP header.

   Between the two operation modes, only the octet-aligned mode has
   the capability to use the robust sorting, interleaving, and frame
   CRC to make the speech transport robust to packet loss and bit
   errors.
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3.9. AMR or AMR-WB Speech over IP scenarios

   The primary scenario for this payload format is IP end-to-end
   between two terminals, as shown in Figure 2. This payload format is
   expected to be useful for both conversational and streaming
   services.
   
       +----------+                         +----------+
       |          |    IP/UDP/RTP/AMR or    |          |
       | TERMINAL |<----------------------->| TERMINAL |
       |          |    IP/UDP/RTP/AMR-WB    |          |
       +----------+                         +----------+

   Figure 2: IP terminal to IP terminal scenario

   A conversational service puts requirements on the payload format.
   Low delay is one very important factor, i.e. few speech
   frame-blocks per payload packet. Low overhead is also required when
   the payload format traverses low bandwidth links, especially as the
   frequency of packets will be high. For low bandwidth links it also
   an advantage to support UED which allows a link provider to reduce
   delay and packet loss or to reduce the utilization of link
   resources.

   Streaming service has less strict real-time requirements and
   therefore can use a larger number of frame-blocks per packet than
   conversational service. This reduces the overhead from IP, UDP, and
   RTP headers. However, including several frame-blocks per packet
   makes the transmission more vulnerable to packet loss, so
   interleaving may be used to reduce the effect packet loss will have
   on speech quality.  A streaming server handling a large number of
   clients also needs a payload format that requires as few resources
   as possible when doing packetization. The octet-aligned and
   interleaving modes require the least amount of resources, while
   CRC, robust sorting, and bandwidth efficient modes have higher
   demands.

   Another scenario occurs when AMR or AMR-WB encoded speech will be
   transmitted from a non-IP system (e.g., a GSM or 3GPP network) to
   an IP/UDP/RTP VoIP terminal, and/or vice versa, as depicted in
   Figure 3.

    AMR or AMR-WB
    over
    I.366.{2,3} or +------+                        +----------+
    3G Iu or       |      |   IP/UDP/RTP/AMR or    |          |
    <------------->|  GW  |<---------------------->| TERMINAL |
    GSM Abis       |      |   IP/UDP/RTP/AMR-WB    |          |
    etc.           +------+                        +----------+
                       |
     GSM/3GPP network  |           IP network
                       |

   Figure 3: GW to VoIP terminal scenario

Sjoberg et al.                                                 [Page 11]
�
INTERNET-DRAFT    RTP Payload Format for AMR and AMR-WB     January 2002

   In such a case, it is likely that the AMR or AMR-WB frame is
   packetized in a different way in the non-IP network and will need
   to be re-packetized into RTP at the gateway. Also, speech frames
   from the non-IP network may come with some UEP/UED information
   (e.g., a frame quality indicator) that will need to be preserved
   and forwarded on to the decoder along with the speech bits. This is
   specified in Section 4.3.2.

   AMR's capability to do fast mode switching is exploited in some
   non-IP networks to optimize speech quality. To preserve this
   functionality in scenarios including a gateway to an IP network, a
   codec mode request (CMR) field is needed.  The gateway will be
   responsible for forwarding the CMR between the non-IP and IP parts
   in both directions. The IP terminal should follow the CMR forwarded
   by the gateway to optimize speech quality going to the non-IP
   decoder. The mode control algorithm in the gateway must accommodate
   the delay imposed by the IP network on the response to CMR by the
   IP terminal.

   The IP terminal should not set the CMR (see Section 4.3.1), but the
   gateway can set the CMR value on frames going toward the encoder in
   the non-IP part to optimize speech quality from that encoder to the
   gateway.  The gateway can alternatively set a lower CMR value, if
   desired, as one means to control congestion on the IP network.

   A third likely scenario is that IP/UDP/RTP is used as transport 
   between two non-IP systems, i.e., IP is originated and terminated 
   in gateways on both sides of the IP transport, as illustrated in 
   Figure 4 below.

   AMR or AMR-WB                                        AMR or AMR-WB
   over                                                 over
   I.366.{2,3} or +------+                     +------+ I.366.{2,3} or
   3G Iu or       |      |  IP/UDP/RTP/AMR or  |      | 3G Iu or
   <------------->|  GW  |<------------------->|  GW  |<------------->
   GSM Abis       |      |  IP/UDP/RTP/AMR-WB  |      | GSM Abis
   etc.           +------+                     +------+ etc.
                      |                           |
    GSM/3GPP network  |          IP network       |  GSM/3GPP network
                      |                           |

   Figure 4: GW to GW scenario

   This scenario requires the same mechanisms for preserving UED/UEP
   and CMR information as in the single gateway scenario.  In
   addition, the CMR value may be set in packets received by the
   gateways on the IP network side.  The gateway should forward to the
   non-IP side a CMR value that is the minimum of three values:

     - the CMR value it receives on the IP side;

     - the CMR value it calculates based on its reception quality on
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       the non-IP side; and

     - a CMR value it may choose for congestion control of
       transmission on the IP side.

   The details of the control algorithm are left to the
   implementation.


4. AMR and AMR-WB RTP Payload Formats

   The AMR and AMR-WB payload formats have identical structure, so they
   are specified together.  The only differences are in the types of
   codec frames contained in the payload.  The payload format consists
   of the RTP header, payload header and payload data.


4.1. RTP Header Usage

   The format of the RTP header is specified in [8]. This payload
   format uses the fields of the header in a manner consistent with
   that specification.

   The RTP timestamp corresponds to the sampling instant of the first
   sample encoded for the first frame-block in the packet. The
   timestamp clock frequency is the same as the sampling frequency, so
   the timestamp unit is in samples.

   The duration of one speech frame-block is 20 ms for both AMR and
   AMR-WB.  For AMR, the sampling frequency is 8 kHz, corresponding to
   160 encoded speech samples per frame from each channel. For AMR-WB,
   the sampling frequency is 16 kHz, corresponding to 320 samples per
   frame from each channel. Thus, the timestamp is increased by 160
   for AMR and 320 for AMR-WB for each consecutive frame-block.

   A packet may contain multiple frame-blocks of encoded speech or
   comfort noise parameters. If interleaving is employed, the
   frame-blocks encapsulated into a payload are picked according to
   the interleaving rules as defined in Section 4.4.1.  Otherwise,
   each packet covers a period of one or more contiguous 20 ms
   frame-block intervals. In case the data from all the channels for a
   particular frame-block in the period is missing, for example at a
   gateway from some other transport format, it is possible to
   indicate that no data is present for that frame-block rather than
   breaking a multi-frame-block packet into two, as explained in
   Section 4.3.2.

   To allow for error resiliency through redundant transmission, the
   periods covered by multiple packets MAY overlap in time. A receiver
   MUST be prepared to receive any speech frame multiple times, either
   in exact duplicates, or in different AMR rate modes, or with data
   present in one packet and not present in another. If multiple
   versions of the same speech frame are received, it is RECOMMENDED
   that the mode with the highest rate be used by the speech
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   decoder. A given frame MUST NOT be encoded as speech in one packet
   and comfort noise parameters in another.

   The payload is always made an integral number of octets long by
   padding with zero bits if necessary.  If additional padding is
   required to bring the payload length to a larger multiple of octets
   or for some other purpose, then the P bit in the RTP in the header
   may be set and padding appended as specified in [8].

   The RTP header marker bit (M) SHALL be set to 1 if the first
   frame-block carried in the packet contains a speech frame which is
   the first in a talkspurt. For all other packets the marker bit
   SHALL be set to zero (M=0).

   The assignment of an RTP payload type for this new packet format is
   outside the scope of this document, and will not be specified
   here. It is expected that the RTP profile under which this payload
   format is being used will assign a payload type for this encoding
   or specify that the payload type is to be bound dynamically.


4.2. Payload Structure

   The complete payload consists of a payload header, a payload table
   of contents, and speech data representing one or more speech
   frame-blocks. The following diagram shows the general payload
   format layout:

   +----------------+-------------------+----------------
   | payload header | table of contents | speech data ...
   +----------------+-------------------+----------------
  
   Payloads containing more than one speech frame-block are called
   compound payloads.

   The following sections describe the variations taken by the payload
   format depending on whether the AMR session is set up to use the
   bandwidth-efficient mode or octet-aligned mode and any of the
   OPTIONAL functions for robust sorting, interleaving, and frame
   CRCs. Implementations SHOULD support both bandwidth-efficient and
   octet-aligned operation to increase interoperability.


4.3. Bandwidth-Efficient Mode

4.3.1. The Payload Header

   In bandwidth-efficient mode, the payload header simply consists of
   a 4 bit codec mode request:

    0 1 2 3
   +-+-+-+-+
   |  CMR  |
   +-+-+-+-+
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   CMR (4 bits): Indicates a codec mode request sent to the speech
     encoder at the site of the receiver of this payload. The value of
     the CMR field is set to the frame type index of the corresponding
     speech mode being requested.  The frame type index may be 0-7 for
     AMR, as defined in Table 1a in [2], or 0-8 for AMR-WB, as defined
     in Table 1a in [4]. CMR value 15 indicates that no mode request
     is present, and other values are for future use.

   The mode request received in the CMR field is valid until the next
   CMR is received, i.e. a newly received CMR value overrides the
   previous one. Therefore, if a terminal continuously wishes to
   receive frames in the same mode X, it needs to set CMR=X for all
   its outbound payloads, and if a terminal has no preference in which
   mode to receive, it SHOULD set CMR=15 in all its outbound payloads.

   If receiving a payload with a CMR value which is not a speech mode
   or NO_DATA, the CMR MUST be ignored by the receiver.

   In a multi-channel session, CMR SHOULD be interpreted by the
   receiver of the payload as the desired encoding mode for all the
   channels in the session.

   An IP end-point SHOULD NOT set the CMR based on packet losses or
   other congestion indications, for several reasons:

     - The other end of the IP path may be a gateway to a non-IP
       network (such as a radio link) that needs to set the CMR field
       to optimize performance on that network.

     - Congestion on the IP network is managed by the IP sender, in
       this case at the other end of the IP path.  Feedback about
       congestion SHOULD be provided to that IP sender through RTCP or
       other means, and then the sender can choose to avoid congestion
       using the most appropriate mechanism.  That may include
       adjusting the codec mode, but also includes adjusting the level
       of redundancy or number of frames per packet.

   The encoder SHOULD follow a received mode request, but MAY change
   to a lower-numbered mode if it so chooses, for example to control
   congestion.

   The CMR field MUST be set to 15 for packets sent to a multicast
   group. The encoder in the speech sender SHOULD ignore mode requests
   when sending speech to a multicast session but MAY use RTCP
   feedback information as a hint that a mode change is needed.

   The codec mode selection MAY be restricted by a session parameter
   to a subset of the available modes. If so, the requested mode MUST
   be among the signalled subset (see Section 8).
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4.3.2. The Payload Table of Contents

   The table of contents (ToC) consists of a list of ToC entries, each
   representing a speech frame. 
   
   In bandwidth-efficient mode, a ToC entry takes the following
   format: 

    0 1 2 3 4 5
   +-+-+-+-+-+-+
   |F|  FT   |Q|
   +-+-+-+-+-+-+

   F (1 bit): If set to 1, indicates that this frame is followed by
     another speech frame in this payload; if set to 0, indicates that
     this frame is the last frame in this payload.

   FT (4 bits): Frame type index, indicating either the AMR or
     AMR-WB speech coding mode or comfort noise (SID) mode of the
     corresponding frame carried in this payload. 

   The value of FT is defined in Table 1a in [2] for AMR and in Table
   1a in [4] for AMR-WB. FT=14 (SPEECH_LOST, only available for
   AMR-WB) and FT=15 (NO_DATA) are used to indicate frames that are
   either lost or not being transmitted in this payload, respectively.

   NO_DATA (FT=15) frame could mean either that there is no data
   produced by the speech encoder for that frame or that no data for
   that frame is transmitted in the current payload (i.e., valid data
   for that frame could be sent in either an earlier or later
   packet). 

   If receiving a ToC entry with a FT value in the range 9-14 for AMR
   or 10-13 for AMR-WB the whole packet SHOULD be discarded. This is
   to avoid the loss of data synchronization in the depacketization
   process, which can result in a huge degradation in speech quality.

   Note that packets containing only NO_DATA frames SHOULD NOT be 
   transmitted. Also, frame-blocks containing only NO_DATA frames at the 
   end of a packet SHOULD NOT be transmitted, except in the case of 
   interleaving. The AMR SCR/DTX is described in [6] and AMR-WB SCR/DTX 
   in [7].

   The extra comfort noise frame types specified in table 1a in [2]
   (i.e., GSM-EFR CN, IS-641 CN, and PDC-EFR CN) MUST NOT be used in
   this payload format because the standardized AMR codec is only
   required to implement the general AMR SID frame type and not those
   that are native to the incorporated encodings.

   Q (1 bit): Frame quality indicator. If set to 0, indicates the
     corresponding frame is severely damaged and the receiver should
     set the RX_TYPE (see [6]) to either SPEECH_BAD or SID_BAD
     depending on the frame type (FT).

   The frame quality indicator is included for interoperability with
   the ATM payload format described in ITU-T I.366.2, the UMTS Iu
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   interface [16], as well as other transport formats. The frame
   quality indicator enables damaged frames to be forwarded to the
   speech decoder for error concealment. This can improve the speech
   quality comparing to dropping the damaged frames. See Section
   4.4.2.1 for more details. 

   For multi-channel sessions, the ToC entries of all frames from a
   frame-block are placed in the ToC in consecutive order as defined
   in Section 4.1 in [24]. When multiple frame-blocks are present in a
   packet in bandwidth-efficient mode, they will be placed in the
   packet in order of their creation time.

   Therefore, with N channels and K speech frame-blocks in a packet,
   there MUST be N*K entries in the ToC, and the first N entries will
   be from the first frame-block, the second N entries will be from
   the second frame-block, and so on.

   The following figure shows an example of a ToC of three entries in
   a single channel session using bandwidth efficient mode.

    0                   1
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |1|  FT   |Q|1|  FT   |Q|0|  FT   |Q|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   Below is an example of how the ToC entries will appear in the ToC
   of a packet carrying 3 consecutive frame-blocks in a session with
   two channels (L and R).

   +----+----+----+----+----+----+
   | 1L | 1R | 2L | 2R | 3L | 3R |
   +----+----+----+----+----+----+
   |<------->|<------->|<------->|
     Frame-    Frame-    Frame-
     Block 1   Block 2   Block 3


4.3.3. Speech Data

   Speech data of a payload contains one or more speech frames or
   comfort noise frames, as described in the ToC of the payload.

     Note, for ToC entries with FT=14 or 15, there will be no
     corresponding speech frame present in the speech data.

   Each speech frame represents 20 ms of speech encoded with the mode
   indicated in the FT field of the corresponding ToC entry. The
   length of the speech frame is implicitly defined by the mode
   indicated in the FT field. The order and numbering notation of the
   bits are as specified for Interface Format 1 (IF1) in [2] for AMR
   and [4] for AMR-WB. As specified there, the bits of speech frames
   have been rearranged in order of decreasing sensitivity, while the
   bits of comfort noise frames are in the order produced by the
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   encoder. The resulting bit sequence for a frame of length K bits
   is denoted d(0), d(1), ..., d(K-1).


4.3.4. Algorithm for Forming the Payload

   The complete RTP payload in bandwidth-efficient mode is formed by
   packing bits from the payload header, table of contents, and speech
   frames, in order as defined by their corresponding ToC entries in
   the ToC list, contiguously into octets beginning with the most
   significant bits of the fields and the octets.

   To be precise, the four-bit payload header is packed into the first 
   octet of the payload with bit 0 of the payload header in the most
   significant bit of the octet.  The four most significant bits
   (numbered 0-3) of the first ToC entry are packed into the least
   significant bits of the octet, ending with bit 3 in the least
   significant bit.  Packing continues in the second octet with bit 4
   of the first ToC entry in the most significant bit of the octet. If
   more than one frame is contained in the payload, then packing
   continues with the second and successive ToC entries.  Bit 0 of the
   first data frame follows immediately after the last ToC bit,
   proceeding through all the bits of the frame in numerical order.
   Bits from any successive frames follow contiguously in numerical
   order for each frame and in consecutive order of the frames.

   If speech data is missing for one or more speech frame within the
   sequence, because of, for example, DTX, a ToC entry with FT set to
   NO_DATA SHALL be included in the ToC for each of the missing
   frames, but no data bits are included in the payload for the
   missing frame (see Section 4.3.5.2 for an example).


4.3.5 Payload Examples

4.3.5.1. Single Channel Payload Carrying a Single Frame

   The following diagram shows a bandwidth-efficient AMR payload from
   a single channel session carrying a single speech frame-block. 

   In the payload, no specific mode is requested (CMR=15), the speech
   frame is not damaged at the IP origin (Q=1), and the coding mode is
   AMR 7.4 kbps (FT=4). The encoded speech bits, d(0) to d(147), are
   arranged in descending sensitivity order according to [2]. Finally,
   two zero bits are added to the end as padding to make the payload
   octet aligned.

    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   | CMR=15|0| FT=4  |1|d(0)                                       |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                     d(147)|P|P|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
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4.3.5.2. Single Channel Payload Carrying Multiple Frames

   The following diagram shows a single channel, bandwidth efficient
   compound AMR-WB payload that contains four frames, of which one has
   no speech data. The first frame is a speech frame at 6.6 kbps mode
   (FT=0) that is composed of speech bits d(0) to d(131). The second
   frame is an AMR-WB SID frame (FT=9), consisting of bits g(0) to
   g(39). The third frame is NO_DATA frame and does not carry any
   speech information, it is represented in the payload by its ToC
   entry. The fourth frame in the payload is a speech frame at 8.85
   kpbs mode (FT=1), it consists of speech bits h(0) to h(176).

   As shown below, the payload carries a mode request for the encoder
   on the receiver's side to change its future coding mode to AMR-WB
   8.85 kbps (CMR=1). None of the frames is damaged at IP origin
   (Q=1). The encoded speech and SID bits, d(0) to d(131), g(0) to
   g(39) and h(0) to h(176), are arranged in the payload in descending
   sensitivity order according to [4]. (Note, no speech bits are
   present for the third frame). Finally, seven 0s are padded to the
   end to make the payload octet aligned.

    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   | CMR=1 |1| FT=0  |1|1| FT=9  |1|1| FT=15 |1|0| FT=1  |1|d(0)   |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                         d(131)|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |g(0)                                                           |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |          g(39)|h(0)                                           |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                           h(176)|P|P|P|P|P|P|P|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
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4.3.5.3. Multi-Channel Payload Carrying Multiple Frames

   The following diagram shows a two channel payload carrying 3
   frame-blocks, i.e. the payload will contain 6 speech frames. 

   In the payload all speech frames contain the same mode 7.4 kbit/s
   (FT=4) and are not damaged at IP origin. The CMR is set to 15,
   i.e., no specific mode is requested. The two channels are defined
   as left (L) and right (R) in that order. The encoded speech bits is
   designated dXY(0).. dXY(K-1), where X = block number, Y = channel,
   and K is the number of speech bits for that mode. Exemplifying
   this, for frame-block 1 of the left channel the encoded bits are
   designated as d1L(0) to d1L(147).

    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   | CMR=15|1|1L FT=4|1|1|1R FT=4|1|1|2L FT=4|1|1|2R FT=4|1|1|3L FT|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |4|1|0|3R FT=4|1|d1L(0)                                         |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                                               |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                               d1L(147)|d1R(0) |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+   
   |                       d1R(147)|d2L(0)                         |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |d2L(147|d2R(0)                                                 |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                                       d2R(147)|d3L(0)         |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+   
   |               d3L(147)|d3R(0)                                 |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+   
   |                                                       d3R(147)|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
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4.4. Octet-aligned Mode

4.4.1. The Payload Header

   In octet-aligned mode, the payload header consists of a 4 bit CMR,
   4 reserved bits, and optionally, an 8 bit interleaving header, as
   shown below:

    0                   1
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5
   +-+-+-+-+-+-+-+-+- - - - - - - - 
   |  CMR  |R|R|R|R|  ILL  |  ILP  |
   +-+-+-+-+-+-+-+-+- - - - - - - - 

   CMR (4 bits): same as defined in section 4.3.1.

   R: is a reserved bit that MUST be set to zero. All R bits MUST be
     ignored by the receiver.

   ILL (4 bits, unsigned integer): This is an OPTIONAL field that is
     present only if interleaving is signalled out-of-band for the
     session. ILL=L indicates to the receiver that the interleaving
     length is L+1, in number of frame-blocks. 

   ILP (4 bits, unsigned integer): This is an OPTIONAL field that is
     present only if interleaving is signalled. ILP MUST take a value
     between 0 and ILL, inclusive, indicating the interleaving index
     for frame-blocks in this payload in the interleave group. If the
     value of ILP is found greater than ILL, the payload SHOULD be
     discarded.

   ILL and ILP fields MUST be present in each packet in a session if
   interleaving is signalled for the session. Interleaving MUST be
   performed on a frame-block basis (i.e., NOT on a frame basis) in a
   multi-channel session.

   The following example illustrates the arrangement of speech
   frame-blocks in an interleave group during an interleave
   session. Here we assume ILL=L for the interleave group that starts
   at speech frame-block n. We also assume that the first payload
   packet of the interleave group is s and the number of speech
   frame-blocks carried in each payload is N. Then we will have:

    Payload s (the first packet of this interleave group):
      ILL=L, ILP=0,
      Carry frame-blocks: n, n+(L+1), n+2*(L+1), ..., n+(N-1)*(L+1)

    Payload s+1 (the second packet of this interleave group):
      ILL=L, ILP=1,
      frame-blocks: n+1, n+1+(L+1), n+1+2*(L+1), ..., n+1+(N-1)*(L+1)

        ...

    Payload s+L (the last packet of this interleave group):
      ILL=L, ILP=L,
      frame-blocks: n+L, n+L+(L+1), n+L+2*(L+1), ..., n+L+(N-1)*(L+1)

   The next interleave group will start at frame-block n+N*(L+1).
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   There will be no interleaving effect unless the number of
   frame-blocks per packet (N) is at least 2. Moreover, the number of
   frame-blocks per payload (N) and the value of ILL MUST NOT be
   changed inside an interleave group. In other words, all payloads in
   an interleave group MUST have the same ILL and MUST contain the
   same number of speech frame-blocks.

   The sender of the payload MUST only apply interleaving if the
   receiver has signalled its use through out-of-band means. Since
   interleaving will increase buffering requirements at the receiver,
   the receiver uses MIME parameter "interleaving=I" to set the
   maximum number of frame-blocks allowed in an interleaving group 
   to I.

   When performing interleaving the sender MUST use a proper number of
   frame-blocks per payload (N) and ILL so that the resulting size of
   an interleave group is less or equal to I, i.e., N*(L+1)<=I.


4.4.2. The Payload Table of Contents and Frame CRCs

   The table of contents (ToC) in octet-aligned mode consists of a
   list of ToC entries where each entry corresponds to a speech frame
   carried in the payload and, optionally, a list of speech frame
   CRCs, i.e., 

   +---------------------+
   | list of ToC entries |
   +---------------------+
   | list of frame CRCs  | (optional)
    - - - - - - - - - - - 

     Note, for ToC entries with FT=14 or 15, there will be no 
     corresponding speech frame or frame CRC present in the payload. 

   The list of ToC entries is organized in the same way as described
   for bandwidth-efficient mode in 4.3.2, with the following
   exception; when interleaving is used the frame-blocks in the ToC
   will almost never be placed consecutive in time. Instead, the
   presence and order of the frame-blocks in a packet will follow the
   pattern described in 4.4.1.

   The following example shows the ToC of three consecutive packets,
   each carrying 3 frame-blocks, in an interleaved two-channel
   session. Here, the two channels are left (L) and right (R) with L
   coming before R, and the interleaving length is 3 (i.e.,
   ILL=2). This makes the interleave group 9 frame-blocks large.
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   Packet #1
   ---------

   ILL=2, ILP=0:
   +----+----+----+----+----+----+
   | 1L | 1R | 4L | 4R | 7L | 7R |
   +----+----+----+----+----+----+
   |<------->|<------->|<------->|
     Frame-    Frame-    Frame-
     Block 1   Block 4   Block 7
  
   Packet #2
   ---------

   ILL=2, ILP=1:
   +----+----+----+----+----+----+
   | 2L | 2R | 5L | 5R | 8L | 8R |
   +----+----+----+----+----+----+
   |<------->|<------->|<------->|
     Frame-    Frame-    Frame-
     Block 2   Block 5   Block 8
    
   Packet #3
   ---------

   ILL=2, ILP=2:
   +----+----+----+----+----+----+
   | 3L | 3R | 6L | 6R | 9L | 9R |
   +----+----+----+----+----+----+
   |<------->|<------->|<------->|
     Frame-    Frame-    Frame-
     Block 3   Block 6   Block 9
  

   A ToC entry takes the following format in octet-aligned mode:  

    0 1 2 3 4 5 6 7
   +-+-+-+-+-+-+-+-+
   |F|  FT   |Q|P|P|
   +-+-+-+-+-+-+-+-+

   F (1 bit): see definition in Section 4.3.2.

   FT (4 bits unsigned integer): see definition in Section 4.3.2.

   Q (1 bit): see definition in Section 4.3.2.

   P bits: padding bits, MUST be set to zero.

   The list of CRCs is OPTIONAL. It only exists if the use of CRC is
   signalled out-of-band for the session. When present, each CRC in the
   list is 8 bit long and corresponds to a speech frame (NOT a
   frame-block) carried in the payload. Calculation and use of the CRC
   is specified in the next section.
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4.4.2.1. Use of Frame CRC for UED over IP

   The general concept of UED/UEP over IP is discussed in Section
   3.6. This section provides more details on how to use the frame CRC
   in the octet-aligned payload header together with a partial
   transport layer checksum to achieve UED.

   To achieve UED, one SHOULD use a transport layer checksum, for
   example, the one defined in UDP-Lite [15], to protect the RTP
   header, payload header, and table of contents bits in a
   payload. The frame CRC, when used, MUST be calculated only over all
   class A bits in the frame. Class B and C bits in the frame MUST NOT
   be included in the CRC calculation and SHOULD NOT be covered by the
   transport checksum.

     Note, the number of class A bits for various coding modes in AMR
     codec is specified as informative in [2] and is therefore copied
     into Table 1 in Section 3.6 to make it normative for this payload
     format. The number of class A bits for various coding modes in
     AMR-WB codec is specified as normative in table 2 in [4], and the
     SID frame (FT=9) has 40 class A bits. These definitions of class
     A bits MUST be used for this payload format.

   Packets SHOULD be discarded if the transport layer checksum detects
   errors.

   The receiver of the payload SHOULD examine the data integrity of
   the received class A bits by re-calculating the CRC over the
   received class A bits and comparing the result to the value found
   in the received payload header. If the two values mismatch, the
   receiver SHALL consider the class A bits in the receiver frame
   damaged and MUST clear the Q flag of the frame (i.e., set it to
   0). This will subsequently cause the frame to be marked as
   SPEECH_BAD, if the FT of the frame is 0..7 for AMR or 0..8 for
   AMR-WB, or SID_BAD if the FT of the frame is 8 for AMR or 9 for
   AMR-WB, before it is passed to the speech decoder. See [6] and 
   [7] more details.

   The following example shows an octet-aligned ToC with a CRC list
   for a payload containing 3 speech frames from a single channel
   session (assuming none of the FTs is equal to 14 or 15):

    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |1|  FT#1 |Q|P|P|1|  FT#2 |Q|P|P|0|  FT#3 |Q|P|P|     CRC#1     |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |     CRC#2     |     CRC#3     |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   Each of the CRC's takes 8 bits

     0   1   2   3   4   5   6   7
   +---+---+---+---+---+---+---+---+
   | c0| c1| c2| c3| c4| c5| c6| c7|
   +---+---+---+---+---+---+---+---+
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   and is calculated by the cyclic generator polynomial,

     C(x) = 1 + x^2 + x^3 + x^4 + x^8

   where ^ is the exponentiation operator.

   In binary form the polynomial has the following form: 101110001
   (MSB..LSB).

   The actual calculation of the CRC is made as follows:
   First, an 8-bit CRC register is reset to zero: 00000000. For each
   bit over which the CRC shall be calculated, an XOR operation is
   made between the rightmost bit of the CRC register and the bit. The
   CRC register is then right shifted one step (inputting a "0" as the
   leftmost bit). If the result of the XOR operation mentioned above
   is a "1" "10111000" is then bit-wise XOR-ed into the CRC
   register. This operation is repeated for each bit that the CRC
   should cover. In this case, the first bit would be d(0) for the
   speech frame for which the CRC should cover. When the last bit
   (e.g. d(54) for AMR 5.9 according to Table 1 in Section 3.6) have
   been used in this CRC calculation, the contents in CRC register
   should simply be copied to the corresponding field in the list of
   CRC's. 

   Fast calculation of the CRC on a general-purpose CPU is possible
   using a table-driven algorithm.


4.4.3. Speech Data

   In octet-aligned mode, speech data is carried in a similar way to
   that in the bandwidth-efficient mode as discussed in Section 4.3.3,
   with the following exceptions: 

    - The last octet of each speech frame MUST be padded with zeroes
      at the end if not all bits in the octet are used. In other
      words, each speech frame MUST be octet-aligned. 

    - When multiple speech frames are present in the speech data
      (i.e., compound payload), the speech frames can be arranged
      either one whole frame after another as usual, or with the
      octets of all frames interleaved together at the octet level.
      Since the bits within each frame are ordered with the most
      error-sensitive bits first, interleaving the octets collects
      those sensitive bits from all frames to be nearer the beginning
      of the packet.  This is called "robust sorting order" which
      allows the application of UED (such as UDP-Lite [15]) or UEP
      (such as the ULP [18]) mechanisms to the payload data.  The
      details of assembling the payload are given in the next section.

   The use of robust sorting order for a session MUST be agreed via
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   out-of-band means. Section 8 specifies a MIME parameter for this
   purpose.

   Note, robust sorting order MUST only be performed on the frame
   level and thus is independent of interleaving which is at the
   frame-block level, as described in Section 4.4.1. In other words,
   robust sorting can be applied to either non-interleaved or
   interleaved sessions.


4.4.4. Methods for Forming the Payload

   Two different packetization methods, namely normal order and robust
   sorting order, exist for forming a payload in octet-aligned mode.
   In both cases, the payload header and table of contents are packed
   into the payload the same way; the difference is in the packing of
   the speech frames.

   The payload begins with the payload header of one octet or two if
   frame interleaving is selected.  The payload header is followed by
   the table of contents consisting of a list of one-octet ToC
   entries. If frame CRCs are to be included, they follow the table
   of contents with one 8-bit CRC filling each octet.  Note that if a
   given frame has a ToC entry with FT=14 or 15, there will be no CRC
   present.

   The speech data follows the table of contents, or the CRCs if 
   present. For packetization in the normal order, all of the octets 
   comprising a speech frame are appended to the payload as a unit. 
   The speech frames are packed in the same order as their
   corresponding ToC entries are arranged in the ToC list, with the
   exception that if a given frame has a ToC entry with FT=14 or 15,
   there will be no data octets present for that frame.

   For packetization in robust sorting order, the octets of all speech
   frames are interleaved together at the octet level.  That is, the
   data portion of the payload begins with the first octet of the
   first frame, followed by the first octet of the second frame, then
   the first octet of the third frame, and so on. After the first
   octet of the last frame has been appended, the cycle repeats with
   the second octet of each frame.  The process continues for as many
   octets as are present in the longest frame. If the frames are not
   all the same octet length, a shorter frame is skipped once all
   octets in it have been appended. The order of the frames in the
   cycle will be sequential if frame interleaving is not in use, or
   according to the interleave pattern specified in the payload header
   if frame interleaving is in use. Note that if a given frame has a
   ToC entry with FT=14 or 15, there will be no data octets present
   for that frame so that frame is skipped in the robust sorting
   cycle.

   The UED and/or UEP is RECOMMENDED to cover at least the RTP header, 
   payload header, table of contents, and class A bits of a sorted
   payload. Exactly how many octets need to be covered depends on the
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   network and application.  If CRCs are used together with robust
   sorting, only the RTP header, the payload header, and the ToC
   SHOULD be covered by UED/UEP.  The means to communicate to other
   layers performing UED/UEP the number of octets to be covered is
   beyond the scope of this specification.


4.4.5. Payload Examples

4.4.5.1. Basic Single Channel Payload Carrying Multiple Frames

   The following diagram shows an octet aligned payload from a single
   channel session that carries two AMR frames of 7.95 kbps coding
   mode (FT=5).  In the payload, a codec mode request is sent (CMR=6),
   requesting the encoder at the receiver's side to use AMR 10.2 kbps
   coding mode. No frame CRC, interleaving, or robust-sorting is in
   use.

    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   | CMR=6 |R|R|R|R|1|FT#1=5 |Q|P|P|0|FT#2=5 |Q|P|P|   f1(0..7)    |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |   f1(8..15)   |  f1(16..23)   |  ....                         |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                         ...   |f1(152..158) |P|   f2(0..7)    |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |   f2(8..15)   |  f2(16..23)   |  ....                         |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |                         ...   |f2(152..158) |P|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   Note, in above example the last octet in both speech frames is
   padded with one 0 to make it octet-aligned.


4.4.5.2. Two Channel Payload with CRC, Interleaving, and
	 Robust-sorting 

   This example shows an octet aligned payload from a two channel
   session. Two frame-blocks, each containing 2 speech frames of 7.95
   kbps coding mode (FT=5), are carried in this payload,

   The two channels are left (L) and right (R) with L coming before
   R. In the payload, a codec mode request is also sent (CMR=6),
   requesting the encoder at the receiver's side to use AMR 10.2 kbps
   coding mode.

   Moreover, frame CRC and frame-block interleaving are both enabled
   for the session. The interleaving length is 2 (ILL=1) and this
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   payload is the first one in an interleave group (ILP=0).

   The first two frames in the payload are the L and R channel speech
   frames of frame-block #1, consisting of bits f1L(0..158) and
   f1R(0..158), respectively. The next two frames are the L and R
   channel frames of frame-block #3, consisting of bits f3L(0..158)
   and f3R(0..158), respectively, due to interleaving. For each of the
   four speech frames a CRC is calculated as CRC1L(0..7), CRC1R(0..7),
   CRC3L(0..7), and CRC3R(0..7), respectively. Finally, the payload is
   robust sorted.

    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   | CMR=6 |R|R|R|R| ILL=1 | ILP=0 |1|FT#1L=5|Q|P|P|1|FT#1R=5|Q|P|P|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |1|FT#3L=5|Q|P|P|0|FT#3R=5|Q|P|P|      CRC1L    |      CRC1R    |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |      CRC3L    |      CRC3R    |   f1L(0..7)   |   f1R(0..7)   |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |   f3L(0..7)   |   f3R(0..7)   |  f1L(8..15)   |  f1R(8..15)   |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |  f3L(8..15)   |  f3R(8..15)   |  f1L(16..23)  |  f1R(16..23)  |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   : ...                                                           :
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   | f3L(144..151) | f3R(144..151) |f1L(152..158)|P|f1R(152..158)|P|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |f3L(152..158)|P|f3R(152..158)|P|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   Note, in above example the last octet in all the four speech frames 
   is padded with one zero bit to make it octet-aligned.


5. AMR and AMR-WB Storage Format

   The storage format is used for storing AMR or AMR-WB speech frames
   in a file or as an e-mail attachment. Multiple channel content is
   supported.

   In general, an AMR or AMR-WB file has the following structure:
   
   +------------------+
   | Header           |  
   +------------------+
   | Speech frame 1   |  
   +------------------+
   : ...              :
   +------------------+
   | Speech frame n   |
   +------------------+
   
   Note, to preserve interoperability with already deployed
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   implementations, single channel content uses a file header format
   different from that of multi-channel content.

   
5.1. Single channel Header

   A single channel AMR or AMR-WB file header contains only a magic
   number and different magic numbers are defined to distinguish AMR
   from AMR-WB.

   The magic number for single channel AMR files MUST consist of 
   ASCII character string:
   
     "#!AMR\n" 
     (or 0x2321414d520a in hexadecimal). 
        
   The magic number for single channel AMR-WB files MUST consist of
   ASCII character string:
   
     "#!AMR-WB\n" 
     (or 0x2321414d522d57420a in hexadecimal). 
   
   Note, the "\n" is an important part of the magic numbers and MUST
   be included in the comparison, since, otherwise, the single channel
   magic numbers above will become indistinguishable from those of the
   multi-channel files defined in the next section.


5.2. Multi-channel Header

   The multi-channel header consists of a magic number followed by a
   32 bit channel description field, giving the multi-channel header
   the following structure:
   
   +------------------+
   | magic number     | 
   +------------------+
   | chan-desc field  |
   +------------------+
   
   The magic number for multi-channel AMR files MUST consist of the
   ASCII character string:

     "#!AMR_MC1.0\n" 
     (or 0x2321414d525F4D43312E300a in hexadecimal). 

   The magic number for multi-channel AMR-WB files MUST consist of the
   ASCII character string:
   
     "#!AMR-WB_MC1.0\n" 
     (or 0x2321414d522d57425F4D43312E300a in hexadecimal). 
     
   The version number in the magic numbers refers to the version of the 
   file format. 
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   The 32 bit channel description field is defined as:
   
    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |      Reserved bits                                    | CHAN  |
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   
   Reserved bits: MUST be set to 0 when written, and a reader MUST 
                  ignore them.
   
   CHAN (4 bit unsigned integer): Specifies the number and formation
     of audio channels contained in this storage file, as defined in
     the following table:

           |  # of   |              |         channel
      CHAN | channels| description  |  1   2   3   4   5   6
     ============================================================       
       1   |  2      | stereo       |  l   r
       2   |  3      |              |  l   r   c
       3   |  4      | quadrophonic |  Fl  Fr  Rl  Rr
       4   |  4      |              |  l   c   r   S
       5   |  5      |              |  Fl  Fr  Fc  Sl  Sr
       6   |  6      |              |  l   lc  c   r   rc  S
     ------+-----------------------------------------------------
     0,7-15| Reserved for future use
     ============================================================
       Legends:
         l - left
         r - right
         c - center
         S - surround
         F - front
         R - rear

     Table 2: Channel definitions for the storage format

        
5.3. Speech Frames

   After the file header, speech frame-blocks consecutive in time are
   stored in the file. Each frame-block contains a number of
   octet-aligned speech frames equal to the number of channels, and
   stored in increasing order, starting with channel 1.
      
   Each stored speech frame starts with a one octet frame header with
   the following format:

    0 1 2 3 4 5 6 7 
   +-+-+-+-+-+-+-+-+
   |P|  FT   |Q|P|P|                                               
   +-+-+-+-+-+-+-+-+
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   The FT field and the Q bit are defined in the same way as in
   Section 4.1.2. The P bits are padding and MUST be set to 0.
   
   Following this one octet header come the speech bits as defined in
   4.3.3. The last octet of each frame is padded with zeroes, if
   needed, to achieve octet alignment. 

   The following example shows an AMR frame in 5.9 kbit coding mode
   (with 118 speech bits) in the storage format.  

    0                   1                   2                   3
    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
   |P| FT=2  |Q|P|P|                                               |
   +-+-+-+-+-+-+-+-+                                               +
   |                                                               |
   +          Speech bits for frame-block n, channel k             +
   |                                                               |
   +                                                           +-+-+
   |                                                           |P|P|
   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   Frame-blocks or speech frames lost in transmission and non-received 
   frame-blocks between SID updates during non-speech periods MUST be 
   stored as NO_DATA frames (frame type 15, as defined in [2] and [4]) 
   or SPEECH_LOST (frame type 14, only available for AMR-WB) in complete 
   frame-blocks to keep synchronization with the original media.


6. Congestion Control

   The general congestion control considerations for transporting RTP
   data apply to AMR or AMR-WB speech over RTP as well. However, the
   multi-rate capability of AMR and AMR-WB speech coding may provide
   an advantage over other payload formats for controlling congestion
   since the bandwidth demand can be adjusted by selecting a different
   coding mode.

   Another parameter that may impact the bandwidth demand for AMR and
   AMR-WB is the number of frame-blocks that are encapsulated in each
   RTP payload. Packing more frame-blocks in each RTP payload can
   reduce the number of packets sent and hence the overhead from
   IP/UDP/RTP headers, at the expense of increased delay.

   If forward error correction (FEC) is used to combat packet loss,
   the amount of redundancy added by FEC will need to be regulated so
   that the use of FEC itself does not cause a congestion problem. 

   It is RECOMMENDED that AMR or AMR-WB applications using this
   payload format employ congestion control. The actual mechanism for
   congestion control is not specified but should be suitable for
   real-time flows, e.g. "Equation-Based Congestion Control for
   Unicast Applications" [17].
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7. Security Considerations

   RTP packets using the payload format defined in this specification
   are subject to the general security considerations discussed in
   [8].

   As this format transports encoded speech, the main security issues 
   include confidentiality and authentication of the speech
   itself. The payload format itself does not have any built-in
   security mechanisms. External mechanisms, such as SRTP [22], MAY be
   used.

   This payload format does not exhibit any significant non-uniformity
   in the receiver side computational complexity for packet processing
   and thus is unlikely to pose a denial-of-service threat due to the
   receipt of pathological data.


7.1. Confidentiality

   To achieve confidentiality of the encoded AMR or AMR-WB speech, all 
   speech data bits will need to be encrypted. There is less a need to
   encrypt the payload header or the table of contents due to 1) that
   they only carry information about the requested speech mode, frame
   type, and frame quality, and 2) that this information could be
   useful to some third party, e.g., quality monitoring. 

   As long as the AMR or AMR-WB payload is only packed and unpacked at
   either end, encryption may be performed after packet encapsulation
   so that there is no conflict between the two operations.

   Interleaving may affect encryption. Depending on the encryption
   scheme used, there may be restrictions on, for example, the time
   when keys can be changed. Specifically, the key change may need to
   occur at the boundary between interleave groups. 

   The type of encryption method used may impact the error robustness
   of the payload data. The error robustness may be severely reduced
   when the data is encrypted unless an encryption method without 
   error-propagation is used, e.g. a stream cipher. Therefore, UED/UEP
   based on robust sorting may be difficult to apply when the payload
   data is encrypted. 


7.2. Authentication

   To authenticate the sender of the speech, an external mechanism has
   to be used. It is RECOMMENDED that such a mechanism protect all the
   speech data bits. Note that the use of UED/UEP may be difficult to
   combine with authentication because any bit errors will cause
   authentication to fail.

   Data tampering by a man-in-the-middle attacker could result in
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   erroneous depacketization/decoding that could lower the speech
   quality. Tampering with the CMR field may result in speech in a
   different quality than desired.

   To prevent a man-in-the-middle attacker from tampering with the
   payload packets, some additional information besides the speech
   bits SHOULD be protected. This may include the payload header, ToC,
   frame CRCs, RTP timestamp, RTP sequence number, and the RTP marker
   bit. 


7.3. Decoding Validation

   When processing a received payload packet, if the receiver finds
   that the calculated payload length, based on the information of the
   session and the values found in the payload header fields, does not
   match the size of the received packet, the receiver SHOULD discard
   the packet. This is because decoding a packet that has errors in
   its length field could severely degrade the speech quality. 


8. Payload Format Parameters

   This section defines the parameters that may be used to select
   optional features of the AMR and AMR-WB payload formats.  The
   parameters are defined here as part of the MIME subtype
   registrations for the AMR and AMR-WB speech codecs.  A mapping of
   the parameters into the Session Description Protocol (SDP) [11] is
   also provided for those applications that use SDP.  Equivalent
   parameters could be defined elsewhere for use with control
   protocols that do not use MIME or SDP.

   Two separate MIME registrations are made, one for AMR and one for
   AMR-WB, because they are distinct encodings that must be
   distinguished by the MIME subtype.

   The data format and parameters are specified for both real-time
   transport in RTP and for storage type applications such as e-mail
   attachments.


8.1. AMR MIME Registration

   The MIME subtype for the Adaptive Multi-Rate (AMR) codec is
   allocated from the IETF tree since AMR is expected to be a widely
   used speech codec in general VoIP applications. This MIME
   registration covers both real-time transfer via RTP and
   non-real-time transfers via stored files.

   Note, any unspecified parameter MUST be ignored by the receiver.

   Media Type name:     audio

   Media subtype name:  AMR
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   Required parameters: none

   Optional parameters:
    These parameters apply to RTP transfer only.

    octet-align: Permissible values are 0 and 1. If 1, octet-aligned
               operation SHALL be used. If 0 or if not present,
               bandwidth efficient operation is employed.

    mode-set:  Requested AMR mode set. Restricts the active codec mode
               set to a subset of all modes. Possible values are a
	       comma separated list of modes from the set: 0,...,7
	       (see Table 1a [2]). If such mode set is specified by
	       the decoder, the encoder MUST abide by the request and
	       MUST NOT use modes outside of the subset. If not
	       present, all codec modes are allowed for the session. 

    mode-change-period: Specifies a number of frame-blocks, N, that is
	       the interval at which codec mode changes are allowed.
               The initial phase of the interval is arbitrary, but
               changes must be separated by multiples of N
               frame-blocks. If this parameter is not present, mode
               changes are allowed at any time during the session.

    mode-change-neighbor: Permissible values are 0 and 1.  If 1, mode
               changes SHALL only be made to the neighboring modes in
	       the active codec mode set. Neighboring modes are the
	       ones closest in bit rate to the current mode, either
	       the next higher or next lower rate. If 0 or if not
	       present, change between any two modes in the active
	       codec mode set is allowed. 

    maxptime:  The maximum amount of media which can be encapsulated
               in a payload packet, expressed as time in
	       milliseconds. The time is calculated as the sum of the
	       time the media present in the packet represents. The
	       time SHOULD be a multiple of the frame size. If this
	       parameter is not present, the sender MAY encapsulate
	       any number of speech frames into one RTP packet.

    crc:       Permissible values are 0 and 1. If 1, frame CRCs SHALL
               be included in the payload, otherwise not. If crc=1,
	       this also implies automatically that octet-aligned
	       operation SHALL be used for the session. 

    robust-sorting: Permissible values are 0 and 1. If 1, the payload
               SHALL employ robust payload sorting. If 0 or if not
	       present, simple payload sorting SHALL be used. If
	       robust-sorting=1, this also implies automatically that
	       octet-aligned operation SHALL be used for the session. 

    interleaving: Indicates that frame-block level interleaving SHALL
               be used for the session and its value defines the
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               maximum number of frame-blocks allowed in an
               interleaving group (see Section 4.4.1). If this
               parameter is not present, interleaving SHALL not be
               used. The presence of this parameter also implies
               automatically that octet-aligned operation SHALL be
               used.

    ptime:     see RFC2327 [11].

   Encoding considerations:
	       This type is defined for transfer via both RTP (RFC
	       1889) and stored-file methods as described in Sections
	       4 and 5, respectively, of RFC XXXX. Audio data is
	       binary data, and must be encoded for non-binary
	       transport; the Base64 encoding is suitable for Email. 

   Security considerations:
	       See Section 7 of RFC XXXX.

   Public specification:
	       Please refer to Section 11 of RFC XXXX.

   Additional information:

	       The following applies to stored-file transfer methods:

               Magic numbers: 
	         single channel:
		 ASCII character string "#!AMR\n" 
                 (or 0x2321414d520a in hexadecimal)
		 multi-channel:
		 ASCII character string "#!AMR_MC1.0\n" 
		 (or 0x2321414d525F4D43312E300a in hexadecimal)

   	       File extensions: amr, AMR
	       Macintosh file type code: none
	       Object identifier or OID: none

   Person & email address to contact for further information:
               johan.sjoberg@ericsson.com
	       ari.lakaniemi@nokia.com

   Intended usage: COMMON.
	       It is expected that many VoIP applications (as well as
	       mobile applications) will use this type.

   Author/Change controller:
               johan.sjoberg@ericsson.com
	       ari.lakaniemi@nokia.com
	       IETF Audio/Video transport working group
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8.2. AMR-WB MIME Registration

   The MIME subtype for the Adaptive Multi-Rate Wideband (AMR-WB)
   codec is allocated from the IETF tree since AMR-WB is expected to
   be a widely used speech codec in general VoIP applications. This
   MIME registration covers both real-time transfer via RTP and
   non-real-time transfers via stored files. 

   Note, any unspecified parameter MUST be ignored by the receiver.

   Media Type name:     audio

   Media subtype name:  AMR-WB

   Required parameters: none

   Optional parameters:
    These parameters apply to RTP transfer only.

    octet-align: Permissible values are 0 and 1. If 1, octet-aligned
               operation SHALL be used. If 0 or if not present,
               bandwidth efficient operation is employed.

    mode-set:  Requested AMR-WB mode set. Restricts the active codec
               mode set to a subset of all modes. Possible values are
	       a comma separated list of modes from the set: 0,...,8
	       (see Table 1a [4]). If such mode set is specified by
	       the decoder, the encoder MUST abide by the request and
	       MUST NOT use modes outside of the subset. If not
	       present, all codec modes are allowed for the session. 

    mode-change-period: Specifies a number of frame-blocks, N, that is
               the interval at which codec mode changes are allowed.
               The initial phase of the interval is arbitrary, but
               changes must be separated by multiples of N
               frame-blocks. If this parameter is not present, mode
               changes are allowed at any time during the session.

    mode-change-neighbor: Permissible values are 0 and 1.  If 1, mode
               changes SHALL only be made to the neighboring modes in
	       the active codec mode set. Neighboring modes are the
	       ones closest in bit rate to the current mode, either
	       the next higher or next lower rate. If 0 or if not
	       present, change between any two modes in the active
	       codec mode set is allowed. 

    maxptime:  The maximum amount of media which can be encapsulated
               in a payload packet, expressed as time in
	       milliseconds. The time is calculated as the sum of the
	       time the media present in the packet represents. The
	       time SHOULD be a multiple of the frame size. If this
	       parameter is not present, the sender MAY encapsulate
	       any number of speech frames into one RTP packet. 

    crc:       Permissible values are 0 and 1. If 1, frame CRCs SHALL
               be included in the payload, otherwise not. If crc=1,
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	       this also implies automatically that octet-aligned
	       operation SHALL be used for the session. 

    robust-sorting: Permissible values are 0 and 1. If 1, the payload
               SHALL employ robust payload sorting. If 0 or if not
	       present, simple payload sorting SHALL be used. If
	       robust-sorting=1, this also implies automatically that
	       octet-aligned operation SHALL be used for the session. 

    interleaving: Indicates that frame-block level interleaving SHALL
               be used for the session and its value defines the
               maximum number of frame-blocks allowed in an
               interleaving group (see Section 4.4.1). If this
               parameter is not present, interleaving SHALL not be
               used. The presence of this parameter also implies
               automatically that octet-aligned operation SHALL be
               used.

    ptime:     see RFC2327 [11].

   Encoding considerations:
	       This type is defined for transfer via both RTP (RFC
	       1889) and stored-file methods as described in Sections
	       4 and 5, respectively, of RFC XXXX. Audio data is
	       binary data, and must be encoded for non-binary
	       transport; the Base64 encoding is suitable for Email.

   Security considerations:
	       See Section 7 of RFC XXXX.

   Public specification:
	       Please refer to Section 11 of RFC XXXX.

   Additional information:
	       The following applies to stored-file transfer methods:

               Magic numbers: 
	         single channel:
		 ASCII character string "#!AMR-WB\n" 
		 (or 0x2321414d522d57420a in hexadecimal)
		 multi-channel:
		 ASCII character string "#!AMR-WB_MC1.0\n" 
		 (or 0x2321414d522d57425F4D43312E300a in hexadecimal)

	       File extensions: awb, AWB
	       Macintosh file type code: none
	       Object identifier or OID: none

   Person & email address to contact for further information:
               johan.sjoberg@ericsson.com
	       ari.lakaniemi@nokia.com

   Intended usage: COMMON.
	       It is expected that many VoIP applications (as well as
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	       mobile applications) will use this type.

   Author/Change controller:
               johan.sjoberg@ericsson.com
	       ari.lakaniemi@nokia.com
	       IETF Audio/Video transport working group


8.3. Mapping MIME Parameters into SDP

   The information carried in the MIME media type specification has a
   specific mapping to fields in the Session Description Protocol
   (SDP) [11], which is commonly used to describe RTP sessions.  When
   SDP is used to specify sessions employing the AMR or AMR-WB codec,
   the mapping is as follows:

    - The MIME type ("audio") goes in SDP "m=" as the media name.

    - The MIME subtype (payload format name) goes in SDP "a=rtpmap" as
      the encoding name.  The RTP clock rate in "a=rtpmap" MUST be
      8000 for AMR and 16000 for AMR-WB, and the encoding parameters
      (number of channels) MUST either be explicitly set to N or
      omitted, implying a default value of 1. The values of N that are
      allowed is specified in Section 4.1 in [24].

    - The parameters "ptime" and "maxptime" go in the SDP "a=ptime"
      and "a=maxptime" attributes, respectively.

    - Any remaining parameters go in the SDP "a=fmtp" attribute by
      copying them directly from the MIME media type string as a
      semicolon separated list of parameter=value pairs.

   Some example SDP session descriptions utilizing AMR and AMR-WB
   encodings follow.  In these examples, long a=fmtp lines are folded
   to meet the column width constraints of this document; the
   backslash ("\") at the end of a line and the carriage return that
   follows it should be ignored.

   Example of usage of AMR in a possible GSM gateway scenario:

    m=audio 49120 RTP/AVP 97
    a=rtpmap:97 AMR/8000/1
    a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2; \
      mode-change-neighbor=1
    a=maxptime:20

   Example of usage of AMR-WB in a possible VoIP scenario:

    m=audio 49120 RTP/AVP 98
    a=rtpmap:98 AMR-WB/16000
    a=fmtp:98 octet-align=1

   Example of usage of AMR-WB in a possible streaming scenario (two
   channel stereo): 
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    m=audio 49120 RTP/AVP 99
    a=rtpmap:99 AMR-WB/16000/2
    a=fmtp:99 interleaving=30
    a=maxptime:100

   Note that the payload format (encoding) names are commonly shown in 
   upper case.  MIME subtypes are commonly shown in lower case.  These 
   names are case-insensitive in both places.  Similarly, parameter
   names are case-insensitive both in MIME types and in the default
   mapping to the SDP a=fmtp attribute.


9. IANA Considerations

   Two new MIME subtypes are to be registered, see Section 8. A new
   SDP attribute "maxptime", also defined in Section 8, needs to be
   registered. The "maxptime" attribute is expected to be defined in
   the revision of RFC 2327 [11] and is added here with a consistent
   definition. 
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         Sample Uses of SIP INFO with Varying Reliability Needs



Status of this Memo



   This document is an Internet-Draft and is in full conformance with

   all provisions of Section 10 of RFC2026 [1].



   Internet-Drafts are working documents of the Internet Engineering

   Task Force (IETF), its areas, and its working groups. Note that

   other groups may also distribute working documents as Internet-

   Drafts.



   Internet-Drafts are draft documents valid for a maximum of six

   months and may be updated, replaced, or obsoleted by other documents

   at any time. It is inappropriate to use Internet- Drafts as

   reference material or to cite them other than as "work in progress."



   The list of current Internet-Drafts can be accessed at

     http://www.ietf.org/ietf/1id-abstracts.txt



   The list of Internet-Draft Shadow Directories can be accessed at

     http://www.ietf.org/shadow.html.



Abstract



   This memo describes SIP applications that have a need for mid-

   session signaling and use the SIP INFO method for this purpose. In

   particular, attention is paid to the applicationsÆ needs for

   reliable in-order delivery and mechanisms to accomplish it.



1 Introduction



   Session Initiation Protocol [1] is used to establish and terminate

   multimedia sessions in a transaction oriented manner. However, there

   are still applications with a need for mid-session signaling. This

   need is addressed by the SIP INFO [2] method, which establishes a

   mechanism for exchanging signaling information during an existing

   session.  The application specific data are encoded as MIME type [3]

   elements in the INFO requests. This Internet Draft describes

   applications, which may make use of the SIP INFO mechanism and

   suggests payload MIME types for them. This document also describes

   how the individual applications may handle packet loss and delay.



2 Sample Uses



   This section shows applications that may make use of the INFO

   method, suggests MIME types to be used by them  and discusses their

   reliability needs.
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2.1 DTMF Applications



   Transport of DTMF signaling is of great importance since there is a

   large existing base of DTMF applications. Transport over RTP has

   been proposed in [4]. Its reliability mechanism is based on

   redundancy. This may be critical for applications with a strong need

   for reliability especially if bursty loss occurs. Consider a phone

   banking application for example. After a user is asked by an IVR to

   enter an amount to be transferred she types the digits

   consecutively. If the IVR does not receive one of the DTMF digits or

   the digit order changes due to out-of-order delivery, the

   transaction may result in an unpredictable money transfer. Thus, a

   reliable transport channel is desired. Using SIP INFO method with

   underlying SIP reliability and ensuring in-order delivery (see the

   next section) makes DTMF signaling resilient to unreliable packet

   delivery even under bursty loss.



2.1.1 MIME Types



   Registering MGCP [5] or Megaco packages [6] as MIME types and using

   them for transport of DTMF tones (among others) features a text

   format which may be easily processed by gateway controllers. Using

   the binary format described in [4] is also possible but requires the

   gateway controllers to support it in addition to its native format.

   The text format will also make coupling with applications running on

   text-oriented operating systems easier.



2.1.2 Request Example



   In this example scenario a user is sending DTMF tones indicating an

   amount after having been prompted for by a phone banking IVR. The

   numbers are sent as a block in this case but they could also be sent

   individually. The number sequence "8726" is terminated by a pound

   tone lasting 2 seconds. MGCP encoding is used.

______________________________________________

   INFO sip:ivr@nababa.com SIP/2.0

   Via: SIP/2.0/UDP kton.bell-tel.com

   From: A. Bell <sip:a.g.bell@bell-tel.com>

   To: National Banana Bank <sip:ivr@nababa.com>

   Call-ID: 3298420296@kton.bell-tel.com

   CSeq: 2 INFO

   Subject: Money Transfer By Wire

   Content-Type: application/mgcp

   Content-Length: 75



   NTFY 123456 a.g.bell@bell-tel.com MGCP  1.0

   O: D/8, D/7, D/2, D/6, D/#, D/L

   _____________________________________________

2.2 Human-readable Text Applications



   In many cases it may be useful to supply a session party with

   additional textual information that relates to the current session.

   These may include charging information (e.g. "available minutes"

   announcement,  "last minute" warning, advice of charge, OSP [7]
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   messages), IVR messages in text for deaf users, user short messages

   (e.g. "check our web-page while being transferred", advertising),

   etc.



2.2.1 MIME Types



   Text/* (e.g. Text/Plain, Text/Html, etc.)



2.2.2 Request Example



   This example illustrates the use of SIP INFO for transporting

   textual charging information. A charged party is being informed that

   its call credit will expire soon.

   ______________________________________________

   INFO sip:ivr@nababa.com SIP/2.0

   Via: SIP/2.0/UDP kton.bell-tel.com

   From: A. Bell <sip:a.g.bell@bell-tel.com>

   To: National Banana Bank <sip:ivr@nababa.com>

   Call-ID: 3298420296@kton.bell-tel.com

   CSeq: 2 INFO

   Subject: Money Transfer By Wire

   Content-Type: text/plain

   Content-Length: 31



   Your credit is about to expire.

   _____________________________________________

2.3 Transported GSTN Signaling



   If a GSTN call is routed over a SIP network its native mid-session

   signaling may need to be transported in an INFO request. For

   example, an ISDN Info packet carrying Advice of Charge may be

   encapsulated in a SIP INFO request.



2.3.1 MIME Type



   See [8] for a definition of application/ISUP MIME type



2.4 Multipart Messages



   In some cases it may be useful to send multiple MIME messages in a

   single payload. For example, advice of charge may be sent in plain

   text as well as in HTML and its native GSTN format. Multipart MIME

   messages will be used for this purpose.



2.4.1 MIME Type



   Multipart



3 Out-of-order (O-o-O) Delivery



   Applications that use the SIP INFO method to perform mid-session

   signaling may suffer from packet loss and out-of-order delivery if

   an unreliable transport protocol like UDP is used. Currently, SIP

   handles packet loss by retransmission but does not address out-of-
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   order delivery since the current SIP message set is idempotent. An

   idempotent message arriving out-of-order may be processed

   immediately regardless of delay or even loss of preceding messages.

   If the preceding messages do arrive later they can be discarded.

   This is different with the INFO requests since applications using

   this method may require in-order delivery of a complete request

   sequence. The case is illustrated in the aforementioned phone-

   banking example where the out-of-order delivery of signaling

   information may result in a transfer of an incorrect amount.

   Mechanisms addressing this issue are discussed in the following

   text. Which of the mechanisms will be used depends on the

   applications since they may have different reliability requirements.



3.1  The Trivial Case: No O-o-O Delivery Handling



   Applications that do not need in-order delivery or use the INFO

   method to transport idempotent payload need no additional treatment.

   An example is notifying a caller of current total call charges. Such

   a notification is idempotent and the message with the highest

   sequence number completely overrides the meaning of all previous

   messages, regardless if they were received or not.



3.2  Buffering



   If the messages encapsulated in the INFO requests are not idempotent

   and in-order delivery is required, buffering may be used. A

   requirement is put on the receiverÆs SIP API to delay processing of

   out-of-order INFO requests with the same content type until all

   preceding requests arrive. Processing of any other requests remains

   unaffected. The following example illustrates step-by-step what

   happens if some messages get lost:



   1) A receiver instructs its SIP API to delay processing of out-of-

      order INFO requests of a given content type.

   2) A sender sends a re-invitation R1 and two INFO messages I1 and I2

      of the given content type.

   3) R1 and I1 get lost but I2 reaches the receiver. The receiver

      replies and buffers the I2 and awaits preceding packets.

   4) A timeout expires at the sender and it resends R1.

   5) The receiver processes R1. I2 is still buffered.

   6) A timeout expires at the sender and it resends I1.

   7) The receiver receives I1 and starts processing it. When finished,

      it starts processing I2.



   Note that the retransmission delay may be slightly reduced if the

   sender retransmits after having received an out-of-order reply.



3.3  Re-sending Transmission Window (RTW)



   With buffering out-of-order packets (see above) a receiver may

   experience a higher delay if retransmission occurs. If a continuous

   stream of INFO messages is sent the retransmission penalty may be

   reduced be sending the content of all unacknowledged INFO requests

   (i.e. the transmission window) along with each INFO request. To
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   enable the receiver to interpret such INFO messages the payloads

   must include a sequence number indicating the position of the

   transmission window in the message stream. This mechanism is

   illustrated in the following DTMF/MGCP example:



   1) The sender sends the first digit (8). The application-specific

      sequence number is set to zero initially. INFO payload looks like

      this:



   NTFY 0 a.g.bell@bell-tel.com MGCP  1.0

   O: D/8



   2) The first packet gets lost.

   3) The sender generates next digit (7). Because the first digit has

      not been replied it sends a concatenation of the first digit and

      the second one. Note that the MGCP sequence number does not

      change because it indicates the position of the first digit in

      packet.



   NTFY 0 a.g.bell@bell-tel.com MGCP  1.0

   O: D/8, D/7



   3) The receiver gets the second packet and sends a reply.



   4) The sender receives the reply and generates a new digit (2)

   again. The MGCP sequence number is increased to two to indicate the

   position of the transmitted digit in the digit stream.



   NTFY 2 a.g.bell@bell-tel.com MGCP  1.0

   O: D/2



   Note that the message size grows with the number of "messages in

   pipe". Thus, this mechanism is useful for applications that generate

   rather short payloads so that the recommended size of SIP messages

   [1, Section 3] will not be exceeded.



3.4  Applying the Right Mechanism



   Which of the proposed mechanisms is used depends on the

   applications. They may even use a completely different mechanism for

   reliable in-order delivery. However the buffering technique is the

   most likely one to be adopted by typical applications. It provides

   reliable in-order delivery and there is no danger of packet size

   overflow like with the "Re-sending Transmission Window" (RTW)

   technique.



   The RTW technique may be preferred by applications that assume a

   continuous stream of short messages and need minimum delay. Under

   these conditions they will utilize the advantage of RTW: The

   incoming packets are processed immediately regardless whether they

   arrived in-order or not and no packets have to be buffered. If the

   message stream is not continuous the delay will increase from the

   sending rate to the retransmission period.
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   For instance, usage of the RTW seems to be reasonable for the

   aforementioned DTMF application. On the other hand the text

   application will use the buffering technique because the suggested

   text formats have no sequence numbers needed for RTW.



4 Glossary of Used Abbreviations



   MIME   Multipurpose Internet Mail Extension

   HTML   Hypertext Markup Language

   GSTN   General Switched Telephone Network

   SIP    Session Initiation Protocol

   ISUP   ISDN User Part

   UDP    User Datagram Protocol

   DTMF   Dual Tone Multi-Frequency

   RTP    Real-time Transport Protocol

   IVR    Interactive Voice Response

   OSP    Open Settlement Protocol
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