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************ Modified Section ***********
9.2
BSSMAP-LE PERFORM LOCATION RESPONSE message

This message is sent in response to a BSSMAP-LE Perform Location Request to return a successful location estimate for a target MS or to indicate some failure in obtaining this. The message is also sent in response to a BSSMAP-LE Perform Location Request to return deciphering keys or an indication that LCS assistance data has been successfully delivered to an MS. The message can be sent from the SMLC to the BSS. 

Table 9.2: BSSMAP-LE PERFORM LOCATION RESPONSE message content

	Information element
	Type / Reference
	Presence
	Format
	Length in octets

	Message type
	Message Type
	M
	V
	1

	Location Estimate
	Geographic Location
	C
	TLV
	2-22

	Positioning Data
	Positioning Data
	O
	TLV
	2-n

	Deciphering Keys 
	Deciphering Keys 
	O
	TLV
	 17

	LCS Cause
	LCS Cause
	O
	TLV
	3


9.2.1
Location Estimate

This parameter provides a location estimate for the target MS in the case of a successful location attempt.

9.2.2
Positioning Data

This parameter provides additional information for the positioning attempt from the SMLC.

9.2.3
Deciphering Keys

This parameter provides  two deciphering keys that can be used to decode LCS broadcast assitance data by the MS. The SMLC shall provide the current deciphering key for the MS's present location. The SMLC  shall also provide the next  deciphering key applicable  after the current deciphering key .

9.2.4
LCS Cause

The LCS Cause is included if and only if a requested location estimate was not successfully obtained (e.g. location estimate not available or does not meet the required QoS), requested deciphering keys were not successfully returned or requested LCS assistance data was not successfully transferred to the MS. The parameter provides the reason for the failure. If the LCS Cause is included, the Location Estimate and Deciphering Key shall not be included.

********** Next modified section ************
10.8
Deciphering Keys

This information element defines the deciphering keys which should used by the MS to decode LCS broadcast assistance data. The parameter includes following data fields. All fields shall be included:

	
	8
	7
	6
	5
	4
	3
	2
	1

	Octet 1
	IEI

	Octet 2
	Length indicator 

	Octet 3
	spare
	Ciphering 

Key Flag

	Octet 4
	Current Deciphering Key Value

	…
	

	Octet 10
	

	Octet 11
	Next Deciphering Key Value

	…
	

	Octet 17
	


Figure 10.8.1/3GPP TS 49.031: Deciphering Keys IE

Ciphering Key Flag (octet 3)

This flag indicates the current Ciphering Key Flag used in the LCS assistance data broadcast messages in  the location area.

Current Deciphering Key Value (octet 4 – 10)

Current Deciphering Key contains the 56 bit deciphering key that is currently in use in location area for deciphering the LCS assistance data broadcast messages.

Next Deciphering Key (octet 11 – 17)

Next Deciphering Key contains the 56 bit deciphering key that will be used next in location area for deciphering the LCS assistance data broadcast messages.
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