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	Reason for change:

	The preconfiguration status information stored in the mobile is CSN.1 encoded when sent to the network. The target RNC requirers ASN.1 encoded data in RRC container.The preconfiguration status information shall be handled transparently by BSS.

The UMTS security information is made generic to provide for future extension.



	
	

	Summary of change:

	Reference is made to 25.331 for ASN.1 encoding of Pre-defined configuration status information.The CSN.1 of UTRAN Pre-defined Configuration Status Information is changed START-CS is changed to UE Security Informatio.

	
	

	Consequences if 

not approved:
	If CSN.1 code is kept the BSS has to make a translation to ASN.1 code

Future extension of UE security information may cause incompatibiliy.
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	Other comments:

	Corresponding changes are required in 25.331 to provide optimsed ASN.1 coding of pre-defined configuration status information to avoid segmentation of UTRAN CLASSMARK CHANGE


10.5.2.7a
UTRAN predefined configuration status information / START-CS / UE Capability information element

Only valid for a UTRAN capable MS. The UTRAN predefined configuration status information / UE SECURITY INFORMATION / UE Capability information element may give information to the network on:

-
The predefined configuration set stored in the Ms; and/or

-
Security information to be used after handover to UTRAN, with the UE SECURITY INFORMATION parameter that is stored by the MS at handover from UTRAN to GSM, see 3GPP TS 31.102; and/or

-
The UTRAN Capabilities of the MS.

None, one, two or three of these three information may be present.

The UTRAN predefined configuration status information / UE SECURITY INFORMATION / UE Capability information element is a type 4 information element with a minimum length of 2 octets. No upper length limit is specified except for that given by the maximum number of octets in a L3 message (see 3GPP TS 04.06).
UTRAN Pre-defined Configuration Status Information  is defined in 3GPP TS 25.331.
UE SECURITY INFORMATION  is defined in 3GPP TS 25.331.

UE Capability Information is defined in 3GPP TS 25.331. If this field includes padding bits, they are defined in 3GPP TS 25.331.  

	<UTRAN predefined configuration status information / UE SECURITY INFORMATION / UE Capability Information>::=


<LENGTH OF UTRAN PREDEFINED CONFIGURATION STATUS INFORMATION / UE SECURITY INFORMATION / UE CAPABILITY INFORMATION: bit (8)>


{ 0



 | 1




< Length of UTRAN Pre-defined Configuration Status:Information: bit (6) >

This length is expressed in bits


< UTRAN PRE-DEFINED CONFIGURATION STATUS INFORMATION> }


{ 0
| 1
< UE SECURITY INFORMATION : bit (20) > }


{ 0



 | 1




< Length of UE Capability : bit (6) >




-- This length is expressed in octets


< UE Capability > }


<spare bit>** ;
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