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The implications of replacing LAPDm protocol 
with RLC/MAC in Iu-mode

1. Background

The aim of this contribution is to briefly analyse the implications of replacing LAPDm protocol with RLC protocol in GERAN Iu mode. The decision of the data link protocol to be used in GERAN Iu mode must be made in the next TSG GERAN meetings, presumably already in TSG GERAN#3. 

2. introduction to LAPDm PROTOCOL

Link access protocol on the Dm-channel (LAPDm) is a HDLC type of link protocol that is based on LAPD protocol used in ISDN. LAPDm is used between the mobile station and the base station. In the base station LAPDm frames are converted to LAPD frames to be sent on Abis interface. 

LAPDm supports two service access points. SAPI 0 is used for data link connection on the main DCCH and it supports the transfer of signalling information including user-user information. SAPI 3 is used for SMS.

LAPDm will support:

· multiple layer 3 entities;

· multiple physical layer entities;

· broadcast control channel (BCCH) signalling;

· paging channel (PCH) signalling;

· access grant channel (AGCH) signalling;

· main dedicated control channel (DCCH) signalling. Main DCCH includes SDCCH, FACCH and  SACCH as defined in GSM 04.03. The random access channel (RACH) does not utilise LAPDm. However, for the purpose of specification, the data link layer acts as a protocol interface between layer 3 and the physical layer also for random access.

LAPDm has three modes:

· Acknowledged mode (the window size is always set to 1);

· Unacknowledged mode i.e. unnumbered information mode
; and

· Information transfer mode.

Six data link protocol frame formats are specified to be used with these modes namely A, B, Bbis, Bter, B4 and C. The content of frame formats is depicted in Figure 1.

· Format A is used on DCCHs for frames where there is no information field.

· Formats B, Bter and B4 are used on DCCHs for frames containing an information field:

· format Bter is used on request of higher layers if and only if short L2 header type 1 is supported and a UI command is to be transmitted on SAPI 0; note this format is only needed in VGCS and VBS modes.

· format B4 is used for UI frames transmitted by the network on SACCH;

· format B is applied in all other cases.

· Format Bbis is used only on BCCH, PCH, NCH, and AGCH.

· In addition there is a Format C for transmission of random access signals.
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Figure 1. Data link protocol formats in GSM.

LAPDm frame length is 23 octets on main signalling DCCH and 21 octets on SACCH where two octets are used for timing advance and power control purposes. One LAPDm frame fit to one radio block (184 data bits + 40 BCS, protected with  ½ convolutional code + 8 stealing flags = 456 bits).

The support of SAPIs and the used LAPDm modes in different channels are depicted in Table 1.

Table 1. SAPIs and operating modes
Type of channel
SAPI = 0
SAPI = 3

BCCH
Unacknowledged
Not supported

CCCH
Unacknowledged
Not supported

SDCCH
Unacknowledged 

and acknowledged
Acknowledged

SACCH associated

with SDCCH
Unacknowledged
Not Supported

SACCH associated 

with TCH
Unacknowledged
Acknowledged

FACCH
Unacknowledged 

and acknowledged
Not supported

More information can be found in GSM specifications 04.05 and 04.06.

3. Replacing LAPDm with RLC

3.1 Use of SAPI0 and SAPI3 and data link points identification

In GERAN data link end points shall be identified using radio bearer identities. Signalling radio bearers are used instead of SAPI0. In earlier releases a dedicated service access point is allocated for SMS both in LAPDm (SAPI3) and in LLC (SAPI7) layers. In GERAN also a specific link identifier i.e. radio bearer identity has to allocated for SMS. Is that one of the signalling radio bearers (low priority acknowledged mode RLC) is FFS.

3.2 Random access procedures

The same random access bursts can be used regardless of the L2 data link protocol.

3.3 BCCH operations

No changes for BCCH information transfer is required.

3.4 Common control channel procedures

No changes in paging (PCH or PPCH) or access grant channel (AGCH or PAGCH) message transfer is required. It is FFS whether PPCH, PAGCH could be used in all access types i.e. packet and circuit switched access.

3.5 SDCCH operations

LAPDm uses 23 octets long frame length on SDCCH. The frame format used on SDCCH is either A or B, hence length indicator is always present. Segmentation procedure is used for  Layer 3 messages in both acknowledged and unacknowledged modes. Therefore RLC payload length does not need to match with the LAPDm payload length. Because there is no FACCH for SDCCH the used coding scheme can be indicated using stealing flags and there is no need to fix RLC coding on SDCCH. However, it is questionable whether it is reasonable to use SDCCH at all if RLC/MAC is used because in that case PDTCH can be used for signalling purposes. That would also solve SACCH problem for SDCCH to be discussed later i.e. RLC/MAC Packet Measurement Report and Packet Power Control/Timing Advance is used instead of SACCH. In principle RLC could be used as a layer 2 protocol on SDCCH if that channel is wanted to keep for signalling.

3.6 FACCH operations

Stealing bits can be used in the same way to indicate the existence of FACCH channel as in the case of LAPDm. Because stealing bits are used to indicate the coding scheme of the RLC block therefore the used coding scheme has to fixed on FACCH i.e. CS-1 shall be always used. LAPDm uses on FACCH always frame formats A, B or B4 and 23 octet long frame length that is the length of RLC block also. Because segmentation can be used for Layer 3 pdus the different payload length in LAPDm frames and RLC blocks is not a problem and there is no need for the new RLC block format on FACCH.

3.7 SACCH operations

On SACCH LAPDm uses B4 format with 21 octet frame length in unacknowledged mode (2 octets are reserved for timing advance and power control signalling). B4 format is used for SAPI0 and frames are sent in unacknowledged mode. No segmentation is used for SAPI0 therefore the RLC block payload has to be exactly the same as LAPDm frame payload length in B4 format i.e. 19 octets for SAPI0. 

For SAPI3 acknowledged mode of LAPDm is used and the frame format B is used. Segmentation is applied for SAPI3 but LAPDm frame length is the same 21 octets as for SAPI0. The payload the RLC block does not have to be the same as in LAPDm but the total block length has to be the same 21 octets. 

There are two options to use RLC on SACCH. The first option is to truncate RLC block to fit in  LAPDm frame length i.e. 21 octets. In that case 

· For signalling i.e. measurement reporting the RLC/MAC header shall be truncated further to 2 octets.

· For SAPI3 no RLC/MAC header modification is needed. However, the modified header shall be used also for SAPI3.

This alternative requires that a new RLC/MAC header coding and puncturing scheme has to specified for the SACCH.

The other alternative is to use full 23 octet long RLC block but include power control and timing advance information in RLC/MAC header. That is in principle possible because many of the fields in the header are not needed on SACCH. However, that would move power control to layer 2 that is not applicable.

The third alternative is to use LAPDm for measurement reporting as Lucent has proposed. An RLC payload type 11 indicates that no RLC block but LAPDm frame is received. However, the use of LAPDm on SACCH would mean the whole LAPDm stack implementation because LAPDm should be used also for SAPI3 that requires acknowledged mode operation. Therefore it does not sound reasonable to use LAPDm on SACCH only.

3.8 Replacing SACCH with PACCH

For measurement reporting PACCH could be used instead of SACCH i.e. SACCH is replaced by PACCH in TCH multiframe structure. The problem is that no power control nor timing advance information is sent in Packet Measurement report but they are sent using a separate message Packet Power Control/Timing Advance. If that is adopted also for the TCH/PACCH then Packet Power Control/Timing Advance has to be sent on FACCH. If the fast power control is required and no new messages are defined in the worst case four bursts are stolen in every 120ms that means 1/6 = 16% BLER that is far beyond acceptable. Even using the normal power control cycle on SACCH would mean extra 1/24 = 4% BLER that is not acceptable either. Therefore while using PACCH the power control and timing advance information should be included in measurement reports as on SACCH. However, the support of fast power control would require a new RLC/MAC format also in the case of PACCH (the RLC/MAC control message is received in every 480ms in this case and therefore fast power control information cannot be part of RLC/MAC control message).

3.9 Implications to RRC

In GERAN all layer 3 pdus in control plane are transferred via RRC hence RRC is the only layer 2 protocol user. From the service point of view RRC requires both acknowledged and unacknowledged transport service from the lower layer. RRC does not see whether the service is implemented using LAPDm or RLC. For the shared mode, however, LAPDm will not be used, and RRC will use directly RLC services. In dedicated mode 04.18 based RR messages can also be used with RLC. It can be assumed that modest modifications are required to RRC – Layer 2 interface if LAPDm is replaced with RLC.

3.10 Implications to circuit switched data

LAPDm is used only in control plane so replacing it with RLC does not effect user plane protocols e.g. RLP in circuit switched data. 

4. CIphering

4.1 LAPDm case

In case LAPDm is kept and ciphering is necessary (e.g. this is the case for location information) there are two alternatives:

· Either it is performed by LAPDm (peer of the ciphering at RLC level when RLC is non-transparent) but this would lead to a new LAPDm protocol, 

· or it is performed by MAC (i.e. similarly to the RLC transparent case) below the retransmission protocol.

The first alternative leads, as said, to a new LAPDm protocol, hence losing the motivation to reuse LAPDm that exists today, but motivating the use of RLC only.

The second alternative is possible because Incremental Redundancy is not used in LAPDm. However, because the input data is unchanged, but the masks will be different between a transmission and a retransmission, the security is impacted because the masks are linked together with the ciphered text as is shown below. However this seems not to be critical and would therefore be an acceptable approach.
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For reference, the most critical problem is when applying twice the same masks to two different ciphered texts is depicted below:
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Another solution, derived from the second alternative (i.e. ciphering at MAC) is to keep the mask unchanged between a transmission and a retransmission. However, this would make the MAC implementation more complicated, and would not the preferred approach.

4.2 RLC Case

Ciphering when RLC only is used is done as currently reflected in 43.051.

5. conclusions

It would seem that RLC/MAC cannot be used without modifications for measurement reporting and power / timing advance control on TCH but new coding and puncturing scheme and new messages have to specified. Also it is fair to assume that using RLC/MAC in circuit switched access and possible additional  removal of SDCCH and PCH/AGCH would require system level optimization that cause some extra work in standardisation. On the other hand using RLC/MAC in all access types would be the very similar approach to UTRAN and from the system point of view it is better approach than differentiate circuit and packet access in the radio interface control level.

From the standardisation schedule point of view the coexistence of LAPDm and RLC/MAC would be a safer solution than using RLC/MAC in all access types. From the system point of view using always RLC/MAC may be the better approach. However, with the decision to use RLC/MAC and at the same time modifying control channel structure currently used for A-interface there is significant risk that standardisation will further delay from Rel 5 June package schedule. 

Here the input texts are same (transmission and retransmission) but the masks are different.





Here applying twice the same masks implies a drop of security because input text and ciphered text are linked without the mask.








� Following messages are transferred in unacknowledged mode on the main DCCH: Immediate assignment, immediate assignment extended, immediate assignment reject, measurement report (SACCH only), enhanced measurement report (SACCH only), extended measurement order (SACCH only), extended measurement report (SACCH only), physical information. All the other messages are sent in acknowledged mode. Note: VGCS and VBS messages are not considered.
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