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Introduction
[bookmark: _GoBack]This document provides text on the C-UNB candidate solution for inclusion in section 7.4 of the Technical Report 45.820 revision 1.3.1.
The proposed text is an introduction, which is intended to provide the reader with an overview of the key design principles for the C-UNB candidate solution. Sections, dealing with technical description and concept evaluation, are detailed in other pCRs.
It is revision of GPC150607, where changes are in red.


Proposed text for the TR

Start of Changes

Cooperative Ultra Narrow Band
General presentation
Concept principles
Cellular IoT devices are a new category of MSs, which require extended coverage and improved battery lifetime compared to what is available in 2G networks. Cooperative Ultra Narrow Band (C-UNB) is a clean slate approach that answers these requests.

In C-UNB, the extended coverage is achieved by means of ultra narrow band communications, which are possible because of the low volume of data transmitted by IoT devices. In base stations, signal processing increases the receiver sensitivity and hence increases the MCL, without using large transmission power in MSs.

In order to improve the battery lifetime, C-UNB radio access technology (RAT) doesn't require IoT devices to be synchronized or attached to base stations before being allowed to send radio packets. On the contrary, the network access is based on random transmissions by devices. This kind of medium access is equivalent to ALOHA, which is known for its simplicity. Its drawback is packet collisions that hamper the overall efficiency when the network load becomes high. To overcome this issue, the C-UNB RAT implements two mitigation techniques that are frequency diversity and space diversity.

Ultra narrow band transmission occupies a very small portion of spectrum in a 200kHz block, leaving space for other transmissions. This feature is the well-known channelization implemented systems based on FDMA. In the case of C-UNB, channel bandwidth is a few hundreds of Hertz ; their center frequency is difficult to set precisely without tight synchronization to the network. That is why, there is no channelization of the 200kHz block: the center frequency of each transmission is selected randomly by a transmitting MS in a 200kHz block. The random selection of carrier frequency is a kind of "frequency diversity" that helps reducing the radio packet collisions. When needed, multiple transmissions improve the quality of service. Figure 7.4.1-1 illustrates the time and frequency diversity of uplink transmissions, in case of 3 repetitions per radio packet.

[image: ]
Figure 7.4.1-1: Frequency diversity in C-UNB


The second feature, used to cope with collision on the air interface, is the "space diversity" given by the multiple receptions of radio packets in UL. All C-UNB base stations listen for the same 200kHz block continuously. As there are overlaps in base station coverage, several base stations may receive the same radio packet (i.e. the same PHY-PDU). If an UL radio packet experiences collision or interference during reception in a given base station, the probability to have bad reception in all surrounding base stations is limited. De-duplication of received packets is performed in a dedicated C-UNB server, located in the core network. Figure 7.4.1-2 illustrates space diversity and packet reconstruction in core network.

[image: ]
Figure 7.4.1-2: Radio packet collision management by space diversity


Pseudo-random center frequencies, selected in the full 200kHz block with no channelization, and multiple receptions by overlapping base stations help achieving the requirement of low complexity for the CIoT modems.

System architecture
The C-UNB system architecture differs from the legacy Gb architecture but can connect it (see figure 7.4.1-3). It consists in C-UNB base stations and C-UNB server.

A C-UNB base station is a SDR BTS that runs a specific software package, which has three main features:
it implements the C-UNB air interface,
for any MS seen to be attached to this BTS, it makes the gateway between the Gb-related messages of this MS and the C-UNB server,
it makes the gateway between all C-UNB air interface and the C-UNB server.

The last two features use a tunnel set up by the C-UNB software between the corresponding BTS and the C-UNB server; this tunnel is, in fact, a permanent PDP-context

The C-UNB server is unique in a given C-UNB network. It has three main features:
in uplink: radio packet deduplication, link layer management and security check,
in downlink: message storage until a MS wakes up, and all features related to DL transmission (segmentation, authentication, base station selection)
termination of the Gb-related messages of MSs seen by the network.


[image: ]
Figure 7.4.1-3: C-UNB solution in Gb architecture


Figure 7.4.1-4 illustrates how the C-UNB software in base stations and the C-UNB server cooperate together in order to make to liaison between Gb-related messages and the C-UNB messages.

[image: ]
Figure 7.4.1-4: C-UNB and Gb message streams

Radio resource management
Beacon channel
The C-UNB solution assumes that all base stations in a given area listen for the same 200kHz frequency block. With this feature, MSs don't need to be attached or synchronized to a serving base station before transmitting.
The lack of attachment and synchronization should allow the C-UNB not to have beacon channel. Nevertheless, a beacon channel is broadcast by all base stations. It has the following purpose:
to help MSs discover the 200kHz block allocated to C-UNB,
to broadcast the system information,
to help MSs evaluate their coverage class.

Paging
There is no paging mechanism, as such, in the C-UNB solution because paging implies time synchronization and regular listening of a paging channel. In C-UNB, the downlink transmission occurs only after an uplink message, i.e. it is devic triggered. Therefore DL messages are stored in the C-UNB server until the corresponding MS wakes up for UL transmission or regular check.

Security
C-UNB radio access technology implements security over the radio interface by means of authentication field added to every radio packet. A hash algorithm computes the authentication field from the following elements: MS identity, MS secret key, a sequence number and the payload content.
For the sake of simplicity, this security feature is specific to the C-UNB radio access network and does not rely on the legacy SIM-based security system.

End of Changes
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