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Introduction
In last GERAN#66 meeting, the high level principle for converged solution of NB OFDMA and NB M2M was presented [1] and details were presented in teleconference. According to converged solution, OFDMA and FDMA were adopted for downlink and uplink multiple access, respectively [1]. The RACH procedure of the converged solution [2] was not presented due to lack of time in the teleconference. 
In this contribution, we discuss several aspects related to channel coding and rate matching.

Discussions
According to the RACH procedure in [2], CIoT device firstly requests random access request depending on its coverage class. If random access request would be successfully decoded in the network, CIoT device can transmit UL data followed by UL allocation information which is provided by the network. However, if collision would happen during random access request, then CIoT device could not start UL data transmission and experience delay for UL data transmission. 
[bookmark: _GoBack]According to traffic model in [3], the total number of devices is 52547. In addition, periodic inter-arrival times are also given as 1 day (40%), 2 hours (40%), 1 hour (15%), and 30 minutes (5%). With simple calculation with total number of devices and inter arrival time, the average arrival rate for uplink mobile autonomous reporting (MAR) would be 6.81 devices/s. For simplicity, assuming the length random access request burst to be 40 or 320 ms depending on the MCL value and the number of UL channels used for random access request is fixed to 12 (e.g., all the UL channels considering 1/3 frequency reuse factor). Then, the collision probability will be about 2 % or 16 %, respectively, where the collision probability would be given by 1-exp(-arrival rate) – arrival rate * exp(-arrival rate). The collision probability will be higher when the amount of RACH resources would be reduced. Though if only MAR is considered, the collision probability is not significant, considering potential retransmission and some other RACH transmissions for SR, coverage class change indication, others, the number of RACH trials per second would be higher than the estimation. Also, the number of devices can be higher considering more crowded urban scenarios. Considering these, it is not straightforward to say that RACH collision would not occur considerably. Furthermore, depending on traffic type such as alarm message, multiple RACH trials can be generated over a short time period. Thus, it is desirable to consider handling of RACH collision issue. 
If the RACH collision may be resulted from congestion, the simple solution to mitigate the RACH collision would be to defer the RACH attempts from all the CIoT devices. The similar mechanism can be seen in ‘random access reject’ procedure of NB M2M proposal [3]. Considering that RACH resource may be different for each coverage class, it may be beneficial to consider the ‘random access defer’ for a specific group of UEs. For example, a group of UEs belonging to a specific coverage class may be indicated not to try random access request for a certain amount of time durations. This mechanism would be useful when the number of UEs in a specific coverage class would suddenly increase. If ‘random access defer’ information is set to a specific coverage class, then CIoT device would not try random access request for the specified time durations. Or, ‘random access defer’ or ‘overload indicator’ can be triggered per a group of UEs. One example of grouping UEs is to form groups based on applications. For example, emergency sensors such as fire detector can be a group where RACH trials from those sensors may have higher priority over other devices. 
Regardless of ‘random access defer’, it would be desirable that network can configure the random access related parameters (e.g., back-off indicator, initial transmit power, and so on) for each coverage class. In fact, CIoT devices in a coverage class would experience different channel condition from those in other coverage classes.
The other possibility to reduce collision probability is to introduce random access preamble to differentiate the multiple UE’s random access attempts. With an orthogonal preamble assigned to each UE, the network can discriminate the multiple UE’s random access attempts and allocate the UL resources for them, which may result in lowering the collision probability. This is similar to preamble design of LTE PRACH channel. 

Conclusions
We discuss the several aspects of random access design. We have following consideration points:
· Random access defer can be considered to handle congestion situation for a specific group of UEs (e.g., UEs belonging to the same coverage class).
· Network can configure the random access procedure related parameters for each coverage class.
· Preamble can be considered to mitigate the collision probability.
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