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2.4.1.3
1. Introduction
At GERAN #62 a new study item was agreed to study different access stratum solutions to meet the needs for Cellular Internet of Things (CIoT) [1]. A radio access technology referred to as NB M2M has been introduced as a candidate solution [2]. 
In this contribution, we discuss the current design of random access reject in the random access procedure of NB M2M system, and propose the enhanced approach to support random access reject more efficiently in the overload situation.

2. Discussions
2.1 Current Design of Random Access Reject
In the NB M2M system, the MS can initiate a random access procedure with random number by transmitting a Random Access Request message, when it is not connected to the base station. If the MS does not receive the response to the Random Access Request message before the timer Twait_RAR expires, the MS considers that the random access procedure has failed and waits for a random period of time between 0 to Twait_resend before transmitting another Random Access Request message. The Twait_RAR and Twait_resend timer values can be statically configured or broadcast by the base station in the system information. 
In case of an overload situation, the base station can send a Random Access Reject message to all MSs to stop Random Access Requests re-attempts and so help alleviate the network congestion. The main fields of the Random Access Reject message are given in Table 1. If the MS receives a Random Access Reject message it will wait for at least "Wait Time" before retransmitting a Random Access Request message. The procedure is shown in Figure 1.
Table 1: Random Access Reject

	Field
	Description

	Type
	Set to 1 to indicate a Random Access Reject message

	Wait Time
	Period after which the MS is allowed to transmit a new Random Access Request message

	Reject Cause
	Reject cause
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Figure 1 (Figure 7.1.4.5-4 in [2]): Random Access Procedure with Random Access Reject

The usage of Random Access Reject mainly applies to the scenarios with an overload situation. For example, in a certain area many sensors detected a special event and triggered the exception report simultaneously. Examples of such events may include smoke alarm detectors, power failure notifications, and so on.
According to Figure 1, after receiving the Random Access Reject message, all MSs wait for at least "Wait Time" and then retransmit Random Access Request messages. It is not clear about the re-transmission time of MSs. Without proper configuration of the re-transmission time, the network congestion problem still happens.
2.2 Improved Random Access Reject
This part discusses the improved design of random access reject to alleviate the network congestion problem properly. 

In case of an overload situation, the Random Access Request messages should be distributed properly to alleviate the network congestion. The duration Twait_resend defined for the case of no response to Random Access Request may not be suitable for the overload situation. Since the number of MSs with Random Access Requests re-attempts is much more than usual, it is beneficial to allow only partial of the all rejected MSs to re-transmit Random Access Requests during Twait_resend. Therefore, a probabilistic re-transmission scheme is introduced for re-transmitting Random Access Requests in the overload situation. In the Random Access Reject message, a re-transmission probability p can be indicated, e.g., 2 bits with possible indications of 25%, 50%, 75%, and 100%. 

According to the re-transmission probability p indicated in the Random Access Reject message, the MS generates a random value a (0≤a≤1) to decide if it is able to transmit the Random Access Request immediately after ‘Wait Time’. If a≤p, the MS waits for a random period of time from 0 to Twait_resend before re-transmitting the Random Access Request. Otherwise, it waits for a period of Twait_resend and repeats the above procedure again, i.e., generating a new random value to decide to transmit or not. An example of the proposed random access reject is shown in Fig. 2. It is expected that the proposed approach can efficiently distribute the Random Access Request messages of large number of MSs and hence properly alleviate the network congestion problem.
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Figure 2: Random Access Procedure with Proposed Random Access Reject

3. Conclusions
In this contribution, we discussed the random access reject design in the NB M2M system, and we have the following observations and proposal:
Observation: It is observed that the current design of random access reject may not alleviate the network congestion problem properly in the case of overload situation.
Proposal: It is proposed to include the improved design of random access reject in the NB M2M solution.
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