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Supplemental ACB for MTC
1 Introduction
As discussed in a companion paper titled “Extended ACB for MTC”, the introduction of mobile stations capable of MTC operation requires an extension to legacy ACB known as Extended Access Class Barring (EACB) which can be divided into two subgroups as follows:
EACB1 – this is a subgroup of the Extended Access Class (EAC) bits and is applicable to mobile stations that support low priority applications. 

EACB2 – this is a subgroup of the Extended Access Class (EAC) bits and is applicable to mobile stations that support normal priority applications. 

In addition to introducing EACB there may also be a need for a coarse granularity barring mechanism (as described in [2]) which can be used to bar 100% of access attempts triggered by a mobile station programmed with information that corresponds to a bit position within a specific EACB subgroup (e.g. EACB1). For the sake of discussion, a coarse granularity barring mechanism corresponding to a specific EACB subgroup is referred to as Supplemental ACB (SACB) in the rest of this discussion paper.

2 Supplemental ACB 

The number of mobile stations that supports low priority applications (e.g. low priority MTC applications) is expected to quite high and such mobile stations can therefore trigger a high volume of system access attempts should they enter a new cell in a synchronous manner. One way to address this concern is to ensure that all mobile stations programmed with an EAC bit applicable to the EACB1 subgroup be made subject to a corresponding SACB as follows:

· SACB1 – A bit sent as part of SI that indicates whether or not all mobile stations programmed with an EAC bit applicable to the EACB1 subgroup and not in a HPLMN/EPLMN are barred from making system access attempts.

· SACB2 – A bit sent as part of SI that indicates whether or not all mobile stations programmed with an EAC bit applicable to the EACB1 subgroup, not in a HPLMN/EPLMN and not in an Operator Group are barred from making system access attempts. 
Note that the PLMNs that make up the Operator Group are defined as a subset of the USIM’s operator defined PLMN list, where the subset consists of one PLMN per country with the PLMN being the most preferred PLMN in that country. Whether or not the concept of Operator Group needs to be reflected using SACB2 for GERAN can be further discussed but is assumed to be desired for the rest of this discussion paper.

3 Two Step Barring Mechanism
For the case where a mobile station is programmed with an EAC bit corresponding to the EACB1 subgroup and not in a HPLMN/EPLMN, a system access attempt will be made subject to a two step barring mechanism as follows:
Step 1 – a mobile station will first examine SACB1 and SACB2 sent as part of SI to determine if it is allowed to proceed with the current system access attempt (i.e. triggered by any application). This is also known as the coarse level access control since it allows for barring 100% of access attempts for mobile stations not in a HPLMN/EPLMN and programmed with an EAC bit corresponding to the EACB1 subgroup.
Step 2 – a mobile station that is allowed to attempt system access according to step 1 then proceeds as follows:

· If the access attempt was triggered by a low priority application, a mobile station can simply associate its programmed bit position information corresponding to the sub-range of EACB1 applicable to mobile stations in a HPLMN/EPLMN with the sub-range of EACB1 applicable to mobile stations not in a HPLMN/EPLMN (this is possible since both sub-ranges of EACB1 will be of equal size) to determine if it is allowed to proceed with the current system access attempt. 

· If the access attempt was not triggered by a low priority application (e.g. a RAU request needs to be transmitted) it will then consider any ACB1, ACB2 or ACB3 information it has been programmed with to determine if it can proceed with the current access attempt.

· A mobile station that is not allowed to attempt system access according to step 1 or step 2 will periodically re-read EACB sent as part of SI to determine when it can once again attempt a system access. 

Note that the use of the proposed sub-ranges within EACB1 is FFS but will allow operators to apply independent barring of access attempts triggered by low priority MTC applications based on the home/roam status of any given mobile station. 
· If an EACB1 sub-range specific to roaming mobile stations is not introduced then roaming mobile stations that are allowed system access according to step 1 cannot simply be made subject to the EACB1 specific to mobile stations in a HPLMN/EPLMN since there may be operator specific management of the bit settings within this group (i.e. operator specific barring mask management may be used).
· One alternative for the case where an EACB1 sub-range specific to roaming mobile stations is not introduced is to simply require a mobile station not in a HPLMN/EPLMN that is allowed to attempt system access according to step 1 to then consider any ACB1, ACB2 or ACB3 information it has been programmed with to determine if it can proceed with the current access attempt (i.e. regardless of whether or not the access attempt was triggered by a low priority application).

Figure 1 below indicates the SACB and EACB bits that a mobile station will be subject to when programmed with an EAC bit corresponding to the EACB1 subgroup and a system access attempt is triggered. 

[image: image1]
Figure 1 – SACB and EACB Bits
4 Conclusion

It is proposed that the following principles serve as the basis for which Supplemental Access Class Barring related stage 3 work is pursued within the scope of GERAN Rel-10:

· Enhance the GERAN specifications to support supplemental ACB used when a system access is triggered by a mobile station programmed with an EAC bit applicable to the EACB1 subgroup and the mobile station is not in a HPLMN/EPLMN as described in section 2 above.
· Supplemental ACB applicable to this type of system access shall be used as the first step in a two step process used to determine whether or not the system access is allowed as described in section 3 above.

· The supplemental ACB shall be introduced in a future proof manner since additional supplemental ACB may be introduced beyond the Rel-10 timeframe.
· It should be noted that the introduction of the EACB concept described above will have impact on specifications that are not under GERAN control (e.g. TS 22.011 currently describes the subgroups comprising legacy ACB and is under control of SA1).
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