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1. Introduction
An analysis has been done in [1] showing limitations of the CCCH to support a large number of Machine Type Communication (MTC) devices.  The analysis shows that the RACH does not suffer from random access collisions or restriction in channel contention for a sizeable MTC device population.  However, the analysis also shows that this is not the case with the AGCH, which is prone to overloading.   As a result, it is proposed to equip the network with new tools to alleviate overloading on the AGCH due to MTC device access.  The first method is to provide the network with an immediate reaction to overloading (short term overload control) and the second method is to protect the network from unwanted access (mid to long term overload control).  
One way for the network to immediately react to an overload, i.e. short term overload control, is for the network to better respond to MTC device accesses during random access.  To deal with network congestion over the mid to long term, the network could implement access control by broadcasting, on the BCCH, pre-defined MTC device access class(es) to temporarily bar access by those MTC devices.
This discussion paper only focuses on solutions for short term overload control.

Note: it is important to highlight that by protecting the CCCH from overloading, it will minimise congestion in other points in the operator’s network such as at the GGSN and SSGN.  The solution described in this paper also aims to align with the GERAN improvements recommended in the interim Rel-10 conclusions of TR 23.888 [2].

2. Immediate and short-term network overload control
2.1 MTC device identification

An immediate reaction by the network (either with or without EGPRS Packet Channel Request support) when there is congestion and overloading is to reject random accesses from mobiles.  Rejecting random access attempts by human subscriber mobiles and machine type devices must be differentiated.   The ability for the network to distinguish MTC devices would allow the network to reject MTC devices, e.g. during periods of heavy H2H usage.  Given that it is not possible to identify MTC devices at random access today, it is proposed to introduce a new establishment cause value to the Channel Request message.

There are two ways of defining a new establishment cause in the Channel Request message:

· One of the two remaining reserved cause values could be used:
	01100x01
01100011
	Reserved for future use

note 2a


· Defining one new establishment cause value for all MTC device may not be future proof, thus, it could be argued that more than one establishment cause value should be considered.  Given that there is only two reserved cause value remaining, an alternative approach is to remove one or two of the existing cause values and substituting some or all of the random reference with logical bits to make way for a range of new establishment causes.  Two of the following cause values are suspected not to be in use by network today:
	0100xxxx
	Originating speech call from dual‑rate mobile station when TCH/H is sufficient and supported by the MS for speech calls and the network sets NECI bit to 1. See note 5

	0101xxxx
	Originating data call from dual‑rate mobile station when TCH/H
is sufficient and supported by the MS for data calls and the network sets NECI bit to 1. See note 5


The removal of these two cause values can potentially allow a number of new establishment causes to be populated in the Channel Request message.
2.2 Maximising the AGCH capacity

Once the network identifies an MTC device is requesting random access, and the network wishes to reject access, it does this with the Immediate Assignment Reject (IAR) message.  The same IAR message can be used to reject up to four mobiles simultaneously.  It is proposed to extend this capability to the Immediate Assignment (IA) message which can currently only grant access to one mobile at a time.  An Enhanced IA message is a modified IA message by replacing the last 14 octets with a truncated version of the IAR message.  The IAR message specified today is 20 octets in length, thus, the IAR message could be truncated to fit into the last 14 octets of the IA message by (i) including less request references (instead of the maximum 4), (ii) reducing the size of the 4 Wait Indication IE from 1 octet to half an octet (saving 2 octets).

2.3 Extending the random access retry period
Allowing the network to increase the random access retry period will alleviate short-term network congestion.  The population of MTC devices are expected to be much higher than human, hence, making it useful to increase the retry period proportionately.  The maximum wait indication specified today is 255 seconds (less than 5 minutes).  In order to increase the duration of the wait indication, a bit mapping table could be used, e.g.
	Bit string
	Timer value

	0000
	8 sec

	0001
	16 sec

	0010
	24

	0011
	32

	0100
	45

	0101
	1 min

	0110
	2

	0111
	3

	1000
	4

	1001
	5

	1010
	10

	1011
	15 min

	1100
	1 hour

	1101
	24 hours

	1110
	Reserve

	1111
	Reserve


Table 2 bit map to timer value

3.  Conclusions
A number of tools to help alleviate the network from congestion and overloading have been discussed and proposed in this paper:
· Identification of MTC devices at random access

· Grant access to one MTC device while rejecting at least one other MTC device at the same time with an Enhanced IA message
· Increasing the wait time to retry random access for those MTC devices rejected access
The solutions described in this paper are an attempt to align with TR 23.888 interim Rel-10 conclusions subclauses 7.1(b) and 7.1(d).  It is proposed for GERAN2 to consider and decide on the solutions outlined above.
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