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Non-Persistent RLC Mode for Low Delay Services
1. Introduction

A non-persistent RLC mode of operation that takes into account the low Transfer Delay attribute associated with conversational services can be used to enhance the probability of successfully delivering RLC data blocks sent for these PS services. The key attributes associated with a Non-Persistent RLC Mode for low delay services are seen as being the following:

· The transmitting RLC endpoint may, following the initial transmission of an RLC data block, keep it buffered for a period that does not exceed the Transfer Delay attribute (established during PDP Context activation – see Annex B below) while waiting for it to be acknowledged.

· For the transmitting RLC endpoint the upper edge of transmit window will simply reflect the transmission of available RLC data blocks. The lower edge of the transmit window will be updated as buffered RLC data blocks are either acknowledged or are deleted due to timeout. 
· For the receiving RLC endpoint the upper edge of receive window will be advanced to reflect the reception of RLC data blocks with a BSN higher that of any buffered RLC data blocks. The lower edge of the receive window will be updated as a missing RLC data block is either received or is not received within a fixed timeframe following the point at which it was first determined to be missing.
2. StateVariables for Non-persistent RLC Mode for Low Delay Services
The RLC state machine variables associated with Non-persistent RLC Mode for Low Delay Services can be defined as follows:
· The transmitting RLC endpoint shall maintain its window size (WS) and  Sequence Number Space (SNS) as per RLC acknowledged mode:

· WS: 64 to 1024 in EGPRS; 64 in GPRS. The lowest values can be used as for low delay services the distance between the upper and lower window edges is expected to be quite small throughout the lifetime of the service.
· Sequence Number Space (SNS): 2048 in EGPRS, and 128 in GPRS.
· The transmitting RLC endpoint shall maintain V(S) which denotes the sequence number of the next in‑sequence RLC data block to be transmitted and which can take on the value 0 through SNS - 1. V(S) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the transmitter. The value of V(S) shall be incremented by 1 after transmission of the RLC data block with BSN = V(S) and independently of the value of V(A).
· The transmitting RLC endpoint shall have an associated acknowledge state variable V(A). V(A) contains the BSN value of the oldest buffered RLC data block that has not yet been positively acknowledged by the peer RLC endpoint. V(A) can take on the values 0 through SNS - 1. V(A) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the transmitter. Following its initial transmission, an RLC data block shall be buffered and a corresponding timer Ttd shall be set according to the Transfer Delay attribute for the associated PFC.  It shall be deleted from the transmit buffer either upon being acknowledged by the receiving RLC endpoint or upon expiration of timer Ttd.

· The receiving RLC endpoint shall maintain its window size (WS) and Sequence Number Space (SNS) as per RLC acknowledged mode:

· WS: 64 to 1024 in EGPRS; 64 in GPRS. The lowest values can be used as for low delay services the distance between the upper and lower window edges is expected to be quite small throughout the lifetime of the service.
· Sequence Number Space (SNS): 2048 in EGPRS, and 128 in GPRS.
· V(R) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the receiver. Thereafter, the receiving RLC endpoint shall maintain V(R) by setting it to [BSN' + 1] modulo SNS, where BSN' is the BSN of most recently received RLC data block if that BSN is higher (modulo SNS) than the BSN of all RLC data blocks previously received for that TBF.

· V(Q) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the receiver. Thereafter, the receiving RLC endpoint shall maintain V(Q) as follows:

· Upon detecting that an RLC data block is missing, a corresponding timer Tmb shall be started where Tmb is set to 70ms. If there are one or more missing RLC data blocks having a BSN which meets the condition [V(R) – BSN] modulo SNS ( WS and for which the corresponding Tmb is running,  then set V(Q) to BSN’, where BSN’ is the BSN value of the oldest of these RLC data blocks. 
· Upper layer PDUs shall be delivered in sequence except for the case where timer Tmb expires in which case the corresponding upper layer PDU is discarded and all additional instances (if any) of timer Tmb corresponding to that upper layer PDU are stopped. 

· Otherwise, set V(Q) to V(R).
3. Recovery of Upper Layer PDUs
Delivery Order 

The receiving RLC endpoint shall, upon recovering a complete upper layer PDU, forward it to upper layers unless there is an earlier (sequence wise) upper layer PDU for which one or more corresponding instances of Tmb are running. As such, the only out-of-sequence delivery of upper layer PDUs that may occur is when an upper layer PDU is discarded due to expiration of Tmb. Note that the description of the "Delivery Order" QoS attribute (see 24.008) indicates that it should always be set to "no" for IPv4 and IPv6 as and such this seems to be acceptable operation for the receiving RLC endpoint.
Erroneous SDUs

Upon advancing V(Q) such that one or more RLC data blocks fall out of the receive window the receiving RLC endpoint may still be able to determine the starting point and ending point of the corresponding LLC PDU. If this is possible the receiving RLC endpoint can recover a partially received (and therefore erroneous) SDU. However, in this case it shall still discard the erroneous SDU regardless of the value of the “Delivery of erroneous SDUs” QoS attribute (see 24.008) as the erroneous SDU will very likely be discarded by upper layers (e.g. UDP and IP) anyway.

4. Conclusion
It is expected that an MS and BSS will determine that Non-persistent RLC Mode for Low Delay Services should be used whenever Traffic Class = Conversational and Transfer Delay = 300 ms (or less). This does not preclude this new mode of RLC operation from being used for PS services having different QoS attributes.

It is proposed that the management of RLC state machine variables used for Non-persistent RLC Mode for Low Delay Services be agreed as described in section 2 above. Note that the key differences between non-persistent RLC mode currently defined for MBMS and this new non-persistent RLC mode are as follows:
· The new non-persistent RLC mode is required for both the uplink and downlink.

· The value of V(A) at the RLC transmitter endpoint is based on the acknowledgement of transmitted RLC data blocks and timeout of timer Ttd (set according to the Transfer Delay attribute).

· The value of V(Q) at the RLC receiver endpoint is based on the reception of RLC data blocks  and timeout of timer Tmb (set according to the expected round trip time).
Annex A – Selected Extracts from 44.060
9.1
Procedures and parameters for peer-to-peer operation

A TBF is comprised of two peer entities, which are the RLC endpoints. Each RLC endpoint has a receiver that receives RLC/MAC blocks. Each RLC endpoint also has a transmitter that transmits RLC/MAC blocks.

An MBMS bearer is comprised of one transmitting RLC endpoint at the network side and several receiving RLC endpoints, one for each mobile station involved in the p-t-m transmission. The transmitting RLC endpoint transmits RLC/MAC data and control blocks and may receive only RLC/MAC control blocks. Each receiving RLC endpoint receives RLC/MAC data and control blocks and may transmit only RLC/MAC control blocks, upon polling. An MBMS bearer and only an MBMS bearer operates in RLC non-persistent mode (see also sub-clause 9.3.4).

Each endpoint's receiver has a receive window of size WS (see sub-clause 9.1.9). 

In RLC acknowledged mode, the receive window is defined by the receive window state variable V(Q) in the following inequality[ V(Q) £ BSN < V(Q)+ WS ] modulo SNS (for the method of interpreting inequalities in this format refer to sub-clause 9.1.8). All BSNs which meet that criteria are valid within the receive window. 

In RLC unacknowledged mode, all values of BSN are within the receive window. 

In RLC non-persistent mode, the receive window is determined after recalculating the receive state variable V(R) (as described in sub-clause 9.1.5) and the corresponding receive window state variable V(Q) (as described in sub-clause 9.1.6). All BSNs which meet the following inequality [ V(Q) £ BSN £ V(R)] modulo SNS are valid within the receive window. 

An RLC data block is considered received, when it is received in a layer 1 frame with consistent parity bits (in EGPRS TBF mode: header and relevant data parity bits) and correctly addresses the receiving RLC endpoint.

Each endpoint's transmitter has a transmit window of size WS. In RLC acknowledged mode and in RLC non-persistent mode, the transmit window is defined by the send state variable V(S) in the following inequality: [ V(A) £ BSN < V(S) ] modulo SNS, where [ V(S) - V(A) ] modulo SNS £ WS. All BSNs which meet that criteria are valid within the transmit window. In RLC unacknowledged mode, all values of BSN are within the transmit window.

9.1.1
Send state variable V(S)

Each RLC endpoint transmitter shall have an associated send state variable V(S). V(S) denotes the sequence number of the next in‑sequence RLC data block to be transmitted. V(S) can take on the value 0 through SNS - 1. V(S) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the transmitter. The value of V(S) shall be incremented by 1 after transmission of the RLC data block with BSN = V(S). In RLC acknowledged mode, V(S) shall not exceed V(A) modulo SNS by more than the maximum allowed number of outstanding RLC data blocks WS. In RLC non-persistent mode, V(S) may be incremented independently on the value of V(A).

9.1.1a
Control send state variable V(CS)

The network RLC endpoint transmitter shall have one instance of an associated control send state variable V(CS) for each parallel control transaction identified by the RTI field of the RLC/MAC control block header. V(CS) denotes the sequence number of the next in-sequence RLC/MAC control block to be transmitted for the control transaction. V(CS) can take on the values 0 or 1 when RLC/MAC control message segmentation into two RLC/MAC control blocks is used, and the values 0 to 8 when extended RLC/MAC control message segmentation is used (see sub-clause 9.1.12a). V(CS) shall be set to the value 0 prior to the transmission of each RLC/MAC control block that contains the first octet of an RLC/MAC control message of the control transaction and the value of V(CS) shall be set to 1 after the transmission of the RLC/MAC control block with RBSN = 0. The value of V(CS) shall then be incremented by 1, when extended RLC/MAC control message segmentation is used, after the transmission of the next in-sequence RLC/MAC control block and so on.

9.1.2
Acknowledge state variable V(A)

In RLC acknowledged mode, each RLC endpoint transmitter shall have an associated acknowledge state variable V(A). V(A) contains the BSN value of the oldest RLC data block that has not been positively acknowledged by its peer. V(A) can take on the values 0 through SNS - 1. V(A) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the transmitter. The value of V(A) shall be updated from the values received from its peer in the received block bitmap (RBB) of the Packet Ack/Nack message (see sub-clause 9.1.8)

Furthermore, [ V(S) - V(A) ] modulo SNS £ WS.

In RLC non-persistent mode, each RLC endpoint transmitter shall have an associated acknowledge state variable V(A). V(A) contains the BSN value of the oldest RLC data block that has not yet been positively acknowledged by all the peers. V(A) can take on the values 0 through SNS - 1. V(A) shall be set to the value 0 at the beginning of each MBMS bearer in which the RLC endpoint is the transmitter. The value of V(A) shall be updated from the values received from its peers in the received block bitmap (RBB) of the MBMS DOWNLINK ACK/NACK message (see sub-clause 9.1.8). V(A) shall be set to BSN’, where BSN’ is the BSN value of the oldest RLC data block not yet positively acknowledged by all the peers which meets the condition [V(S) – BSN’] modulo SNS ( WS, or it shall be set to V(S) if all RLC data blocks have been positively acknowledged by all the peers.

9.1.4
Block sequence number BSN

9.1.4.1
Block sequence number BSN for GPRS TBF 

Each RLC data block contains a block sequence number (BSN) field that is 7 bits in length. At the time that an in‑sequence RLC data block is designated for transmission, the value of BSN is set equal to the value of the send state variable V(S).

9.1.4.2
Block sequence number BSN for EGPRS TBF 

Each RLC data block contains a block sequence number (BSN) field that is 11 bits in length. At the time that an in‑sequence RLC data block is designated for transmission, the value of BSN is set equal to the value of the send state variable V(S).

9.1.4a
Reduced Block Sequence Number RBSN 

Each downlink RLC/MAC control block contains a Reduced Block Sequence Number (RBSN) bit. At the time that an in-sequence RLC/MAC control block is designated for transmission, the value of RBSN is set equal to the value of the control send state variable V(CS), except when extended RLC/MAC control message segmentation is used, in which case the value of RBSN is set equal to ‘0’ for the first RLC/MAC control block, and to ‘1’ for the second RLC/MAC control block onwards.

9.1.4b
Reduced Block Sequence Number extension RBSNe

When extended RLC/MAC control message segmentation is used, the second to the ninth RLC/MAC control blocks shall contain a Reduced Block Sequence Number extension (RBSNe) field. The first RLC/MAC control block shall not contain a RBSNe field (see sub-clause 10.4.12b). At the time that an in-sequence RLC/MAC control block is designated for transmission, the value of RBSNe is set equal to the value of the control send state variable V(CS) minus 1. 

9.1.5
Receive state variable V(R)

Each RLC endpoint receiver shall have an associated receive state variable V(R). The receive state variable denotes the BSN which has a value one higher than the highest BSN yet received (modulo SNS). V(R) shall be set to the value '0' at the beginning of each TBF in which the RLC endpoint is the receiver. V(R) can take on the value 0 through SNS - 1.

In RLC acknowledged mode, V(R) shall be set to [ BSN' + 1 ] modulo SNS, where BSN' is the BSN of most recently received RLC data block, provided [ V(R) £ BSN' < V(Q) + WS ] modulo SNS.

In RLC unacknowledged mode, V(R) shall be set to [ BSN' + 1 ] modulo SNS, where BSN' is the BSN of most recently received RLC data block.

In RLC non-persistent mode, V(R) of each receiving RLC endpoint shall be set to [ BSN' + 1 ] modulo SNS, where BSN' is the BSN of most recently received RLC data block, provided [ V(R) £ BSN' < V(R) + SNS - WS ] modulo SNS.

9.1.6
Receive window state variable V(Q)

Each RLC endpoint receiver shall have an associated receive window state variable V(Q). The receive window state variable denotes the lowest BSN not yet received (modulo SNS), therefore representing the start of the receive window. V(Q) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the receiver. The receive window state variable can take on the value 0 through SNS –1.

In RLC acknowledged mode, the value of V(Q) shall be updated when the RLC receiver receives the RLC data block whose BSN is equal to V(Q). The value of V(Q) shall then be set to the BSN value of the next RLC data block in the receive window (modulo SNS) that has not yet been received, or it shall be set to V(R) if all RLC data blocks in the receive window have been received.

In RLC unacknowledged mode, if [V(R) - V(Q)] modulo SNS > WS after updating V(R), then V(Q) is set to [V(R) ‑ WS] modulo SNS.

In RLC non-persistent mode, V(Q) of each receiving RLC endpoint shall be set to BSN’, where BSN’ is the BSN value of the oldest RLC data block not yet received which meets the condition [V(R) – BSN’] modulo SNS ( WS, or it shall be set to V(R) if all RLC data blocks in the receive window have been received.

9.1.9
Window Size

9.1.9.1
GPRS

For GPRS, the window size (WS) shall be 64.

9.1.9.2
EGPRS

A mobile station may support the use of the GPRS multislot class also for the EGPRS-GMSK only TBF mode. The support of this feature must be indicated as the "Modulation based multislot class support" information in the MS Radio Access Capability IE and the MS Radio Access Capability 2 IE.

A mobile station in EGPRS TBF mode not supporting the "Modulation based multislot class support" shall apply the EGPRS multislot class. A mobile station in EGPRS-GMSK only TBF mode shall apply the GPRS multislot class.

While a EGPRS-GMSK only TBF mode is in progress, if a mobile station receives DL blocks not coded with modulation and coding scheme MCS-1 to MCS-4 then the MS behavior is implementation specific.

For EGPRS the window size (WS) shall be set by the network according to the number of timeslots allocated in the direction of the TBF (uplink or downlink) using the applicable multislot capability. The allowed window sizes are given in table 9.1.9.2.1. Preferably, the selected window size should be the maximum, or follow the definition in annex I.

The window size may be set independently for each TBF on uplink and downlink. The mobile station shall support the maximum window size corresponding to its multislot capability. The selected WS shall be indicated within a PACKET UL/DL ASSIGNMENT, MULTIPLE TBF UL/DL ASSIGNMENT, PACKET TIMESLOT RECONFIGURE, MULTIPLE TBF TIMESLOT RECONFIGURE or PACKET CS RELEASE INDICATION message using the coding defined in table 9.1.9.2.1.

Once a window size is selected for a given TBF, it may be changed to a larger size but not to a smaller size, in order to prevent dropping data blocks from the window.

In case the MS multislot class is not indicated during packet data connection establishment (access request for signalling message transfer), a default window size corresponding to the minimum window size for 1 timeslot (as defined in table 9.1.9.2.1) shall be selected.

In case a PACKET TIMESLOT RECONFIGURE or MULTIPLE TBF TIMESLOT RECONFIGURE message is sent to the mobile station without any window size for a specific TBF, then any previous value received for the specific TBF shall be used or, if no previous value has been received for the specific TBF, default window size shall be used.

NOTE:
If a TBF is reallocated so that the number of allocated timeslots is reduced, the RLC window size may become larger than the maximum window size for the new resources.

Table 9.1.9.2.1: Allowed window sizes in EGPRS TBF mode for different multislot allocations

	Window size
	Coding
	Timeslots allocated (multislot capability)

	
	
	1
	2
	3
	4
	5
	6
	7
	8

	64
	00000
	
	
	
	
	
	
	
	

	96
	00001
	
	
	
	
	
	
	
	

	128
	00010
	
	
	
	
	
	
	
	

	160
	00011
	
	
	
	
	
	
	
	

	192
	00100
	Max
	
	
	
	
	
	
	

	224
	00101
	
	
	
	
	
	
	
	

	256
	00110
	
	Max
	
	
	
	
	
	

	288
	00111
	
	
	
	
	
	
	
	

	320
	01000
	
	
	
	
	
	
	
	

	352
	01001
	
	
	
	
	
	
	
	

	384
	01010
	
	
	Max
	
	
	
	
	

	416
	01011
	
	
	
	
	
	
	
	

	448
	01100
	
	
	
	
	
	
	
	

	480
	01101
	
	
	
	
	
	
	
	

	512
	01110
	
	
	
	Max
	
	
	
	

	544
	01111
	
	
	
	
	
	
	
	

	576
	10000
	
	
	
	
	
	
	
	

	608
	10001
	
	
	
	
	
	
	
	

	640
	10010
	
	
	
	
	Max
	
	
	

	672
	10011
	
	
	
	
	
	
	
	

	704
	10100
	
	
	
	
	
	
	
	

	736
	10101
	
	
	
	
	
	
	
	

	768
	10110
	
	
	
	
	
	Max
	
	

	800
	10111
	
	
	
	
	
	
	
	

	832
	11000
	
	
	
	
	
	
	
	

	864
	11001
	
	
	
	
	
	
	
	

	896
	11010
	
	
	
	
	
	
	Max
	

	928
	11011
	
	
	
	
	
	
	
	

	960
	11100
	
	
	
	
	
	
	
	

	992
	11101
	
	
	
	
	
	
	
	

	1024
	11110
	
	
	
	
	
	
	
	Max

	Reserved
	11111
	x
	x
	x
	x
	x
	x
	x
	X

	NOTE:
The shaded cells represent the allowed window sizes.


9.1.9.3
RLC buffer

A mobile station supporting multiple TBF shall support one RLC buffer per direction (uplink and downlink). The RLC buffer in a given direction represents the amount of physical memory the mobile station shall support in this direction for RLC PDUs from all RLC instances in the transmit (uplink) or receive (downlink) window(s). The RLC buffer size is given as the maximum number of RLC data blocks that can be stored in this buffer assuming the highest (modulation and) coding scheme supported by the mobile station in this direction. The RLC buffer shall be as follows:

-
A mobile station supporting GPRS (not supporting EGPRS) shall support a RLC buffer of size 64 in both uplink and downlink directions

-
A mobile station supporting EGPRS shall support RLC buffers as defined in the table below

Table 9.1.9.3: RLC buffer in a given direction for EGPRS capable MS

	
	Maximum amount N of timeslots the MS supports in this direction (see note 1)

	
	1
	2
	3
	4
	5
	6
	7
	8

	RLC buffer size S (see note 2)
	192
	256
	384
	512
	640
	768
	896
	1024

	NOTE 1:
See 3GPP TS 45.002 for multislot classes

NOTE 2:
An EGPRS capable mobile station able to support up to N timeslots in a direction shall support an RLC buffer in this direction that can store S RLC data blocks


NOTE:
The sum of the RLC window sizes of all RLC instances running in the mobile station in a given direction may be larger than the mobile station's RLC buffer in this direction. The RLC buffer does not affect the allocation of RLC window size.
Annex B – QoS IE Extract from 24.008

10.5.6.5
Quality of service 

The purpose of the quality of service information element is to specify the QoS parameters for a PDP context.

The QoS IE is defined to allow backward compatibility to earlier version of Session Management Protocol.

The quality of service is a type 4 information element with a length of 14 octets. The QoS requested by the MS shall be encoded both in the QoS attributes specified in octets 3-5 and in the QoS attributes specified in octets 6-14.

A QoS IE received without octets 6-14 or without octet 14 shall be accepted by a receiving entity.

NOTE:
This behavior is required for interworking with entities supporting an earlier version of the protocol.

The quality of service information element is coded as shown in figure 10.5.138/3GPP TS 24.008 and table 10.5.156/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Quality of service IEI
	octet 1

	Length of quality of service IE
	Octet 2

	0
0
spare
	Delay
class
	Reliability
class
	octet 3

	Peak 
throughput
	0
spare
	Precedence
class
	octet 4

	0
0
0
spare
	Mean
throughput
	octet 5

	Traffic Class
	Delivery order
	Delivery of erroneous SDU
	Octet 6

	Maximum SDU size
	Octet 7

	Maximum bit rate for uplink
	Octet 8

	Maximum bit rate for downlink
	Octet 9

	Residual BER
	SDU error ratio
	Octet 10

	Transfer delay
	Traffic Handling priority
	Octet 11

	
Guaranteed bit rate for uplink
	Octet 12

	Guaranteed bit rate for downlink
	Octet 13

	0
0
0
0

Spare
	Source Statistics Descriptor
	Octet 14


Figure 10.5.138/3GPP TS 24.008: Quality of service information element

Table 10.5.156/3GPP TS 24.008: Quality of service information element

Reliability class, octet 3 (see 3GPP TS 23.107)
Bits
3 2 1
In MS to network direction:
0 0 0
Subscribed reliability class
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
Acknowledged GTP, LLC, and RLC; Protected data
0 1 0
Unacknowledged GTP; Acknowledged LLC and RLC, Protected data
0 1 1
Unacknowledged GTP and LLC; Acknowledged RLC, Protected data
1 0 0
Unacknowledged GTP, LLC, and RLC, Protected data
1 0 1
Unacknowledged GTP, LLC, and RLC, Unprotected data
1 1 1
Reserved

All other values are interpreted as Unacknowledged GTP and LLC; Acknowledged RLC, Protected data in this version of the protocol.

Delay class, octet 3 (see 3GPP TS 22.060 and 3GPP TS 23.107)
Bits
6 5 4
In MS to network direction:
0 0 0
Subscribed delay class 
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
Delay class 1
0 1 0
Delay class 2
0 1 1
Delay class 3
1 0 0
Delay class 4 (best effort)
1 1 1
Reserved

All other values are interpreted as Delay class 4 (best effort) in this version 
of the protocol.

Bit 7 and 8 of octet 3 are spare and shall be coded all 0.

Precedence class, octet 4 (see 3GPP TS 23.107)
Bits
3 2 1
In MS to network direction:
0 0 0
Subscribed precedence
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
High priority
0 1 0
Normal priority
0 1 1
Low priority
1 1 1
Reserved

All other values are interpreted as Normal priority in this version of the protocol.

Bit 4 of octet 4 is spare and shall be coded as 0.

Peak throughput, octet 4 (see 3GPP TS 23.107)
Bits
8 7 6 5
In MS to network direction:
0 0 0 0

Subscribed peak throughput
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 1

Up to 1 000 octet/s
0 0 1 0

Up to 2 000 octet/s
0 0 1 1

Up to 4 000 octet/s
0 1 0 0

Up to 8 000 octet/s
0 1 0 1

Up to 16 000 octet/s
0 1 1 0

Up to 32 000 octet/s
0 1 1 1

Up to 64 000 octet/s
1 0 0 0

Up to 128 000 octet/s
1 0 0 1

Up to 256 000 octet/s
1 1 1 1

Reserved

All other values are interpreted as Up to 1 000 octet/s in this 
version of the protocol.

Mean throughput, octet 5 (see 3GPP TS 23.107)
Bits
5 4 3 2 1


In MS to network direction:
0 0 0 0 0

Subscribed mean throughput
In network to MS direction:
0 0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 0 1

100 octet/h
0 0 0 1 0

200 octet/h
0 0 0 1 1

500 octet/h
0 0 1 0 0

1 000 octet/h
0 0 1 0 1

2 000 octet/h
0 0 1 1 0

5 000 octet/h
0 0 1 1 1

10 000 octet/h
0 1 0 0 0

20 000 octet/h
0 1 0 0 1

50 000 octet/h
0 1 0 1 0

100 000 octet/h
0 1 0 1 1

200 000 octet/h
0 1 1 0 0

500 000 octet/h
0 1 1 0 1

1 000 000 octet/h
0 1 1 1 0

2 000 000 octet/h
0 1 1 1 1

5 000 000 octet/h
1 0 0 0 0

10 000 000 octet/h
1 0 0 0 1

20 000 000 octet/h
1 0 0 1 0

50 000 000 octet/h
1 1 1 1 0

Reserved
1 1 1 1 1

Best effort

The value Best effort indicates that throughput shall be made available to the MS on a per need and availability basis.

All other values are interpreted as Best effort in this 
version of the protocol.

Bits 8 to 6 of octet 5 are spare and shall be coded all 0.

Delivery of erroneous SDUs, octet 6 (see 3GPP TS 23.107)
Bits
3 2 1
In MS to network direction:
0 0 0

Subscribed delivery of erroneous SDUs
In network to MS direction:
0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 1

No detect ('-')
0 1 0

Erroneous SDUs are delivered ('yes')
0 1 1

Erroneous SDUs are not delivered ('no')
1 1 1

Reserved

 

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.
Delivery order, octet 6 (see 3GPP TS 23.107)
Bits
5 4 3
In MS to network direction:
0 0

Subscribed delivery order
In network to MS direction:
0 0

Reserved
In MS to network direction and in network to MS direction:
0 1

With delivery order ('yes')
1 0

Without delivery order ('no')
1 1

Reserved



Traffic class, octet 6 (see 3GPP TS 23.107)
Bits
8 7 6
In MS to network direction:
0 0 0

Subscribed traffic class
In network to MS direction:
0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 1

Conversational class
0 1 0

Streaming class
0 1 1

Interactive class
1 0 0

Background class
1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.
Maximum SDU size, octet 7 (see 3GPP TS 23.107)
In MS to network direction:
0 0 0 0 0 0 0 0

Subscribed maximum SDU size
1 1 1 1 1 1 1 1

Reserved
In network to MS direction:
0 0 0 0 0 0 0 0

Reserved
1 1 1 1 1 1 1 1

Reserved

In MS to network direction and in network to MS direction:

For values in the range 00000001 to 10010110 the Maximum SDU size value is binary coded in 8 bits, using a granularity of 10 octets, giving a range of values from 10 octets to 1500 octets.
Values above 10010110 are as below:
1 0 0 1 0 1 1 1

1502 octets 

1 0 0 1 1 0 0 0

1510 octets 

1 0 0 1 1 0 0 1

1520 octets

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.
Maximum bit rate for uplink, octet 8
Bits
8 7 6 5 4 3 2 1
In MS to network direction:
0 0 0 0 0 0 0 0
Subscribed maximum bit rate for uplink
In network to MS direction:
0 0 0 0 0 0 0 0
Reserved
In MS to network direction and in network to MS direction:

0 0 0 0 0 0 0 1 
The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps
0 0 1 1 1 1 1 1
giving a range of values from 1 kbps to 63 kbps in 1 kbps increments.

0 1 0 0 0 0 0 0 
The maximum bit rate is 64 kbps + ((the binary coded value in 8 bits –01000000) * 8 kbps)
0 1 1 1 1 1 1 1
giving a range of values from 64 kbps to 568 kbps in 8 kbps increments.

1 0 0 0 0 0 0 0 
The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits –10000000) * 64 kbps)

1 1 1 1 1 1 1 0
giving a range of values from 576 kbps to 8640 kbps in 64 kbps increments.

1 1 1 1 1 1 1 1
0kbps


Maximum bit rate for downlink, octet 9 (see 3GPP TS 23.107)

Coding is identical to that of Maximum bit rate for uplink.

In this version of the protocol, for messages specified in the present document, the sending entity shall not request 0 kbps for both the Maximum bitrate for downlink and the Maximum bitrate for uplink at the same time. Any entity receiving a request for 0 kbps in both the Maximum bitrate for downlink and the Maximum bitrate for uplink shall consider that as a syntactical error (see clause 8).

Residual Bit Error Rate (BER), octet 10 (see 3GPP TS 23.107)
Bits
8 7 6 5 
In MS to network direction:
0 0 0 0

Subscribed residual BER
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
The Residual BER value consists of 4 bits. The range is from 5*10-2 to 6*10-8. 
0 0 0 1

5*10-2 
0 0 1 0

1*10-2 
0 0 1 1

5*10-3
0 1 0 0

4*10-3 
0 1 0 1

1*10-3 
0 1 1 0

1*10-4 
0 1 1 1

1*10-5 
1 0 0 0

1*10-6 
1 0 0 1

6*10-8 
1 1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

The MS shall consider all other values as reserved.

SDU error ratio, octet 10 (see 3GPP TS 23.107)
Bits
4 3 2 1
In MS to network direction:
0 0 0 0

Subscribed SDU error ratio
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
The SDU error ratio value consists of 4 bits. The range is is from 1*10-1 to 1*10-6. 
0 0 0 1

1*10-2 
0 0 1 0

7*10-3
0 0 1 1

1*10-3 
0 1 0 0

1*10-4 
0 1 0 1

1*10-5 
0 1 1 0

1*10-6 
0 1 1 1

1*10-1
1 1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

The MS shall consider all other values as reserved.

Traffic handling priority, octet 11 (see 3GPP TS 23.107)
Bits
2 1
In MS to network direction:
0 0

Subscribed traffic handling priority
In network to MS direction:
0 0

Reserved
In MS to network direction and in network to MS direction:
0 1

Priority level 1
1 0

Priority level 2
1 1

Priority level 3

The Traffic handling priority value is ignored if the Traffic Class is Conversation class, Streaming class or Background class.
Transfer delay, octet 11 (See 3GPP TS 23.107)
Bits

8 7 6 5 4 3

In MS to network direction:
0 0 0 0 0 0

Subscribed transfer delay
In network to MS direction:
0 0 0 0 0 0

Reserved
In MS to network direction and in network to MS direction:

0 0 0 0 0 1 
The Transfer delay is binary coded in 6 bits, using a granularity of 10 ms

0 0 1 1 1 1
 
giving a range of values from 10 ms to 150 ms in 10 ms increments


0 1 0 0 0 0 
The transfer delay is 200 ms + ((the binary coded value in 6 bits – 010000) * 50 ms)

0 1 1 1 1 1
 
giving a range of values from 200 ms to 950 ms in 50ms increments

1 0 0 0 0 0 
The transfer delay is 1000 ms + ((the binary coded value in 6 bits – 100000) * 100 ms)

1 1 1 1 1 0
 
giving a range of values from 1000 ms to 4000 ms in 100ms increments

1 1 1 1 1 1
 
Reserved

The Transfer delay value is ignored if the Traffic Class is Interactive class or Background class.
Guaranteed bit rate for uplink, octet 12 (See 3GPP TS 23.107)

Coding is identical to that of Maximum bit rate for uplink.

The Guaranteed bit rate for uplink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for uplink is set to 0 kbps.
Guaranteed bit rate for downlink, octet 13(See 3GPP TS 23.107)

Coding is identical to that of Maximum bit rate for uplink.

The Guaranteed bit rate for downlink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for downlink is set to 0 kbps.
Source Statistics Descriptor, octet 14 (see 3GPP TS 23.107)
Bits
4 3 2 1
In MS to network direction

0 0 0 0 
unknown
0 0 0 1

speech

The network shall consider all other values as unknown.

In network to MS direction

Bits 4 to 1 of octet 14 are spare and shall be coded all 0.
Bits 8 to 5 of octet 14 are spare and shall be coded all 0.
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