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First modified section
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TS 22.060 and the following in apply:

BSSGP Virtual Connection (BVC): end-to-end virtual communication path between remote Network Service user entities

BSSGP Virtual Connection Identifier (BVCI): identifier of a BVC, having end-to-end significance across the Gb interface

IP endpoint: an endpoint defined by its IP address and UDP port. An IP endpoint can be a data endpoint and/or a signalling endpoint

Data IP endpoint: an IP endpoint used for Data traffic

Signalling IP endpoint: an IP endpoint used for Signalling traffic

Data traffic: data traffic for an IP Sub-Network is defined as NS SDUs for PTP and PTM functional entities (BVCI(1)

Signalling traffic: signalling traffic for an IP Sub-Network is defined as NS SDUs for Signalling functional entities (BVCI=0) and all PDUs for IP Sub-Network Service Control
Full Mesh Connectivity: any IPv4 endpoint in an NSE is capable of communications with any IPv4 endpoint in its peer NSE. Also any IPv6 endpoint in an NSE is capable of communications with any IPv6 endpoint in its peer NSE
Network Service Entity Identifier (NSEI): identifier of an NS Entity having end-to-end significance across the Gb interface, i.e. the peer NSEs on the BSS side and the SGSN side are identified by the same NSEI value

Network Service Virtual Connection (NS-VC): end-to-end virtual communication path between Network Service peer entities

Network Service Virtual Connection Identifier (NS-VCI): identifier of an NS-VC having end-to-end significance across the Gb interface

Network Service Virtual Link (NS-VL): virtual communication path between the BSS or the SGSN and the intermediate network, or between the BSS and the SGSN in case of direct point-to-point configuration

Network Service Virtual Link Identifier (NS-VLI): identifier of an NS-VL, having local significance at the BSS or SGSN

Network Service Virtual Connection Group: groups all NS-VCs together which provide communication between the same peer NS entities. This grouping has local significance at the BSS or SGSN

Blocked / unblocked: when an NS-VC can not be used for NS user traffic, it is blocked. When an NS-VC can be used for NS user traffic, it is unblocked

Dead / alive: when an NS-VC is able to provide communication between remote NS entities, it is alive. When it is not able, it is dead. These states are supervised by means of a test procedure, as further described in the present document

Pool area: an area within which an MS may roam without need to change the serving SGSN. A pool area is served by one or more SGSNs in parallel. All the cells controlled by a BSC belong to the same one (or more) pool area(s).

Next modified section
4.4a.1
Requirements on resource distribution function

In an IP sub-network the BSS or SGSN may receive an NS SDU with a request to change the remote IP endpoint. The triggers for generating a request are implementation dependent and are not subject to further standardization. The behaviour on receipt of a request shall meet the following requirements:

-
An NSE may change the IP endpoint at which the NS SDUs for an MS are received by setting the R-bit field to "1" (Request change flow) in the NS SDU Control Bits IE in the next NS SDU or in an NS SDU with no data. (Note: The BSSGP DL-UNITDATA (BSSGP UL-UNITDATA) and the BSSGP UL-MBMS-UNITDATA with an LLC-PDU Length Indicator set to 0 are given in 3GPP TS 48.018).

-
For MBMS, the resource distribution function is only available at the BSS side. That is, it is only the BSS that can request a change of the IP endpoint to which the NS SDUs for an MBMS session are sent while MBMS data flows are only present in the downlink direction.

-
Upon receiving a  request for change in IP endpoint, an NSE shall notify the NS user entity of the change by an indication in the Link Selector Parameter (that is, the IP endpoint at the peer entity) and direct subsequent NS SDUs for the given MS or MBMS session to the new IP endpoint.

-
The resource distribution functions are independent at the BSS and the SGSN. That is, each entity may independently choose the IP endpoint at which NS SDUs for an MS or MBMS session are received.

-
An NSE shall obtain the new IP endpoint from the source IP endpoint (i.e. in the UDP/IP header) of the NS SDU in which the Request Change Flow bit was set.  The new IP Endpoint is not explicitly transmitted over the Gb.

-
The BSS shall associate an MS with the last used remote IP endpoint  as long as the MS context exist in the BSS or until the MS makes a cell change.

-
The SGSN shall associate an MS with the last used remote IP endpoint as long as the SGSN has location information for the MS on cell level.

-
The SGSN shall associate an MBMS session with the last used remote IP endpoint for the duration of the MBMS session.

Next modified section
6.2.1
Overview

The IP Sub-Network shall use the Internet Protocol (IP) as defined in either RFC 791 or RFC 2460 and the User Datagram Protocol (UDP) as defined in RFC 768.

The connections between the BSS and the SGSN may consist of point-to-point connections or of an intermediate IP network. Several configurations are possible, the details of which are outside the scope of the present document. For the purposes of the present document the following characteristics have to be considered:

1)
The Sub-Network Service (SNS) may be configured by administrative means (i.e. static configuration) or by auto-configuration procedures (i.e. dynamic configuration). In the case of auto-configuration the operator shall ensure, in advance, that each NSE can fulfill its peer NSE requirements (e.g. maximum number of NS-VCs, maximum number of IP-endpoints).

2)
Administrative configuration means the administration of the NSEs' IP endpoints (including the Signalling Weight and Data Weight).

3)
In the case of a point-to-point connection, the administrative configuration shall be used. In the case of an intermediate IP network connection, then either the administrative means or the auto-configuration procedures may be used.

4)
The BSS NSE has no knowledge of the configuration of any other BSS NSEs.

5)
The auto-configuration procedures are used to exchange configuration information between the BSS and the SGSN. The client/server principle applies: the SGSN is the server, while the BSS is a client. The BSS shall have knowledge of at least one SGSN IP endpoint to initiate the procedures. The auto-configuration procedures consist of the following:

a)
After start-up the BSS NSE reports to the peer-SGSN NSE by initiating the Size procedure.

b)
Then, the BSS initiates the Configuration Procedure in which a sequence of messages are exchanged between the BSS and the SGSN containing signalling endpoints, data endpoints, and initial weights.

6)
A network connection as part of the intermediate IP network between the NSEs shall be terminated by the same type of IP addresses (e.g. IPv4 or IPv6).

7)
For dynamic configurations the change of initially configured parameters shall be supported by the Add procedure, Delete procedure and ChangeWeight procedure.
8)
The SNS messages (SNS SIZE, SNS CONFIG, SNS ADD, SNS DELETE, SNS CHANGEWEIGHT) serving to support the configuration, Size, Add, Delete and ChangeWeight procedures shall only be used in the case of dynamic configuration.

Next modified section
6.2.1a
Abnormal Conditions

If the BSS or SGSN NSE receives at a given IP endpoint an SNS PDU containing an unknown NSEI or an NSEI associated to a different local IP endpoint, the BSS or SGSN NSE may simply discard such SNS PDU without further action.
Next modified section
6.2.4
Size Procedure

This procedure is initiated by the BSS. The Size procedure shall be performed to:

-
Reset all information maintained by the BSS NSE and its peer.

-
Verify that the number of NS-VCs that can be supported by the BSS NSE is greater than or equal to the number of NS-VCs required for full mesh connectivity to the peer SGSN NSE.
-
Verify the compatibility between the type of IP addresses (IPv4/IPv6) supported by the peer NSEs.

The BSS NSE shall send an SNS-SIZE PDU to the SGSN using any of the pre-configured SGSN IP endpoints (configuring of any pre-configured SGSN IP endpoints is out of the scope of the present document). The BSS shall start timer Tsns-prov. The SNS_SIZE PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
Maximum Number of NS-VCs: maximum number of NS-VCs the BSS NSE can support.

-
Reset Flag: If the reset flag is set to "1" then all configuration information between the BSS NSE and its peer SGSN NSE shall be cleared.

-
Number of IP4 Endpoints: number of IPv4 addresses configured on the BSS NSE and/or
-
Number of IP6 Endpoints: number of IPv6 addresses configured on the BSS NSE.

Upon receipt of an SNS-SIZE-ACK PDU the BSS shall stop timer Tsns-prov.

Upon receipt of an SNS-SIZE PDU, the SGSN shall:

-
If the reset flag is set to "1" then all previous operating information about the BSS NSE shall be cleared.

-
Send a SNS-SIZE-ACK PDU to the source IP endpoint. The SNS-SIZE-ACK PDU shall contain the NSEI IE.

6.2.4.1
Abnormal Conditions

If the maximum number of NS-VCs indicated in the SNS-SIZE PDU is less than the number of NS-VCs required for full mesh connectivity between the peer NSEs, the SGSN shall send an SNS-SIZE-ACK PDU with a cause code "Invalid number of NS-VCs".  The number of NS-VCs required for full mesh connectivity between peer NSEs is the product of the number of IPv4 endpoints supported on each of the peer NSEs plus the product of the number of IPv6 endpoints supported on each of the peer NSEs.

Upon receiving the SNS-SIZE-ACK PDU with a cause code "Invalid number of NS-VCs" the BSS NSE may notify the O&M system and abort the procedure.

If the SGSN does not support the type of IP addresses (IPv4/IPv6) offered by the BSS, the SGSN shall send an SNS-SIZE-ACK PDU with a cause code "Invalid number of IP4 Endpoints" or "Invalid number of IP6 Endpoints". Upon receiving the SNS-SIZE-ACK PDU with a cause code "Invalid number of IP4 Endpoints" or "Invalid number of IP6 Endpoints" the BSS NSE may notify the O&M system and abort the procedure.

Upon expiry of timer Tsns-prov the NSE may retry the operation SNS-SIZE-RETRIES times. If the operation has been attempted SNS-SIZE-RETRIES times without acknowledgement from the peer NS entity, then the NS entity may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document.

Next modified section
6.2.5
Configuration Procedure

The configuration procedure is used on the Gb interface to exchange configuration information between an NSE and its peer NSE. To start the configuration procedure , the client/server principle is used, with the BSS as the client. Upon start-up/restart of an BSS NSE the Size procedure shall be performed before the configuration procedure.

After completion of the Size procedure the BSS NSE shall send an SNS-CONFIG PDU to the same pre-configured SGSN IP endpoint used in the Size procedure.

NOTE:
This does not imply that the SNS-CONFIG PDU has to be sent from the same IP endpoint used in the Size procedure. 

The BSS shall start timer Tsns-prov. The SNS-CONFIG PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
End Flag: identifies the last SNS-CONFIG PDU sent by the BSS NSE.

-
List of IP4 Elements: one or more IPv4 endpoints or
-
List of IP6 Elements: one or more IPv6 endpoints.

Upon receipt of an SNS-CONFIG PDU sent by the BSS, the SGSN shall send an SNS-CONFIG-ACK PDU to the source IP endpoint.

Upon receipt of an SNS-CONFIG-ACK PDU sent by the SGSN, the BSS shall:

-
Stop timer Tsns-prov.

-
Repeat the above SNS-CONFIG PDU sequence to the SGSN if the BSS has more IP endpoints to configure.


After completion of the Size procedure, the SGSN shall send an SNS-CONFIG PDU to the BSS NSE using any known signalling IP endpoints (i.e., from information contained within an SNS-CONFIG PDU sent by the BSS). The SGSN shall start timer Tsns-prov. The SNS-CONFIG PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
End Flag: identifies the last SNS-CONFIG PDU sent by the SGSN NSE.

-
List of IP4 Elements: one or more IPv4 endpoints or
-
List of IP6 Elements: one or more IPv6 endpoints.

Upon receipt of an SNS-CONFIG PDU sent by the SGSN, the BSS shall send an SNS-CONFIG-ACK PDU to the source IP endpoint.

Upon receipt of an SNS-CONFIG-ACK PDU sent by the BSS, the SGSN shall:

-
Stop timer Tsns-prov.

-
Repeat the above SNS-CONFIG PDU sequence to the BSS if the SGSN has more IP endpoints to configure. The SGSN shall start timer Tsns-prov.


Neither the SGSN nor the BSS shall initiate any other procedure before receiving the peer's end-flag.

6.2.5.1
Abnormal Conditions

Upon receiving an SNS-CONFIG PDU with the E-bit field in the End Flag IE set to "1", if the total number of IPv4 elements sent to the SGSN by the BSS NSE is greater than the number of IPv4 endpoints sent by the BSS NSE in the SIZE PDU, the SGSN shall send an SNS-CONFIG-ACK PDU with a cause code of "Invalid number of IP4 Endpoints". The SGSN shall clear all information associated with the peer BSS NSE.

Upon receiving an SNS-CONFIG-ACK PDU with a cause code set to "Invalid number of IP4 Endpoints" the BSS may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document. The BSS shall clear all information associated with the peer SGSN NSE.

Upon receiving an SNS-CONFIG PDU with the E-bit field in the End Flag IE set to "1", if the total number of IPv6 elements sent to the SGSN by the BSS NSE is greater than the number of IPv6 endpoints sent by the BSS NSE in the SIZE PDU, the SGSN shall send an SNS-CONFIG-ACK PDU with a cause code of "Invalid number of IP6 Endpoints". The SGSN shall clear all information associated with the peer BSS NSE.

Upon receiving an SNS-CONFIG-ACK PDU with a cause code set to "Invalid number of IP6 Endpoints" the BSS may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document. The BSS shall clear all information associated with the peer SGSN NSE.

Upon receiving an SNS-CONFIG PDU with the E-bit field in the End Flag IE set to "1", if the total sum of the signalling weights is equal to zero or if the total sum of the data weights is equal to zero  the NSE shall send an SNS-CONFIG-ACK PDU with a cause code of "Invalid weights". The NSE shall clear all information associated with the peer NSE Upon receiving an SNS-CONFIG ACK PDU with cause code set to "Invalid weights" the NSE shall clear all information associated with the peer NSE and  may notify the O&M system.

Upon expiry of timer Tsns-prov the NSE may retry the operation SNS-CONFIG-RETRIES times. If the operation has been attempted SNS-CONFIG-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document.

Next modified section
6.2.6
Add Procedure

The Add procedure is used by an NSE to configure additional IP endpoints.

To add new IP endpoints, the NSE shall send an SNS-ADD PDU to a peer NSE signalling endpoint. Upon sending the SNS-ADD PDU the NSE shall start timer Tsns-prov. The SNS-ADD PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
Transaction ID: identifies a unique transaction within an NSE.

-
List of IP4 Elements: one or more IPv4 endpoints or
-
List of IP6 Elements: one or more IPv6 endpoints.


Upon receipt of an SNS-ADD PDU the NSE shall send an SNS-ACK PDU to the source IP endpoint from which the SNS-ADD PDU was sent. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-ADD PDU.

Upon receipt of an SNS-ACK PDU the NSE shall stop timer Tsns-prov.

6.2.6.1
Abnormal Conditions

Upon receiving an SNS-ADD PDU, if the consequent number of NS-VCs exceeds the maximum own supported number of NS-VCs then an SNS-ACK PDU is sent with cause code "Invalid number of NS-VCs". The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-ADD PDU.

Upon receiving an SNS-ADD PDU containing an already configured IP endpoint the NSE shall send an SNS-ACK PDU with the cause code "Protocol error - unspecified" to the source IP endpoint from which the SNS-ADD PDU was sent. The whole content of that SNS-ADD PDU shall be ignored. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-ADD PDU.

Upon expiry of timer Tsns-prov the NSE may retry the operation SNS-ADD-RETRIES times. If the operation has been attempted SNS-ADD-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document.

Next modified section
6.2.7
Delete Procedure

The delete procedure is used by an NSE to remove previously configured IP endpoints from service.

To delete IP endpoints, the NSE shall send an SNS-DELETE PDU to a peer NSE signalling endpoint. Upon sending the SNS-DELETE PDU the NSE shall start timer Tsns-prov. The SNS-DELETE PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
Transaction ID: identifies a unique transaction within the NSE.

-
IP Address: all IP endpoints that use this IP address shall be deleted or
-
List of IP4 Elements: one or more IPv4 endpoints or
-
List of IP6 Elements: one or more IPv6 endpoints.


Upon receipt of an SNS-DELETE PDU the NSE shall send an SNS-ACK PDU to the source IP endpoint from which the SNS-DELETE PDU was sent. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-DELETE PDU.

Upon receipt of an SNS-ACK PDU the NSE shall stop timer Tsns-prov.

6.2.7.1
Abnormal Conditions

Upon receiving an SNS-DELETE PDU containing one or more IP endpoints that has not been previously configured with an SNS-ADD PDU or an SNS-CONFIG PDU, the NSE shall send an SNS-ACK PDU with a cause code of "Unknown IP endpoint" to the source IP endpoint from which the SNS-DELETE PDU was sent. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-DELETE PDU. The NSE shall also include, in the SNS-ACK PDU, all IPv4 endpoints in the SNS-DELETE PDU that have not been previously configured in the List of IP4 Elements IE, or all  IPv6 endpoints in the SNS-DELETE PDU that have not been previously configured in the List of IP6 Elements IE. All previously configured IP endpoints contained in the SNS-DELETE PDU shall be deleted.

Upon receiving an SNS-DELETE PDU containing an IP address for which no IP endpoints have been previously configured with an SNS-ADD PDU or an SNS-CONFIG PDU, the NSE shall send an SNS-ACK PDU with a cause code of "Unknown IP address" to the source IP endpoint from which the SNS-DELETE PDU was sent. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-DELETE PDU. The NSE shall also include, in the SNS-ACK PDU, the IP address received in the SNS-DELETE PDU.

Upon expiry of timer Tsns-prov the NSE may retry the operation SNS-DELETE-RETRIES times. If the operation has been attempted SNS-DELETE-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document.

Next modified section
6.2.8
ChangeWeight Procedure

The ChangeWeight procedure is used by an NSE to change the signalling weight and/or data weight of the specified IP endpoints.

To change the signalling weight and/or data weight of an IP endpoint, the NSE shall send an SNS-CHANGEWEIGHT PDU to a peer NSE signalling endpoint. Upon sending the SNS-CHANGEWEIGHT PDU the NSE shall start timer Tsns-prov. The SNS-CHANGEWEIGHT PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
Transaction ID: identifies a unique transaction within the NSE.

-
List of IP4 Elements: one of more IPv4 endpoints or
-
List of IP6 Elements: one or more IPv6 endpoints.


Upon receipt of an SNS-CHANGEWEIGHT PDU the NSE shall send an SNS-ACK PDU to the source IP endpoint from which the SNS-CHANGEWEIGHT PDU was sent. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-CHANGEWEIGHT PDU.

Upon receipt of an SNS-ACK PDU the NSE shall stop timer Tsns-prov.

6.2.8.1
Abnormal Conditions

Upon receiving an SNS-CHANGEWEIGHT PDU, if the total sum of the signalling weights is equal to zero or if the total sum of the data weights is equal to zero, the BSS/SGSN shall send an SNS-ACK PDU with a cause code of "Invalid weights". The whole content of that SNS-CHANGEWEIGHT PDU shall be ignored.

Upon receiving an SNS-CHANGEWEIGHT PDU containing one or more IP endpoints that has not been previously configured with an SNS-ADD PDU or an SNS-CONFIG PDU, the NSE shall send an SNS-ACK PDU with a cause code of "Unknown IP endpoint" to the source IP endpoint from which the SNS-CHANGEWEIGHT PDU was sent.   The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-CHANGEWEIGHT PDU. The NSE shall also include, in the SNS-ACK PDU, all IPv4 endpoints sent in the SNS-CHANGEWEIGHT PDU  that have not been previously configured in the List of IP4 Elements IE, or all  IPv6 endpoints sent in the SNS-CHANGEWEIGHT PDU that have not been previously configured in the List of IP6 Elements IE. The NSE shall discard the information in the SNS-CHANGEWEIGHT PDU associated with all IP endpoints that have not been previously configured. All previously configured IP endpoints contained in the SNS-CHANGEWEIGHT PDU shall be changed.

Upon expiry of timer Tsns-prov the NSE may retry the operation SNS-CHANGEWEIGHT-RETRIES times. If the operation has been attempted SNS-CHANGEWEIGHT-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document.

Next modified section
7.4b
Test Procedure for an IP Sub-network

The test procedure is used on the Gb interface to verify the communications paths between the SGSN and the BSS. At least one of the signalling endpoints of the SGSN shall be tested by the BSS, by sending the NS-ALIVE PDU on any NS-VC terminating at any of the SGSN signalling endpoints. An NSE may test any peer NSE IP endpoint at any time.

Upon successful completion of the Size and configuration procedures when configured by auto-configuration procedures, or upon completion of administrative configuration, the NSE shall start timer Tns-test. Upon expiry of the timer Tns-test the NSE shall:

-
send an NS-ALIVE PDU to a peer IP endpoint.

-
start timer Tns-alive.

-
upon receiving an NS-ALIVE-ACK PDU from the peer NSE IP endpoint, the NSE shall stop timer Tns-alive and shall start again timer Tns-test.

The procedure is repeated each time that the Tns-test expires.

Upon receipt of an NS-ALIVE PDU, on any configured IP endpoint, the NSE shall send an NS-ALIVE-ACK PDU to the source UDP/IP endpoint of the NS-ALIVE PDU.

Next modified section
7.4b.1.2
Abnormal Conditions for data endpoints

If the test procedure is being performed on a data IP endpoint and timer Tns-alive expires, depending on the implementation, the test procedure may be repeated. After NS-ALIVE-RETRIES unsuccessful retry attempts, the O&M system and the load sharing function are informed, and an NS-STATUS-Indication is sent to the NS user entity. An NS-STATUS procedure may be initiated towards a signalling IP endpoint. The NS-STATUS includes the two IP endpoints that comprise the NS-VC and a cause code "IP test failed". Further actions of the O&M system is out of the scope of the present document.

When an NS-ALIVE fails for a path, the sending side is allowed to change both the local IP endpoint and the remote IP endpoint.

Traffic may be processed if received on an IP endpoint after an unsuccessful test procedure.

Next modified section
7.6
Resource Distribution Procedure

Each NS entity is responsible for determining when to trigger the Resource Distribution Function and to which IP endpoint resource distribution can occur. This sub-clause only describes the mechanism for informing the peer NS entity the IP endpoint at which NS user data for an MS or for an MBMS session is to be received. Recommended usage of the Resource Distribution Function for an IP sub-network when Resource Distribution is to be performed on a data flow concerning an MS can be found in annex B.

The resource distribution function at an NSE may choose to change the IP endpoint at which it receives NS user data for an MS or MBMS session. To achieve this, the NS user entity shall notify the load sharing function and subsequently the NS entity to send an NS-UNITDATA with the R-bit field set to "1" in the NS SDU Control Bits IE from the new IP endpoint. Note: the BSS may set the R-bit field to "1" in the initial PDU for NS user data for an MS.  If an NSE has no NS SDU to send for some period of time, or if Resource Distribution is to be performed on a data flow concerning an MBMS session, then the NSE shall send an NS‑UNITDATA PDU containing a BSSGP DL-UNITDATA (BSSGP UL-UNITDATA) or, in case of an MBMS session, a BSSGP UL-MBMS-UNITDATA with an LLC-PDU Length Indicator set to 0 (see 3GPP TS 48.018).

When the NSE receives an NS-UNITDATA PDU with R-bit field set to "1" in the NS SDU Control Bits IE, it shall inform the higher layers to change the destination IP endpoint for that MS or MBMS session. All subsequent NS SDUs for the same MS or MBMS session shall be sent to this destination. The receiving NSE may optionally send an NS-UNITDATA PDU with the C-bit field set to "1" in the NS SDU Control Bits IE to confirm acknowledgement of the request to change the IP endpoint.

The NSE initiating the Resource Distribution Function for an MS shall not set the R-bit field to "1" in an NS-UNITDATA PDU for this MS once it has received an NS-UNITDATA PDU for the same MS, irrespective of the C-bit field value, at the requested IP endpoint.

Next modified section
9.2
Network Service Control PDUs

The Network Service Control PDUs are also referred to as NS PDUs in the rest of the present document.

9.2.1
NS-ALIVE

This PDU is used to test an NS-VC.

PDU type:
NS-ALIVE

Direction:
BSS to SGSN, SGSN to BSS

Table 9.2.1.1: NS-ALIVE PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1


9.2.2
NS-ALIVE-ACK

This PDU acknowledges a received NS-ALIVE PDU and is sent on the NS-VC where the NS-ALIVE PDU was received.

PDU type:
NS-ALIVE-ACK

Direction:
SGSN to BSS, BSS to SGSN

Table 9.2.2.1: NS-ALIVE-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1


9.2.3
NS-BLOCK

This PDU indicates that an NS-VC shall be blocked at the recipient entity.

PDU type:
NS-BLOCK

Direction:
BSS to SGSN, SGSN to BSS

Table 9.2.3.1: NS-BLOCK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	Cause
	10.3.2
	M
	TLV
	3

	NS-VCI
	10.3.5
	M
	TLV
	4


9.2.4
NS-BLOCK-ACK

This PDU acknowledges that an NS-VC has been blocked for use.

PDU type:
NS-BLOCK-ACK

Direction:
SGSN to BSS, BSS to SGSN

Table 9.2.4.1: NS-BLOCK-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NS-VCI
	10.3.5
	M
	TLV
	4


9.2.5
NS-RESET

This PDU indicates that the NS peer entity is trying to reset one NS-VC.

PDU type:
NS-RESET

Direction:
BSS to SGSN, SGSN to BSS

Table 9.2.5.1: NS-RESET PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	Cause
	10.3.2
	M
	TLV
	3

	NS-VCI
	10.3.5
	M
	TLV
	4

	NSEI
	10.3.6
	M
	TLV
	4


Typical cause values are: O&M intervention, Equipment failure.

9.2.6
NS-RESET-ACK

This PDU acknowledges the reset of the indicated NS-VC.

PDU type:
NS-RESET-ACK

Direction:
BSS to SGSN, SGSN to BSS

Table 9.2.6.1: NS-RESET-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NS-VCI
	10.3.5
	M
	TLV
	4

	NSEI
	10.3.6
	M
	TLV
	4


9.2.7
NS-STATUS

This PDU is used to report error conditions.

PDU type:
NS-STATUS

Direction:
SGSN to BSS, BSS to SGSN

Table 9.2.7.1: NS-STATUS PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	Cause
	10.3.2
	M
	TLV
	3

	NS-VCI
	10.3.5
	C
	TLV
	4

	NS PDU 
	10.3.3
	C
	TLV
	3-?

	BVCI
	10.3.1
	C
	TLV
	4

	List of IP4 Elements
	10.3.2c
	C
	TLV
	10-?

	List of IP6 Elements
	10.3.2d
	C
	TLV
	22-?


9.2.7.1
Static conditions for NS-VCI

The NS-VCI IE shall be included when the Cause IE is set to one of the following values:

a)
"NS-VC blocked";

b)
"NS-VC unknown";

and shall not be included otherwise.

9.2.7.2
Static conditions for NS PDU

The NS PDU IE shall be included if the NS-STATUS message is sent in response to a received NS PDU within which an error was detected i.e. when the Cause IE is set to one of the following values:

a)
"Semantically incorrect PDU";

b)
"PDU not compatible with the protocol state";

c)
"Protocol error - unspecified";

d)
"Invalid essential IE";

e)
"Missing essential IE";

and shall not be included otherwise.

This is the whole PDU received with error. This PDU may be truncated if it exceeds the information carrying capacity of the NS.

9.2.7.3
Static conditions for BVCI

The BVCI IE shall be included when the Cause IE is set to one of the following values:

a)
"BVCI unknown on that NSE";

and shall not be included otherwise.

9.2.7.4
Static conditions for List of IP4 Elements

The List of IP4 Elements IE shall be included when the Cause IE is set to one of the following values:

a)
" IP test failed";

and the IP endpoints of the NS-VC that failed are IPv4 endpoints. The List of IP4 Elements IE shall be the only conditional IE sent in a NS-STATUS PDU.

The  List of IP4 Elements IE shall not be included otherwise.

9.2.7.5
Static conditions for List of IP6 Elements

The List of IP6 Elements IE shall be included when the Cause IE is set to one of the following values:

a)
" IP test failed";

and the IP endpoints of the NS-VC that failed are IPv6 endpoints. The List of IP6 Elements IE shall be the only conditional IE sent in a NS-STATUS PDU.

The  List of IP6 Elements IE shall not be included otherwise.

9.2.8
NS-UNBLOCK

This PDU indicates that an NS-VC shall be unblocked at the recipient entity.

PDU type:
NS-UNBLOCK

Direction:
BSS to SGSN, SGSN to BSS

Table 9.2.8.1: NS-UNBLOCK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1


9.2.9
NS-UNBLOCK-ACK

This PDU acknowledges that an NS-VC has been unblocked.

PDU type:
NS-UNBLOCK-ACK

Direction:
SGSN to BSS, BSS to SGSN

Table 9.2.9.1: NS-UNBLOCK-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1


9.2.10
NS-UNITDATA

This PDU transfers one NS SDU between the BSS and SGSN.

PDU type:
NS-UNITDATA

Direction:
BSS to SGSN, SGSN to BSS

Table 9.2.10.1: NS-UNITDATA PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NS SDU Control Bits
	10.3.9
	M
	V
	1

	BVCI
	10.3.1
	M
	V
	2

	NS SDU
	10.3.4
	M
	V
	1-?


The length of the NS SDU information element shall be derived by the Network Service Control entity from the length of the complete NS-UNITDATA PDU provided by the Sub-Network Service entity to the Network Service Control entity.

Next modified section
9.3
Sub-Network Service Control PDUs

The Sub-Network Service Control PDUs are also referred to as SNS PDUs in the rest of the present document. The Sub-Network Service Control PDUs are only used in an IP sub-network.

9.3.1
SNS-ACK

The SNS-ACK PDU is used to acknowledge the SNS-ADD PDU, the SNS-DELETE PDU, or the SNS-CHANGEWEIGHT PDU.

PDU type:
SNS-ACK

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.1.1: SNS-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	Transaction ID
	10.3.10
	M
	V
	1

	Cause
	10.3.2
	O
	TLV
	3

	IP Address a)
	10.3.2b
	C
	TV
	6-18

	List of IP4 Elements b)
	10.3.2c
	C
	TLV
	10-?

	List of IP6 Elements b)
	10.3.2d
	C
	TLV
	22-?

	a)
the IP Address IE shall only be present if the "Cause" value is set to "Unknown IP address".

b)
one or more of these conditional IEs shall be present if the "Cause" value is set to "Unknown IP endpoint".


9.3.2
SNS-ADD

The SNS-ADD PDU is used to add additional IP Endpoints.

PDU type:
SNS-ADD

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.2.1: SNS-ADD PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	Transaction ID
	10.3.10
	M
	V
	1

	List of IP4 Elements a)
	10.3.2c
	C
	TLV
	10-?

	List of IP6 Elements a) 
	10.3.2d
	C
	TLV
	22-?

	a)
one and only one of the conditional IEs shall be present.


9.3.3
SNS-CHANGEWEIGHT

The SNS-CHANGEWEIGHT PDU is used to change the signalling weight and/or data weight of an IP endpoint.

PDU type:
SNS-CHANGEWEIGHT

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.3.1: SNS-CHANGEWEIGHT PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	Transaction ID
	10.3.10
	M
	V
	1

	List of IP4 Elements a)
	10.3.2c
	C
	TLV
	10-?

	List of IP6 Elements a)
	10.3.2d
	C
	TLV
	22-?

	a)
one and only one of the conditional IEs shall be present.


9.3.4
SNS-CONFIG

The SNS-CONFIG PDU is used to configure a NSE to a peer NSE.

PDU type:
SNS-CONFIG

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.4.1: SNS-CONFIG PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	End Flag
	10.3.2a
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	List of IP4 Elements a)
	10.3.2c
	C
	TLV
	10-?

	List of IP6 Elements a)
	10.3.2d
	C
	TLV
	22-?

	a)
one and only one of the conditional IEs shall be present.


9.3.5
SNS-CONFIG-ACK

The SNS-CONFIG-ACK PDU is used to acknowledge an SNS-CONFIG PDU. The SNS-CONFIG-ACK PDU shall be sent to the source IP Endpoint of the corresponding SNS-CONFIG PDU.

PDU type:
SNS-CONFIG-ACK

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.5.1: SNS-CONFIG-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	Cause
	10.3.2
	O
	TLV
	3


9.3.6
SNS-DELETE

The SNS-DELETE PDU is used to delete previously configured IP Endpoints.

PDU type:
SNS-DELETE

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.6.1: SNS-DELETE PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	Transaction ID
	10.3.10
	M
	V
	1

	IP Address a) 
	10.3.2b
	C
	TV
	6-18

	List of IP4 Elements a)
	10.3.2c
	C
	TLV
	10-?

	List of IP6 Elements a)
	10.3.2d
	C
	TLV
	22-?

	a)
one and only one of the conditional IEs shall be present.


9.3.7
SNS-SIZE

The SNS-SIZE PDU is used to indicate to the peer NSE the maximum number of NS-VCs or a change in the NS-VC capacity. The SNS-SIZE PDU is used to signal the restart of a NSE to a peer NSE.

PDU type:
SNS-SIZE

Direction:
BSS to SGSN

Table 9.3.7.1: SNS-SIZE PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	Reset Flag
	
	M
	TV
	2

	Maximum Number of NS-VCs
	10.3.2e
	M
	TV
	3

	Number of IP4 Endpoints a)
	10.3.2f
	C
	TV
	3

	Number of IP6 Endpoints a)
	10.3.2g
	C
	TV
	3

	a)
At least one of these conditional IEs shall be present.


9.3.8
SNS-SIZE-ACK

The SNS-SIZE-ACK PDU is used to acknowledge an SNS-SIZE PDU. The SNS-SIZE-ACK PDU shall be sent to the source IP Endpoint of the corresponding SNS-SIZE PDU.

PDU type:
SNS-SIZE-ACK

Direction:
SGSN to BSS

Table 9.3.8.1: SNS-SIZE-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	10.3.7
	M
	V
	1

	NSEI
	10.3.6
	M
	TLV
	4

	Cause
	10.3.2
	O
	TLV
	3


Next modified section
10.1
General structure of the information elements

The general information element structure is composed of (see figure 10.1.1):

a)
an Information Element Identifier (also referred to as the T field);

b)
a length indicator (also referred to as the L field);

c)
the information element value (also referred to as the V field).

Information elements have the TLV, the TV or the V format, as specified in the relevant protocol specification. The format of any given information element may depend on the context e.g. on the message type.

	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	Information Element Identifier (IEI)

	octets 2, 2a
	length indicator

	octet 3
	information element value

	...
	

	octet ... n
	


Figure 10.1.1: Information element structure, TLV format

	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	information element value

	...
	

	octet ... n
	


Figure 10.1.2: Information element structure, V format

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

Next modified section
10.3.2a
End Flag

This IE is used to indicate last SNS-CONFIG PDU to be sent to the peer NS entity. All unused bits are spare.

	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	spare
	E-bit


Figure 10.3.2a.1: End Flag information element

The "E-bit" is coded as shown below:

0
Additional PDUs will be sent.

1
Last PDU sent.

Next modified section
10.3.2b
IP Address

This IE identifies an IP address.

	
	8
	7
	6
	5
	4
	3
	2
	1

	Octet 1
	IEI

	Octet 2
	Address Type

	Octets 3 -n
	Address value


Figure 10.3.2b.1: IP Address information element

Where "n" is 6 if the Address Type is IPv4 and "n" is 18 if the Address Type is IPv6.

The "Address Type" is coded as shown in table 10.3.2b.1.

Table 10.3.2b.1: "Address Type" coding

	coding
	Address Type

	0
	Reserved

	1
	IPv4

	2
	IPv6

	Reserved
	All values not explicitly shown are reserved for future use.


Next modified section
10.3.2e
Maximum Number of NS-VCs

This IE identifies the maximum number of NS-VCs.

	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	IEI

	octet 2

octet 3
	most significant octet of Maximum Number of NS-VCs

least significant octet of Maximum Number of NS-VCs


Figure 10.3.2e.1: Maximum Number of NS-VCs information element

Next modified section
10.3.2g
Number of IP6 Endpoints

This IE identifies the number of IPv6 endpoints.

	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	IEI

	octet 2

octet 3
	most significant octet of Number of IP6 Endpoints

least significant octet of Number of IP6 Endpoints


Figure 10.3.2g.1: Number of IP6 Endpoints information element
Next modified section
10.3.4
NS SDU

This IE contains one and only one NS SDU transmitted across the Gb interface.
	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	NS SDU

	...
	

	octet n
	


Figure 10.3.4.1: NS SDU information element

Next modified section
10.3.7
PDU type


Table 10.3.7.1: PDU type coding

	PDU type coding
	PDU name

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	0
	NS-UNITDATA

	0
	0
	0
	0
	0
	0
	1
	0
	NS-RESET

	0
	0
	0
	0
	0
	0
	1
	1
	NS-RESET-ACK

	0
	0
	0
	0
	0
	1
	0
	0
	NS-BLOCK

	0
	0
	0
	0
	0
	1
	0
	1
	NS-BLOCK-ACK

	0
	0
	0
	0
	0
	1
	1
	0
	NS-UNBLOCK

	0
	0
	0
	0
	0
	1
	1
	1
	NS-UNBLOCK-ACK

	0
	0
	0
	0
	1
	0
	0
	0
	NS-STATUS

	0
	0
	0
	0
	1
	0
	1
	0
	NS-ALIVE

	0
	0
	0
	0
	1
	0
	1
	1
	NS-ALIVE-ACK

	0
	0
	0
	0
	1
	1
	0
	0
	SNS-ACK

	0
	0
	0
	0
	1
	1
	0
	1
	SNS-ADD

	0
	0
	0
	0
	1
	1
	1
	0
	SNS-CHANGEWEIGHT

	0
	0
	0
	0
	1
	1
	1
	1
	SNS-CONFIG

	0
	0
	0
	1
	0
	0
	0
	0
	SNS-CONFIG-ACK

	0
	0
	0
	1
	0
	0
	0
	1
	SNS-DELETE

	0
	0
	0
	1
	0
	0
	1
	0
	SNS-SIZE

	0
	0
	0
	1
	0
	0
	1
	1
	SNS-SIZE-ACK

	other values
	reserved for future use


Next modified section
10.3.7a
Reset Flag

This IE is used to indicate if the peer NS entity shall reset all configuration information.  All unused bits are spare.
	
	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	IEI

	octet 2
	Spare
	Reset-bit


Figure 10.3.7a.1: Reset Flag information element

The "Reset-bit" is coded as shown below:

0
Do not reset.

1
Reset.

Next modified section
10.3.8
Void

	
	
	
	
	
	
	
	

	
	



Next modified section
10.3.9
NS SDU Control Bits

This IE is used to indicate additional information about the NS-SDU to the user of the NS entity. All unused bits are spare.

	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	spare
	C-bit
	R-bit


Figure 10.3.9.1: NS SDU Control Bits information element

The "R-bit" is coded as shown below:

0
No request for change flow;

1
Request change flow.

The "C-bit" is coded as shown below:

0
No confirmation for change flow;

1
Confirm change flow.

Next modified section
10.3.10
Transaction ID

This IE provides an identifier for SNS PDUs.
	
	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	Value


Figure 10.3.10.1: Transaction ID information element
Next modified section
11
List of system variables

Table 11.1: System timers

	Timer name
	Timer value
	Notes
	Relation to other timers

	Tns-block
	1s to 120s
	Guards the blocking and unblocking procedures
	none

	Tns-reset
	1s to 120s
	Guards the reset procedure
	none

	Tns-test
	1s to 60s
	Periodicity of the NS-VC test procedure
	none

	Tns-alive
	3s
	Guards the NS-VC test procedure
	none

	Tsns-prov
	1s-10s
	Guards the SNS procedures
	none


Table 11.2: System counters

	Counter name
	Value
	Notes

	NS-BLOCK-RETRIES
	3
	recommended value

	NS-UNBLOCK-RETRIES
	3
	recommended value

	NS-ALIVE-RETRIES
	10
	recommended value

	SNS-ADD-RETRIES
	3
	recommended value

	SNS-CONFIG-RETRIES
	3
	recommended value

	SNS-CHANGEWEIGHT-RETRIES
	3
	recommended value

	SNS-DELETE-RETRIES
	3
	recommended value

	SNS-SIZE-RETRIES
	3
	recommended value
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