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PS Handover Principles

1 Background

It is desirable that the emerging GERAN PS Handover procedures are aligned with existing UTRAN counterparts. This should be possible at least on the CN side without adding complexity to the MS/UE, resulting in minimized impacts on CN and UTRAN and fewest implementation variants in GERAN and MS/UE.  Ideally the evolving signaling procedure will map well with the existing 3G hard handover, which exists both for the CS and PS domain, and will only need “simple mapping” in SGSN. This paper is based on Siemens contribution G2-030483.

This document analyses the “addresses” used in the current 23.060 (Ref. [1]), 25.413 (Iu, Ref. [3]) and 29.060 (GTP, Ref. [4]) and the current Conversational TR (Ref. [2]). “Addresses” mean the entities, which define the end-to-end paths from GGSN to the MS/UE

Chapter 2 looks at the “Addresses” in UMTS and chapter 3 does the same for GPRS.

Chapter 4 discusses the two main options.

2 Addresses in UMTS

Chapter 14.4 in 23.060, describes the identities needed to define the “path” (appendix 1 contains the extract). The following figure shows the structure graphically:
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There is a one-to-one relationship for each NSAPI-RAB-RB.

During a handover the PDP contexts are forwarded to the target SGSN, each with its “old” NSAPI value. See Appendix 2 for details on the existing message Forward Relocation Request (from [1]) and a comparison with the new message Prepare PS Handover Request (from [2]). 

The target side keeps the NSAPI values per PDP Context but may assign new Radio Bearers (and/or reject some RABs).

3 Addresses in GPRS Gb-mode

Chapter 14.3 in 23.060, describes the identities needed to define the “path” (appendix 3 contains an extract). The following figure, which is a modification of Figure 94 in 23.060, shows an example of the structure graphically:
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Figure 94: Use of NSAPI and TLLI (modified
)

4 Addressing between source and target systems

From the two previous chapters we can note that differences compared to 3G are:

· Multiple NSAPI per SAPI are possible.  This is subject to the restriction that each NSAPI that shares a common SAPI is allocated the same PFI at PDP Context Activation (i.e. SAPI sharing is only permitted for NSAPIs for which PDP Context aggregation is applied).

· Multiple SAPI per PFC are possible (i.e. PDP Context aggregation may be used at PDP Context Activation).

These differences may also exist between source and target Gb-based GERAN, since some vendors may use aggregation and others not.

Two principles for handling the differences are:

A. “Copy” the structure in the source cell (to the degree possible) from the source to the target system.

B. Let the target system decide the new addresses (except for endpoints = NSAPI values) and send them back in a “Handover Command” transparent container.

It can be noted that the major cause for the differences is the possibility of aggregation in Gb. If this is forbidden, when a handover is carried out, alternative A is simplified considerably.

Alternative A requires addition of PFIs) to the content of Forward Relocation Request.

Alternative A requires that any multiplexing is removed before a GERAN(Gb)-to-GERAN/UTRAN(Iu) PS Handover. It also requires that all target GERAN implementations accept all possible combinations. 

An advantage is that the MS/UE implementation may be somewhat simpler. The source addresses must be kept for a possible reversion to the old cell. Similarity between the two structures could simplify the design. It should be noted that some PFC/RABs may be rejected, so the mobile must anyway be able to keep two records. It is just a matter of simplifying the structure.

Alternative B enables different design strategies for source and target sides, both intra- and inter-RAT, which eases multi-vendor interoperability. It is similar to the existing 23.060 design, which should reduce network complexity somewhat

Possible drawbacks are: 

1. The MS/UE must keep two separate configurations until the handover has succeeded 

2. The PS Handover Command will become somewhat longer, since a completely different structure must be conveyed.

Drawback 1 cannot be avoided completely since Handover to UTRAN includes the mechanism of reversion to the old cell at failure.

5 Conclusions

During PS handover the MS/UE, RAN and CN must support a mapping between identities (or “addresses”), so that each data stream is handled with appropriate QoS and has the correct “end points” at the MS/UE and at the GGSN. In these paper two different solutions to support this functionality has been discussed. Ericsson prefers solution B (above) meaning that the target side decides by itself on the appropriate mapping and notifies the MS in the PS Handover command of the new mapping.

Principle B is shown graphically below. If aggregation on SAPI and PFI-level is avoided the impacts of re-mapping in the MS is minimized.
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If there is agreement for principle B then the “PFC To Set Up List” from the source BSS should be removed from ref. [2]. The source SGSN gets the list of successfully established PFCs and can inform the source BSC about it, so that the source BSC can decide if the handover should be cancelled or not.
6 References

[1] 23.060 V6.2.0

[2] Conversational TR V0.10.0

[3] 25.413 V5.6.0

[4] 29.060 V6.2.0

7 Appendix 1: extract from 23.060 chapter 14.4

The Network layer Service Access Point Identifier (NSAPI) and IMSI are used for network layer routeing. An NSAPI / IMSI pair is used to assign a Tunnel Endpoint Identifier (TEID).

In the MS, NSAPI identifies the PDP‑SAP. In the SGSN and GGSN, NSAPI identifies the PDP context associated with an MM context.

In the context of this specification, the term RNC refer also to a GERAN BSC when serving an MS in Iu mode.
In communication with the RNC across the Iu‑PS and Uu interfaces, the RAB ID is used to identify the radio access bearer and that information element shall be set identical to the NSAPI value. In the RNC, RAB ID identifies the RAB context. Radio Bearer Identity (RB Identity) is used to identify the Uu interface radio bearer(s) associated with the radio access bearer. The RAB ID shall uniquely identify the RAB for a specific CN domain and a particular MS.
There is a one-to-one relationship between NSAPI, Radio Access Bearer, and PDP context. In the packet domain, there is also a one-to-one relationship with Radio Bearer Identity.

8 Appendix 2: Messages 

8.1 Resource Allocation Phase

In the resource allocation phase, the forward signals include NSAPI values. This can be seen in the GTP spec 29.060, message Forward Relocation request. 

Forward Relocation Request contains the IE PDP Context, which in turn contains the NSAPI value. The table below lists the contents of Forward Relocation Request and Prepare PS Handover Request:

	29.060

Forward Relocation Request

Information element
	Presence requirement
	Reference
	Detailed contents

	IMSI
	Mandatory
	7.7.2
	

	Tunnel Endpoint Identifier Control Plane
	Mandatory
	7.7.14
	

	RANAP Cause
	Mandatory
	7.7.18
	

	Charging Characteristics
	Optional
	7.7.23
	

	MM Context
	Mandatory
	7.7.28
	

	PDP Context
	Mandatory if Cause = Accepted)
	7.7.29
	For each PDP Context the following data can be present:

	
	
	
	VPLMN Address Allowed

	
	
	
	Reordering Required

	
	
	
	NSAPI

	
	
	
	SAPI

	
	
	
	QoS Subscribed

	
	
	
	QoS Requested

	
	
	
	QoS Negotiated

	
	
	
	GTP Sequence Number Down

	
	
	
	GTP Sequence Number Up

	
	
	
	Send PDU Number

	
	
	
	Receive PDU Number

	
	
	
	Uplink Tunnel Endpoint Identifier Control Plane

	
	
	
	Uplink Tunnel Endpoint Identifier Data

	
	
	
	PDP context Identifier

	
	
	
	PDP Type

	
	
	
	PDP Address

	
	
	
	GGSN Address for Control Plane

	
	
	
	GGSN Address for User Traffic

	
	
	
	APN

	
	
	
	Transaction Identifier

	SGSN Address for Control plane
	Mandatory
	7.7.32
	Address as defined in 3GPP TS 23.003

	Target Identification
	Mandatory
	7.7.37
	Identification of a target RNC as defined in 3GPP TS 25.413

	UTRAN transparent container
	Mandatory
	7.7.38
	

	PDP Context Prioritization 
	Optional
	7.7.45
	Prioritization of the PDP Contexts has/has not been applied

	Private Extension
	Optional
	7.7.46
	Vendor specific information

	Additional IEs in Prepare PS HO Request:
	

	PFC(s) To Be Set Up List
	
	
	

	SNDCP XID parameters
	
	
	

	LLC XID parameters
	
	
	

	MS Radio Access Capabilities
	
	
	


The message Prepare PS Handover Request also contains PDP Context(s) and is thus assumed to also contain the NSAPI values for each PDP Context.

Hence, the target side will get the old NSAPI value and will re-use it and associate it with the same PDP Context. It is FFS how some parameters, which are currently only defined in 2G or 3G but not in both, shall be handled. However, this is beyond the scope of this report.

Using the PDP Contexts the target SGSN will request PFCs (or RABs) in the target BSS (or RNS).

If principle A is used, the signal shall also include TLLI (P-TMSI) and PFI (per NSAPI).

If principle B is used, and if the target cell belongs to 2G, we assume that the target SGSN will assign a new P-TMSI, so that a new TLLI can be derived. This assumption is the same as in G2-030483. Hence the target SGSN and BSC agree on the TLLI value.

8.2 Execution Phase

In the end of the reservation phase and the start of the execution phase, the reverse signals carry all details for the definition of the target bearers, which will be sent to the mobile. The existing GTP signal Forward Relocation Response and the new signal Prepare PS Handover Response contain:

	Information element
	Presence requirement
	Reference
	Information Elements

	Cause
	Mandatory
	7.7.1
	

	Tunnel Endpoint Identifier Control Plane
	Conditional
	7.7.14
	

	RANAP Cause
	Conditional
	7.7.18
	See 25.413, chapter 9.2.1.4

	SGSN Address for Control plane
	Conditional
	7.7.32
	

	UTRAN transparent container
	Optional
	7.7.38
	Includes the ‘RRC Container’ which describes all the relations RABid to Radio Bearer, similar to the message “Radio Bearer Reconfiguration”.

	RAB Setup Information (one per RAB)
	Mandatory if Cause= ‘Request accepted’
	7.7.39
	If the target RNC successfully allocated resources associated with the NSAPI, the RAB Setup Information IE contains: 

· NSAPI

· RNC Tunnel Endpoint Identifier for data forwarding
· RNC IP address for data forwarding from source RNC to target RNC. 

If the target RNC or the new SGSN failed to allocate resources the RAB Setup Information IE contains only Length and NSAPI indicating that the source RNC shall release the resources associated with the NSAPI.

	Additional RAB Setup Information
	Conditional
	7.7.45A
	Same as IE “RAB Setup Info”, but for Ipv6

	Private Extension
	Optional
	7.7.46
	

	Additional IEs in Prepare PS HO Response:
	

	IMSI
	
	
	

	New P-TMSI
	
	
	

	Source Cell ID
	
	
	

	Target Cell ID
	
	
	

	BSS Transparent container
	
	
	Corresponds to “UTRAN Transparent Container”, i.e. contains the PS Handover Command, which will be sent to the MS/UE


If the target cell belongs to an Iu-based UTRAN or BSS, the RAB-IDs and corresponding RB-IDs and RB configurations should be included in the UTRAN Transparent Container. The content should be identical to what exists in the message Radio Bearer Reconfiguration.

If principle B is used, and if the target cell belongs to a A/Gb-mode BSS, the following values should be included in the BSS Transparent Container:

· New TLLI, based on the P-TMSI the target SGSN has assigned. 

· SAPI values and mapping to NSAPIs

· PFI values and mapping to SAPIs

9 Appendix 3: extract from 23.060 chapter 14.3

The Network layer Service Access Point Identifier (NSAPI) and Temporary Logical Link Identity (TLLI) are used for network layer routeing. An NSAPI / TLLI pair is unambiguous within a routeing area.

In the MS, NSAPI identifies the PDP‑SAP. In the SGSN and GGSN, NSAPI identifies the PDP context associated with a PDP address. Between the MS and the SGSN, TLLI unambiguously identifies the logical link.

When the MS requests the activation of a PDP context, the MS selects one of its unused NSAPIs.

For example (shown figuratively below), the MS receives an IP packet from a connected TE at the IP address A SAP. The IP PDU is encapsulated and NSAPI is initialised to NSAPI‑1. TLLI is set to the MS's TLLI before the encapsulated IP packet is passed to the SNDC function. After the IP PDU is received, the SGSN analyses TLLI and NSAPI‑1 and determines that the IP PDU shall be sent to the GGSN associated with IP address A.
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Figure 94: Use of NSAPI and TLLI

Within a routeing area, there is a one-to-one correspondence between TLLI and IMSI that is only known in the MS and SGSN. If it is not clear from the context which routeing area a TLLI belongs to, then TLLI is used together with RAI. TLLI is derived from a P‑TMSI, and does then provide user identity confidentiality as described in clause "User Identity Confidentiality (A/Gb mode)".


































� This is Figure 94 from 23.060 modified to include also 44.065 figure 2, 23.060 figure 80 and text from 23.060 chapter 12.6.3.5.1 ‘BSS Packet Flow Context Creation Procedure’
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