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Analysis of Failure Cases for Explicit RAU with PS Handover

1. Introduction

During the GERAN#12 meeting in Sophia Antipolis, the working assumption of using an explicit Routing Area Update after the PS handover has been completed was endorsed.  The contribution from Siemens in GERAN #12 [3] summarised the arguments for adopting this approach.  

However, it was felt that the behaviour under failure cases should be further investigated to ensure that the PS Handover procedures will be robust for all foreseeable cases.  This paper examines the most important failure cases in the context of an inter-SGSN PS Handover with explicit RAU.  

2. Inter-SGSN Handover Procedure with Explicit RAU

For reference purpose the inter-SGSN PS Handover procedure (preparation phase and execution phase) are shown in Figure 1 and Figure 2 respectively.  
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Figure 1
PS Handover - Preparation phase

Figure 2 has been updated with a proposed message flow involving the explicit RAU procedure.  Note that the update of the PDP Context between the new SGSN and the GGSN has been moved to an earlier point in the call flow (as proposed in [4]) and has therefore been omitted from the RAU.  This is also in line with the 3G handover procedure.  

Also there is no longer a need for the release relay tunnel messages proposed in [2], as the cancel location message in the explicit RAU can be used as a trigger to release the relay tunnel.  
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Figure 2
PS Handover - Execution phase

Although the point at which the MS initiates a RAU Request (step 15) is shown after the signalling to release the MS context in the source BSC in Figure 2, it can occur at any time after the PS Handover Complete (step 7) is sent from the MS in the target cell.  

The PS Handover Complete Ack message (step 12) was introduced for the implicit RAU concept as described in [1].  It is therefore not strictly necessary in the inter-SGSN handover procedure, hence it is shown with a dotted line.  However it may be useful in handling certain failure cases.  

The optional security function (step 10) may not be applied until a later part of the call flow, but is shown for completeness.  

It is assumed that the SGSN contexts (PDP and MM contexts) have been transferred between the old and new SGSN in the Prepare PS Handover Request message in the preparation phase.  Hence the SGSN Context Request and SGSN Context Response messages are not required in the RAU procedure of steps 15-21.  

3. Handling of failure cases

The main failure cases to be analysed are considered in the following sections.  These cases are chosen based on the potential loss of messages on the radio interface and on the potential problems with the separation of the P-TMSI allocation, the handover procedure and the RAU procedure.  

3.1. P-TMSI allocation successful, PS Handover Access Fails

If for some reason (perhaps due to radio conditions) the Handover access procedure fails the MS should drop back to the source cell.  

By setting a timer in the new SGSN when the Prepare PS Handover Response (step 7 in Figure 1) is sent, the new SGSN can detect the failure of the handover access as the PS Handover Complete (step 8 in Figure 2) will not be received.  

Expiry of such a timer will result in the new SGSN clearing the contexts (MM and PDP context) from its database, de-allocating the P-TMSI and initiating a procedure to release the resources in the target BSS.  

3.2. Loss of RAU Request

If the RAU Request is lost, the current RAU procedures can be used.  The MS initiates timer T3330 when it sends the RAU Request (default 15s) and if it does not receive the RAU Accept (or Reject) before T3330 expires, it will resend the RAU Request.  

3.3. Loss of RAU Accept

This case is handled in the same way as for the loss of the RAU Request.  The expiry of timer T3330 will cause the RAU Request to be retransmitted.  

3.4. Loss of PS Handover Complete

The PS Handover Complete (step 7 in Figure 2) is sent over the Um interface and may not be received correctly.  

There seem to be two possibilities to protect against this message loss.  

1. The MS starts a timer when it sends the PS Handover Complete which is cancelled when the PS Handover Complete Ack (step 12 of Figure 2) is received.  Expiry of the timer causes a resend of the PS Handover Complete.

2. The BSS detects the PS Handover Access and starts a timer.  If the PS Handover Complete is not received before the timer expires the BSS sends an error message to the MS (via PACCH) to trigger a resend.

Option 1 seems to be the best solution as the PS Handover Complete Ack acknowledges that the new SGSN has been successfully informed of the handover.  

3.5. P-TMSI allocation successful, handover fails

If there is a lack of resources in the new SGSN or target BSC, the source BSC will be informed via the Prepare PS Handover response message (step 7 in Figure 1).  The new SGSN is told of the failure to handover in the PS Handover Request Ack message (step 6 in Figure 1) and can then release the PDP and MM contexts and de-allocate the P-TMSI. 

The old SGSN can signal the failure of the handover to the source BSC via a PS Handover Failure message instead of the PS Handover Command message (step 4 of Figure 2).  The source BSS can then decide to attempt a handover to a different cell (preferred option) or drop the call.  

3.6. P-TMSI allocation and Handover successful, Rejection of the RAU procedure

It is possible that the MS may roam into a RA that is barred to the user due to regional restrictions as an example.  It is only after the interaction of the SGSN with the HLR during the RAU procedure that this information is made available.  The result will be that the new SGSN sends a RAU Reject message to the MS instead of a RAU Accept.  

At this point in the call flow all the resources in the old SGSN and source BSS have been released and it is therefore not possible to drop back to the source BSS.  It seems that the only possibility in this case is to drop the call.  The MS must try again to establish the communication at a later time.  

Whether this is acceptable behaviour given that it will not happen very often or whether a solution should be found (possibly based on the RAN being informed of the barred RAs for the MS and avoiding handover to cells within these RAs, in a similar manner to the UTRAN network sharing concept) is an open issue and worthy of further study/discussion.   

4. Conclusion

This paper has considered handling of failure cases with the inter-SGSN PS handover procedure incorporating the explicit RAU.  

Based on the call flows analysed it is possible to define error recovery strategies for the failure modes analysed. The PS Handover Complete Ack message is useful when coupled with a timer in the MS to protect against the loss of the PS Handover Complete message.  

In the case of successful P-TMSI allocation and successful handover but failure of the RAU procedure, the only option currently available is to terminate the sessions between the MS and the network.  Whether this is an acceptable approach, as it may not happen very frequently is an open issue.  Further work may be required to handle this specific failure mode.  
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