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PS Handover – A Logical Routing Area Update

1. Introduction

The steps associated with the existing inter-SGSN Routing Area Update procedure are examined and contrasted against the proposed procedure for inter-SGSN handover of PS service for enhanced Gb mode. 

· This examination is performed in order to determine whether or not an inter-SGSN handover also effectively accomplishes the logical equivalent of an inter-SGSN Routing Area Update. 

· The proposed procedure for inter-SGSN handover for PS service described in section 2 below only provides a general overview of handover related signaling for discussion purposes.

· The signaling events associated with the existing Routing Area Update procedure (inter-SGSN) are provided for information in Appendix A.

2. Inter SGSN Handover for PS Service

Inter-SGSN handover for PS service is now considered for enhanced Gb mode. Figure 1 indicates the message events associated with the preparation phase and Figure 2 indicates the message events associated with the execution phase. Note that the execution phase described in this paper only considers the case of lossy handover where bi-casting is used to forward N-PDUs from the old SGSN to the new SGSN.

1.1 Inter SGSN Handover - Preparation Phase
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Figure 1 : Inter SGSG Handover – Preparation Phase

1. The source BSC decides to initiate a PS handover. At this point both uplink and downlink user data flows via the following tunnel(s): TBFs between MS and source BSC, BSSGP PFCs tunnel(s) between source BSC and old-SGSN, GTP tunnel(s) between old-SGSN and GGSN.

2. The source BSC sends a PS Handover Required message (TLLI, Source Cell Identifier, Target Cell Identifier, PFC(s) To Be Set Up List, Source BSC to target BSC transparent container) to the old SGSN. The Source BSC to Target BSC Transparent Container includes BSC specific information for PS Handover co-ordination).

3. The old SGSN determines from the Target Cell Identifier if the PS Handover is an intra-SGSN PS Handover or an inter-SGSN PS Handover. In case of inter-SGSN PS Handover, the old SGSN initiates the PS Handover resource allocation procedure by sending a Prepare PS Handover Request message (IMSI, Source Cell Identifier, Target Cell Identifier, MM Context, PDP Contexts, PFC(s) To Be Set Up List, SNDCP XID parameters, LLC XID parameters, SAPIs, NSAPIs, MS Capabilities, Used Cipher Key, Source BSC to target BSC transparent container) to the new SGSN.

NOTE:
The case with PS Handover to an area where Intra Domain Connection of BSS nodes to multiple core network nodes is used has to be considered. 

NOTE:
As a working assumption the Cipher Key used by the old SGSN is reused by the new SGSN until the hand-over is completed. When completed, a new authentication procedure can be performed.

NOTE:
When the new SGSN receives the Prepare PS Handover Request message the required PDP, MM, SNDCP and LLC contexts are established and a new P-TMSI is allocated for the MS. The mapping between N-SAPI, SAPI and PFI for each PDP Context is established. These actions result in an implicit RA Update which eliminates the need for the MS to perform an RA Update when the handed over flows are released. 

NOTE:
It is FFS if NMO1 and the Gs interface is mandated.

4. The new SGSN sends a PS Handover Request message (New local TLLI, IMSI, Source Cell Identifier, Target Cell Identifier, MS Capabilities, Source BSC to target BSC transparent container, PFCs To Be Set Up List) to the target BSC.

5. The target BSC establishes an MS context and allocates a TBF and USFs for each PFC to be set up. 

6. After all necessary resources for accepted PFCs are successfully allocated, the target BSC shall send the PS Handover Request Acknowledge message (New TLLI, Setup/Failed to setup, Source Cell Identifier, Target Cell Identifier, Target BSC to source BSC transparent container) to the new SGSN. If the QoS parameters for the flow is not accepted by the target BSC, the target BSC indicates ‘Failed to setup’ in the message. After sending the PS Handover Request Acknowledge message the target BSC shall be prepared to receive downlink LLC PDUs from the new SGSN for each PFC set up. 

7. When the new SGSN receives the PS Handover Request Acknowledge message the Prepare PS Handover Response message (IMSI, New P-TMSI, Source Cell Identifier, Target Cell Identifier, NSAPI(s), SAPI(s), PFI(s), Target BSC to Source BSC transparent container, TEID) is sent from the new SGSN to the old SGSN. This message indicates that the new SGSN is ready to receive from the old SGSN the flushed and the not yet sent SNDCP N-PDUs or the to be bi-casted SNDCP N-PDUs, i.e. the PS Handover preparation procedure is terminated successfully. If the target BSC or the new SGSN failed to allocate resources this shall be indicated in the message. The TEID included in this message provides the old-SGSN with the information it needs to relay N-PDUs to the new-SGSN using GTP-U PDUs.
1.2 Inter SGSN Handover - Execution Phase
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Figure 2 : Inter SGSN Handover - Execution Phase

1. The old SGSN continues to receive IP packets from the GGSN (via GTP) and forwards the associated N-PDU payload to the MS via the source BSC.

2. For each IP packet received from the GGSN, the old SGSN bi-casts the associated N-PDU payload to the new SGSN using a Relay N-PDU message. The creation of a new message is not necessarily implied here as “Relay N-PDU” is just a name used to indicate that N-PDU relay is to start.

3. The new SGSN activates a new LLC entity operating in unacknowledged mode for each SAPI receiving handover treatment. Each activated LLC entity will use an initial sequence number as per normal operation of a newly activated LLC UM engine. The source BSC continues transmitting downlink data to the MS. The target BSC starts a blind transmission of user data towards the MS. The same N-SAPI, SAPI and PFI values as used in the old SGSN are re-used in the new SGSN. Within the target BSC the already allocated TBFs are used for transport of the LLC-PDUs received over the corresponding PFCs.
4. The old SGSN continues the PS Handover procedure by sending a PS Handover Command message (IMSI, New P-TMSI, Source Cell Identifier, Target Cell Identifier, PFI(s), Target BSC to Source BSC transparent container ) to the source BSC.

5. The source BSC sends the PS Handover Command message to the MS by interrupting the transmission of LLC PDUs on the downlink TBF for which handover is being performed. Following the transmission of this signalling message the source BSC immediately resumes LLC PDU transmission until it either has no more LLC PDUs to send or it receives an MS Release Command message from the old SGSN. MS management of uplink N-PDUs following the reception of the PS Handover Command message is as follows:

· All N-PDUs associated with a PFC receiving handover treatment that have not yet been fully transmitted are buffered.

· Subsequent uplink N-PDUs that become available for transmission following the reception of the PS Handover Command message are also buffered.

· Buffered uplink N-PDUs are discarded if they are not transmitted within the time frame imposed by the delay attribute in effect for their associated PFC.

6. The MS tunes to the radio channel and timeslot allocated in the target cell by the new BSC and sends 4 handover access bursts to the BSC on the allocated channel. The target BSC sends Physical information (see TS 23.108) to the MS for the MS to synchronise. 

7. Once synchronized the MS responds with the PS Handover Complete message (TLLI, PFI(s)) to the target BSC.

NOTE 1:
At this point the MS activates an LLC engine operating in unacknowledged mode for each TBF that allows lossy handover treatment. Each activated LLC engine will use an initial sequence number as per normal operation of a newly activated LLC UM engine. The MS starts transmission of user data towards the target BSC for these TBFs and uses the same N-SAPI, SAPI and PFI values that applied prior to handover. 

NOTE 2:
When an MS starts transmission of user data to the target BSC it begins with the N-PDU immediately following the last N-PDU it either partially or fully transmitted immediately prior to handover. Each uplink N-PDU received by the new SGSN prior to updating the PDP Context for the associated PFC, shall be tunnelled to the old SGSN for delivery to the GGSN. Once the new SGSN has updated the PDP Context for any given PFC, it starts sending all associated uplink N-PDUs it receives directly to the GGSN.

8. The target BSC sends the PS Handover Complete message (TLLI, PFI(s), Handover Complete Status) to the new SGSN.

9. The new SGSN may optionally invoke MS authentication (security function). The need to do so is questionable as the old-SGSN would never attempt to handover an MS that it knows has failed authentication. The security function can be deferred and performed at any later time as well.

10. The new SGSN sends Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated) to the GGSNs concerned. The GGSN updates the PDP context fields and returns an Update PDP Context Response (TEID).

11. The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

12. The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. The old SGSN starts a timer and stops the transmission of N-PDUs to the indicated MS via the source BSC. The old SGSN removes the associated MM and PDP contexts only when this timer expires. This allows the old SGSN to complete the forwarding of N‑PDUs to the new SGSN before removing the MM and PDP contexts. The old SGSN acknowledges with a Cancel Location Ack (IMSI) message.

13. The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new SGSN. The new SGSN validates the MS presence in the (new) RA. If all checks are successful then the new SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

14. The HLR acknowledges the Update Location by sending an Update Location Ack (IMSI) message to the new SGSN.

15. The new SGSN sends a PS Handover Complete Ack message to the target BSC. 

Note:  In an effort to keep the PS Hanover Command as short as possible we should wait until this point to provide the MS with a new TMSI and a new RA Id as well as other information (see section 3.3 below). Without this message there would be no practical way of getting the information described in section 3.3 down to the MS following a handover based cell change. 

16. The target BSC forwards the PS Handover Complete Ack message to the MS.

17. The new SGSN send a PS Handover Complete message (IMSI, Handover Complete Status) to the old SGSN. The old SGSN acknowledges the PS Handover Complete by sending a PS Handover Complete Ack (IMSI) to the new SGSN.

18. The old SGSN send a MS Release message (TLLI, Handover Complete Status) to the source BSC which releases the resources currently allocated to that MS. The source BSC responds by sending an MS Release Complete message (IMSI) to the old SGSN.

19. Once the N-PDU payload associated with all IP packets received from the GGSN for the MS have been tunnelled to the new SGSN, the old SGSN releases the relay tunnel by sending a Release Relay Tunnel Request message to the new SGSN. In addition, the old SGSN stops the timer started in step 11 and removes the MM and PDP contexts associated with the MS. The new SGSN responds by sending a Release Relay Tunnel Response message to the old SGSN. 


3. Information Flow Analysis

The inter-SGSN handover procedure proposed in section 3 is examined in light of the existing inter-SGSN RAU (Routing Area Update) procedure to ensure that all required information is provided to the MS and the new-SGSN during the course of inter-SGSN handover.  A series of checkpoints are identified for the new-SGSN using message flows from the proposed inter-SGSN handover procedure and an analysis is made of what information the new-SGSN should possess at each checkpoint.

3.1 Checkpoint 1

This checkpoint occurs when the new-SGSN receives a Prepare PS Handover Request from the old-SGSN (message flow 3 in Figure 2). The old-SGSN sends this message to initiate handover preparation activity for a subscriber it already considers as authenticated.

· The primary concern of the new-SGSN at this point is that of reserving appropriate radio resources for the TBF(s) requiring handover treatment.

· The Prepare PS Handover Request arrives at a point that can be considered logically equivalent (from an MM and PDP Context perspective) to the point where the new-SGSN has just received SGSN Context Response from the old-SGSN during the existing RAU procedure.

· As such, this message also serves as the primary opportunity for the old-SGSN to convey MS context information to the new-SGSN. As such, the Prepare PS Handover Request should carry at least some of the information currently supported by the SGSN Context Response sent from the old-SGSN to the new-SGSN during the existing RAU procedure. 

· Table 1 below provides an overview of the existing SGSN Context Response message and hi-lights those information elements that should be conveyed in a Prepare PS Handover Request.

Table 1: Information Elements in a SGSN Context Response

Information element
Presence requirement
3GPP TS 29.060 Reference

Cause
Mandatory
7.7.1

IMSI  √
Conditional
7.7.2

Tunnel Endpoint Identifier Control Plane
Conditional
7.7.14

Radio Priority SMS
Optional
7.7.20

Radio Priority
Optional
7.7.21

Packet Flow Id  √
Optional
7.7.22

MM Context  √
Conditional
7.7.28

PDP Context  √
Conditional
7.7.29

 SGSN Address for Control Plane  √
Conditional
7.7.32

Private Extension
Optional
7.7.44

Information to be Included in Prepare PS Handover Request 

· IMSI - This information element is the subscriber identity of the MS as defined in 3GPP TS 23.003.

· Packet Flow Id - This information element contains the packet flow identifier assigned to a PDP context as identified by N-SAPI. Only required if the PDP Context Identifier associated with the PDP Context information element is not the same as the Packet Flow Id.

· MM Context - This information element contains the Mobility Management, MS and security parameters that are necessary to transfer between SGSNs during the inter-SGSN handover procedure (includes MS network capability information).

· PDP Context - This information element contains the Session Management parameters, defined for an external packet data network address, that are necessary to transfer between SGSNs during the inter-SGSN handover procedure.

· SGSN Address for Control Plane - This information element contains the address of a GSN as defined in 3GPP TS 23.003. The Address Type and Address Length fields from 23.003 are not included in the GSN Address field.

· MS Radio Access capability (not part of SGSN Context Response) - The purpose of this information element is to provide the radio part of the network with information concerning radio aspects of the mobile station. The contents might affect the manner in which the network handles the operation of the mobile station and therefore should be conveyed to the new-SGSN prior to the allocation of any radio resources by the target-BSC (can be placed in the Source BSC to Target BSC Transparent container).

3.2 Checkpoint 2

This checkpoint occurs when the new-SGSN receives a PS Handover Complete from the MS via the target-BSC (message flow 8 in Figure 3). The MS sends this message to indicate its successful completion of handover to a radio channel served by the target-BSC.

· The PS Handover Complete arrives at a point that can be considered logically equivalent to the point where the new-SGSN has just received a Routing Area Update Request from the MS during the existing RAU procedure.

· Upon reception of this message, the new-SGSN can choose to invoke security functions (if it so desires) and then initiates PDP Context update procedures.

· To ensure that the new-SGSN can perform these actions it must have the information that is available just prior to performing PDP Context update procedures during the existing RAU procedure. 

· As such, the PS Handover Complete should carry at least some of the information currently supported by the Routing Area Update Request sent from the MS to the new-SGSN during the existing RAU procedure. 

· Table 2 below provides an overview of the existing Routing Area Update Request message and hi-lights those information elements that should be conveyed in a PS Handover Complete.

Table 2: ROUTING AREA UPDATE REQUEST message content

Information Element
3GPP TS 24.008 Type/Reference
Presence
Format
Length

Protocol discriminator
Protocol discriminator

10.2
M
V
½

Skip indicator
Skip indicator

10.3.1
M
V
½

Routing area update request message identity
Message type

10.4
M
V
1

Update type
Update type

10.5.5.18
M
V
½

GPRS ciphering key sequence number  √
Ciphering key sequence number 

10.5.1.2
M
V
½

Old routing area identification  √
Routing area identification

10.5.5.15
M
V
6

MS Radio Access capability
MS Radio Access capability

10.5.5.12a
M
LV
6 – 52

Old P-TMSI signature  √
P-TMSI signature

10.5.5.8
O
TV
4

Requested READY timer value  √
GPRS Timer

10.5.7.3
O
TV
2

DRX parameter  √
DRX parameter

10.5.5.6
O
TV
3

TMSI status
TMSI status

10.5.5.4
O
TV
1

P-TMSI
Mobile identity

10.5.1.4
O
TLV
7

MS network capability  √
MS network capability

10.5.5.12
O
TLV
4-10

PDP context status
PDP context status

10.5.7.1
O
TLV
4

PS LCS Capability √
PS LCS Capability

10.5.5.22
O
TLV
3

Information to be Included in PS Handover Complete
Some of the following parameters may already have been sent from the old-SGSN to the new-GSN in the Prepare PS Handover Request message where we send over the MM contexts and the PDP contexts.

· GPRS ciphering key sequence number - In a GSM authentication challenge, the purpose of the Ciphering Key Sequence Number information element is to make it possible for the network to identify the ciphering key Kc which is stored in the mobile station without invoking the authentication procedure. The ciphering key sequence number is allocated by the network and sent with the AUTHENTICATION REQUEST message to the mobile station where it is stored together with the calculated ciphering key Kc. 

· Old Routing area identification - The purpose of this information element is to provide an unambiguous identification of the routing area the MS is in immediately prior to handover. 

· Old P-TMSI signature - The purpose of this information element is to identify a GMM context of an MS. It is conveyed to the new-SGSN if a P-TMSI signature was previously received from the network in an Attach Accept or a Routing Area Update Accept message.

· Requested READY timer value - The purpose of this information element is to specify GPRS specific timer values (e.g. for the READY timer). It is conveyed to the new-SGSN if the MS wants to indicate a preferred value for the READY timer.

· DRX parameter - The purpose of this information element is to indicate whether the MS uses DRX mode or not. It is conveyed to the new-SGSN if the MS wants to indicate new DRX parameters to the network.

· PS LCS Capability - The purpose of this information element is to indicate the positioning methods supported by the MS for the provision of location services (LCS) via the PS domain in Gb-mode. It is conveyed to the new-SGSN if the MS supports at least one positioning method for the provision of location services (LCS) via the PS domain in Gb-mode.

3.3 Checkpoint 3

This checkpoint occurs when the new-SGSN receives an Update Location Ack from the HLR (message flow 14 in Figure 3) and has therefore completed all PDP Context and location update procedures. 

· The Update Location Ack arrives at a point that can be considered logically equivalent to the point where the new-SGSN has just received an Update Location Ack from the HLR during the existing RAU procedure. 

· As such, the new-SGSN should proceed to send a PS Handover Complete Ack to the MS where this message carries at least some of the information currently supported by the Routing Area Update Accept sent from the new-SGSN to the MS during the existing RAU procedure. 

· Table 3 below provides an overview of the existing Routing Area Update Accept message and hi-lights those information elements that should be conveyed in a PS Handover Complete Ack sent from the new-SGSN to the MS.

Table 3: ROUTING AREA UPDATE ACCEPT message content

Information Element
3GPP TS 24.008 Type/Reference
Presence
Format
Length

Protocol discriminator
Protocol discriminator

10.2
M
V
1/2

Skip indicator
Skip indicator

10.3.1
M
V
1/2

Routing area update accept message identity
Message type

10.4
M
V
1

Force to standby
Force to standby 

10.5.5.7
M
V
1/2

Update result
Update result

10.5.5.17
M
V
1/2

Periodic RA update timer  √
GPRS Timer

10.5.7.3
M
V
1

Routing area identification  √
Routing area identification

10.5.5.15
M
V
6

P-TMSI signature  √
P-TMSI signature

10.5.5.8
O
TV
4

Allocated P-TMSI  √
Mobile identity

10.5.1.4
O
TLV
7

MS identity 
Mobile identity

10.5.1.4
O
TLV
7-10

List of Receive N‑PDU Numbers
Receive N‑PDU Number list

10.5.5.11
O
TLV
4 - 19

Negotiated READY timer value
GPRS Timer

10.5.7.3
O
TV
2

GMM cause
GMM cause 

10.5.5.14
O
TV
2

T3302 value
GPRS Timer 2

10.5.7.4
O
TLV
3

Cell Notification  √
Cell Notification

10.5.5.21
O
T
1

Equivalent PLMNs  √
PLMN List

10.5.1.13
O
TLV
5-17

PDP context status  √
PDP context status

10.5.7.1
O
TLV
4

Network feature support  √
Network feature support 

10.5.5.23
O
TV
1

Information to be Included in PS Handover Complete Ack

· Periodic RA update timer – The purpose of this information element is to specify a value for the Periodic RAU timer.

· Routing area identification - The purpose of this information element is to provide an unambiguous identification of routing areas within the GPRS coverage area.

· P-TMSI signature - The purpose of this information element is to identify a GMM context of an MS.

· Allocated P-TMSI - The purpose of this information element is to provide a P-TMSI to the MS.

· Cell Notification – The purpose of this information element is to indicate SGSN support for Cell Notification.

· Equivalent PLMNs - The purpose of this information element is to provide a list of PLMN codes to the mobile station.

· PDP context status - The purpose of this information element is to indicate the state of each PDP context which can be identified by NSAPI.

· Network feature support - The purpose of this information element is to indicate whether certain features are supported by the network. If this IE is not included then the respective features are not supported.
· TMSI – A GPRS mobile station operating in Class B mode would still be tracked for circuit service and therefore a TMSI allocation for the MS in the new cell is required. The means by which the new SGSN obtains the new TMSI is FFS.
4. Conclusion

The message flows associated with MS authentication, PDP Context updating and HLR location updating for the current inter SGSN Routing Area Update procedure (see Figure 1) are also supported by the message flows proposed for Inter-SGSN handover for conversational class service (see Figures 2 and 3). By ensuring that the Prepare PS Handover Request, PS Handover Complete and PS Handover Complete Ack messages contain the information identified in section 4 above (or at least the logical equivalent), the following can be stated:

· The message events associated with inter SGSN handover for conversational class service perform the logical equivalent of the existing Routing Area Update (RAU) procedure and as such no distinct RAU procedure needs to be performed following an inter SGSN handover.

· Even though this logical equivalence has been explicitly identified for the case of lossy inter SGSN handover typically associated with conversational class service, it also holds for loss-less (or nearly loss-less) inter SGSN handover typically associated with streaming service.
Appendix A – Existing Routing Area Update Procedure (inter-SGSN)

A routing area update takes place when a GPRS-attached MS detects that it has entered a new RA, when the periodic RA update timer has expired, or when the MS indicates changed access capabilities to the network, or when a suspended MS is not resumed by the BSS. The SGSN detects that it is an intra SGSN routing area update by noticing that it also handles the old RA. In this case, the SGSN has the necessary information about the MS and there is no need to inform the GGSNs or the HLR about the new MS location. A periodic RA update is always an intra SGSN routing area update. 
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Figure A-1 : Existing Inter-SGSN RAU Procedure 

1.
The MS sends a Routing Area Update Request (old RAI, old P‑TMSI Signature, Update Type) to the new SGSN. Update Type shall indicate RA update or periodic RA update. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN.

2.
The new SGSN sends SGSN Context Request (old RAI, TLLI, old P‑TMSI Signature, New SGSN Address) to the old SGSN to get the MM and PDP contexts for the MS:

· The old SGSN attempts to validate the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security functions in the new SGSN. If the security functions authenticate the MS correctly, the new SGSN shall send an SGSN Context Request (old RAI, TLLI, MS Validated, New SGSN Address) message to the old SGSN. MS Validated indicates that the new SGSN has authenticated the MS. 

· If the old P‑TMSI Signature is valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN stops assigning SNDCP N‑PDU numbers to downlink N‑PDUs received, and responds with SGSN Context Response (MM Context, PDP Contexts). 

· If the MS is not known in the old SGSN, the old SGSN responds with an appropriate error cause. 

· The old SGSN stores the New SGSN Address, to allow the old SGSN to forward data packets to the new SGSN. Each PDP Context includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS, the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. The old SGSN starts a timer and stops the transmission of N-PDUs to the MS.

3.
Security functions may be executed. These procedures are defined in sub-clause "Security Function". Ciphering mode shall be set if ciphering is supported. If the security functions fail (e.g. because the SGSN cannot determine the HLR address to establish the Send Authentication Info dialogue), the Inter SGSN RAU Update procedure fails. A reject shall be returned to the MS with an appropriate cause.

4.
The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. This informs the old SGSN that the new SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routing area update procedure back to the old SGSN before completing the ongoing routing area update procedure. If the security functions do not authenticate the MS correctly, then the routing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.

5.
The old SGSN duplicates the buffered N‑PDUs and starts tunnelling them to the new SGSN. Additional N‑PDUs received from the GGSN before the timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. N‑PDUs that were already sent to the MS in acknowledged mode and that are not yet acknowledged by the MS are tunnelled together with the SNDCP N‑PDU number. No N‑PDUs shall be forwarded to the new SGSN after expiry of the timer described in step 2.

6.
The new SGSN sends Update PDP Context Request (new SGSN Address, TID, QoS Negotiated) to the GGSNs concerned. The GGSNs update their PDP context fields and return Update PDP Context Response (TID).

7.
The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

8.
The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, then the old SGSN removes the MM and PDP contexts. Otherwise, the contexts are removed only when the timer expires. This allows the old SGSN to complete the forwarding of N‑PDUs. It also ensures that the MM and PDP contexts are kept in the old SGSN in case the MS initiates another inter SGSN routing area update before completing the ongoing routing area update to the new SGSN. The old SGSN acknowledges with Cancel Location Ack (IMSI).

9.
The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new SGSN. The new SGSN validates the MS's presence in the (new) RA. If due to regional subscription restrictions the MS is not allowed to be attached in the RA, the SGSN rejects the Routing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful then the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

10.
The HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

11.
The new SGSN validates the MS presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the SGSN, or if subscription checking fails, then the new SGSN rejects the routing area update with an appropriate cause. If all checks are successful then the new SGSN constructs MM and PDP contexts for the MS. A logical link is established between the new SGSN and the MS. The new SGSN responds to the MS with Routing Area Update Accept (P‑TMSI, P‑TMSI Signature, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-originated N‑PDUs successfully transferred before the start of the routing area update procedure.

12.
The MS acknowledges the new P‑TMSI by returning a Routing Area Update Complete (Receive N‑PDU Number) message to the SGSN. Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-terminated N‑PDUs successfully transferred before the start of the update procedure. If Receive N‑PDU Number confirms reception of N‑PDUs that were forwarded from the old SGSN, then these N‑PDUs shall be discarded by the new SGSN. LLC and SNDCP in the MS are reset.
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