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CSN.1 principles for GERAN Iu RRC

1. Introduction

This document aims at summarizing the CSN.1 coding rules for 3GPP TS 44.118 agreed during the RRC drafting session, 8th–10th of May, 2002 by the participating companies.

2. General

Padding is not needed for RRC messages since RRC is not a transmission protocol.

For harmonization sake, it is assumed that GERAN RRC has to provide the same extension capability as UTRAN RRC. The management of extension for future releases is done at the message level or at Information Element (IE) level when the IE uses the { < Length of content > < Content > } format. The error handling is not defined at the IE level.

 An IE can be structured or simple. A structured IE consists of other IEs and/or fields. A simple IE consists of one field. A field defines itself.

It was also agreed as working assumption that IEs in 44.018 to be used in both modes (e.g. physical channel parameters) will not be copied from 3GPP TS 44.018 into 3GPP 44.018. Instead, in 44.118, two fields will be defined: the length in octets, as bit(8), and a content placeholder with such length and whose definition points to the value part of the IE in 44.018 should be included in the 44.118. When the IE in 44.018 is coded in CSN.1 (e.g. RR PACKET UPLINK ASSIGNMENT) and it already includes the length, a content placeholder with such length and whose definition points to the value part of the IE in 44.018 should be included in the 44.118.

3. Repetitions of Structure, IE or field:

Unbounded repetition:

{ { 1 < label : < IE > > } ** 0 } or,

{ { 1 < field : bit (integer) > } ** 0 } or,

{ { 1 < repeated struct > } ** 0 }

Bounded extension:


For optional structure, IE or field:

{ 0 | 1
< number of repetition : bit (integer) >


< label : < IE > >* (1+val(number of repetition)) }

or

{ 0 | 1
< number of repetition : bit (integer) >


< field: bit (integer) >* (1+val(number of repetition)) }

or

{ 0 | 1
< number of repetition : bit (integer) >


< repeated struct >* (1+val(number of repetition)) }

For mandatory structure, IE or field:

{
< number of repetition : bit (integer) >

 
< label : < IE > >* (n+val(number of repetition)) }

or

{
< number of repetition : bit (integer) >

 
< field : bit (integer) >* (n+val(number of repetition)) }

or

{
< number of repetition : bit (integer) >

 
< repeated struct >* (n+val(number of repetition)) }

where n ( 1.

4. Messages format and error handling:

4.1 General

The general format of messages, including these error labels, is:

	< General message format > ::=


< MESSAGE_TYPE : < bit (8)  >  >



{
< contents >



! 
< Content part error : bit (*) = < no string > > }


 ! 
< Unknown message type : bit (8) = < no string > ;


Message type shall be coded on 8 bits with separate message type for uplink and downlink, as follow:

	< Uplink RRC messages > ::=


< MESSAGE_TYPE : 00000000 > < MESSAGE NAME1 message content > |


< MESSAGE_TYPE : 00000001 > < MESSAGE NAME2 message content > ;


The message content should be presented has follow:

9.2.x
MESSAGE NAME

Explanation of the message use.

Radio Bearer: SRBx

Direction: GERAN(MS and/or MS (GERAN

	< MESSAGE NAME message content > ::=


{



< IE1 : < IE1 > >



< IE2 : < IE2 > >


!
< Content part error : bit (*) = < no string > > } ;


	IE1

Definition of the IE1

	IE2

Definition of the IE2


4.2 Extension for new protocol version in RRC:

Non-Critical extension and critical extension mechanism from UTRAN RRC (TS 25.331 Table 10.1.1) are reused in GERAN RRC.

· Non-Critical extension
Non-critical extensions will be achieved by adding in the optional references at the end of the message definition. The new elements introduced to specify the extensions should be grouped together in a structure with a name showing the version of the release.

Coding non-Critical extension in CSN.1 :

	
{ null | 0 
bit ** = < no string >

-- Receiver compatible with earlier release


| 1






-- Additions in Release xx



< MessageLabel extension for R-XX: < Extension for R-XX struct > > }


An example of CSN.1 coding:

	< MESSAGE NAME message content > ::=


{



< IE1 : < IE1 > >



< IE2 : < IE2 > >



{ null | 0 bit ** = < no string >



| 1 < MESSAGE NAME extension for R-6 : < Extension for R-6 struct > > }



{ null | 0 bit ** = < no string >



| 1 < MESSAGE NAME extension for R-7 : < Extension for R-7 struct > > }


!
< Content part error : bit (*) = < no string > >} ;


· Critical extension

At the beginning of the message, which may require critical extensions, one bit is added for defining a choice of two branches. All Downlink messages shall enable critical extension with an escape bit at the beginning. One branch would include the message structure, the other branch would be an empty sequence with the comment ‘Message escape critical extensions'.

	0
-- critical extension escape available


< Content >

! 
< Message escape : 1 bit (*) = < no string > >


An example in CSN.1 coding:

	< MESSAGE NAME message content > ::=


{ 0
-- critical extension escape available



{




< IE1 : < IE1 > >




< IE2 : < IE2 > >



! 
< content part error : bit (*) = < no string > > } 


!
< Message escape : 1 bit (*) = < no string 
> > };


When a new release is introduced, the empty sequence with 'Message escape critical extensions' will be replaced by a new structure that includes a new type containing the message extensions, and the same extension mechanism recursively for further extensions.

An example in CSN.1 coding:

	< MESSAGE NAME message content > ::=


{ 0
-- critical extension escape available



{




< IE1 : < IE1 > >




< IE2 : < IE2 > >



! 
< Content part error : bit (*) = < no string > > } 


| 1
-- critical extension for R-7



{  0




{





<IE3 : < IE3 > >





<IE4 : < IE4 > >




! 
< Content part error : bit (*) = < no string > >}



!
< Message escape : 1 bit (*) = < no string 
> > }


};


The critical extension escape should be used as scarcely as possible in order to preserve backward compatibility.

· CSN.1 coding of information element / field / structure according to the need:

	Need of information element / field / structure
	CSN.1 coding

	MP Mandatorily present

A value for that information is always needed, and no information is provided about a particular default value. If ever the transfer syntax allows absence (e.g., due to extension), then absence leads to an error diagnosis.
	< field : bit (integer) > or,

< label : < IE > >

The absence of a mandatory IE causes an error in CSN.1 coding since all mandatory IEs are considered present.

	MD Mandatory with default value

A value for that information is always needed, and a particular default value is mentioned (in the 'Semantical information' column). This opens the possibility for the transfer syntax to use absence or a special pattern to encode the default value.
	Coded in CSN.1 as optional in order to enable the absence.

The default value used should be indicated in the IE details table.

No error handling is needed.

	CV Conditional on value

The need for a value for that information depends on the value of some other IE or IEs, and/or on the message flow (e.g., channel, SAP). The need is specified by means of a condition, which result may be that the information is mandatorily present, mandatory with default value, not needed or optional.

If one of the results of the condition is that the information is mandatorily present, the transfer syntax must allow for the presence of the information. If in this case the information is absent an error is diagnosed.

If one of the results of the condition is that the information is mandatory with default value, and a particular default value is mentioned (in the 'Semantical information' column), the transfer syntax may use absence or a special pattern to encode the default value.

If one of the results of the condition is that the information is not needed, the transfer syntax must allow encoding the absence. If in this case the information is present, it will be ignored. In specific cases however, an error may be diagnosed instead.

If one of the results of the condition is that the information is optional, the transfer syntax must allow for the presence of the information. In this case, neither absence nor presence of the information leads to an error diagnosis.
	1. Commanded by the value of some field(s) or IE(s) in the same IE:

The command shall be coded in CSN.1 as follow: 

{
-- Conditional on IE’s value
< conditional IE : 000 > < resulting action on 000 > |

< conditional IE : 001 | 01 bit (1) | 1 bit(2) > < resulting action other values than 000 >}

The condition shall be described in IE details table.

2. Commanded by IE from another message or by the message flow:

The IE shall be encoded as an optional IE. The condition should be described in the procedure section. The condition should also be described in IE details table when it is possible.

Error diagnosis is handled in the procedure section.

	CH Conditional on history

The need for a value for that information depends on information obtained in the past (e.g., from messages received in the past from the other party). The need is specified by means of a condition, which result may be that the information is mandatorily present, mandatory with default value, not needed or optional. The condition is described in the procedural section

 The handling of the conditions is the same as described for CV.
	The information is encoded in CSN.1 as optional IEs.

The condition should be described in the procedure section and in the detailed description. The IE details table should not refer to the procedure or to the error handling.

Error diagnosis is handled in the procedure section

	OP Optional

The presence or absence is significant and modifies the behaviour of the receiver. However whether the information is present or not does not lead to an error diagnosis.
	{ 0 | 1 <option field : bit (integer) >}

or

{ 0 | 1 <option label : < IE> >}

No error handling is needed.


5. Conclusion

The rules described in this document shall be applied in the CSN.1 coding introduced in 3GPP TS 44.118.

