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8.1.x
Inter RAT handover information transfer
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Figure y: Inter RAT handover information transfer, normal flow

8.1.x.1
General

The inter RAT handover information transfer procedure is used by the UE to convey RRC information needed for inter RAT handover to UTRAN.
8.1.x.2
Initiation

The UE shall initiate the inter RAT handover information transfer procedure in the following situations:

-
a radio access technology other than UTRA, e.g. GSM, using radio access technology-specific procedures, orders the UE to provide the INTER RAT HANDOVER INFO container;

-
a radio access technology other than UTRA, e.g. GSM, using radio access technology-specific procedures, configures the UE to send the INTER RAT HANDOVER INFO container upon system specific conditions but not involving explicit order e.g. early classmark sending upon entering connected mode
-
while in connected mode using another radio access technology, the inter RAT handover info changes compared to that stored in the variable INTER_RAT_HANDOVER_INFO_TRANSFERRED.

Note
Currently neither the UE security information nor the pre-defined configuration status information change while in connected mode using GSM radio access technology.

8.1.x.3
INTER RAT HANDOVER INFO message contents to set

The UE shall:

-
If INTER RAT HANDOVER INFO message is ordered using radio access technology-specific procedures, the UE shall:

-
include the pre-defined configuration status information if the UE is ordered to provide this information within the radio access technology-specific procedure;

-
include the UE security information if the UE is ordered to provide this information within the radio access technology-specific procedure;

-
include the UTRA UE radio access capability information if the UE is ordered to provide this information within the radio access technology-specific procedure;
-
If INTER RAT HANDOVER INFO message is sent upon radio access technology-specific conditions not involving an explicit order, the UE shall:

-
include the pre-defined configuration status information, the UE security information and the UTRA UE radio access capability information;

-
If INTER RAT HANDOVER INFO message is sent due to a change of the the inter RAT handover info, the UE shall:

-
include the pre-defined configuration status information, the UE security information and the UTRA UE radio access capability information;

-
initate the transfer of  the INTER RAT HANDOVER INFO message via the other radio access technology, using radio access technology-specific procedures;
-
if the value of some the information elements included in the pre-defined configuration status information and the UE security information has changed compared to that stored in variable INTER_RAT_HANDOVER_INFO_TRANSFERRED, update that variable accordingly;

-
and the procedure ends.

8.3.6
Inter-RAT handover to UTRAN
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Figure 52: Inter-RAT handover to UTRAN, successful case

8.3.6.1
General

The purpose of the inter-RAT handover procedure is to, under the control of the network, transfer a connection between the UE and another radio access technology (e.g. GSM) to UTRAN.

8.3.6.2
Initiation

The procedure is initiated when a radio access technology other than UTRAN, e.g. GSM, using radio access technology-specific procedures, orders the UE to make a handover to UTRAN.

A Handover to UTRAN command message is sent to the UE via the radio access technology from which inter- RAT handover is performed.

In case UTRAN decides to uses a predefined or default radio configuration that is stored in the UE, it should include the following information in the Handover to UTRAN command message.

-
the IE "U-RNTI" to be assigned;

-
the IE "Predefined configuration identity", to indicate which pre-defined configuration of RB, transport channel and physical channel parameters shall be used; or

-
the IE "Default configuration mode" and IE "Default configuration identity", to indicate which default configuration of RB, transport channel and physical channel parameters shall be used;

-
PhyCH information elements.

NOTE 1:
When using a predefined or default configuration during handover to UTRAN, UTRAN can only assign values of IEs "U-RNTI" and "scrambling code" that are within the special subranges defined exclusively for this procedure. UTRAN may re- assign other values after completion of the handover procedure.

NOTE 2:
When using a predefined or default configuration during handover to UTRAN, fewer IEs are signalled; when using this signalling option some parameters e.g. concerning compressed mode, DSCH, SSDT can not be configured. In this case, the corresponding functionality can not be activated immediately.

In case UTRAN does not use a predefined radio configuration that is stored in the UE, it should include the following information in the Handover to UTRAN command message.

-
the IE "U-RNTI" to be assigned;

-
the complete set of RB, TrCH and PhyCH information elements to be used.

8.3.6.3
Reception of Handover to UTRAN command message by the UE

The UE shall be able to receive a HANDOVER TO UTRAN COMMAND message and perform an inter-RAT handover, even if no prior UE measurements have been performed on the target UTRAN cell and/or frequency.

The UE shall act upon all received information elements as specified in subclause 8.6, unless specified otherwise in the following. The UE shall:

-
store a U-RNTI value (32 bits), which is derived by the IEs "SRNC identity" (12 bits) and "S-RNTI 2" (10 bits) included in IE "U-RNTI-short". In order to produce a full size U-RNTI value, a full size "S-RNTI" (20 bits) shall be derived by padding the IE "S-RNTI 2" with 10 zero bits in the most significant positions; and

-
initialise the variable ESTABLISHED_SIGNALLING_CONNECTIONS with the signalling connections that remains after the handover according to the specifications of the source RAT;

-
initialise the variable UE_CAPABILITIES_TRANSFERRED with the UE capabilities that have been transferred to the network up to the point prior to the handover, if any;
-
initialise the variable TIMERS_AND_CONSTANTS to the default values and start to use those timer and constants values;

-
if IE "Specification mode" is set to "Preconfiguration" and IE "Preconfiguration mode" is set to "Predefined configuration":

-
initiate the radio bearer and transport channel configuration in accordance with the predefined parameters identified by the IE "Predefined configuration identity";

-
initiate the physical channels in accordance with the predefined parameters identified by the IE "Predefined radio configuration identity" and the received physical channel information elements;

-
store information about the established radio access bearers and radio bearers according to the IE "Predefined configuration identity"; and

-
set the IE "RAB Info Post" in the variable ESTABLISHED_RABS and the IE "Re-establishment timer" in the IE "RAB Info" in the variable ESTABLISHED_RABS to "useT314";

-
if IE "Specification mode" is set to "Preconfiguration" and IE "Preconfiguration mode" is set to "Default configuration":

-
initiate the radio bearer and transport channel configuration in accordance with the default parameters identified by the IE "Default configuration mode" and IE "Default configuration identity";

-
initiate the physical channels in accordance with the default parameters identified by the IE "Default configuration mode" and IE "Default configuration identity" and the received physical channel information elements;

NOTE
IE "Default configuration mode" specifies whether the FDD or TDD version of the default configuration shall be used

-
set the IE "RAB Info Post" in the variable ESTABLISHED_RABS and the IE "Re-establishment timer" in the IE "RAB Info" in the variable ESTABLISHED_RABS to "useT314";

-
if IE "Specification mode" is set to "Preconfiguration":

-
use the following values for parameters that are neither signalled within the HANDOVER TO UTRAN COMMAND message nor included within pre-defined or default configuration:

-
0 dB for the power offset P Pilot-DPDCH bearer in FDD;

-
calculate the Default DPCH Offset Value using the following formula:


-
in FDD:

Default DPCH Offset Value = (SRNTI 2 mod 600) * 512


-
in TDD:

Default DPCH Offset Value = (SRNTI 2 mod 7)

-
handle the above Default DPCH Offset Value as if an IE with that value was included in the message, as specified in subclause 8.6.6.21;
-
if IE "Specification mode" is set to "Complete specification":

-
initiate the radio bearer, transport channel and physical channel configuration in accordance with the received radio bearer, transport channel and physical channel information elements;

-
perform an open loop estimation to determine the UL transmission power according to subclause 8.5.3;

-
if ciphering has been activated and ongoing in the radio access technology from which inter- RAT handover is performed:

-
for the CN domain as in the IE "CN domain identity" which is included in the IE "RAB info" of the IE "RAB information to setup":

-
set the HFN component of the COUNT-C variable for all UL and DL radio bearers and all UL and DL signalling radio bearers that use RLC-AM and RLC-UM to the START value as stored in the USIM for that CN domain; and

-
set the remaining LSBs of the HFN component of COUNT-C to zero;

-
set the HFN component of the COUNT-C variable for all UL and DL radio bearers and all UL and DL signalling radio bearers that use the transparent mode of RLC to zero, while not incrementing the value of the HFN component of the COUNT-C variable at each CFN cycle; and

-
set the CFN component of the COUNT-C variable to the value of the CFN as calculated in subclause 8.5.15;

-
set the IE "Status" in the variable CIPHERING_STATUS to "Started";

-
apply the same ciphering (ciphered/unciphered, algorithm) as prior to inter-RAT handover, unless a change of algorithm is requested by means of the IE "Ciphering algorithm";

-
apply ciphering immediately upon reception of the HANDOVER TO UTRAN COMMAND;

If the UE succeeds in establishing the connection to UTRAN, it shall:

-
if the IE "Status" in the variable CIPHERING_STATUS of a CN domain is set to "Started" and transparent mode radio bearers have been established by this procedure for that CN domain:

-
include the IE "COUNT-C activation time" in the response message and specify a CFN value other than the default, "Now" for this IE;

-
at the CFN value as indicated in the response message in the IE "COUNT-C activation time":

-
set the HFN component of the COUNT-C variable to the START value as indicated in the IE "START list" of the response message for the relevant CN domain; and

-
set the remaining LSBs of the HFN component of COUNT-C to zero;

-
increment the HFN component of the COUNT-C variable by one;

-
set the CFN component of the COUNT-C to the value of the IE "COUNT-C activation time" of the response message. The HFN component and the CFN component completely initialise the COUNT-C variable;

-
step the COUNT-C variable, as normal, at each CFN value. The HFN component is no longer fixed in value but incremented at each CFN cycle;

-
transmit a HANDOVER TO UTRAN COMPLETE message on the uplink DCCH, using the new ciphering configuration, only if ciphering has been started;

-
when the HANDOVER TO UTRAN COMPLETE message has been submitted to lower layers for transmission:

-
initialise variables upon entering UTRA RRC connected mode as specified in subclause 13.4;

-
initialise variable UE_CAPABILITY_TRANSFERRED with the value of the corresponding IEs included in INTER_RAT_HANDOVER_INFO_TRANSFERRED; 

-
and the procedure ends.

8.3.6.4
Invalid Handover to UTRAN command message

If the UE receives a Handover to UTRAN command message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause 9, the UE shall perform procedure specific error handling according to the source radio access technology. The UE shall:

-
if allowed by the source RAT:

-
transmit an RRC FAILURE INFO message to the source radio access technology; and

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION;

-
Other details may be provided in the specifications related to the source radio access technology.

Note
The other RAT may include the above diagnostics information in a subsequent handover request towards the same RNC.

8.3.6.4a
Unsupported configuration in HANDOVER TO UTRAN COMMAND message

If the UE does not support the configuration included in the HANDOVER TO UTRAN COMMAND message, e.g., the message includes a pre-defined configuration that the UE has not stored, the UE shall:

-
continue the connection using the other radio access technology; and

-
indicate the failure to the other radio access technology.

8.3.6.5
UE fails to perform handover

If the UE does not succeed in establishing the connection to UTRAN, it shall:

-
terminate the procedure including release of the associated resources;

-
resume the connection used before the handover; and

-
indicate the failure to the other radio access technology.

Upon receiving an indication about the failure from the other radio access technology, UTRAN should release the associated resources and the context information concerning this UE.

8.3.6.6
Reception of message HANDOVER TO UTRAN COMPLETE by the UTRAN

Upon receiving a HANDOVER TO UTRAN COMPLETE message, UTRAN should consider the inter-RAT handover procedure as having been completed successfully and indicate this to the Core Network.

8.3.7
Inter-RAT handover from UTRAN
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Figure 53: Inter-RAT handover from UTRAN, successful case
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Figure 54: Inter-RAT handover from UTRAN, failure case

8.3.7.1
General

The purpose of the inter-RAT handover procedure is to, under the control of the network, transfer a connection between the UE and UTRAN to another radio access technology (e.g. GSM). This procedure may be used in CELL_DCH state.

NOTE:
This procedure is applicable to CS domain service.

8.3.7.2
Initiation

The procedure is initiated when UTRAN orders a UE in CELL_DCH state, to make a handover to a radio access technology other than UTRAN, e.g. GSM.

To initiate the procedure, UTRAN sends a HANDOVER FROM UTRAN COMMAND message.

8.3.7.3
Reception of a HANDOVER FROM UTRAN COMMAND message by the UE

The UE shall be able to receive a HANDOVER FROM UTRAN COMMAND message and perform an inter-RAT handover, even if no prior UE measurements have been performed on the target cell.
The UE shall:

-
establish the connection to the target radio access technology, by using the contents of the IE "Inter-RAT message". This IE contains a message specified in another standard, as indicated by the IE "System type", and carries information about the candidate/ target cell identifier(s) and radio parameters relevant for the target radio access technology. The correspondence between the value of the IE "System type", the standard to apply and the message contained within IE "Inter RAT message" is shown in the following:

Value of the IE "System type"
Standard to apply
Inter RAT Message

GSM
GSM TS 04.18, version 8.5.0 or later
HANDOVER COMMAND

cdma2000
TIA/EIA/IS-2000 or later, TIA/EIA/IS-833 or later, TIA/EIQ/IS-834 or later


-
if the IE "System type" has the value "GSM":

-
if the IE "Frequency band" has the value "GSM /DCS 1800 band used":

-
set the BAND_INDICATOR [26] to "ARFCN indicates 1800 band";

-
if the IE "Frequency band" has the value " GSM /PCS 1900 band used":

-
set the BAND_INDICATOR [26] to "ARFCN indicates 1900 band";

-
apply the "Inter RAT Message" according to the "standard to apply" in the table above.

-
in case one or more IEs "RAB info" is included in the HANDOVER FROM UTRAN COMMAND message:

-
connect upper layer entities corresponding to indicated RABs to the radio resources indicated in the inter-RAT message;

NOTE:
Requirements concerning the establishment of the radio connection towards the other radio access technology and the signalling procedure are outside the scope of this specification.

8.3.7.4
Successful completion of the inter-RAT handover

Upon successfully completing the handover, UTRAN should:

-
release the radio connection; and

-
remove all context information for the concerned UE.

Upon successfully completing the handover, the UE shall:

-
if the USIM is present:

-
store the current START value for every CN domain in the USIM [50];

-
if the "START" stored in the USIM [50] for a CN domain is greater than the value "THRESHOLD" of the variable START_THRESHOLD:

-
delete the ciphering and integrity keys that are stored in the USIM for that CN domain;

-
inform the deletion of these keys to upper layers;

-
clear or set variables upon leaving UTRA RRC connected mode as specified in subclause 13.4.

NOTE:
The release of the UMTS radio resources is initiated from the target RAT.

8.3.7.5
UE fails to complete requested handover

If the UE does not succeed in establishing the connection to the target radio access technology, it shall:

-
revert back to the UTRA configuration;

-
establish the UTRA physical channel(s) used at the time for reception of HANDOVER FROM UTRAN COMMAND;

-
if the UE does not succeed to establish the UTRA physical channel(s):

-
select a suitable UTRA cell according to [4];

-
perform a cell update procedure according to subclause 8.3.1 with cause "Radio link failure";

-
when the cell update procedure has completed successfully:

-
proceed as below;

-
transmit the HANDOVER FROM UTRAN FAILURE message setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the HANDOVER FROM UTRAN COMMAND message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "Inter-RAT change failure" to "physical channel failure";

-
When the HANDOVER FROM UTRAN FAILURE message has been submitted to lower layer for transmission:

-
the procedure ends.

8.3.7.6
Invalid HANDOVER FROM UTRAN COMMAND message

If the IE "Inter-RAT message" received within the HANDOVER FROM UTRAN COMMAND message does not include a valid inter RAT handover message in accordance with the protocol specifications for the target RAT, the UE shall perform procedure specific error handling as follows. The UE shall:

-
set the IE "failure cause" to the cause value "Inter-RAT protocol error";

-
include the IE "Inter-RAT message" in case the target RAT provides further details about the inter RAT protocol error;

-
transmit a HANDOVER FROM UTRAN FAILURE message on the uplink DCCH using AM RLC;
-
when the transmission of the HANDOVER FROM UTRAN FAILURE message has been confirmed by RLC:

-
continue with any ongoing processes and procedures as if the invalid HANDOVER FROM UTRAN COMMAND message has not been received;

-
and the procedure ends.

If the HANDOVER FROM UTRAN COMMAND message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause 9, the UE shall perform procedure specific error handling as follows. The UE shall:

-
set the IE "RRC transaction identifier" in the HANDOVER FROM UTRAN FAILURE message to the value of "RRC transaction identifier" in the entry for the HANDOVER FROM UTRAN COMMAND message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "protocol error";

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION;

-
transmit a HANDOVER FROM UTRAN FAILURE message on the uplink DCCH using AM RLC;
-
when the HANDOVER FROM UTRAN FAILURE message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid HANDOVER FROM UTRAN COMMAND message has not been received;

-
and the procedure ends.

8.3.7.7
Reception of an HANDOVER FROM UTRAN FAILURE message by UTRAN

Upon receiving an HANDOVER FROM UTRAN FAILURE message, UTRAN may initiate the release the resources in the target radio access technology.

8.3.7.8
Unsupported configuration in HANDOVER FROM UTRAN COMMAND message

If the UTRAN instructs the UE to perform a non-supported handover scenario, e.g. multiple RAB or to use a non-supported configuration, the UE shall:

-
transmit a HANDOVER FROM UTRAN FAILURE message, setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the HANDOVER FROM UTRAN COMMAND message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "Inter-RAT change failure" to "configuration unacceptable";

-
when the HANDOVER FROM UTRAN FAILURE message has been submitted to lower layers for transmission:

-
resume normal operation as if the invalid HANDOVER FROM UTRAN COMMAND message has not been received;

-
and the procedure ends.

8.3.7.8a
Reception of HANDOVER FROM UTRAN COMMAND message by UE in CELL_FACH

If the UE receives HANDOVER FROM UTRAN COMMAND while in CELL_FACH, the UE shall:

-
transmit a HANDOVER FROM UTRAN FAILURE message, setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the HANDOVER FROM UTRAN COMMAND message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "Inter-RAT change failure" to "protocol error", include IE "Protocol error information"; and

-
set the value of IE "Protocol error cause" to "Message not compatible with receiver state";

-
when the HANDOVER FROM UTRAN FAILURE message has been submitted to lower layers for transmission:

-
resume normal operation as if the invalid HANDOVER FROM UTRAN COMMAND message has not been received;

-
and the procedure ends.

8.3.8
Inter-RAT cell reselection to UTRAN

8.3.8.1
General

The purpose of the inter-RAT cell reselection procedure to UTRAN is to transfer, under the control of the UE and to some extent the source radio access technology, a connection between the UE and another radio access technology (e.g. GSM/GPRS, but not UTRAN) to UTRAN.

8.3.8.2
Initiation

When the UE makes an inter-RAT cell reselection to UTRAN according to the criteria specified in [4], it shall initiate this procedure. The inter-RAT cell reselection made by the UE may use system information broadcast from the source radio access technology or UE dedicated information.

The UE shall:

-
set the variable ESTABLISHMENT_CAUSE to "Inter-RAT cell reselection";

-
initiate an RRC connection establishment procedure as specified in subclause 8.1.3;

-
after initiating an RRC connection establishment:

-
release all resources specific to the other radio access technology.

8.3.8.3
UE fails to complete an inter-RAT cell reselection

If the inter-RAT cell reselection fails before the UE has initiated the RRC connection establishment the UE may return back to the other radio access technology.

If the RRC connection establishment fails the UE shall enter idle mode.

8.3.9
Inter-RAT cell reselection from UTRAN

8.3.9.1
General

The purpose of the inter-RAT cell reselection procedure from UTRAN is to transfer, under the control of the UE and to some extent the UTRAN, a connection between the UE and UTRAN to another radio access technology (e.g. GSM/GPRS).

8.3.9.2
Initiation

This procedure is applicable in states CELL_FACH, CELL_PCH or URA_PCH.

When the UE based on received system information makes a cell reselection to a radio access technology other than UTRAN, e.g. GSM/GPRS, according to the criteria specified in [4], the UE shall.

-
start timer T309;

-
initiate the establishment of a connection to the target radio access technology according to its specifications.

8.3.9.3
Successful cell reselection

When the UE has succeeded in reselecting a cell in the target radio access technology and has initiated the establishment of a connection, it shall stop timer T309 and release all UTRAN specific resources.

UTRAN should release all UE dedicated resources upon indication that the UE has completed a connection establishment to the other radio access technology.

8.3.9.4
Expiry of timer T309

If the timer T309 expires before the UE succeeds in initiating the establishment of a connection to the other radio access technology, the UE shall:

-
resume the connection to UTRAN using the resources used before initiating the inter-RAT cell reselection procedure.

8.3.10
Inter-RAT cell change order to UTRAN

8.3.10.1
General

The purpose of the inter-RAT cell change order to UTRAN procedure is to transfer, under the control of the source radio access technology, a connection between the UE and another radio access technology (e.g. GSM/GPRS) to UTRAN.

8.3.10.2
Initiation

The procedure is initiated when a radio access technology other than UTRAN, e.g. GSM/GPRS, using procedures specific for that RAT, orders the UE to change to a UTRAN cell.

NOTE:
Within the message used to order the UE to change to a UTRAN cell, the source RAT should specify the identity of the target UTRAN cell as specified in the specifications for that RAT.

The UE shall:

-
set the variable ESTABLISHMENT_CAUSE to "Inter-RAT cell reselection";

-
initiate an RRC connection establishment procedure as specified in subclause 8.1.3.

8.3.10.3
UE fails to complete an inter-RAT cell change order

If the inter-RAT cell reselection fails the UE shall return to the other radio access technology and proceed as specified in the appropriate specifications for that RAT.

NOTE 3:
The cell change was network ordered. Therefore, failure to change to the target cell should not cause the UE to move to UE- controlled cell selection.

8.3.11
Inter-RAT cell change order from UTRAN
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Figure 55: Inter–RAT cell change order from UTRAN
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Figure 55a: Inter-RAT cell change order from UTRAN, failure case

8.3.11.1
General

The purpose of the inter-RAT cell change order procedure is to transfer, under the control of the network, a connection between the UE and UTRAN to another radio access technology (e.g. GSM). This procedure may be used in CELL_DCH and CELL_FACH state.

NOTE:
This procedure is applicable for services in the PS domain.

8.3.11.2
Initiation

The procedure is initiated when UTRAN orders a UE in CELL_DCH or CELL_FACH state, to make a cell change to a radio access technology other than UTRAN, e.g. GSM.

To initiate the procedure, UTRAN sends a CELL CHANGE ORDER FROM UTRAN message.

8.3.11.3
Reception of an CELL CHANGE ORDER FROM UTRAN message by the UE

The UE shall be able to receive a CELL CHANGE ORDER FROM UTRAN message and perform a cell change order to another RAT, even if no prior UE measurements have been performed on the target cell.
The UE shall:

-
start timer T309; and

-
establish the connection to the other radio access technology, as specified within IE "Target cell info". This IE specifies the target cell identity, in accordance with the specifications for that other RAT. In case the target cell is a GSM/ GPRS cell, IE "Target cell info" may also include IE "NC mode", which specifies the cell selection mode to be applied in the target cell; and

-
if IE "NC mode" is not included in the CELL CHANGE ORDER FROM UTRAN:

-
retrieve it from the target cell as specified in [43];

-
act upon IE "NC mode" as specified in [43].

-
if one or more IEs "RAB info" are included in the CELL CHANGE ORDER FROM UTRAN message:

-
connect the upper layer entities corresponding to indicated RABs to the radio resources offered by the target RAT;

NOTE:
Requirements concerning the establishment of the radio connection towards the other radio access technology and the signalling procedure are outside the scope of this specification. In case of GSM/GPRS proceed according to the procedure Network control cell reselection procedure as specified in [44].

8.3.11.4
Successful completion of the cell change order

Upon successful completion of the cell change order, the UE shall:

-
stop timer T309;

-
clear or set variables upon leaving UTRA RRC connected mode as specified in subclause 13.4.

Upon indication of the UE having successfully completed the cell change order, UTRAN should:

-
release the radio connection; and

-
remove all context information for the concerned UE.

NOTE:
The release of the UMTS radio resources is initiated from another RAT.

8.3.11.5
Expiry of timer T309 or UE fails to complete requested cell change order

If:

-
timer T309 expires prior to the successful establishment of a connection to the target RAT; or

-
if the establishment of the connection to the other RAT failed due to other reasons e.g. (random) access failure, rejection due to lack of resources:

the UE shall:

-
if it received the CELL CHANGE ORDER FROM UTRAN message in state CELL_DCH:

-
revert back to the UTRA configuration;

-
establish the UTRA physical channel(s) used at the time for reception of CELL CHANGE ORDER FROM UTRAN;

-
if the UE does not succeed in establishing the UTRA physical channel(s):

-
select a suitable UTRA cell according to [4];

-
perform a cell update procedure according to subclause 8.3.1 with cause "Radio link failure";

-
when the cell update procedure has completed successfully:

-
proceed as below;

-
transmit the CELL CHANGE ORDER FROM UTRAN FAILURE message setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "Inter-RAT change failure" to "physical channel failure";

-
When the CELL CHANGE ORDER FROM UTRAN FAILURE message has been submitted to lower layer for transmission, the procedure ends.

-
if the UE receives the CELL CHANGE ORDER FROM UTRAN message in CELL_FACH state:

-
revert to the cell it was camped on at the reception of the CELL CHANGE ORDER FROM UTRAN message;

-
if the UE is unable to return to this cell:

-
select a suitable UTRA cell according to [4];

-
initiate the cell update procedure according to subclause 8.3.1 using the cause "cell re-selection";

-
when the cell update procedure completed successfully:

-
proceed as below;

-
transmit the CELL CHANGE ORDER FROM UTRAN FAILURE message setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the CELL CHANGE ORDER FROM UTRAN message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "Inter-RAT change failure" to "physical channel failure";

-
When the CELL CHANGE ORDER FROM UTRAN FAILURE message has been submitted to lower layer for transmission:

-
the procedure ends.

8.3.11.6
Unsupported configuration in CELL CHANGE ORDER FROM UTRAN message

If the UTRAN instructs the UE to perform a non-supported cell change order scenario e.g. multiple RAB or to use a non-supported configuration, the UE shall:

-
transmit a CELL CHANGE ORDER FROM UTRAN FAILURE message, setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "Inter-RAT change failure" to "configuration unacceptable";

-
when the CELL CHANGE ORDER FROM UTRAN FAILURE message has been submitted to lower layers for transmission:

-
resume normal operation as if the CELL CHANGE ORDER FROM UTRAN message has not been received;

-
and the procedure ends.

8.3.11.7
Invalid CELL CHANGE ORDER FROM UTRAN message

If the CELL CHANGE ORDER FROM UTRAN message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause 9, the UE shall perform procedure specific error handling as follows. The UE shall:

-
set the IE "RRC transaction identifier" in the CELL CHANGE ORDER FROM UTRAN FAILURE message to the value of "RRC transaction identifier" in the entry for the CELL CHANGE ORDER FROM UTRAN message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "protocol error";

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION;

-
transmit a CELL CHANGE ORDER FROM UTRAN FAILURE message on the uplink DCCH using AM RLC;
-
when the CELL CHANGE ORDER FROM UTRAN FAILURE message has been submitted to lower layers for transmission:

-
resume normal operation as if the invalid CELL CHANGE ORDER FROM UTRAN message has not been received;

-
and the procedure ends.

9
Handling of unknown, unforeseen and erroneous protocol data

9.1
General
This subclause specifies procedures for the handling of unknown, unforeseen, and erroneous protocol data by the receiving entity. These procedures are called "error handling procedures", but in addition to provide recovery mechanisms for error situations they define a compatibility mechanism for future extensions of the protocol.

The error handling procedures specified in this subclause shall apply to all RRC messages. When there is a specific handling for messages received on different logical channels this is specified.

For system information received on the BCCH, the error handling procedures are applied on the BCCH message SYSTEM INFORMATION, the re-assembled system information segments as well as the system information blocks (including the master information block and the scheduling blocks), with specific error handling as specified below.

When the UE receives an RRC message, it shall set the variable PROTOCOL_ERROR_REJECT to FALSE and then perform the checks in the order as defined below.

The procedures specified in clause 8 are applied only for the messages passing the checks as defined below, except when procedure specific handling is used to recover from the error.

The error cases specified in the following include the handling upon reception of spare values. This behaviour also applies in case the actual value of the IE results from mapping the originally sent IE value. Moreover, in certain error cases, as specified in the following, default values apply. In this case, the default values specified within the ASN.1, the tabular and the procedure specifications apply.

9.2
ASN.1 violation or encoding error

If the UE receives an RRC message on the DCCH for which the encoded message does not result in any valid abstract syntax value [49] (or "encoding error"), it shall perform the following. The UE shall:

-
set the variable PROTOCOL_ERROR_REJECT to TRUE;

-
transmit an RRC STATUS message on the uplink DCCH. The IE "Protocol error information" shall contain an IE "Protocol error cause" set to "ASN.1 violation or encoding error";

-
when RRC STATUS message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid message had not been received.

If the UE receives an RRC message sent via a radio access technology other than UTRAN, for which the encoded message does not result in any valid abstract syntax, the UE shall:

-
set the variable PROTOCOL_ERROR_REJECT to TRUE;

-
set the IE "Protocol error cause" in the variable PROTOCOL_ERROR_INFORMATION to "ASN.1 violation or encoding error";

-
perform procedure specific error handling according to clause 8.

If a reassembled set of system information segments received in messages on the BCCH does not result in any valid abstract syntax value, the UE shall:

-
ignore the reassembled set of system information segments;

-
treat the rest of each message containing the ignored system information segments as if those segments were not present.

If the UE receives an RRC message on the BCCH, PCCH, CCCH or SHCCH for which the encoded message does not result in any valid abstract syntax value, it shall ignore the message.

9.3
Unknown or unforeseen message type

If a UE receives an RRC message on the DCCH with a message type not defined for the DCCH it shall:

-
set the variable PROTOCOL_ERROR_REJECT to TRUE;

-
transmit an RRC STATUS message on the uplink DCCH. The IE "Protocol error information" shall contain an IE "Protocol error cause" set to "Message type non-existent or not implemented";

-
when the RRC STATUS message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid message had not been received.

If the UE receives an RRC message on the BCCH, PCCH, CCCH or SHCCH with a message type not defined for the logical channel type the message was received on, it shall ignore the message.

9.3a
Unsolicited received message

If the UE receives any of the following messages:

-
an RRC CONNECTION SETUP message addressed to the UE on the CCCH; or

-
an RRC CONNECTION REJECT message addressed to the UE on the CCCH; or

-
a UE CAPABILITY INFORMATION CONFIRM message on the DCCH; or

-
a CELL UPDATE CONFIRM message addressed to the UE on the CCCH or on the DCCH; or

-
a URA UPDATE CONFIRM message addressed to the UE on the CCCH or on the DCCH

and no procedure is ongoing according to clause 8 which expects the message to be received:

the UE shall:

-
ignore the received message.

9.3b
Unexpected critical message extension

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, containing an undefined critical message extension, the UE shall:

-
set the variable PROTOCOL_ERROR_REJECT to TRUE;

-
set the IE "Protocol error cause" in the variable PROTOCOL_ERROR_INFORMATION to "Message extension not comprehended";

-
if the IE "Message Type" of the received message is not present in the table "Rejected transactions" in the variable TRANSACTIONS:

-
store the IE "Message type" of the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
set the IE "RRC transaction identifier" to zero in that table entry;

-
perform procedure specific error handling according to clause 8.

If the UE receives an RRC message on the BCCH or PCCH, containing an undefined critical message extension, the UE shall:

-
ignore the message.

9.4
Unknown or unforeseen information element value, mandatory information element

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, with a mandatory IE having a value, including choice, reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value [49] for this IE, the UE shall:

-
if a default value of the IE is defined:

-
treat the rest of the message using the default value of the IE;

-
if no default value of the IE is defined:

-
set the variable PROTOCOL_ERROR_REJECT to TRUE;

-
set the IE "Protocol error cause" in the variable PROTOCOL_ERROR_INFORMATION to "Information element value not comprehended";

-
perform procedure specific error handling according to clause 8.

If the UE receives a system information block on the BCCH with a mandatory IE having a value reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value for this IE, the UE shall:

-
if a default value of the IE is defined:

-
treat the rest of the system information block using the default value of the IE;

-
if no default value of the IE is defined:

-
ignore the system information block.

If the UE receives an RRC message on the BCCH or PCCH with a mandatory IE having a value reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value for this IE, it shall

-
if a default value of the IE is defined:

-
treat the rest of the message using the default value of the IE.

-
if no default value of the IE is defined:

-
ignore the message.

9.5
Conditional information element error

If the UE receives an RRC message on the DCCH, BCCH, PCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, for which the specified conditions for absence of a conditional IE are met and that IE is present, the UE shall:

-
ignore the IE;

-
treat the rest of the message as if the IE was not present.

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, for which the specified conditions for presence of a conditional IE are met and that IE is absent, the UE shall:

-
set the variable PROTOCOL_ERROR_REJECT to TRUE;

-
set the IE "Protocol error cause" in the variable PROTOCOL_ERROR_INFORMATION to "Conditional information element error";

-
perform procedure specific error handling according to clause 8.

If the UE receives a system information block on the BCCH for which the specified conditions for presence of a conditional IE are met and that IE is absent, the UE shall:

-
ignore the system information block.

If the UE receives an RRC message on the BCCH or PCCH for which the specified conditions for presence of a conditional IE are met and that IE is absent, the UE shall:

-
ignore the message.

9.6
Unknown or unforeseen information element value, conditional information element

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, for which the specified conditions for presence of a conditional IE are met, that IE is present, and that IE has a value, including choice, reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value [49] for this IE, the UE shall:

-
if a default value of the IE is defined:

-
treat the rest of the message using the default value of the IE;

-
if no default value of the IE is defined:

-
set the variable PROTOCOL_ERROR_REJECT to TRUE;

-
set the IE "Protocol error cause" in the variable PROTOCOL_ERROR_INFORMATION to "Information element value not comprehended";

-
perform procedure specific error handling according to clause 8.

If the UE receives a system information block on the BCCH for which the specified conditions for presence of a conditional IE are met, that IE is present, and that IE has a value, including choice, reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value for this IE, the UE shall:

-
if a default value of the IE is defined:

-
treat the rest of the system information block using the default value of the IE;

-
if no default value of the IE is defined:

-
ignore the system information block.

If the UE receives an RRC message on the BCCH or PCCH for which the specified conditions for presence of a conditional IE are met, that IE is present, and that IE has a value, including choice, reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value for this IE, the UE shall:

-
if a default value of the IE is defined:

-
treat the rest of the message using the default value of the IE;

-
if no default value of the IE is defined:

-
ignore the message.

9.7
Unknown or unforeseen information element value, optional information element

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, with an optional IE having a value, including choice, reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value [49] for this IE, it shall:

-
ignore the value of the IE;

-
treat the rest of the message as if the IE was not present.

If the UE receives a system information block on the BCCH with an optional IE having a value, including choice, reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value for this IE, it shall:

-
ignore the value of the IE;

-
treat the rest of the system information block as if the IE was not present.

If the UE receives an RRC message on the BCCH or PCCH with an optional IE having a value, including choice, reserved for future extension (spare), a value not used in this version of the specification or when the encoded IE does not result in any valid abstract syntax value for this IE, it shall:

-
ignore the value of the IE;

-
treat the rest of the message as if the IE was not present.

9.8
Unexpected non-critical message extension

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, containing an undefined non-critical message extension, the UE shall:

-
ignore the content of the extension and the message contents after the extension, but treat the parts of the message up to the extension normally.

If the UE receives a system information block on the BCCH containing an undefined non-critical message extension, the UE shall:

-
ignore the content of the extension and the system information block contents after the extension, but treat the parts of the system information block up to the extension normally.

If the UE receives an RRC message on the BCCH or PCCH, containing an undefined non-critical message extension, the UE shall:

-
ignore the content of the extension and the message contents after the extension, but treat the parts of the message up to the extension normally.

10.2.41a
RRC FAILURE INFO
This message is sent by the UE via another radio access technology to provide information about the cause for failure to perform the requested operation.


RLC-SAP: N/A (Sent through a different RAT)


Logical channel: N/A (Sent through a different RAT)


Direction: UE ( other RAT
Information Element/Group Name
Need
Multi
Type and reference
Semantics description

Other Information elements





Failure cause
MP

Failure cause 10.3.3.13


Protocol error information
CV-ProtErr

Protocol error information 10.3.8.12


Condition
Explanation

ProtErr
Presence is mandatory if the IE "Failure cause" has the value "Protocol error"; otherwise the element is not needed in the message.

10.2.42
RRC STATUS

This message is sent to indicate a protocol error.


RLC-SAP: AM


Logical channel: DCCH


Direction: UE(UTRAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


UE information elements





Integrity check info
CH

Integrity check info 10.3.3.16
Integrity check info is included if integrity protection is applied

Identification of received message
CV-Message identified




>Received message type
MP

Message Type


>RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36


Other information elements





Protocol error information
MP

Protocol error information 10.3.8.12


Condition
Explanation

Message identified
This IE is mandatory present if the IE "Protocol error cause" in the IE "Protocol error information" has any other value than "ASN.1 violation or encoding error" or "Message type non-existent or not implemented" and not needed otherwise.

10.x.y
INTER RAT HANDOVER INFO
This message is sent to the UE via other system to make a handover to UTRAN.


RLC-SAP: N/A (Sent through a different RAT)


Logical channel: N/A (Sent through a different RAT)


Direction: UE ( UTRAN
Information Element/Group Name
Need
Multi
Type and reference
Semantics description

Radio Bearer IEs





Pre-defined configuration status information
OP

Pre-defined configuration status information 10.3.4.x


UE Information elements





UE security information
OP

UE security information 10.3.3.x


UE radio access capability
OP

UE radio access capability 10.3.3.42


UE radio access capability extension
OP

UE radio access capability extension 10.3.3.42a


10.3.3.x
UE security information

Upon receiving a UE information request from another system, the UE shall indicate the requested security information. The UE security information includes the following RRC information.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

UE information elements





START-CS
MP

START 10.3.3.38
START values to be used in this CN domain.

10.3.4.x
Pre-defined configuration status information

Another system may provide the UE with one or more pre- defined UTRAN configurations, comprising of radio bearer, transport channel and physical channel parameters. If requested, the UE shall indicate the configurations it has stored. The pre-defined configuration status information should include the following RRC information.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB information elements





Predefined configurations

maxPredefConfigCount

The list is in order of preconfiguration identity

>Predefined configuration value tag
OP

Predefined configuration value tag

10.3.4.6
The UE shall include the value tag if it has stored the concerned configuration

Multi Bound
Explanation

MaxPredefConfigCount
Maximum number of predefined configurations

11.2
PDU definitions

--**************************************************************
--

-- TABULAR: The message type and integrity check info are not

-- visible in this module as they are defined in the class module. 

-- Also, all FDD/TDD specific choices have the FDD option first 

-- and TDD second, just for consistency.

--

--**************************************************************

PDU-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

--**************************************************************

--

-- IE parameter types from other modules

--

--**************************************************************

IMPORTS

-- Core Network IEs :


CN-DomainIdentity,


CN-InformationInfo,


CN-InformationInfoFull,


NAS-Message,


PagingRecordTypeID,

-- UTRAN Mobility IEs :


URA-Identity,

-- User Equipment IEs :


ActivationTime,


C-RNTI,


CapabilityUpdateRequirement,


CellUpdateCause,


CipheringAlgorithm,


CipheringModeInfo,


EstablishmentCause,


FailureCauseWithProtErr,


FailureCauseWithProtErrTrId,



InitialUE-Identity,


IntegrityProtActivationInfo,


IntegrityProtectionModeInfo,


N-308,


PagingCause,


PagingRecordList,


ProtocolErrorIndicator,


ProtocolErrorIndicatorWithMoreInfo,


Rb-timer-indicator,


Re-EstablishmentTimer,


RedirectionInfo,


RejectionCause,


ReleaseCause,


RRC-StateIndicator,


RRC-TransactionIdentifier,


SecurityCapability,


START-Value,


STARTList,


U-RNTI,


U-RNTI-Short,


UE-RadioAccessCapability,


UE-RadioAccessCapability-v370ext,

UE-ConnTimersAndConstants,


URA-UpdateCause,


UTRAN-DRX-CycleLengthCoefficient,


WaitTime,

-- Radio Bearer IEs :


DefaultConfigIdentity,


DefaultConfigMode,


DL-CounterSynchronisationInfo,


PredefinedConfigIdentity,


RAB-Info,


RAB-Info-Post,


RAB-InformationList,


RAB-InformationReconfigList,


RAB-InformationSetupList,


RB-ActivationTimeInfo,


RB-ActivationTimeInfoList,


RB-COUNT-C-InformationList,


RB-COUNT-C-MSB-InformationList,


RB-IdentityList,


RB-InformationAffectedList,


RB-InformationReconfigList,


RB-InformationReleaseList,


RB-InformationSetupList,


RB-WithPDCP-InfoList,


SRB-InformationSetupList,


SRB-InformationSetupList2,


UL-CounterSynchronisationInfo,

-- Transport Channel IEs:


CPCH-SetID,


DL-AddReconfTransChInfo2List,


DL-AddReconfTransChInfoList,


DL-CommonTransChInfo,


DL-DeletedTransChInfoList,


DRAC-StaticInformationList,


TFC-Subset,


TFCS-Identity,


UL-AddReconfTransChInfoList,


UL-CommonTransChInfo,


UL-DeletedTransChInfoList,

-- Physical Channel IEs :


AllocationPeriodInfo,


Alpha,


CCTrCH-PowerControlInfo,


ConstantValue,


CPCH-SetInfo,


DL-CommonInformation,


DL-CommonInformationPost,


DL-InformationPerRL,


DL-InformationPerRL-List,


DL-InformationPerRL-ListPostFDD,


DL-InformationPerRL-PostTDD,


DL-DPCH-PowerControlInfo,


DL-PDSCH-Information,


DPCH-CompressedModeStatusInfo,


FrequencyInfo,


FrequencyInfoFDD,


FrequencyInfoTDD,


IndividualTS-InterferenceList,


MaxAllowedUL-TX-Power,


PDSCH-CapacityAllocationInfo,


PDSCH-Identity,


PDSCH-Info,


PRACH-RACH-Info,


PrimaryCCPCH-TX-Power,


PUSCH-CapacityAllocationInfo,


PUSCH-Identity,


RL-AdditionInformationList,


RL-RemovalInformationList,


SpecialBurstScheduling,


SSDT-Information,


TFC-ControlDuration,


TimeslotList,


TX-DiversityMode,


UL-ChannelRequirement,


UL-ChannelRequirementWithCPCH-SetID,


UL-DPCH-Info,


UL-DPCH-InfoPostFDD,


UL-DPCH-InfoPostTDD,


UL-TimingAdvance,


UL-TimingAdvanceControl,

-- Measurement IEs :


AdditionalMeasurementID-List,


Frequency-Band,


EventResults,


InterRAT-TargetCellDescription,


MeasuredResults,


MeasuredResultsList,


MeasuredResultsOnRACH,


MeasurementCommand,


MeasurementIdentity,


MeasurementReportingMode,


PrimaryCCPCH-RSCP,


TimeslotListWithISCP,


TrafficVolumeMeasuredResultsList,


UE-Positioning-GPS-AssistanceData,


UE-Positioning-OTDOA-AssistanceData,

-- Other IEs :


BCCH-ModificationInfo,


CDMA2000-MessageList,


GSM-MessageList,


InterRAT-ChangeFailureCause,


InterRAT-HO-FailureCause,


InterRAT-UE-RadioAccessCapabilityList,



InterRAT-UE-SecurityCapList,


InterRATMessage,


IntraDomainNasNodeSelector,

ProtocolErrorInformation,


ProtocolErrorMoreInformation,


Rplmn-Information,


SegCount,


SegmentIndex,


SFN-Prime,


SIB-Data-fixed,


SIB-Data-variable,


SIB-Type

FROM InformationElements


maxSIBperMsg,


maxSystemCapability

FROM Constant-definitions;

<Cut until the next modified section>

-- ***************************************************

--

-- INTER RAT HANDOVER INFO

--

-- ***************************************************

InterRATHandoverInfo ::= SEQUENCE {


octString




OCTET STRING (SIZE (0..255))


-- octet aligned string in which the following information is contained

-- interRATHandoverInfo



InterRATHandoverInfo-IEs


-- also including non- critical extensions


-- this structure is defined for historical reasons, backward compatibility with 04.18

}

InterRATHandoverInfo-IEs ::= SEQUENCE {


predefinedConfigStatusList

CHOICE {



absent






NULL



present






PredefinedConfigStatusList


},


uE-SecurityInformation


CHOICE



absent






NULL,



prsent






UE-SecurityInformation


},


ue-CapabilityContainer


CHOICE



absent






NULL,



present






OCTET STRING (SIZE (0..255))



-- octet aligned string in which the following information is contained


-- ue-RadioAccessCapability


UE-RadioAccessCapability,


-- ue-RadioAccessCapability-v370ext
UE-RadioAccessCapability-v370ext


},


-- Non critical extensions


v390NonCriticalExtensions

CHOICE {



absent






NULL



present






SEQUENCE {




interRATHandoverInfo-v390ext
InterRATHandoverInfo-v390ext-IEs,




-- Reserved for future non critical extension




nonCriticalExtensions


SEQUENCE {}
OPTIONAL



}


}
}

InterRATHandoverInfo-v390ext-IEs ::= SEQUENCE {


-- User equipment IEs



ue-RadioAccessCapability-v380ext
UE-RadioAccessCapability-v380ext

OPTIONAL,


dl-PhysChCapabilityFDD-v380-ext

dl-PhysChCapabilityFDD-v380-ext
}

-- ***************************************************

--

-- RRC failure info 

--

-- ***************************************************
RRC-FailureInfo ::= CHOICE {


r3










SEQUENCE {



rRC-FailureInfo-r3






RRC-FailureInfo-r3-IEs,



nonCriticalExtensions





SEQUENCE {}
OPTIONAL


},


criticalExtensions






SEQUENCE {}

}

RRC-FailureInfo-r3-IEs ::=

SEQUENCE {


-- Non-RRC IEs



failureCauseWithProtErr






FailureCauseWithProtErr
}

<Cut to the next modified section>

PredefinedConfigIdentity ::=

INTEGER (0..15)

PredefinedConfigValueTag ::=

INTEGER (0..15)

PredefinedRB-Configuration ::=

SEQUENCE {


re-EstablishmentTimer



Re-EstablishmentTimer,


srb-InformationList




SRB-InformationSetupList,


rb-InformationList




RB-InformationSetupList

}

PreDefRadioConfiguration ::=

SEQUENCE {


-- Radio bearer IEs


predefinedRB-Configuration


PredefinedRB-Configuration,


-- Transport channel IEs


preDefTransChConfiguration


PreDefTransChConfiguration,


-- Physical channel IEs


preDefPhyChConfiguration


PreDefPhyChConfiguration

}

PredefinedConfigStatusList ::=



SEQUENCE (SIZE (maxPredefConfig)) OF












PredefinedConfigStatusInfo

PredefinedConfigStatusInfo::=

CHOICE {


storedWithValueTagSameAsPrevius

NULL,


other







CHOICE



notStored






NULL,



storedWithDifferentValueTag


PredefinedConfigValueTag


}

}

<Cut to the next modified section>

UE-SecurityInformation ::=


SEQUENCE {


start-CS






START-Value
}
11.5
RRC information between network nodes

Internode-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


HandoverToUTRANCommand,


MeasurementReport,


PhysicalChannelReconfiguration,


RadioBearerReconfiguration,


RadioBearerRelease,


RadioBearerSetup,


TransportChannelReconfiguration

FROM PDU-definitions

-- Core Network IEs :


CN-DomainIdentity,

CN-DomainInformationList,


NAS-SystemInformationGSM-MAP,

-- UTRAN Mobility IEs :


CellIdentity,


URA-Identity,

-- User Equipment IEs :


C-RNTI,


FailureCauseWithProtErr,

RRC-MessageSequenceNumber,


STARTList,


U-RNTI,


UE-RadioAccessCapability,


UE-RadioAccessCapability-v370ext,

-- Radio Bearer IEs :


PredefinedConfigValueTag,


RAB-InformationSetupList,


SRB-InformationSetupList,

-- Transport Channel IEs :


CPCH-SetID,


DL-CommonTransChInfo,


DL-AddReconfTransChInfoList,


DRAC-StaticInformationList,


UL-CommonTransChInfo,


UL-AddReconfTransChInfoList,

-- Measurement IEs :


MeasurementIdentity,


MeasurementReportingMode,


MeasurementType,


AdditionalMeasurementID-List,


PositionEstimate,
-- Other IEs :


InterRAT-UE-RadioAccessCapabilityList
FROM InformationElements


maxCNdomains,

maxNoOfMeas,


maxPredefConfig,


maxRB,


maxSRBsetup

FROM Constant-definitions


UE-SecurityInformation

FROM UEtoOtherRAT-definitions;

-- Part 1: Class definitions similar to what has been defined in 11.1 for RRC messages

-- Information that is tranferred in the same direction and across the same path is grouped

-- ***************************************************

--

-- RRC information, to target RNC

--

-- ***************************************************
-- RRC Information to target RNC sent either from source RNC or from another RAT

ToTargetRNC-Container ::= CHOICE {


interRAThandover





InterRATHandoverInfoWithInterRATCapabilities,


srncRelocation





SRNC-RelocationInfo,


extension






NULL

}

-- ***************************************************

--

-- RRC information, target RNC to source RNC

--

-- ***************************************************
TargetRNC-ToSourceRNC-Container::= CHOICE {


radioBearerSetup




RadioBearerSetup,


radioBearerReconfiguration


RadioBearerReconfiguration,


radioBearerRelease




RadioBearerRelease,


transportChannelReconfiguration

TransportChannelReconfiguration,


physicalChannelReconfiguration

PhysicalChannelReconfiguration,


rrc-FailureInfo


RRC-FailureInfo,


extension






NULL

}

-- ***************************************************

--

-- RRC information, target RNC to source RAT

--

-- ***************************************************
TargetRNC-ToSourceRAT-Container::= SEQUENCE {


handoverToUTRAN





HandoverToUTRANCommand,



}

-- ***************************************************

--

-- RRC information, to target system

--

-- ***************************************************
-- RRC Information to target RNC sent either from source RNC or

--  from another node withint the other RAT

ToTargetRAT-Container ::= SEQUENCE {


interRAThandover




InterRATHandoverInfo,

}

-- Part2: Container definitions, similar to the PDU definitions in 11.2 for RRC messages
-- In alphabetical order
-- ***************************************************

--

-- Handover to UTRAN information

--

-- ***************************************************
InterRATHandoverInfoWithInterRATCapabilities ::= CHOICE {


r3







SEQUENCE {



interRAThandoverInfo-r3


InterRATHandoverInfoWithInterRATCapabilities-r3-IEs,


-- Non critical extensions are included in the previous IE







criticalExtensions



SEQUENCE {}

}

InterRATHandoverInfoWithInterRATCapabilities-r3-IEs::=

SEQUENCE {





--
Other IEs



ue-RATSpecificCapability

InterRAT-UE-RadioAccessCapabilityList
OPTIONAL,



interRATHandoverInfo


InterRATHandoverInfo


-- Information as received across the other RATs air interface


-- Includes non critical extensions


}





















-- ***************************************************

--

-- SRNC Relocation information

--

-- ***************************************************
SRNC-RelocationInfo ::= CHOICE {


r3







SEQUENCE {



sRNC-RelocationInfo-r3


SRNC-RelocationInfo-r3-IEs,



v380NonCriticalExtensions


SEQUENCE {




sRNC-RelocationInfo-v380ext
SRNC-RelocationInfo-v380ext-IEs,




-- Reserved for future non critical extension





v390NonCriticalExtensions


SEQUENCE {





sRNC-RelocationInfo-v390ext


SRNC-RelocationInfo-v390ext-IEs,





-- Reserved for future non critical extension





nonCriticalExtensions


SEQUENCE {}
OPTIONAL



}

OPTIONAL


}

OPTIONAL


},


criticalExtensions



SEQUENCE {}

}

SRNC-RelocationInfo-r3-IEs ::=



SEQUENCE {


-- Non-RRC IEs



stateOfRRC





StateOfRRC,



stateOfRRC-Procedure


StateOfRRC-Procedure,


-- Ciphering related information IEs


-- If the extension v380 is included use the extension for the ciphering status per CN domain



cipheringStatus




CipheringStatus,



calculationTimeForCiphering

CalculationTimeForCiphering


OPTIONAL,



cipheringInfoPerRB-List


CipheringInfoPerRB-List



OPTIONAL,



count-C-List




COUNT-C-List





OPTIONAL,



integrityProtectionStatus

IntegrityProtectionStatus,



srb-SpecificIntegrityProtInfo
SRB-SpecificIntegrityProtInfoList,



implementationSpecificParams
ImplementationSpecificParams

OPTIONAL,


-- User equipment IEs



u-RNTI






U-RNTI,



c-RNTI






C-RNTI







OPTIONAL,



ue-RadioAccessCapability

UE-RadioAccessCapability,



ue-Positioning-LastKnownPos

UE-Positioning-LastKnownPos


OPTIONAL,

-- Other IEs



ue-RATSpecificCapability

InterRAT-UE-RadioAccessCapabilityList
OPTIONAL,


-- UTRAN mobility IEs



ura-Identity




URA-Identity





OPTIONAL,


-- Core network IEs



cn-CommonGSM-MAP-NAS-SysInfo
NAS-SystemInformationGSM-MAP,



cn-DomainInformationList

CN-DomainInformationList


OPTIONAL,


-- Measurement IEs



ongoingMeasRepList



OngoingMeasRepList




OPTIONAL,


-- Radio bearer IEs



predefinedConfigStatusList

PredefinedConfigStatusList,



srb-InformationList



SRB-InformationSetupList,



rab-InformationList



RAB-InformationSetupList


OPTIONAL,


-- Transport channel IEs



ul-CommonTransChInfo


UL-CommonTransChInfo



OPTIONAL,



ul-TransChInfoList



UL-AddReconfTransChInfoList


OPTIONAL,



modeSpecificInfo



CHOICE {




fdd







SEQUENCE {





cpch-SetID





CPCH-SetID




OPTIONAL,





transChDRAC-Info



DRAC-StaticInformationList
OPTIONAL




},




tdd







NULL



},



dl-CommonTransChInfo


DL-CommonTransChInfo



OPTIONAL,



dl-TransChInfoList



DL-AddReconfTransChInfoList


OPTIONAL,


-- Measurement report



measurementReport



MeasurementReport




OPTIONAL

}

SRNC-RelocationInfo-v380ext-IEs ::= SEQUENCE {


-- Ciphering related information IEs



cn-DomainIdentity




CN-DomainIdentity,



cipheringStatusList




CipheringStatusList

}

SRNC-RelocationInfo-v390ext-IEs ::= SEQUENCE {


-- User equipment IEs



ue-RadioAccessCapability-v380ext
UE-RadioAccessCapability-v380ext

OPTIONAL,



dl-PhysChCapabilityFDD-v380-ext

dl-PhysChCapabilityFDD-v380-ext
}

CipheringStatusList ::=



SEQUENCE (SIZE (1..maxCNdomains)) OF











CipheringStatusCNdomain

CipheringStatusCNdomain ::=


SEQUENCE {



cn-DomainIdentity



CN-DomainIdentity,



cipheringStatus




CipheringStatus
}

-- IE definitions

CalculationTimeForCiphering ::=

SEQUENCE {


cell-Id







CellIdentity,


sfn








INTEGER (0..4095)

}

CipheringInfoPerRB ::=



SEQUENCE {


dl-HFN







BIT STRING (SIZE (20..25)),


ul-HFN







BIT STRING (SIZE (20..25))

}

-- TABULAR: Multiplicity value numberOfRadioBearers has been replaced

-- with maxRB.

CipheringInfoPerRB-List ::=


SEQUENCE (SIZE (1..maxRB)) OF











CipheringInfoPerRB

CipheringStatus ::=




ENUMERATED {











started, notStarted }

COUNT-C-List ::=





SEQUENCE (SIZE (1..maxCNdomains)) OF











COUNT-CSingle

COUNT-CSingle ::=





SEQUENCE {


cn-DomainIdentity




CN-DomainIdentity,


count-C







BIT STRING (SIZE (32))




}

ImplementationSpecificParams ::=
BIT STRING (SIZE (1..512))

IntegrityProtectionStatus ::=

ENUMERATED {











started, notStarted }

MeasurementCommandWithType ::=

CHOICE {


setup







MeasurementType,


modify







NULL,


release







NULL

}

OngoingMeasRep ::=




SEQUENCE {


measurementIdentity


MeasurementIdentity,


measurementCommandWithType


MeasurementCommandWithType,


-- TABULAR: The CHOICE Measurement in the tabular description is included


-- in the IE above.


measurementReportingMode


MeasurementReportingMode


OPTIONAL,


additionalMeasurementID-List

AdditionalMeasurementID-List

OPTIONAL

}

OngoingMeasRepList ::=



SEQUENCE (SIZE (1..maxNoOfMeas)) OF











OngoingMeasRep

PredefinedConfigStatusList ::=



SEQUENCE (SIZE (maxPredefConfig)) OF












PredefinedConfigStatusInfo

PredefinedConfigStatusInfo::=

SEQUENCE {


predefinedConfigValueTag



PredefinedConfigValueTag
OPTIONAL


-- Absence of the IE indicates that the UE has not stored the corresponding preconfiguration

}

SRB-SpecificIntegrityProtInfo ::=
SEQUENCE {


ul-RRC-HFN






BIT STRING (SIZE (28)),


dl-RRC-HFN






BIT STRING (SIZE (28)),


ul-RRC-SequenceNumber



RRC-MessageSequenceNumber,


dl-RRC-SequenceNumber



RRC-MessageSequenceNumber

}

SRB-SpecificIntegrityProtInfoList ::= SEQUENCE (SIZE (4..maxSRBsetup)) OF











SRB-SpecificIntegrityProtInfo

StateOfRRC ::=





ENUMERATED {











cell-DCH, cell-FACH,











cell-PCH, ura-PCH }

StateOfRRC-Procedure ::=


ENUMERATED {











awaitNoRRC-Message,











awaitRRC-ConnectionRe-establishmentComplete,











awaitRB-SetupComplete,











awaitRB-ReconfigurationComplete,











awaitTransportCH-ReconfigurationComplete,











awaitPhysicalCH-ReconfigurationComplete,











awaitActiveSetUpdateComplete,











awaitHandoverComplete,











sendCellUpdateConfirm,











sendUraUpdateConfirm,











sendRrcConnectionReestablishment,











otherStates 

}

UE-Positioning-LastKnownPos ::=

SEQUENCE { 



sfn







INTEGER (0..4095),



cell-id






CellIdentity,



positionEstimate



PositionEstimate
}

END















































13.4.10a
INTER_RAT_HANDOVER_INFO_TRANSFERRED
This variable stores information about the inter RAT handover info has been transferred to UTRAN.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Pre-defined configuration status information
OP

Pre-defined configuration status information 10.3.4.x
Cleared upon entering connected mode in another RAT

UE security information
OP

UE security information 10.3.3.x
Cleared upon entering connected mode in another RAT

UE radio access capability
OP

UE radio access capability 10.3.3.42
Initialised upon entering connected mode in another RAT with the value of the corresponding IE included in UE_CAPABILITY_TRANSFERRED

UE radio access capability extension
OP

UE radio access capability extension 10.3.3.42a
Initialised upon entering connected mode in another RAT with the value of the corresponding IE included in UE_CAPABILITY_TRANSFERRED

UE system specific capability
OP
1 to <maxSystemCapability>
Inter-RAT UE radio access capability 10.3.8.7
Initialised upon entering connected mode in another RAT with the value of the corresponding IE included in UE_CAPABILITY_TRANSFERRED

>Inter-RAT UE radio access capability 
MP

Inter-RAT UE radio access capability 10.3.8.7


14.12
Provision and reception of RRC information containers
14.12.0
General

In certain cases, e.g., when performing handover to UTRAN or when performing SRNC relocation, RRC information may need to be transferred between UTRAN nodes, between UTRAN and another RATs, between nodes within another RAT or between  the UE and another RAT. 
The RRC information exchanged between network nodes or between the UE and another RAT is transferred by means of RRC information containers. An RRC information container is a self contained and extensible RRC information unit that may be used to transfer a number of different RRC messages, one at a time. As stated before, RRC information containers may be used to transfer RRC messages across interfaces other than the Uu interface. The RRC messages that may be included in RRC information containers have similar characteristics as the RRC messages that are transferred across the Uu interface..

The RRC messages that are sent to/ from the UE e.g. HANDOVER TO UTRAN COMMAND, INTER RAT HANDOVER INFOare covered by (sub)clauses 8, 9, 10, 11.0- 11.4 and 12 of this specification.

In future versions of this specification, it is possible to extend the RRC messages transferred  across interfaces other than Uu. For these RRC messagesthe same extension mechanism applies as defined for RRC messages transferred across the Uu interface, as is specified in subclause 10.1; i.e. both critical and non-critical extensions may be added.

The transfer syntax for RRC information containers is derived from their ASN.1 definitions by use of Packed Encoding Rules, unaligned (X.691). It should be noted that the encoder adds final padding to achieve octet alignment. The resulting octet string is, carried in a container, transferred between the network nodes nodes or between the UE and another RAT.
By defining a separate RRC information container for each of endpoint, the receiving RRC protocol entity is able to interpret the received container; this means that the receiver need not take information about the context/ the message use to transfer the container into account.
14.12.0a
General error handling for RRC messages exchanged between network nodes

The error handling for RRC messages that are exchanged between network nodes applies the same principles as defined for other RRC messages.
Although the same principles apply for network nodes receiving unknown, unforeseen and erroneous RRC information containers, the notification of the error should be done in a different manner, as specified in the following:

The network node receiving an invalid RRC message from another network node should:

-
if the received RRC message was unknown, unforeseen or erroneous:

-
prepare an RRC FAILURE INFO message, including the IE "Failure cause" set to "Protocol error" and the IE "Protocol error information" including an IE "Protocol error cause" which should be set as follows:

-
to "ASN.1 violation or encoding error" upon receiving an RRC message for which the encoded message does not result in any valid abstract syntax value;

-
to "Message type non-existent or not implemented" upon receiving an unknown RRC message type;

-
to "Message extension not comprehended" upon receiving an RRC message including an undefined critical message extension;

-
to "Information element value not comprehended" upon receiving an RRC message including an mandatory IE for which no default value is defined and for which either the value is set to spare or for which the encoded IE does not result in a valid transfer syntax. The same applies for conditional IEs, for which the conditions for presence are met, the IE is present but has a value set to spare or for which the encoded IE does not result in a valid transfer syntax;

-
to "Conditional information element error" upon receiving an RRC information container with an absent conditional IE for which the conditions for presence are met;

-
if there was another failure to perform the operation requested by the received RRCmessage:

-
prepare an RRC FAILURE INFO container, including the IE "Failure cause" set to a value that reflects the failure cause;

-
send the RRC FAILURE INFO container to the network node from which the invalid RRC protocol information was received.

NOTE 1:
The appropriate (failure) messages used across the network interfaces may not support the inclusion of a RRC information container. In this case, the information contained in the RRC RRC FAILURE INFO message may need to be transferred otherwise e.g. by mapping to a cause value.

NOTE 2
In case the RRC procedure used to perform SRNS relocation fails e.g. due to non comprehension, the source RNC may notify the target RNC by including the diagnostics information (IEs “Protocol error” and “Protocol error information”) in the RRC information container used for a subsequent relocation request.
14.12.1
RRC Information to target RNC

RRC Information to target RNC may either be sent from source RNC or from another RAT. In case of handover to UTRAN, this information originates from another RAT, while in case of SRNC relocation the RRC information originates from the source RNC. In case of SRNC information, the RRC information transferred specifies the configuration of RRC and the lower layers it controls, e.g., including the radio bearer and transport channel configuration. It is used by the target RNC to initialise RRC and the lower layer protocols to facilitate SRNC relocation in a manner transparent to the UE.

Information Element/Group Name
Need
Multi
Type and reference
Semantics description

CHOICE case
MP


At least one spare choice, Criticality: Reject, is needed

>Handover to UTRAN


INTER RAT HANDOVER INFO WITH INTER RAT CAPABILITIES 14.12.4.1


>SRNC relocation


SRNS RELOCATION INFO
14.12.4.2


14.12.2
RRC information, target RNC to source RNC

There are 2 possible cases for RNC relocation:

1.
The UE is already under control of target RNC; and

2.
The SRNC Relocation with Hard Handover (UE still under control of SRNC), but UE is moving to a location controlled by the target RNC (based on measurement information).

In case 1 the relocation is transparent to the UE and there is no "reverse" direction container. The SRNC just assigns the 'serving' function to the target RNC, which then becomes the Serving RNC.

In case 2 the relocation is initiated by SRNC, which also provides the RRC Initialisation Information to the target RNC. Base on this information, the target RNC prepares the Hard Handover Message ( "Physical channel reconfiguration" (subclause 8.2.6), "radio bearer establishment" (subclause 8.2.1), "Radio bearer reconfiguration" (subclause 8.2.2), "Radio bearer release" (subclause 8.2.3) or "Transport channel reconfiguration" (subclause 8.2.4).

The source RNC then transmits the Handover Message to the UE, which then performs the handover.

In the successful case, the UE transmits an XXX COMPLETE message, using the new configuration, to the target RNC.

In case of failure, the UE transmits an XXX FAILURE, using the old configuration, to the source RNC and the RRC context remains unchanged (has to be confirmed and checked with the SRNS relocation procedure).

Information Element/Group name
Need
Multi
Type and reference
Semantics description

CHOICE RRC message
MP


At least one spare choice, Criticality: Reject, is needed

>RADIO BEARER SETUP


RADIO BEARER SETUP

10.2.31


>RADIO BEARER RECONFIGURATION


RADIO BEARER RECONFIGURATION

10.2.25


>RADIO BEARER RELEASE


RADIO BEARER RELEASE

10.2.28


>TRANSPORT CHANNEL RECONFIGURATION


TRANSPORT CHANNEL RECONFIGURATION

10.2.51


>PHYSICAL CHANNEL RECONFIGURATION


PHYSICAL CHANNEL RECONFIGURATION

10.2.20


>RRC FAILURE INFO


RRC FAILURE INFO 10.2.41a


14.12.3
RRC information, target RNC to source system

The RRC information, target RNC to source system is used to transfer information to another RAT, e.g., in case of handover to UTRAN. In this case, the RRC information concerns the "Handover To UTRAN Command" that is compiled by the target RNC but transferred via another RAT towards the UE, as specified in 8.3.6.

Information Element/Group name
Need
Multi
Type and reference
Semantics description







handover to UTRAN


HANDOVER TO UTRAN COMMAND

10.2.12








14.12.3a
RRC information, to target system

The RRC information, target system is used to transfer information to another RAT, e.g., in case of handover to UTRAN or inter node handover within another RAT. The RRC information may concern the "Inter RAT handover info" may be compiled by the source RNC or another node within the other RAT and forwarded to another (node in the other) RAT.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Inter RAT handover info


INTER RAT HANDOVER INFO
10.x.y


NOTE 
No failure container has been defined for this case; upon failing to handle a received container, the source may inform the target within in a subsequent request.

14.12.4
RRC information containers exchanged between network nodes

14.12.4.1
INTER RAT HANDOVER INFO WITH INTER RAT CAPABILITIES
This RRC information container is sent between network nodes when preparing for an inter RAT handover to UTRAN.


Direction: source RAT(target RNC

Information Element/Group Name
Need
Multi
Type and reference
Semantics description

Other IEs





UE system specific capability
OP
1 to <maxSystemCapability>



>Inter-RAT UE radio access capability 
MP

Inter-RAT UE radio access capability 10.3.8.7


Radio Bearer IEs





Pre-defined configuration status information
OP

Pre-defined configuration status information 10.3.4.x


UE Information elements





UE security information
OP

UE security information 10.3.3.x


UE radio access capability
OP

UE radio access capability 10.3.3.42


UE radio access capability extension
OP

UE radio access capability extension 10.3.3.42a


Non RRC IEs























Other Information elements





Failure cause
MP

Failure cause 10.3.3.13
Diagnostics information related to an earlier request

Protocol error information
CV-ProtErr

Protocol error information 10.3.8.12


14.12.4.2
SRNS RELOCATION INFO
This RRC information container is sent between network nodes when preparing for an SRNS relocation.


Direction: source RAT(target RNC
Information Element/Group Name
Need
Multi
Type and reference
Semantics description

Non RRC IEs





>State of RRC
MP

RRC state indicator, 10.3.3.10


>State of RRC procedure
MP

Enumerated (await no RRC message, Complete, await RB Setup Complete, await RB Reconfiguration Complete, await RB Release Complete, await Transport CH Reconfiguration Complete, await Physical CH Reconfiguration Complete, await Active Set Update Complete, await Handover Complete, send Cell Update Confirm, send URA Update Confirm,

, others)


Ciphering related information





>Ciphering status for each CN domain
MP
<1 to maxCNDomains>



>>CN domain identity
MP

CN domain identity 10.3.1.1


>>Ciphering status
MP

Enumerated(Not started, Started)


>Latest configured CN domain
MP

CN domain identity 10.3.1.1
Value contained in the variable of the same name.

>Calculation time for ciphering related information
CV-Ciphering


Time when the ciphering information of the message were calculated, relative to a cell of the target RNC

>>Cell Identity
MP

Cell Identity 10.3.2.2
Identity of one of the cells under the target RNC and included in the active set of the current call

>>SFN
MP

Integer(0..4095)


>COUNT-C list
CV-Ciphering
1 to <maxCNdomains>

COUNT-C values for radio bearers using transparent mode RLC

>>CN domain identity
MP

CN domain identity 10.3.1.1


>>COUNT-C
MP

Bit string(32)


>Ciphering info per radio bearer
OP
1 to <maxRB>

For signalling radio bearers this IE is mandatory.

>>RB identity
MP

RB identity

10.3.4.16


>>Downlink HFN 
MP

Bit string(20..25)
This IE is either RLC AM HFN (20 bits) or RLC UM HFN (25 bits)

>>Uplink HFN 
MP

Bit string(20..25)
This IE is either RLC AM HFN (20 bits) or RLC UM HFN (25 bits)

Integrity protection related information





>Integrity protection status
MP

Enumerated(Not started, Started)


>Signalling radio bearer specific integrity protection information
CV-IP
4 to <maxSRBsetup>



>>Uplink RRC HFN
MP

Bit string (28)


>>Downlink RRC HFN
MP

Bit string (28)


>>Uplink RRC Message sequence number
MP

Integer (0..

15)


>>Downlink RRC Message sequence number
MP

Integer (0..

15)


>Implementation specific parameters
OP

Bit string (1..512)


RRC IEs





UE Information elements





>U-RNTI
MP

U-RNTI

10.3.3.47


>C-RNTI
OP

C-RNTI

10.3.3.8


>UE radio access Capability
MP

UE radio access capability

10.3.3.42


>UE radio access capability extension
OP

UE radio access capability extension 10.3.3.42a


>Last known UE position
OP




>>SFN
MP

Integer (0..4095)
Time when position was estimated

>>Cell ID
MP

Cell identity; 10.3.2.2
Indicates the cell, the SFN is valid for.

>>CHOICE Position estimate
MP




>>>Ellipsoid Point


Ellipsoid Point; 10.3.8.4a


>>>Ellipsoid point with uncertainty circle


Ellipsoid point with uncertainty circle 10.3.8.4d


>>>Ellipsoid point with uncertainty ellipse


Ellipsoid point with uncertainty ellipse 10.3.8.4e


>>>Ellipsoid point with altitude


Ellipsoid point with altitude 10.3.8.4b


>>>Ellipsoid point with altitude and uncertainty ellipsoid


Ellipsoid point with altitude and uncertainty ellipsoid 10.3.8.4c


Other Information elements





>UE system specific capability
OP
1 to <maxSystemCapability>



>>Inter-RAT UE radio access capability 
MP

Inter-RAT UE radio access capability 10.3.8.7


UTRAN Mobility Information elements





>URA Identifier
OP

URA identity

10.3.2.6


CN Information Elements





>CN common GSM-MAP NAS system information
MP

NAS system information (GSM-MAP)

10.3.1.9


>CN domain related information
OP
1 to <MaxCNdomains>

CN related information to be provided for each CN domain

>>CN domain identity
MP




>>CN domain specific GSM-MAP NAS system info
MP

NAS system information (GSM-MAP)

10.3.1.9


>>CN domain specific DRX cycle length coefficient
MP

CN domain specific DRX cycle length coefficient, 10.3.3.6


Measurement Related Information elements





>For each ongoing measurement reporting
OP
1 to <MaxNoOfMeas>



>>Measurement Identity
MP

Measurement identity

10.3.7.48


>>Measurement Command
MP

Measurement command

10.3.7.46


>>Measurement Type
CV-Setup

Measurement type

10.3.7.50


>>Measurement Reporting Mode
OP

Measurement reporting mode

10.3.7.49


>>Additional Measurements list
OP

Additional measurements list

10.3.7.1


>>CHOICE Measurement
OP




>>>Intra-frequency





>>>>Intra-frequency cell info
OP

Intra-frequency cell info list

10.3.7.33


>>>>Intra-frequency measurement
quantity 
OP

Intra-frequency measurement quantity

10.3.7.38


>>>>Intra-frequency reporting quantity 
OP

Intra-frequency reporting quantity

10.3.7.41


>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>CHOICE report criteria
OP




>>>>>Intra-frequency
measurement 
reporting criteria 


Intra-frequency measurement reporting criteria

10.3.7.39


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Inter-frequency





>>>>Inter-frequency cell info
OP

Inter-frequency cell info list

10.3.7.13


>>>>Inter-frequency measurement
quantity 
OP

Inter-frequency measurement quantity

10.3.7.18


>>>>Inter-frequency reporting quantity 
OP

Inter-frequency reporting quantity

10.3.7.21


>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>CHOICE report criteria
OP




>>>>>Inter-frequency
measurement 
reporting criteria 


Inter-frequency measurement reporting criteria

10.3.7.19


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Inter-RAT





>>>>Inter-RAT cell info
OP

Inter-RAT cell info list

10.3.7.23


>>>>Inter-RAT measurement
quantity 
OP

Inter-RAT measurement quantity

10.3.7.29


>>>>Inter-RAT reporting quantity 
OP

Inter-RAT reporting quantity

10.3.7.32


>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>CHOICE report criteria
OP




>>>>>Inter-RAT measurement 
reporting criteria 


Inter-RAT measurement reporting criteria

10.3.7.30


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Traffic Volume





>>>>Traffic volume measurement
Object
OP

Traffic volume measurement object

10.3.7.70


>>>>Traffic volume measurement
quantity 
OP

Traffic volume measurement quantity

10.3.7.71


>>>>Traffic volume reporting quantity 
OP

Traffic volume reporting quantity

10.3.7.74


>>>>CHOICE report criteria
OP




>>>>>Traffic volume measurement 
reporting criteria 


Traffic volume measurement reporting criteria

10.3.7.72


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Quality





>>>>Quality measurement
Object
OP

Quality measurement object


>>>>CHOICE report criteria
OP




>>>>>Quality measurement 
reporting criteria 


Quality measurement reporting criteria

10.3.7.58


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>UE internal





>>>>UE internal measurement
quantity 
OP

UE internal measurement quantity

10.3.7.79


>>>>UE internal reporting quantity 
OP

UE internal reporting quantity

10.3.7.82


>>>>CHOICE report criteria
OP




>>>>>UE internal measurement 
reporting criteria 


UE internal measurement reporting criteria

10.3.7.80


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>UE positioning





>>>>LCS reporting quantity
OP

LCS reporting quantity 10.3.7.111


>>>>CHOICE report criteria
OP




>>>>>LCS reporting criteria


LCS reporting criteria 10.3.7.110


>>>>>Periodical reporting 


Periodical reporting criteria 10.3.7.53


>>>>>No reporting





Radio Bearer Information Elements





>Pre-defined configuration status information
OP

Pre-defined configuration status information 14.13.2.3


>Signalling RB information list
MP
1 to <maxSRBsetup>

For each signalling radio bearer

>>Signalling RB information
MP

Signalling RB information to setup 10.3.4.24


>RAB information list
OP
1 to <maxRABsetup>

Information for each RAB

>>RAB information
MP

RAB information to setup

10.3.4.10


Transport Channel Information Elements





Uplink transport channels





>UL Transport channel information common for all transport channels
OP

UL Transport channel information common for all transport channels

10.3.5.24


>UL transport channel information list
OP
1 to <MaxTrCH>



>>UL transport channel information
MP

Added or reconfigured UL TrCH information

10.3.5.2


>CHOICE mode
OP




>>FDD





>>>CPCH set ID
OP

CPCH set ID

10.3.5.5


>>>Transport channel information for DRAC list
OP
1 to <MaxTrCH>



>>>>DRAC static information
MP

DRAC static information

10.3.5.7


>>TDD



(no data)

Downlink transport channels





>DL Transport channel information common for all transport channels
OP

DL Transport channel information common for all transport channels

10.3.5.6


>DL transport channel information list
OP
1 to <MaxTrCH>



>>DL transport channel information
MP

Added or reconfigured DL TrCH information

10.3.5.1


>Measurement report
OP

MEASUREMENT REPORT

10.2.17


Other Information elements





Failure cause
MP

Failure cause 10.3.3.13
Diagnostics information related to an earlier request

Protocol error information
CV-ProtErr

Protocol error information 10.3.8.12


Multi Bound
Explanation

MaxNoOfMeas
Maximum number of active measurements, upper limit 16

Condition
Explanation

Setup
The IE is mandatory present when the IE Measurement command has the value "Setup", otherwise the IE is not needed.

Ciphering
The IE is mandatory present when the IE Ciphering Status has the value "started" and the ciphering counters need not be reinitialised, otherwise the IE is not needed.

IP
The IE is mandatory present when the IE Integrity protection status has the value "started" and the integrity protection counters need not be reinitialised, otherwise the IE is not needed.
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HANDOVER TO UTRAN COMMAND (sent via other system)
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