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Introduction





TSG GERAN is developing LCS for Iu mode operation to be included in Release 5. WG2 has reviewed





25.413 UTRAN Iu interface RANAP signalling


R3-011557 (CR to 25.413, "Release 4 additions in Iu to support new positioning methods"),





and found that some procedures need to be amended to support GERAN. We understand that R3�011557 has not been approved, but has been discussed in detail, and that a revision of this CR may be approved in the RAN3#22 meeting (July 2-6, 2001).





TSG GERAN WG2 requests RAN3 to make these changes to 25.413 so that the Iu interface is not specific only to UTRAN, but supports UTRAN and GERAN.





�
Requested Changes to 25.413 UTRAN Iu interface RANAP signalling





7	Functions of RANAP





RANAP protocol has the following functions:


-	Relocating serving RNC. This function enables to change the serving RNC functionality as well as the related Iu resources (RAB(s) and Signalling connection) from one RNC to another.


-	Overall RAB management. This function is responsible for setting up, modifying and releasing RABs.


-	Queuing the setup of RAB. The purpose of this function is to allow placing some requested RABs into a queue, and indicate the peer entity about the queuing.


-	Requesting RAB release. While the overall RAB management is a function of the CN, the RNC has the capability to request the release of RAB.


-	Release of all Iu connection resources. This function is used to explicitly release all resources related to one Iu connection.


-	Requesting the release of all Iu connection resources. While the Iu release is managed from the CN, the RNC has the capability to request the release of all Iu connection resources from the corresponding Iu connection.


-	SRNS context forwarding function. This function is responsible for transferring SRNS context from the RNC to the CN for intersystem forward handover in case of packet forwarding.


-	Controlling overload in the Iu interface. This function allows adjusting the load in the Iu interface.


-	Resetting the Iu. This function is used for resetting an Iu interface.


-	Sending the UE Common ID (permanent NAS UE identity) to the RNC. This function makes the RNC aware of the UE's Common ID.


-	Paging the user. This function provides the CN for capability to page the UE.


-	Controlling the tracing of the UE activity. This function allows setting the trace mode for a given UE. This function also allows the deactivation of a previously established trace.


-	Transport of NAS information between UE and CN (ref. [8]). This function has two sub-classes:


1.	Transport of the initial NAS signalling message from the UE to CN. This function transfers transparently the NAS information. As a consequence also the Iu signalling connection is set up.


2.	Transport of NAS signalling messages between UE and CN, This function transfers transparently the NAS signalling messages on the existing Iu signalling connection. It also includes a specific service to handle signalling messages differently.


-	Controlling the security mode in the UTRAN. This function is used to send the security keys (ciphering and integrity protection) to the UTRAN, and setting the operation mode for security functions.


-	Controlling location reporting. This function allows the CN to operate the mode in which the UTRAN RAN reports the location of the UE.


-	Location reporting. This function is used for transferring the actual location information from RNC/BSS to the CN.


-	Data volume reporting function. This function is responsible for reporting unsuccessfully transmitted DL data volume over UTRAN for specific RABs.


<<<<< NEXT CHANGE >>>>>





8.19	Location Reporting Control





8.19.1	General





The purpose of the Location Reporting Control procedure is to allow the CN to request information on the location of a given UE. The procedure uses connection oriented signalling.





8.19.2	Successful Operation


�EMBED Word.Picture.8���


Figure � SEQ Figure \* ARABIC �1�: Location Reporting Control procedure. Successful operation.


[EDITORS NOTE: RNC changed to RNC/BSS in Figure]


The CN shall initiate the procedure by generating a LOCATION REPORTING CONTROL message.


The Request Type IE shall indicate to the serving RNC/BSS whether:


-	to report directly;


-	to report upon change of Service area, or


-	to stop reporting. 


If reporting upon change of Service Area is requested, the Serving RNC/BSS shall report whenever the UE moves between Service Areas. For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.


The Request Type IE shall also indicate what type of location information the serving RNC/BSS shall report. The location information is either of the following types:


-	Service Area Identifier, or


-	Geographical coordinates, with or without requested accuracy.


A request for a direct report can be done in parallel with having an active request to report upon change of Service Area for the same UE. The request to report upon change of Service Area shall not be affected by this.





Interaction with Relocation:





The order to perform location reporting at change of Service Area is lost in UTRAN and GERAN at successful Relocation of SRNS/SBSS. If the location reporting at change of Service Area shall continue also after the relocation has been performed, the Location Reporting Control procedure shall thus be re-initiated from the CN towards the future SRNC/SBSS after the Relocation Resource Allocation procedure has been executed successfully.





8.19.3	Abnormal Conditions 


Not applicable.





8.20	Location Report


8.20.1	General


The purpose of the Location Report procedure is to provide the UE's location information to the CN. The procedure uses connection oriented signalling.





8.20.2	Successful Operation


�EMBED Word.Picture.8���


Figure � SEQ Figure \* ARABIC �2�: Location Report procedure. Successful operation.


[EDITORS NOTE: RNC changed to RNC/BSS in Figure]


The serving RNC/BSS shall initiate the procedure by generating a LOCATION REPORT message. The LOCATION REPORT message may be used as a response for the LOCATION REPORTING CONTROL message. Also, when a user enters or leaves a classified zone set by O&M, e.g. zone where a disaster occurred, a LOCATION REPORT message shall be sent to the CN including the Service Area of the UE in the Area Identity IE. The Cause IE shall indicate the appropriate cause value to CN, e.g. "User Restriction Start Indication" and "User Restriction End Indication". The CN shall react to the LOCATION REPORT message with CN vendor specific actions. 





For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.





In case reporting at change of Service Area is requested by the CN, then the RNC/BSS shall issue a LOCATION REPORT message 





whenever the information given in the previous LOCATION REPORT message or INITIAL UE MESSAGE message is not anymore valid. 


upon receipt of the first LOCATION REPORTING CONTROL message following a Relocation Resource Allocation procedure, with Request Type IE set to "Change of  Service Area",  as soon as SAI becomes available in the new SRNC/SBSS and the relocation procedure has been successfully completed.





In the case when Service Area is reported, the RNC/BSS shall include to the LOCATION REPORT message in the Area Identity IE the Service Area, which includes at least one of the cells from which the UE is consuming radio resources.





If the RNC/BSS can not deliver the location information as requested by the CN, the RNC/BSS shall indicate the UE location to be "Undetermined" by omitting the Area Identity IE. A cause value shall instead be added to indicate the reason for the undetermined location, e.g. "Requested Report Type not supported". In case the "Requested Report Type not supported" cause value is used, then also the Request Type IE shall be included as a reference of what report type is not supported.





If the Location Report procedure was triggered by a LOCATION REPORTING CONTROL message, which included a request for a geographical area with a specific accuracy, the LOCATION REPORT message shall include either a point with indicated uncertainty or a polygon or an other type, which  fulfils the requested accuracy as accurately as possible. If, on the other hand, no specific accuracy level was requested in the LOCATION REPORTING CONTROL message, it is up to UTRAN the RAN to decide with which accuracy to report.





8.20.3	Abnormal Conditions 


Not applicable.








<<<<< NEXT CHANGE >>>>>





9.1.29	LOCATION REPORTING CONTROL


This message is sent by the CN to initiate, modify or stop location reporting from the RNC/BSS to the CN.





Direction: CN ( RNC/BSS.





Signalling bearer mode: Connection oriented.





IE/Group Name�
Presence�
Range�
IE type and reference�
Semantics description�
Criticality�
Assigned Criticality�
�
Message Type�
M�
�
9.2.1.1�
�
YES�
ignore�
�
Request Type�
M�
�
9.2.1.16�
�
YES�
ignore�
�



9.1.30	LOCATION REPORT


This message is sent by the RNC/BSS to the CN with information about the UE location.


Direction: RNC/BSS ( CN.





Signalling bearer mode: Connection oriented.





IE/Group Name�
Presence�
Range�
IE type and reference�
Semantics description�
Criticality�
Assigned Criticality�
�
Message Type�
M�
�
9.2.1.1�
�
YES�
ignore�
�
Area Identity�
O�
�
9.2.3.10�
�
YES�
ignore�
�
Cause�
O�
�
9.2.1.4�
�
YES�
ignore�
�
Request Type�
C – ifReqTypeNS�
�
9.2.1.16�
�
YES�
ignore�
�



Condition�
Explanation�
�
IfReqTypeNS�
This IE shall be present when Cause IE is present and has value "Requested Report Type not supported"�
�






<<<<< NEXT CHANGE >>>>>





9.2.1.4	Cause


The purpose of the Cause IE is to indicate the reason for a particular event for the RANAP protocol.





IE/Group Name�
Presence�
Range�
IE type and reference�
Semantics description�
�
Choice Cause�
�
�
�
�
�
�
�
�
�
�
�



….





The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the concerning capability is missing. On the other hand, "not available" cause values indicate that the concerning capability is present, but insufficient resources were available to perform the requested action.


Radio Network Layer cause�
Meaning�
�
Change Of Ciphering And/Or Integrity Protection Is Not Supported�
The UTRAN and/or the UE are/is unable to support the requested change of ciphering and/or integrity protection algorithms.�
�
Condition Violation For Guaranteed Bit Rate�
The action was not performed due to condition violation for guaranteed bit rate.�
�
Condition Violation For SDU Parameters�
The action was not performed due to condition violation for SDU parameters.�
�
Condition Violation For Traffic Handling Priority�
The action was not performed due to condition violation for traffic handling priority.�
�
Directed Retry�
The reason for action is Directed Retry�
�
Failure In The Radio Interface Procedure�
Radio interface procedure has failed.�
�
Interaction With Other Procedure�
Relocation was cancelled due to interaction with other procedure.�
�
Invalid RAB ID�
The action failed because the RAB ID is unknown in the RNC.�
�
Invalid RAB Parameters Combination�
The action failed due to invalid RAB parameters combination.�
�
Invalid RAB Parameters Value�
The action failed due to invalid RAB parameters value.�
�
Iu UP Failure�
The action failed due to Iu UP failure.�
�
No remaining RAB�
The reason for the action is no remaining RAB.�
�
RAB Pre-empted�
The reason for the action is that RAB is pre-empted.�
�
Radio Connection With UE Lost�
The action is requested due to losing radio connection to the UE�
�
Release Due To UE Generated Signalling Connection Release�
Release requested due to UE generated signalling connection release.�
�
Release Due To UTRAN Generated Reason�
Release is initiated due to UTRAN generated reason.�
�
Relocation Cancelled�
The reason for the action is relocation cancellation.�
�
Relocation Desirable for Radio Reasons�
The reason for requesting relocation is radio related.�
�
Relocation Failure In Target CN/RNC Or Target System�
Relocation failed due to a failure in target CN/RNC or target system.�
�
Relocation Not Supported In Target RNC Or Target System�
Relocation failed because relocation was not supported in target RNC or target system.�
�
Relocation Triggered�
The action failed due to relocation.�
�
Repeated Integrity Checking Failure�
The action is requested due to repeated failure in integrity checking.�
�
Request Superseded�
The action failed because there was a second request on the same RAB.�
�
Requested Ciphering And/Or Integrity Protection Algorithms Not Supported�
The UTRAN or the UE is unable to support the requested ciphering and/or integrity protection algorithms.�
�
Requested Guaranteed Bit Rate For DL Not Available�
The action failed because requested guaranteed bit rate for DL is not available.�
�
Requested Guaranteed Bit Rate For UL Not Available�
The action failed because requested guaranteed bit rate for UL is not available.�
�
Requested Guaranteed Bit Rate Not Available�
The action failed because requested guaranteed bit rate is not available.�
�
Requested Information Not Available�
The action failed because requested information is not available.�
�
Requested Maximum Bit Rate For DL Not Available�
The action failed because requested maximum bit rate for DL is not available.�
�
Requested Maximum Bit Rate For UL Not Available�
The action failed because requested maximum bit rate for UL is not available.�
�
Requested Maximum Bit Rate Not Available�
The action failed because requested maximum bit rate is not available.�
�
Requested Report Type Not Supported�
The RNC/BSS is not supporting the requested location report type.�
�
Requested Traffic Class Not Available�
The action failed because requested traffic class is not available.�
�
Requested Transfer Delay Not Achievable�
The action failed because requested transfer delay is not achievable.�
�






<<<<< NEXT CHANGE >>>>>





9.2.1.16	Request Type


This element indicates the type of UE location to be reported from RNC/BSS and it is either a Service Area or geographical co-ordinates.








<<<<< REMAINING CHANGE SECTIONS ARE FROM R3-011557 >>>>>


<<<<< NEXT CHANGE >>>>>





8.x	Assistance Data Transfer


8.x.1	General


The purpose of the Assistance Data Transfer procedure is to provide means for communicating additional information related to UE based Positioning methods over the Iu interface. This procedure allows the CN either to retrieve deciphering keys for the broadcast assistance data from the RNC/BSS (to be forwarded to the UE), or to request the RNC/BSS to deliver dedicated assistance data to the UE.





8.x.2	Successful Operation


�EMBED Word.Picture.8���





Figure X: Assistance Data Transfer procedure. Successful operation.


[EDITORS NOTE: RNC changed to RNC/BSS in Figure]


The CN initiates the procedure by generating an ASSISTANCE DATA TRANSFER REQUEST message to the RNC/BSS.





Upon the reception of the ASSISTANCE DATA TRANSFER REQUEST message, the RNC/BSS shall initiate requested function as indicated in the Assistance Data Type IE.





The Assistance Data Type IE shall indicate to the RNC/BSS whether:


-	to start dedicated assistance data delivery to the UE, or


-	to send deciphering keys for broadcast assistance data to the CN.


If the ASSISTANCE DATA TRANSFER REQUEST message included a request for dedicated assistance data delivery to the UE, and if the dedicated assistance data was successfully transferred to the UE, the RNC/BSS shall respond to CN with ASSISTANCE DATA TRANSFER RESPONSE message containing no data.





If the ASSISTANCE DATA TRANSFER REQUEST message included a request for deciphering keys for broadcast assistance data, the RNC/BSS shall respond to CN with ASSISTANCE DATA TRANSFER RESPONSE message containing the deciphering keys for broadcast assistance data.





8.x.3	Unsuccessful Operation


�EMBED Word.Picture.8���





Figure X: Assistance Data Transfer procedure. Unsuccessful operation.


[EDITORS NOTE: RNC changed to RNC/BSS in Figure]


If the RNC/BSS was not able to transfer the requested dedicated assistance data to the UE, or if the RNC/BSS is not able to broadcast the assistance data, the RNC/BSS shall send ASSISTANCE DATA TRANSFER FAILURE message including Cause IE to the CN. The Cause IE shall indicate the appropriate cause value to CN, e.g. "Dedicated Assistance data Not Available " or " Broadcast assistance Not Available ".





8.x.4	Abnormal Conditions 


Not applicable.








<<<<< NEXT CHANGE >>>>>





9.1.x1 	ASSISTANCE DATA TRANSFER REQUEST


This message is sent by the CN either to initiate delivery of dedicated assistance data from the RNC/BSS to the UE, or to retrieve deciphering keys for broadcast assistance data to the CN 





Direction: CN ( RNC/BSS.





Signalling bearer mode: Connection oriented.





IE/Group Name�
Presence�
Range�
IE type and reference�
Semantics description�
Criticality�
Assigned Criticality�
�
Message Type�
M�
�
9.2.1.1�
�
YES�
reject�
�
Assistance Data�
M�
�
9.2.3.x1�
�
YES�
reject�
�



9.1.x2	ASSISTANCE DATA TRANSFER RESPONSE


This message is sent by the RNC/BSS to report the successful response of the ASSISTANCE DATA TRANSFER REQUEST message.





Direction: RNC/BSS ( CN.





Signalling bearer mode: Connection oriented.





IE/Group Name�
Presence�
Range�
IE type and reference�
Semantics description�
Criticality�
Assigned Criticality�
�
Message Type�
M�
�
9.2.1.1�
�
YES�
reject�
�
Broadcast Assistance Data Deciphering Keys �
O�
�
9.2.3.x2�
�
YES�
ignore�
�



Condition�
Explanation�
�
Ifrequested�
This IE shall be present if broadcast assistance data deciphering keys had been requested by the CN.�
�



9.1.x3		ASSISTANCE DATA TRANSFER FAILURE


This message is sent by the RNC/BSS to report the unsuccessful response of the ASSISTANCE DATA TRANSFER REQUEST message.





Direction: RNC/BSS ( CN.





Signalling bearer mode: Connection oriented.


IE/Group Name�
Presence�
Range�
IE type and reference�
Semantics description�
Criticality�
Assigned Criticality�
�
Message Type�
M�
�
9.2.1.1�
�
YES�
reject�
�
Cause�
M�
�
9.2.1.4�
�
YES�
ignore�
�






TSG GERAN WG2 #5bis�
G2-010168�
�
June 25-29, 2001�
�
�
Helsinki, Finland�
�
�












