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Comparison of CCCH Protection Mechanisms 
NOTE: This is a revised version of G2-110022. The revision was made due to erroneous assumptions in G2-110022 regarding the Reasas proposal [5]. 
This has now been rectified, whereupon Figures 2 - 6 have been updated.  Please note however, that these updates do not alter the conclusions or recommendations of this paper!

1 Introduction and Background
This paper presents an evaluation of the CCCH capacity and performance for the scenarios with simultaneous legacy and MTC traffic as specified in [2] and is evaluated for two different proposals ([5] and [6]) from GERAN#49 on how to protect the CCCH from overload during a situation when load of accessing MTC devices is high. 
2 Simulation Assumptions

2.1 Traffic model

The two traffic models that have been investigated are the mixed traffic scenarios of [1], namely:
Traffic model 2 - a mixed traffic model with synchronized network access by the MTC devices together with CS legacy background traffic where all transmissions are device initiated. All MTC users initiate their traffic within 1 second; according to traffic scenario T2 in [2]. The background CS legacy traffic initiation is modelled according to a Poisson arrival process, with a mean arrival rate of 5 users per second. The different numbers of simultaneously arriving MTC devices that have been simulated in traffic model 2 are 10, 100, 500 and 1000. 
Traffic model 3 - a mixed traffic model with non-synchronized network accesses by MTC devices as well as CS legacy devices where all transmissions are device initiated. All traffic initiation is modelled according to a Poisson arrival process, with a mean arrival rate of 5 users per second for the CS legacy devices. The different mean arrival rates for arriving MTC devices that have been simulated in traffic model 3 are 5, 10, 15, 20, 25 and 30 arrivals per second.

2.2 CCCH model

The CCCH is modelled according to having 6 blocks reserved for AGCH and 3 blocks occupied by paging messages, as if BS_AG_BLKS_RES set to 6 (see [8] for details).
The investigated CCCH protection mechanisms evaluated in this paper are the following:
1. Baseline (no CCCH protection mechanism used)

2. The Renesas proposal  ( [5] ), in this paper denoted simply ‘Renesas’
3. Implicit Reject ( [6] )  triggered at 50% AGCH load (see below)

4. Implicit Reject ( [6] )  triggered at 100% AGCH load (see below) 
Both protection mechanisms may trigger that the mobile device should neglect sending a CHANNEL REQUEST. In such a case, the device still counts that as an attempt sending a CHANNEL REQUEST, although no message was sent. Thus a device can regard its IMMEDIATE ASSIGNMENT procedure as failed although no CHANNEL REQUEST message has been sent.
For the IMMEDIATE ASSIGNMENT IMPLICIT REJECT initiation the following (somewhat crude) algorithm is used:

· The BSS monitors the load on the AGCH, considering the last 25 reserved blocks.

· If the load surpasses 50 or 100 percent, respectively, if sending an IMMEDIATE ASSIGNMENT its IMPLICIT REJECT flag is set.

· The IMPLICIT REJECT back-off time is set to 5 seconds. 

The investigated RACH time spreading schemes used is according to [2] where as all parameters regarding waiting time are according to [2].  
2.3 Simulator Setup

The same simulator setup and methodology as was used in [1] is used also in this paper, however with the following two exceptions:

· The used RACH / UL CCCH link model is as described by the MRC model in [4].

· The used AGCH / DL CCCH link model is as given by Figure 1 below:
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Figure 1 - AGCH / CCCH DL Link Model used in this paper
3 Simulation Results

For all simulation in section 3.1 and 3.2 the following performance criteria have been evaluated:

· Access Success Rate (ASR) - the percentage of users that receive an “IMMEDIATE ASSIGNMENT” after making a channel request, including that the “IMMEDIATE ASSIGNMENT” can not be received any later than T3146 specifies after transmitting the last “CHANNEL REQUEST”.
· Access Time – The median delay in seconds between that the mobile device wants’ to initiate traffic to that an “IMMEDIATE ASSIGNMENT” is received.

· Access Attempts Needed UL – The mean number of “CHANNEL REQUEST” messages sent.

· Access Attempts Needed DL – The mean number of “IMMEDIATE ASSIGNMENT” messages sent. 
3.1 Traffic model 2
In Figure 2 (CS traffic) and Figure 4 (MTC Traffic), simulation results are summarized for traffic model 2, referred to as T2 in [2], given an average arrival rate of 5 users per second for the CS legacy traffic and MTC traffic arriving according to traffic model T2 in [2] with arrival of 10, 100, 500 and 1000 users, respectively. All evaluations of the CS legacy traffic are performed within a 60 second time-window from the initialization of the traffic (where the MTC devices initialized their access at the beginning of this time-window). This allows for inclusion of both the effect of an initial arrival-burst on the RACH and the sub-sequent re-attempts that the MTC traffic will impact on the CS legacy traffic. 
Additionally, in Figure 3 (CS traffic) the Access success rate is shown once more, but this time evaluated during a number of consecutive 10 second intervals starting 30 seconds after the initialization of the traffic and ending 60 seconds thereafter.
3.1.1 Impact on legacy traffic
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Figure 2 – Access Success Rate CS (top left), Access Time CS (top right), Access Attempts Needed UL CS (lower left), Access Attempts Needed DL CS (low right).
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Figure 3 - Access Success Rate for the Legacy CS Devices windowed in 10s intervals with 
the number of MTC Devices being 10, 100, 500 and 1000.

From the Access Success Rates for the Legacy CS devices, as presented in Figure 2 and Figure 3 above, it is evident that regardless of the choice of RACH time spreading scheme, the Legacy CS traffic is almost unaffected (and thus well protected) against any number of MTC devices in these scenarios.

It can however be seen a slight increase in number in the Access Time and Access Attempts Needed UL  in Figure 5 as the number of MTC devices increases. This is due to the increased number of collisions on the RACH, because of the increased number of devices in total. This increase becomes smaller when utilizing a mild CCCH protection mechanism such as Implicit Reject at 100% AGCH load. When the more aggressive setting of Implicit Reject already at 50% AGCH load, this increase is further reduced. The most aggressive protection mechanism of Renesas provides virtually no impact for legacy devices by the MTC devices
3.1.2 Impact on MTC traffic
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Figure 4 – Access Success Rate MTC (top left), Access Time MTC (top right), Access Attempts Needed UL MTC (lower left), Access Attempts Needed DL MTC (low right).

From Figure 4 above it can be seen that the Implicit Reject proposals provides a significantly better Access Success Rate for the MTC devices than the MTC Renesas proposal, which in turn performs much worse than also the Baseline, where no CCCH protection mechanism is used. 
The reason for this is that the Renesas proposal more or less simply blocks the accesses from the MTC devices during overload period, whereas the Implicit Reject proposal allows the MTC to perform its access at a later stage (5 seconds later as per the IMPLICIT REJECT back-off timer value described in Section 2.2). This is the reason for the longer Access Times for the Implicit Reject @50% AGCH load as seen in Figure 4 above. The Renesas proposal indeed provides decent Access Times, but this is only for the MTC devices that actually are admitted. For a low load of accessing MTC devices, it actually performs worse than both the Baseline as well as the Implicit Reject @100% AGCH load also in this aspect.  

3.2 Traffic model 3

In Figure 5 (CS traffic) and Figure 6 (MTC Traffic) simulation results are summarized for traffic model 3, given average arrival rates for MTC devices of 5, 10, 15, 20, 25 and 30 users per second, respectively. The CS arrival rate is 5 users per second. All evaluations in presented in these figures are performed within a 60 second time-window starting 30 seconds after the initialization of the traffic. 
3.2.1 Impact on legacy traffic
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Figure 5 – Access success rate CS (top left), Access time CS (top right), # Channel Requests sent UL for CS (lower left) and # Immediate Assignments sent DL for CS (low right).

From the Figure 5 above, it is once again seen that the more aggressive CCCH protection mechanisms of Renesas and Implicit Reject already at 50% AGCH load provides the most efficient protection of the CCCH resources from the perspective of the legacy CS users. 
3.2.2 Impact on MTC traffic
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Figure 6 – Access success rate MTC (top left), Access time MTC (top right), Access attempts needed UL MTC (lower left), Access attempts needed DL MTC (low right).

From Figure 6  above it can be once again be seen that the Implicit Reject @50% AGCH load proposal provides a significantly better Access Success Rate for the MTC devices than the MTC Renesas proposal, which in turn together with the Implicit Reject @100% AGCH load performs much worse than also the Baseline, where no CCCH protection mechanism is used. 

Again, the reason for this is that e.g. the Renesas proposal more or less simply blocks the accesses from the MTC devices during overload period, whereas the Implicit Reject proposal allows the MTC to perform its access at a later stage (5 seconds later as per the IMPLICIT REJECT back-off timer value described in Section 2.2). This is the reason for the longer Access Times for the Implicit Reject @50% AGCH load as seen in Figure 4 above. The Renesas proposal indeed provides decent Access Times, but this is only for the MTC devices that actually are admitted. For a low or moderate load of accessing MTC devices, it performs worse than both the Baseline as well as the Implicit Reject @100% AGCH load.  
4 Conclusion
This paper has shown simulation results in mixed Legacy CS & MTC traffic scenarios, where the performance of two different CCCH protection schemes as given by [5] and [6] have been evaluated and also compared to the case when no such mechanism is used. .
It has been shown that, to implicitly force low priority mobile devices to back-off from sending CHANNEL REQUEST messages as proposed by [5] will have significant negative impact on the Access Success Rate for these devices, without any increase in the CCCH performance for the legacy devices as compared to e.g. using a low-priority indicator as shown in [7].
It has further been shown that even a crude algorithm, as used for the evaluation of [6] in this paper, for triggering IMMEDIATE ASSIGNMENT IMPLICIT REJECT in the BSS can be used for protecting the CCCH performance for legacy devices, And even given this crude algorithm, the CCCH performance for MTC devices (reading implicit reject) provides a better Access Success Rate as compared to the proposal of [5]. 
Furthermore, the proposal of [5] is to a large extent an autonomous mobile feature that is out of control by the BSS and thus the operator. The Implicit Immediate Assignment Reject proposal [6], on the other hand, allows for full control by the BSS and may also very well be used for other purposes than only AGCH overload control purposes as shown in this paper. Other examples could for example be overload control within the BSS or overload on other interfaces or nodes in the network. This thus presents a more flexible solution. 
5 Proposed Solution

It is the view of the sourcing companies that the Implicit Immediate Assignment Reject proposal of [6] to be employed in GERAN. 
Given the inflexible and non-BSS/operator controlled nature of the proposal in [5], that that the performance is worse than for [6] and also that better means to reach the same goal are both [6] or [7], it is advisable not employ this proposal in GERAN. 
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