Page 1



3GPP TSG-GERAN AdHoc RRC 
Tdoc G2-020416

Romsey, UK, May 8th-10th 2002
	CR-Form-v5

	CHANGE REQUEST

	

	(

	44.118
	CR
	-
	(

rev
	1
	(

Current version:
	1.4.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	

	Proposed change affects:
(

	(U)SIM
	
	ME/UE
	X
	Radio Access Network
	X
	Core Network
	

	

	Title:
(

	CR TR 44.118 section 9.1&9.2: Conversion of messages into CSN.1

	
	

	Source:
(

	Nokia

	
	

	Work item code:
(

	2345
	
	Date: (

	05/05/2002

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	REL-5

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
REL-4
(Release 4)
REL-5
(Release 5)

	
	

	Reason for change:
(

	Conversion of messages into CSN.1

	
	

	Summary of change:
(

	Basic conversion of ASN.1 tabular format IEs from 3GPP TS 44.118 into CSN.1

	
	

	Consequences if 
(

not approved:
	ASN.1 will remain in 3GPP TS 44.118.

More work may be needed for converting messages into ASN.1 and CSN.1

Possible corrections to the procedure sections will be delayed.

	
	

	Clauses affected:
(

	

	
	

	Other specs
(

	
	 Other core specifications
(

	

	affected:
	
	 Test specifications
	

	
	
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at: http://www.3gpp.org/3G_Specs/CRs.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks" feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.

Conversion rules ASN.1(CSN.1:

General:

The RRC operates with the RLC/MAC in Acknowleged mode, which transmits each higher layer PDU and guarantees delivery. Therefore, the RRC knows the length of each message.

Padding is not needed for RRC messages since RRC message do not have length constraint compared to RLC/MAC.

An IE is composed of a least two IE(s) and/or field(s). An IE of one field is called a field. A field defines itself.

When ASN.1 options are excluding each other (e.g. RLC-TM and RLC-AM or RLC-UM in Ciphering mode info), the options are gathered {0 < option 1 > | 1 < option 2 >} in order to save one bit.

Messages format and error handling:
The error handling is achieved like in 44.060. Therefore, the address information, non-distribution and distribution contents have to be defined.

The general format of the 'Address information' in a non-distribution message is:

	< Address information > ::=


{ 0


< G-RNTI IE >










-- defined in clause 9.3.1.12
 
| 10

< Extension >


| 11

< Extension > };


Since all distribution messages are in TS 44.060 for PBCCH/PCCCH or TS 44.018 for BCCH/CCCH, the need of non-distribution messages in TS 44.118 is not forecast. Therefore, no message types have been allocated to distribution messages.

The general format of a non-distribution message does not include the 'Distribution contents' since Page_Mode is not used in GERAN Iu RRC and the need of any other distribution content need is not forecast. As Page_Mode is not used in GERAN Iu RRC, default downlink message content does not exist. Besides, few RRC messages have an ‘Address information’ content. Non-distribution messages with address information message are in limited number. Therefore, the number of message type for distribution messages has been reduced to 16. Whereas, non-distribution messages without address information message are numerous. Therefore, the number of message type for distribution messages has been set to 48 (32+16).

Therefore, the general format of a non-distribution message, including these error labels, is either:

	< Non-distribution with address information message > ::=


< MESSAGE_TYPE : 11 bit (4) >



{
< Address information >




{
< Non-distribution contents >




! 
< Non-distribution part error : bit (*) = < no string > > }



! 
< Address information part error : bit (*) = < no string > > }


! 
< Unknown message type : bit (6) = < no string > ;
< Non-distribution without address information message > ::=


< MESSAGE_TYPE : < 0 bit (5) |10 bit (4) >  >



{
< Non-distribution contents >



! 
< Non-distribution part error : bit (*) = < no string > > }


 ! 
< Unknown message type : bit (6) = < no string > ;


Repetitions:

· Infinite repetition:

{ { 1 < label: < IE > > } ** 0 } or,

{ { 1 < field: bit (integer) > } ** 0 } or,

{ { 1 < repeated struct > } ** 0 }

· Limited extension:

{ < NR_label_repetition: bit (integer) >

< label: < IE > >* (val(NR_label_repetition))}

Extension for new protocol version in RRC:

For harmonisation sake, it is assumed that GERAN RRC has to provide the same extension capability as UTRAN. Therefore, Non-Critical extension and critical extension mechanism from UTRAN are reused in GERAN in similar messages (TS 25.331 Table 10.1.1).

The management of extension for future releases is done at the message level not inside IEs. This is inherited from CSN.1 method used in 3GPP TS 44.060 and ASN.1 method used in 3GPP TS 25.331.

· Non-Critical extension (present in most messages)

In ASN.1, messages with non-critical extension have this basic format:
MessageLabel ::= SEQUENCE {


-- UE IEs



…


-- CN IEs



…


-- Extension mechanism for non-r3 information



nonCriticalExtensions


SEQUENCE {}

OPTIONAL

}

In CSN.1, non-critical extensions are done by adding in the future OPTIONAL references at the end of the message definition. The new elements introduced to specify the extensions should be grouped together in a structure with a name showing the version of the release.


{ null | 0 
bit ** = < no string >

-- Receiver compatible with earlier release


| 1









-- Additions in Release xx



< MessageLabel extension for R-XX: < Extension for R-XX struct > > }
· Critical extension (present in some message cf. 25.331)
In ASN.1, messages with critical extension have this basic format:

MessageLabel ::= CHOICE {


r3







SEQUENCE {



MessageLabel-r3

MessageLabel -r3-IEs,



nonCriticalExtensions


SEQUENCE {}
OPTIONAL


},


later-than-r3




SEQUENCE {


-- UE IEs



…


-- CN IEs



…



criticalExtensions



SEQUENCE {}


}

}

MessageLabel -r3-IEs ::= SEQUENCE {


-- UE IEs



…


-- CN IEs



… 


}
In CSN.1, at the beginning of the message which may require critical extensions, one bit is added for defining a choice of two branches. One branch being the message structure and the other one being an empty sequence with the comment ‘Message escape critical extensions'. 

	
0 < Content > ! < Message escape critical extensions: 1 bit (*) = < no string > >


When a new release is introduced, the empty sequence with 'Message escape critical extensions' will be replaced by a new structure that includes a new type containing the message extensions, and the same extension mechanism recursively for further extensions.

The critical extension escape should be used as scarcely as possible in order to preserve backward compatibility.

Need field description in TS 25.331, TS 44.118 and CSN.1 coding:

	3GPP TS 25.331
	Current 3GPP TS 44.118
	CSN.1 coding

	MP Mandatorily present

A value for that information is always needed, and no information is provided about a particular default value. If ever the transfer syntax allows absence (e.g., due to extension), then absence leads to an error diagnosis.
	M
	< field: bit (integer) > or,

< label: < IE > >

The absence of a mandatory IE causes an error in CSN.1. Therefore, it is considered that all mandatory IEs are present.

	MD Mandatory with default value

A value for that information is always needed, and a particular default value is mentioned (in the 'Semantical information' column). This opens the possibility for the transfer syntax to use absence or a special pattern to encode the default value.
	
	Coded in CSN.1 as optional in order to enable the absence.

The default value used should be indicated in the procedure section.

	CV Conditional on value

The need for a value for that information depends on the value of some other IE or IEs, and/or on the message flow (e.g., channel, SAP). The need is specified by means of a condition, which result may be that the information is mandatorily present, mandatory with default value, not needed or optional.


If one of the results of the condition is that the information is mandatorily present, the transfer syntax must allow for the presence of the information. If in this case the information is absent an error is diagnosed.


If one of the results of the condition is that the information is mandatory with default value, and a particular default value is mentioned (in the 'Semantical information' column), the transfer syntax may use absence or a special pattern to encode the default value.


If one of the results of the condition is that the information is not needed, the transfer syntax must allow encoding the absence. If in this case the information is present, it will be ignored. In specific cases however, an error may be diagnosed instead.


If one of the results of the condition is that the information is optional, the transfer syntax must allow for the presence of the information. In this case, neither absence nor presence of the information leads to an error diagnosis.
	CV
	Commanded by the value of some field(s) or IE(s) in the same IE:

If the command IE can be coded in CSN.1 (example: Ciphering mode info), the CSN.1 looks as follow: 

{< condition: bit (1) >

< resulting action 1: < resulting action 1 struct > > * (val(condition))

< resulting action 2: < resulting action 2 struct > > * (1-val(condition))}

{< condition: bit(4) >

< resulting action 1: < resulting action 1 struct > > * equal(label-IEorField, value1, meaning-of-value1)

< resulting action 2: < resulting action 2 struct > > * equal(label-IEorField, value2, meaning-of-value2)}

Where equal(label-IEorField, value, meaning-of-value) is a relational function. Equal function returns ‘1’ if the value of the label-IEorField is equal to the value meaning meaning-of-value. Equal function returns ‘0’ if the value of the label-IEorField is different from the value meaning meaning-of-value. This function is useful for triggering conditions when an IE (e.g. failure cause or protocol error) have a special meaning/value.
otherwise, the IE is encoded as optional IEs and the condition is described in the detailed table.

Commanded by IE from another message or by the message flow:

The IE is encoded as optional IEs. The condition shall be described in the procedure section. The condition should also be described in the detailed table when it is possible (example: Ciphering mode info).

Error diagnosis is handled in the procedure section.

	CH Conditional on history

The need for a value for that information depends on information obtained in the past (e.g., from messages received in the past from the other party). The need is specified by means of a condition, which result may be that the information is mandatorily present, mandatory with default value, not needed or optional. The condition is described in the procedural section

 The handling of the conditions is the same as described for CV.
	C
	The information is encoded in CSN.1 as optional IEs.

The condition is described in the procedure section.

	OP Optional

The presence or absence is significant and modifies the behaviour of the receiver. However whether the information is present or not does not lead to an error diagnosis.
	O
	{ 0 | 1 <option field: bit (integer) >}

or

{ 0 | 1 <option label: < IE> >}

No error handling is needed.


***********************************************

 


The modified text starts here

***********************************************

9
Message functional definitions and contents

9.1
General

9.2 Messages for Radio Resources management

9.2.0 General

9.2.0.1
References
Table 9.2.1/3GPP TS 44.118 summarizes the messages for Radio Resources management.

NOTE:
New messages will be added in this table. 

Table 9.2.1/3GPP TS 44.118: Messages for Radio Resources management

	Messages
	Reference

	RRC Connection ManagementMessages
	

	RRC CONNECTION RELEASE COMPLETE
	3GPP TS 44.118 7.5

	RRC CONNECTION REJECT 
	3GPP TS 44.118 7.5

	RRC CONNECTION RELEASE 
	3GPP TS 44.118 7.5

	RRC CONNECTION SETUP
	3GPP TS 44.118 7.5

	RRC CONNECTION REQUEST
	3GPP TS 44.118 7.5

	RRC CONNECTION SETUP COMPLETE
	3GPP TS 44.118 7.5

	RRC connection mobility
	

	CELL UPDATE
	3GPP TS 44.118 7.6

	CELL UPDATE CONFIRM
	3GPP TS 44.118 7.6

	GRA UPDATE 
	3GPP TS 44.118 7.6

	GRA UPDATE CONFIRM
	3GPP TS 44.118 7.6

	GERAN MOBILITY INFORMATION
	3GPP TS 44.118 7.6

	GERAN MOBILITY INFORMATION CONFIRM
	3GPP TS 44.118 7.6

	GERAN MOBILITY INFORMATION FAILURE
	3GPP TS 44.118 7.6

	Handover messages:
	

	INTER SYSTEM TO UTRAN HANDOVER COMMAND
	3GPP TS 44.118 7.9

	HANDOVER ACCESS
	3GPP TS 44.118 7.8

	HANDOVER COMMAND
	3GPP TS 44.118 7.8

	HANDOVER COMPLETE
	3GPP TS 44.118 7.8

	HANDOVER FAILURE
	3GPP TS 44.118 7.8

	RR-CELL CHANGE ORDER
	3GPP TS 44.118 7.17

	PHYSICAL INFORMATION
	3GPP TS 44.118 7.8

	INTER SYSTEM TO CDMA2000 HANDOVER COMMAND
	3GPP TS 44.118 7.11

	Radio bearer control procedures
	

	RADIO BEARER RECONFIGURATION
	3GPP TS 44.118 7.18

	RADIO BEARER RELEASE
	3GPP TS 44.118 7.18

	RADIO BEARER SETUP
	3GPP TS 44.118 7.18

	RADIO BEARER RECONFIGURATION COMPLETE
	3GPP TS 44.118 7.18

	RADIO BEARER RECONFIGURATION FAILURE
	3GPP TS 44.118 7.18

	RADIO BEARER RELEASE COMPLETE
	3GPP TS 44.118 7.18

	RADIO BEARER SETUP COMPLETE
	3GPP TS 44.118 7.18

	RADIO BEARER RELEASE FAILURE
	3GPP TS 44.118 7.18

	RADIO BEARER SETUP FAILURE
	3GPP TS 44.118 7.18

	Paging messages:
	

	
	

	Packet PAGING REQUEST 
	3GPP TS 44.118 7.4

	Dedicated Paging Request
	3GPP TS 44.118 7.4

	System information messages:
	

	To be added
	

	SECURITY MODE CONTROL
	

	SECURITY MODE COMMAND
	3GPP TS 44.118 7.20

	SECURITY MODE COMPLETE
	3GPP TS 44.118 7.20

	SECURITY MODE FAILURE
	3GPP TS 44.118 7.20

	Siganling flow procedures
	

	SIGNALLING CONNECTION RELEASE 
	3GPP TS 44.118 7.19

	SIGNALLING CONNECTION RELEASE INDICATION
	3GPP TS 44.118 7.19

	Delivery of NAS messages
	

	INITIAL DIRECT TRANSFER
	3GPP TS 44.118 7.21

	DOWNLINK DIRECT TRANSFER
	3GPP TS 44.118 7.21

	UPLINK DIRECT TRANSFER
	3GPP TS 44.118 7.21

	Measurement specific messages:
	

	EXTENDED MEASUREMENT ORDER
	3GPP TS 44.118 7.8

	EXTENDED MEASUREMENT REPORT
	3GPP TS 44.118 7.8

	MEASUREMENT REPORT
	3GPP TS 44.118 7.8

	MEASUREMENT INFORMATION
	3GPP TS 44.118 7.8

	ENHANCED MEASUREMENT REPORT
	3GPP TS 44.1187.8

	Miscellaneous messages:
	Reference

	CLASSMARK CHANGE
	3GPP TS 44.118 7.12

	CLASSMARK ENQUIRY
	3GPP TS 44.118 7.13

	UTRAN CLASSMARK CHANGE
	3GPP TS 44.118 

	cdma2000 CLASSMARK CHANGE
	3GPP TS 44.118  

	SYNCHRONIZATION CHANNEL INFORMATION
	3GPP TS 44.118  

	RRC STATUS
	

	Application messages:
	Reference 

	APPLICATION INFORMATION
	3GPP TS 44.118  


9.2.0.2
Downlink RRC messages

The different types of messages are distinguished by the MESSAGE_TYPE field.

	< Downlink RRC messages > ::=

	
< MESSAGE_TYPE : bit (6) ==
	110001
	>
<
	CELL UPDATE CONFIRM
	> |

	
< MESSAGE_TYPE : bit (6) ==
	000001
	>
<
	DEDICATED PAGING
	> |

	
< MESSAGE_TYPE : bit (6) ==
	000010
	>
<
	DOWNLINK DIRECT TRANSFER
	> |

	
< MESSAGE_TYPE : bit (6) ==
	110010
	>
<
	GRA UPDATE CONFIRM
	> |

	
< MESSAGE_TYPE : bit (6) ==
	000011
	>
<
	GERAN MOBILITY INFORMATION
	> |

	
< MESSAGE_TYPE : bit (6) ==
	000100
	>
<
	RADIO BEARER SETUP
	> |

	
< MESSAGE_TYPE : bit (6) ==
	000101
	>
<
	RADIO BEARER RECONFIGURATION
	> |

	
< MESSAGE_TYPE : bit (6) ==
	000110
	>
<
	RADIO BEARER RELEASE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	000111
	>
<
	RRC CONNECTION REJECT
	> |

	
< MESSAGE_TYPE : bit (6) ==
	110011
	>
<
	RRC CONNECTION RELEASE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001000
	>
<
	RRC CONNECTION SETUP
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001001
	>
<
	SECURITY MODE COMMAND
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001010
	>
<
	SIGNALLING CONNECTION RELEASE
	> ;


Note: 
Additionally have to be described HANDOVER COMMAND, HANDOVER ACCESS, INTERSYSTEM HANDOVER TO UTRAN, INTERSYSTEM HANDOVER TO CDMA2000, PHYSICAL CHANNEL INFORMATION
9.2.0.3
Uplink RRC messages

The different types of messages are distinguished by the MESSAGE_TYPE field.

	< Uplink RRC messages > ::=

	
< MESSAGE_TYPE : bit (6) ==
	110100
	>
<
	CELL UPDATE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	110101
	>
<
	GRA UPDATE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001011
	>
<
	GERAN MOBILITY INFORMATION CONFIRM
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001100
	>
<
	GERAN MOBILITY INFORMATION FAILURE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001101
	>
<
	INITIAL DIRECT TRANSFER
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001110
	>
<
	RADIO BEARER SETUP COMPLETE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	001111
	>
<
	RADIO BEARER SETUP FAILURE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	010001
	>
<
	RADIO BEARER RECONFIGURATION COMPLETE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	010010
	>
<
	RADIO BEARER RECONFIGURATION FAILURE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	010011
	>
<
	RADIO BEARER RELEASE COMPLETE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	010100
	>
<
	RADIO BEARER RELEASE FAILURE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	010101
	>
<
	RRC CONNECTION RELEASE COMPLETE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	010110
	>
<
	RRC CONNECTION REQUEST
	> |

	
< MESSAGE_TYPE : bit (6) ==
	010111
	>
<
	RRC CONNECTION SETUP COMPLETE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	011000
	>
<
	RRC STATUS
	> |

	
< MESSAGE_TYPE : bit (6) ==
	011001
	>
<
	SECURITY MODE COMPLETE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	011010
	>
<
	SECURITY MODE FAILURE
	> |

	
< MESSAGE_TYPE : bit (6) ==
	011011
	>
<
	SIGNALLING CONNECTION RELEASE INDICATION
	> |

	
< MESSAGE_TYPE : bit (6) ==
	011100
	>
<
	UPLINK DIRECT TRANSFER
	> ;


Note: 
Additionally have to be described HANDOVER FAILURE, HANDOVER COMPLETE, HANDOVER ACCESS
9.2.1
CELL UPDATE

This message is used by the MS to initiate a cell update procedure.

RLC-SAP: AM 


Logical channel: SDCCH, PDTCH or FACCH
Radio Bearer: SRB2

Direction: MS(GERAN

	< CELL UPDATE message content >::=

{ 0 < G-RNTI: < G-RNTI IE > >


{




{ 0 | 1 < Integrity check info: <Integrity check info IE > > }



< START list: bit (2) >



< CN domain START: < CN domain START struct > > * val(START list)



< AM_RLC error indication for c-plane: bit (1) >




< AM_RLC error indication for u-plane: bit (1) >



< Cell update cause: bit (3) >



{ 0 | 1
< Failure cause: bit (4) >






< RRC transaction identifier: bit (2) > }




< RB timer indicator: < RB timer indicator IE > > 


!
< Non-distribution part error : bit (*) = < no string > > }

!
< Address information part error : bit (*) = < no string > > } ;
< CN domain START struct > ::=


< START: bit (20) >


< CN domain identity: bit (2) >;



	G-RNTI
This IE is defined in clause 9.3.1.12.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	START list (2 bit field)
This field is the binary representation of the number of CN domain START struct. Range: 1 to maxCNdomains. 

CN domain START struct
This structure may be repeated up to maxCNdomains.

START (20 bit field)
Ths START field contains the START value used to initialise the 20 most significant bits of all hyper frame numbers for a CN domain. This field is defined in clause 9.3.1.33.

CN domain identity (2 bit field)
The CN domain identity field identifies the type of core network domain. This field is defined in clause 9.3.2.1.

	AM_RLC error indication for c-plane
bit

1
0
No AM_RLC unrecoverable error occurred on c-plane in the MS;
1
AM_RLC unrecoverable error occurred on c-plane in the MS.

	AM_RLC error indication for u-plane
bit

1
0
No AM_RLC unrecoverable error occurred on u-plane in the MS;
1
AM_RLC unrecoverable error occurred on u-plane in the MS.

	Cell update cause (3 bit field) 
The Cell Update cause field indicates the cause for peforming a Cell Update. This field is defined in clause 9.3.1.3.

	Failure cause (4 bit field) 
The Failure cause field indicates the cause of the failure in order to perform the required RRC procedure. This field is defined in clause 9.3.1.9.

	RRC transaction identifier (2 bit field) 
The RRC transaction identifier field identifies the RRC procedure transaction for the type of the message this IE was included within. This field is defined in clause 9.3.1.30.

	RB timer indicator
This IE is defined in clause 9.3.1.25.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	

	
	


9.2.2
CELL UPDATE CONFIRM

This message confirms the cell update procedure and can be used to reallocate new G-RNTI information for the MS valid in the new cell.


RLC-SAP: AM


Logical channel: SDCCH, PDTCH or FACCH 
Radio Bearer: SRB2 

Direction: GERAN(MS
	< CELL UPDATE CONFIRM message content > ::=

{ 0



{ 0 < G-RNTI: < G-RNTI IE > >



{



-- MS Information Elements




< RRC transaction identifier: bit (3) >




< Starting time: < Starting time IE > >





< RRC State Indicator: bit (2) >





< GERAN DRX cycle length coefficient: < GERAN DRX cycle length coefficient IE > >





{ 0 | 1
< Integrity check info: < Integrity check info IE > > }




{ 0 | 1
< Integrity protection mode info: < Integrity protection mode info IE > > }




{ 0 | 1
< Ciphering mode info: < Ciphering mode info IE > > }




{ 0 | 1
< New G-RNTI: < G-RNTI IE > > }



-- CN Information Elements




{ 0 | 1
< CN Information info: < CN Information info IE > > }



-- GERAN Information Elements




{ 0 | 1
< GRA identity: < GRA identity IE > > }



-- RB Information Elements




{ 0 | 1
< RB information to release list: bit (5) >






< RB information to release: < RB information to release IE > > * val(RB information to release list) }





{ 0 | 1
< RB information to reconfigure list: bit (5) >







< RB information to reconfigure: < RB information to reconfigure IE > > * val(RB information to reconfigure list) }




{ 0 | 1
< RB information to be affected list: bit (5) >







< RB information to be affected: < RB information to be affected IE > >*val(RB information to be affected list) }



{ 0 | 1
< RB with PDCP information list: bit (5) >







< RB with PDCP information: < RB with PDCP information IE > >*val(RB with PDCP information list)}



-- PhyCH Information Elements




< DPSCH description: < DPSCH description IE > >



!
< Non-distribution part error : bit (*) = < no string > > }



!
< Address information part error : bit (*) = < no string > > }


!
< Message escape critical extensions: 1 bit (*) = < no string > >} ;


Note: DPSCH description IE has to be defined.
	G-RNTI
This IE is defined in clause 9.3.1.12.

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Starting time
This IE is defined in clause 9.3.6.11.

	RRC state indicator (2 bit field) 
This field is defined in clause 9.3.1.31.

	GERAN DRX cycle length coefficient (3 bit field)
This field is defined in clause 9.3.1.6a.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Integrity protection mode info
This IE is defined in clause 9.3.1.17

	Ciphering mode info 
This IE is defined in clause 9.3.1.5.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in clause 9.3.1.12.

	CN Information info 
This IE is defined in clause 9.3.2.5.

	GRA identity (16 bit field) 
This field is defined in clause 9.3.3.1.

	RB information to release list (5 bit field)
This field is the binary representation of the number of RB to release. Range: 1 to maxRB.

RB information to release
This IE is defined in clause 9.3.4.17.

	RB information to reconfigure list (5 bit field)
This field is the binary representation of the number of RB to reconfigure. Range: 1 to maxRB.

RB information to reconfigure
This IE is defined in clause 9.3.4.16a.

	RB information to be affected list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRB.

RB information to be affected
This IE is defined in clause 9.3.4.16.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved.

RB with PDCP information
This IE is defined in clause 9.3.4.19.

	DPSCH description 
This IE is currently undefined.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	


9.2.x
DEDICATED PAGING
This message is used to page an MS in RRC-connected mode, when using the FACCH, FACCH-shared or SDCCH for CN originated paging. 


RLC mode: Acknowledged


Logical channel: FACCH, SFACCH, or SDCCH 

Radio Bearer:
SRB2


Direction: GERAN ( MS
	< DEDICATED PAGING message content > ::=


{

-- MS Information Elements

 
< RRC transaction identifier: bit (3) >



{ 0 | 1
< Integrity check info: < Integrity check info IE> > }


< Paging cause: bit (3) >

-- CN Information Elements


< CN domain identity: bit (2) >


< Paging Record Type Identifier: bit (2) >

!
< Non-distribution part error : bit (*) = < no string > > };


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Paging cause (3 bit field)
This field is defined in clause 9.3.1.19.

	CN domain identity (2 bit field)
This field is defined in clause 9.3.2.1.

	Paging record type identifier (2 bits field) 
This field is defined in clause 9.3.2.4.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.3
DOWNLINK DIRECT TRANSFER

This message is sent by GERAN to transfer higher layer messages.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH

Radio Bearer: SRB3 and SRB4


Direction: GERAN -> MS
	< Downlink Direct Transfer message content > ::=


{ 0



{


-- MS Information Elements



< RRC Transaction Identifier : bit (3) >



{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }


-- CN Information Elements



< CN Domain Identity : bit (2) >




< NAS message : < NAS message IE > >


!
<  Non-distribution part error : bit (*) = < no string > > }


!
<  Message escape critical extensions: 1 bit (*) = < no string > >} ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	CN domain identity (2 bit field)
This field is defined in clause 9.3.2.1.

NAS message
This IE is defined in clause 9.3.2.3.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.4
GRA UPDATE

This message is used by the MS to initiate a GRA update procedure.

RLC-SAP: AM


Radio Bearer: SRB2


Direction: MS(GERAN
	< GRA UPDATE message content > ::=


{ 0
< G-RNTI: < G-RNTI IE > > 


{



-- MS Information Elements

 

< GRA update cause: bit (2) >



{
< RRC transaction identifier: bit (3) >




< Protocol error information: < Protocol error information IE > > }* val(Protocol error indicator))



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }


-- Other Information Elements



< Protocol error indicator: bit (1) >


!
<  Non-distribution part error : bit (*) = < no string > > }

! 
< Address information part error : bit (*) = < no string > > } ;


	G-RNTI
This IE is defined in clause 9.3.1.12.

	GRA update cause (2 bit field) 
This field is defined in clause 9.3.1.11.

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Protocol error information 
This IE is defined in clause 9.3.1.23.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Protocol error indicator (1 bit field)
This field is defined in clause 9.3.1.24.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	

	
	


9.2.5
GRA UPDATE CONFIRM

This message confirms the GRA update procedure and can be used to reallocate new G-RNTI information for the MS valid after the GRA update.

RLC-SAP: AM


Logical channel: (SDCCH,PDTCH or FACCH)
Radio Bearer: SRB2


Direction: GERAN(MS
	< GRA UPDATE CONFIRM message content > ::=


{ 0


{ 0
< G-RNTI: < G-RNTI IE > >



{




-- MS Information Elements




< RRC transaction identifier: bit (3) >





< RRC State Indicator: bit (2) >





< GERAN DRX cycle length coefficient: < GERAN DRX cycle length coefficient IE > >





{ 0 | 1
< Integrity check info: < Integrity check info IE > > }





{ 0 | 1
< Integrity protection mode info: < Integrity protection mode info IE > > }





{ 0 | 1
< Ciphering mode info: < Ciphering mode info IE > > }





{ 0 | 1
< New G-RNTI: <G-RNTI IE > > }



-- CN Information Elements




{ 0 | 1
< CN Information info: < CN Information info IE > > }



-- GERAN Information Elements




{ 0 | 1
< GRA identity: < GRA identity IE >> }



-- RB Information Elements




{ 0 | 1
< RB with PDCP information list: bit (5) >







< RB with PDCP information: < RB with PDCP information IE > >*val(RB with PDCP information list)}



!
<  Non-distribution part error : bit (*) = < no string > > }


!
< Address information part error : bit (*) = < no string > > }

!
<  Message escape critical extensions: 1 bit (*) = < no string > >} ;


	G-RNTI
This IE is defined in clause 9.3.1.12.

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	RRC state indicator (2 bit field) 
This field is defined in clause 9.3.1.31.

	GERAN DRX cycle length coefficient (3 bit field)
This field is defined in clause 9.3.1.6a.

	Integrity check info
This IE is defined in clause 9.3.1.14. Integrity check info is included if integrity protection is applied.

	Integrity protection mode info
This IE is defined in clause 9.3.1.17

	Ciphering mode info 
This IE is defined in clause 9.3.1.5.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in clause 9.3.1.12.

	CN Information info 
This IE is defined in clause 9.3.2.5.

	GRA identity (16 bit field) 
This field is defined in clause 9.3.3.1.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved. This IE is needed for each RB having PDCP in the case of lossless SRNS relocation.

RB with PDCP information
This IE is defined in clause 9.3.4.19.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	


9.2.6
GERAN MOBILITY INFORMATION

This message is used by GERAN to allocate a new G-RNTI and to convey other GERAN mobility related information to a MS.


RLC-SAP: AM


Logical channel: (SDCCH, PDTCH or FACCH)

Radio Bearer: SRB2


Direction: GERAN(MS
	< GERAN MOBILITY INFORMATION message content > ::=


{ 0


{



-- MS Information Elements



< RRC transaction identifier: bit (3) >



< MS Timers and Constants in connected mode: < MS Timers and Constants in connected mode IE>>



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }




{ 0 | 1
< Integrity protection mode info: < Integrity protection mode info IE > > }



{ 0 | 1
< Ciphering mode info: < Ciphering mode info IE > > }



{ 0 | 1
< New G-RNTI: < G-RNTI IE > > }


-- CN Information Elements



{ 0 | 1
< CN Information info: < CN Information info IE > > }


-- GERAN Information Elements



{ 0 | 1
< GRA identity: < GRA identity IE > > }


-- RB Information Elements



{ 0 | 1
< RB with PDCP information list: bit (5) >






< RB with PDCP information: < RB with PDCP information IE > >*val(RB with PDCP information list)}


!
<  Non-distribution part error : bit (*) = < no string > > }


!
<  Message escape critical extensions: 1 bit (*) = < no string > >} ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	MS Timers and Constants in connected mode 
This IE is defined in clause 9.3.1.21.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Integrity protection mode info
This IE is defined in clause 9.3.1.17

	Ciphering mode info 
This IE is defined in clause 9.3.1.5.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. The G-RNTI IE is defined in clause 9.3.1.12.

	CN Information info 
This IE is defined in clause 9.3.2.5.

	GRA identity (16 bit field) 
This field is defined in clause 9.3.3.1.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved. This IE is needed for each RB having PDCP in the case of lossless SRNS relocation.

RB with PDCP information
This IE is defined in clause 9.3.4.19.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	


9.2.7
GERAN MOBILITY INFORMATION CONFIRM
This message is used to confirm the new GERAN mobility information for the MS.


RLC-SAP: AM


Logical channel: (SDCCH, PDTCH or FACCH)
Radio Bearer: SRB2


Direction: MS(GERAN
	< GERAN MOBILITY INFORMATION CONFIRM message content > ::=


{

-- MS Information Elements


< RRC transaction identifier: bit (3) >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }



{ 0 | 1
< Uplink integrity protection activation info: < Integrity protection activation info: bit (8)> > }

-- RB Information Elements


{ 0 | 1
< COUNT-C activation time: < Activation time: bit (8)  > > }


{ 0 | 1
< Radio bearer uplink ciphering activation time info: < RB activation time info IE> >}


{ 0 | 1
< RB with PDCP information list: bit (5) >





< RB with PDCP information: < RB with PDCP information IE > > *val(RB with PDCP information list) }


!
<  Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Uplink integrity protection activation info
The Integrity protection activation info IE is defined in clause 9.3.1.15.

	COUNT-C activation time
Thie IE is used for radio bearers mapped on RLC-TM when the MS is moving to RRC-Cell_Dedicated state. The Activation time field is defined in clause 9.3.1.1.

	Radio bearer uplink ciphering activation time info 
The RB activation time info is defined in clause 9.3.4.12.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved. This IE is needed for each RB having PDCP in the case of lossless SRNS relocation.

RB with PDCP information
This IE is defined in clause 9.3.4.19.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	

	

	
	
	
	
	

	
	
	
	

	


9.2.8
GERAN MOBILITY INFORMATION FAILURE

This message is sent to indicate a failure to act on a received GERAN MOBILITY INFORMATION message.


RLC-SAP: AM


Logical channel: (SDCCH, PDTCH or FACCH)
Radio Bearer: SRB2


Direction: MS(GERAN
	< GERAN MOBILITY INFORMATION FAILURE message content > ::=


{


< RRC transaction identifier: bit (3) >



< Failure cause: < Failure cause and error information IE > >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }

!
<  Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field)
This field is defined in clause 9.3.1.30.

	Failure cause
This Failure cause and error information IE is defined in clause 9.3.1.10.

	Integrity check info
This IE is defined in clause 9.3.1.14.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	


9.2.9 HANDOVER COMMAND

NOTE: Critical and non-critical extensions needed
9.2.10
HANDOVER ACCESS
9.2.11
HANDOVER FAILURE

9.2.12
HANDOVER COMPLETE

9.2.13
INTERSYSTEM HANDOVER TO UTRAN

9.2.14
INTERSYSTEM HANDOVER TO CDMA2000

9.2.15
INITIAL DIRECT TRANSFER

This message is used to initiate a signalling connection based on indication from the upper layers, and to transfer a NAS message.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH


Radio Bearer: SRB3

Direction: MS -> GERAN
	< INITIAL DIRECT TRANSFER message content > ::=


{


-- CN information elements



< CN Domain Identity: < CN Domain Identity: bit (2) > >



< Intra Domain NAS Node Selector: < Intra Domain NAS Node Selector IE > >



< NAS message: < NAS message IE > >

-- MS information elements


{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }

!
<  Non-distribution part error : bit (*) = < no string > > } ;


	CN domain identity (2 bit field)
This IE is defined in clause 9.3.2.1.
Intra Domain NAS Node Selector
This IE is defined in clause 9.3.2.2.
NAS message
This IE is defined in clause 9.3.2.3.
Integrity check info
This IE is defined in clause 9.3.1.14.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.16 Physical channel information
NOTE: Critical and non-critical extensions needed
9.2.17
RADIO BEARER SETUP

This message is sent by GERAN to the MS to establish new radio bearer(s). 

Logical channel: SDCCH or FACCH or PDTCH
Radio Bearer: SRB2
RLC-SAP: AM
Direction: GERAN ( MS
	< RADIO BEARER SETUP message content > ::=


{ 0


{



-- MS information elements




< RRC transaction identifier: bit (3) >



< Starting time: < Starting time IE > >




< RRC State Indicator: bit (2) >




< GERAN DRX cycle length coefficient: < GERAN DRX cycle length coefficient IE > >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }



{ 0 | 1
< Integrity protection mode info: < Integrity protection mode info IE > > }




{ 0 | 1
< Ciphering mode info: < Ciphering mode info IE > > }




{ 0 | 1
< New G-RNTI: < G-RNTI IE > > }


-- CN information elements




{ 0 | 1
< CN Information info: < CN Information info IE > > }



-- GERAN information elements




{ 0 | 1
< GRA identity: < GRA identity IE > > }


-- RB information elements




{ 0 | 1
< Signalling RB information to setup list: bit (2) >






< Signalling RB information to setup: < Signalling RB information to setup IE > > *val(Signalling RB information to setup list) }




{ 0 | 1
< RAB information to setup list: bit (4) >






< RAB information for setup: < RAB information for setup IE > > *val(RAB information to setup list) }




{ 0 | 1
< RB information to be affected list: bit (5) >






< RB information to be affected: < RB information to be affected IE > > *val(RB information to be affected list) }




{ 0 | 1
< RB with PDCP information list: bit (5) >






< RB with PDCP information: < RB with PDCP information IE > >*val(RB with PDCP information list)}



-- PhyCH information elements



< Physical information: < Physical information struct > >



!
<  Non-distribution part error : bit (*) = < no string > > }


!
<  Message escape critical extensions: 1 bit (*) = < no string > >} ;
< Physical information struct > ::=


{


-- Dedicated case

-- DTM case

-- Shared case

};


NOTE: Physical information struct to be defined
	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Starting time
This IE is defined in clause 9.3.6.11.

	RRC state indicator (2 bit field) 
This field is defined in clause 9.3.1.31.

	GERAN DRX cycle length coefficient (3 bit field)
This field is defined in clause 9.3.1.6a.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Integrity protection mode info
This IE is defined in clause 9.3.1.17

	Ciphering mode info 
This IE is defined in clause 9.3.1.5.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in clause 9.3.1.12.

	CN Information info 
This IE is defined in clause 9.3.2.5.

	GRA identity (16 bit field) 
This field is defined in clause 9.3.3.1.

	Signalling RB information to setup list (2 bit field)
This field is the binary representation of the number of SRB to setup. Range: 1 to maxSRBsetup.

Signalling RB information to setup
This IE is present for each SRB to establish. This IE is defined in clause 9.3.4.22. 

	RAB information to setup list (4 bit field)
This field is the binary representation of the number of RAB to setup. Range: 1 to maxRABsetup.

RAB information for setup
This IE is present for each signalling RAB to establish. This IE is defined in clause 9.3.4.16a.

	RB information to be affected list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRB.

RB information to be affected
This IE is defined in clause 9.3.4.16.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved.

RB with PDCP information
This IE is defined in clause 9.3.4.19.

	Physical information struct
This structure defines the physical parameters for allocating radio resources.


	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS Information Elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier [new ref]
	

	Integrity check info
	C
	
	Integrity check info [new ref]
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Integrity protection mode info
	O
	
	Integrity protection mode info [new ref]
	At least 2 spare values, Criticality: reject, are needed

The IE is mandatory if the IE "Integrity protection mode command" has the value "start ", otherwise it is not needed in the message.

The IE is only present if the IE "Integrity protection mode command" has the value "modify"

	Ciphering mode info
	O
	
	Ciphering mode info[new ref] 
	This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed.

	Starting time
	M
	
	44.18-10.5.2.38 Starting time procedures
	[Note: replaces the Activation Time that is used in UTRAN.]

	New G-RNTI
	O
	
	G-RNTI 
	The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN

	RRC state identifier
	M
	
	43.051 
	The element shows the possible states in case of Iu mode

	GERAN DRX cycle length coefficient
	M
	
	GERAN DRX cycle length coefficient 10.3.3.49[new ref]
	Default value is the existing DRX cycle length coefficient

	CN Information Elements
	
	
	
	

	CN Information info
	O
	
	CN Information info 
	Identifies the type of core network domain. Enumerated (CS domain, PS domain)

	GERAN mobility information elements
	
	
	
	

	GRA identity
	
	
	GRA identity[new ref] 
	Gives the identity of the GERAN Registration Area

	RB Information Elements
	
	
	
	

	Signalling RB information to setup list [
	
	1 to <maxSRBsetup>
	[new ref]
	For each signalling radio bearer established

	>Signalling RB information to setup
	M
	
	
	

	RAB information to setup list 
	O
	1 to <maxRABsetup>
	
	For each RAB established

	>RAB information for setup
	M
	
	
	

	RB information to be affected list
	O
	1 to <maxRB>
	
	RB information affected are RB mapping info and RB identity.

	>RB information to be affected
	M
	
	
	

	RB with PDCP information list
	O
	1 to <maxRBallRABs>
	
	This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

	>RB with PDCP information
	M
	
	RB with PDCP information[new ref]

	

	Quality target parameters
	FFS
	
	
	[Note: QoS parameters are FFS]

	PhyCH information elements
	
	
	
	

	
	
	
	
	

	Common paramters for TCH and PDTCH
	
	
	
	

	>TN
	M
	
	Channel description 10.5.2.5-44.018 
	The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

	> ARFCN
	M
	
	Channel description 10.5.2.5-44.018
	The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

	> MAIO
	M
	
	Channel description 10.5.2.5-44.018
	The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.

	
	
	
	
	

	CHOISE logical channel type
	
	
	
	

	>TCH parameters
	C
	
	
	

	
	
	
	
	

	>>channel type
	
	
	Channel description 10.5.2.5-44.018 
	Channel type field is 5 bits (number of bits needed is FFS) 

	
	
	
	
	

	>>TSC
	
	
	Channel description 10.5.2.5-44.018 
	The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002



	
	
	
	
	

	>>Indirect encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>>MA_NUMBER_IND
	
	
	Channel description 10.5.2.5-44.018
	The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

	>>>> CHANGE_MARK_1
	
	
	Channel description 10.5.2.5-44.018
	The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



	>>Direct encoding of hopping RF channel configuration
	
	
	
	

	>>> HSN 
	
	
	Channel description 10.5.2.5-44.018
	The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

	>>Fast_power_control
	C
	
	Boolean

Stage2-43.051
	Fast power control parameter which takes two values on or off.

	>>Coding scheme
	
	
	Enumerated

(,)
	Modulation schemes used for RB : 43.051 Annex A

	>>Description of the multislot configuration
	C
	
	Multislot Allocation
10.5.2.21b-44.018
	This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.

	
	
	
	
	

	>PDTCH parameters
	C
	
	
	

	>>MEASUREMENT_INTER-VAL (5 bit field)
	
	
	
	If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 44.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

	>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)

	
	
	
	This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 44.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

	>>PDTCH rate
	C
	
	Enumerated

(full,half)
	43.051-Annex. A


9.2.18
RADIO BEARER SETUP COMPLETE

This message is sent by MS to confirm the establishment of the radio bearer.


Logical channel: SDCCH or FACCH or PDTCH
Radio Bearer: SRB2

RLC-SAP: AM

Direction: MS ( GERAN
	< RADIO BEARER SETUP COMPLETE message content > ::=


{


-- MS information elements



< RRC transaction identifier: bit (3) >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }


{ 0 | 1
< Uplink integrity protection activation info: < Integrity protection activation info IE > > }


-- RB information elements


{ 0 | 1
< COUNT-C activation time: < Activation time: bit (8)  > > }


{ 0 | 1
< Radio bearer uplink ciphering activation time info: < RB activation time info IE> > }


{ 0 | 1
< Uplink counter synchronisation info: < Uplink counter synchronisation info struct > > }

!
<  Non-distribution part error : bit (*) = < no string > > } ;
< Uplink counter synchronisation info struct > ::=


{
< START list: bit (2) >


{
< CN domain identity: bit (2) >


 
< START: bit (20) > } * val(START list)


{ 0 | 1
< RB with PDCP information list: bit (5) >





< RB with PDCP information: < RB with PDCP information IE > > * val(RB with PDCP information list) }

};


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm. This IE is defined in clause 9.3.1.14.

	Uplink integrity protection activation info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers. The Integrity protection activation info IE is defined in clause 9.3.1.15. 

	COUNT-C activation time
The Activation time field is defined in clause 9.3.1.1.

	Radio bearer uplink ciphering activation time info
The RB activation time info is defined in clause 9.3.4.12.

	Uplink counter synchronisation info struct
This structure enable to synchronise the Uplink security counters.

	START list (2 bit field)
START value to be used in this CN domain. This field is the binary representation of the number of RB to be affected. Range: 1 to maxCNdomains.

	CN domain identity (2 bit field) 
This field is defined in clause 9.3.2.1.

	START (20 bit field)
This field is defined in clause 9.3.1.33.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved.

RB with PDCP information
This IE is defined in clause 9.3.4.19.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	

	


	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	


9.2.19
RADIO BEARER SETUP FAILURE

This message is sent by MS, if it does not support the configuration given by GERAN.

Logical channel: FACCH or SDCCH or PDTCH
Radio Bearer:SRB2

RLC-SAP: AM


Direction: MS(GERAN
	< RADIO BEARER SETUP FAILURE message content > ::=


{


-- MS information elements



< RRC transaction identifier: bit (3) >


< Failure cause: < Failure cause and error information IE > >


{ 0 | 1
< Integrity check info: < Integrity check info IE > > }

-- RB information elements



{ 0 | 1
< Potentially succesful RB list: bit (5) >




< RB identity: bit (5) > *val(Potentially succesful RB list) }

!
<  Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm. This IE is defined in clause 9.3.1.14.

	Failure cause
This Failure cause and error information IE is defined in clause 9.3.1.10.

	Potentially succesful RB list (5 bit field)

This field is the binary representation of the number of RB for which setup would have succeeded. 
Range: 1 to maxRB.

RB identity (5 bit field)
This field is defined in clause 9.3.4.15.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.20
RADIO BEARER RECONFIGURATION

This message is sent from GERAN to reconfigure parameters related to a change of QoS. 


RLC-SAP: AM
Logical channel: SDCCH or FACCH or PDTCH, 
Radio Bearer: SRB2

Direction: GERAN ( MS
	< RADIO BEARER RECONFIGURATION message content > ::=


{ 0


{



-- MS information elements




< RRC transaction identifier: bit (3) >




< Starting time: < Starting time IE > >




< RRC State Indicator: bit (2) >




< GERAN DRX cycle length coefficient: < GERAN DRX cycle length coefficient IE > >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }



{ 0 | 1
< Integrity protection mode info: < Integrity protection mode info IE > > }




{ 0 | 1
< Ciphering mode info: < Ciphering mode info IE > > }




{ 0 | 1
< New G-RNTI: < G-RNTI IE > > }



-- CN information elements




{ 0 | 1
< CN Information info: < CN Information info IE > > }



-- GERAN information elements




{ 0 | 1
< GRA identity: < GRA identity IE > > }


-- RB information elements



{ 0 | 1
< RAB information to reconfigure list: bit (4) >






< RAB information to reconfigure: < RAB information to reconfigure IE > > * val(RAB information to reconfigure list) }



{ 0 | 1
< RB information to reconfigure list: bit (5) >






< RB information to reconfigure: < RB information to reconfigure IE > > * val(RB information to reconfigure list) }


{ 0 | 1
< RB information to be affected list: bit (5) >





< RB information to be affected: < RB information to be affected IE > > *val(RB information to be affected list) }



-- PhyCH information elements



< Physical information: < Physical information struct > >



!
<  Non-distribution part error : bit (*) = < no string > > }


!
<  Message escape critical extensions: 1 bit (*) = < no string > >} ;
< Physical information struct > ::=


{


-- Dedicated case


-- DTM case


-- Shared case


};


NOTE: Physical information struct to be defined

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Starting time
This IE is defined in clause 9.3.6.11.

	RRC state indicator (2 bit field) 
This field is defined in clause 9.3.1.31.

	GERAN DRX cycle length coefficient (3 bit field)
This field is defined in clause 9.3.1.6a.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Integrity protection mode info
This IE is defined in clause 9.3.1.17

	Ciphering mode info 
This IE is defined in clause 9.3.1.5.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in clause 9.3.1.12.

	CN Information info 
This IE is defined in clause 9.3.2.5.

	GRA identity (16 bit field) 
This field is defined in clause 9.3.3.1.

	RAB information to reconfigure list (4 bit field)
This field is the binary representation of the number of RAB to reconfigure. Range: 1 to maxRABsetup.

RAB information to reconfigure
This IE is defined in clause 9.3.4.9.

	RB information to reconfigure list (5 bit field)
This field is the binary representation of the number of RB to reconfigure. Range: 1 to maxRB.

RB information to reconfigure
This IE is defined in clause 9.3.4.16a.

	RB information to be affected list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRB.

RB information to be affected
This IE is defined in clause 9.3.4.16.

	Physical information struct
This structure defines the physical parameters for allocating radio resources.


	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier[new ref] 
	

	
	
	
	
	

	Integrity check info
	C
	
	Integrity check info [new ref]
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Integrity protection mode info
	O
	
	Integrity protection mode info 
	

	Ciphering mode info
	O
	
	Ciphering mode info [new ref]
	This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed

	Starting time
	M
	
	44.18-10.5.2.38 Starting time procedures
	[Note: replaces the Activation Time that is used in UTRAN.]

	New G-RNTI
	O
	
	G-RNTI [new ref]
	The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN

	RRC state indicator
	M
	
	43.051
	The element shows the possible states in case of Iu mode

	GERAN DRX cycle length coefficient
	M
	
	GERAN DRX cycle length coefficient 10.3.3.49[neew ref]
	Default value is the existing DRX cycle length coefficient

	CN information elements
	
	
	
	

	CN Information info
	O
	
	CN Information info [new ref]
	Identifies the type of core network domain. Enumerated (CS domain, PS domain)

	GERAN mobility information elements
	
	
	
	

	GRA identity
	O
	
	GRA identity[new ref] 
	Gives the identity of the GERAN Registration Area

	RB information elements
	
	
	
	

	RAB information to reconfigure list
	O
	1 to < maxRABsetup >
	
	

	>RAB information to reconfigure
	M
	
	RAB information to reconfigure [new ref]
	

	RB information to reconfigure list
	O
	1to <maxRB>
	
	

	>RB information to reconfigure
	M
	
	RB information to reconfigure [new ref]
	

	RB information to be affected list
	O
	1 to <maxRB>
	
	

	>RB information to be affected
	M
	
	RB information to be affected [new ref]
	

	Quality target parameters
	FFS
	
	
	[Note: QoS parameters are FFS]

	PhyCH information elements
	
	
	
	

	
	
	
	
	

	Common paramters for TCH and PDTCH
	
	
	
	

	>TN
	M
	
	Channel description 10.5.2.5-44.018 [
	The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

	> ARFCN
	M
	
	Channel description 10.5.2.5-44.018 
	The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

	> MAIO
	M
	
	Channel description 10.5.2.5-44.018 
	The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.

	
	
	
	
	

	CHOISE logical channel type
	
	
	
	

	>TCH parameters
	C
	
	
	

	
	
	
	
	

	>>channel type
	
	
	Channel description 10.5.2.5-44.018 
	Channel type field is 5 bits (number of bits needed is FFS) 

	
	
	
	
	

	>>TSC
	
	
	Channel description 10.5.2.5-44.018
	The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002



	
	
	
	
	

	>>Indirect encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>>MA_NUMBER_IND
	
	
	Channel description 10.5.2.5-44.018 
	The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

	>>>> CHANGE_MARK_1
	
	
	Channel description 10.5.2.5-44.018 
	The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



	>>Direct encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>> HSN 
	
	
	Channel description 10.5.2.5-44.018 
	The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

	>>Fast_power_control
	C
	
	Boolean

Stage2-43.051
	Fast power control parameter which takes two values on or off.

	>>Coding scheme
	
	
	Enumerated

(,)
	Modulation schemes used for RB : 43.051 Annex A

	>>Description of the multislot configuration
	C
	
	Multislot Allocation
10.5.2.21b-44.018
	This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.

	
	
	
	
	

	>PDTCH parameters
	C
	
	
	

	>>MEASUREMENT_INTER-VAL (5 bit field)
	
	
	
	If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

	>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)

	
	
	
	This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

	>>PDTCH rate
	C
	
	Enumerated

(full,half)
	43.051-Annex. A


9.2.21
RADIO BEARER RECONFIGURATION COMPLETE

This message is sent from the MS when a RB and signalling link reconfiguration has been done.


Logical channel: FACCH or SDCCH or PDTCH 
Radio Bearer: SRB2

RLC-SAP: AM

Direction: MS( GERAN
	< RADIO BEARER RECONFIGURATION COMPLETE message content > ::=


{


-- MS information elements



< RRC transaction identifier: bit (3) >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }


{ 0 | 1
< Uplink integrity protection activation info: < Integrity protection activation info IE > > }


-- RB information elements



{ 0 | 1
< COUNT-C activation time: < Activation time: bit (8) > > }



{ 0 | 1
< Radio bearer uplink ciphering activation time info: < RB activation time info IE> > }


{ 0 | 1
< Uplink counter synchronisation info: < Uplink counter synchronisation info struct > > }


!
<  Non-distribution part error : bit (*) = < no string > > } ;
< Uplink counter synchronisation info struct > ::=


{
< START list: bit (2) >



{
< CN domain identity: bit (2) >



 
< START: bit (20) > } * val(START list)



{ 0 | 1
< RB with PDCP information list: bit (5) >





< RB with PDCP information: < RB with PDCP information IE > > * val(RB with PDCP information list) }


};


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm. This IE is defined in clause 9.3.1.14.

	Uplink integrity protection activation info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers. The Integrity protection activation info IE is defined in clause 9.3.1.15. 

	COUNT-C activation time
The Activation time field is defined in clause 9.3.1.1.

	Radio bearer uplink ciphering activation time info
The RB activation time info is defined in clause 9.3.4.12.

	Uplink counter synchronisation info struct
This structure enable to synchronise the Uplink security counters.

	START list (2 bit field)
START value to be used in this CN domain. This field is the binary representation of the number of RB to be affected. Range: 1 to maxCNdomains.

	CN domain identity (2 bit field) 
This field is defined in clause 9.3.2.1.

	START (20 bit field)
This field is defined in clause 9.3.1.33.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved.

RB with PDCP information
This IE is defined in clause 9.3.4.19.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	

	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	


9.2.22
RADIO BEARER RECONFIGURATION FAILURE

This message is sent by MS if the configuration given by GERAN is unacceptable or if the MS failed to establish the physical channel(s).


RLC-SAP: AM

Logical channel:  PDTCH or SDCCH or FACCH; 
Radio Bearer: SRB2 

Direction: MS(GERAN
	< RADIO BEARER RECONFIGURATION FAILURE message content > ::=


{


-- MS information elements



< RRC transaction identifier: bit (3) >



< Failure cause: < Failure cause and error information IE > >


{ 0 | 1
< Integrity check info: < Integrity check info IE > > }

-- RB information elements



{ 0 | 1
< Potentially succesful RB list: bit (5) >





< RB identity: bit (5) > *val(Potentially succesful RB list) }

!
<  Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm. This IE is defined in clause 9.3.1.14.

	Failure cause
This Failure cause and error information IE is defined in clause 9.3.1.10.

	Potentially succesful RB list (5 bit field)

This field is the binary representation of the number of RB for which reconfiguration would have succeeded. 
Range: 1 to maxRB.

RB identity (5 bit field)
This field is defined in clause 9.3.4.15.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.23
RADIO BEARER RELEASE

This message is used by GERAN to release a radio bearer. It can also include modifications to the configurations of physical channels.


Logical channel: PDTCH or SDCCH or FACCH; 
Radio Bearer: SRB2 

RLC-SAP: AM 

Direction: GERAN ( MS
	< RADIO BEARER RELEASE message content > ::=


{ 0


{



-- MS information elements




< RRC transaction identifier: bit (3) >




< Starting time: < Starting time IE > >




< RRC State Indicator: bit (2) >




< GERAN DRX cycle length coefficient: < GERAN DRX cycle length coefficient IE > >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }



{ 0 | 1
< Integrity protection mode info: < Integrity protection mode info IE > > }




{ 0 | 1
< Ciphering mode info: < Ciphering mode info IE > > }




{ 0 | 1
< New G-RNTI: < G-RNTI IE > > }



-- CN information elements




{ 0 | 1
< Signalling connection release indication: < CN domain identity: bit (2) > > }




{ 0 | 1
< CN Information info: < CN Information info IE > > }


-- GERAN information elements




{ 0 | 1
< GRA identity: < GRA identity IE > > }


-- RB information elements




{ 0 | 1
< RAB information to reconfigure list: bit (4) >






< RAB information to reconfigure: < RAB information to reconfigure IE > > * val(RAB information to reconfigure list) }



{ 0 | 1
< RB information to release list: bit (5) >






< RB information to release: < RB information to release IE > > * val(RB information to release list) }



{ 0 | 1
< RB information to be affected list: bit (5) >






< RB information to be affected: < RB information to be affected IE > >*val(RB information to be affected list) }




{ 0 | 1
< RB with PDCP information list: bit (5) >






< RB with PDCP information: < RB with PDCP information IE > >*val(RB with PDCP information list)}


-- PhyCH information elements



< Physical information: < Physical information struct > >



!
<  Non-distribution part error : bit (*) = < no string > > }


!
<  Message escape critical extensions: 1 bit (*) = < no string > > } ;
< Physical information struct > ::=


{


-- Dedicated case


-- DTM case


-- Shared case


};


NOTE: Physical information struct to be defined

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Starting time
This IE is defined in clause 9.3.6.11.

	RRC state indicator (2 bit field) 
This field is defined in clause 9.3.1.31.

	GERAN DRX cycle length coefficient (3 bit field)
This field is defined in clause 9.3.1.6a.

	Integrity check info
This IE is defined in clause 9.3.1.14.

	Integrity protection mode info
This IE is defined in clause 9.3.1.17

	Ciphering mode info 
This IE is defined in clause 9.3.1.5.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in clause 9.3.1.12.

	Signalling connection release indication
The CN domain identity field is defined in clause 9.3.2.1.

	CN Information info 
This IE is defined in clause 9.3.2.5.

	GRA identity (16 bit field) 
This field is defined in clause 9.3.3.1.

	RAB information to reconfigure list (4 bit field)
This field is the binary representation of the number of RAB to reconfigure. Range: 1 to maxRABsetup.

RAB information to reconfigure
This IE is defined in clause 9.3.4.9.

	RB information to release list (5 bit field)
This field is the binary representation of the number of RB to release. Range: 1 to maxRB.

RB information to release
This IE is defined in clause 9.3.4.17.

	RB information to be affected list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRB.

RB information to be affected
This IE is defined in clause 9.3.4.16.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved.

RB with PDCP information
This IE is defined in clause 9.3.4.19.

	Physical information struct
This structure defines the physical parameters for allocating radio resources.


	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS Information Elements
	
	
	
	

	RRC transaction identifier
	MP
	
	RRC transaction identifier [new ref]
	

	Integrity check info
	C
	
	Integrity check info [new ref]
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Integrity protection mode info
	O
	
	Integrity protection mode info [new ref]
	

	Ciphering mode info
	O
	
	Ciphering mode info [new ref]
	This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed

	Starting time
	M
	
	44.18-10.5.2.38 Starting time procedures[new ref]
	[Note: replaces the Activation Time that is used in UTRAN.]

	RRC state indicator
	M
	
	43.051
	The element shows the possible states in case of Iu mode

	New G-RNTI
	O
	
	G-RNTI 
	

	GERAN DRX cycle length coefficient
	M
	
	GERAN DRX cycle length coefficient 10.3.3.49[new ref]
	Default value is the existing DRX cycle length coefficient

	CN Information Elements
	
	
	
	

	Signalling Connection release indication
	O
	
	CN domain identity [new ref]
	

	CN Information info
	O
	
	CN Information info [new ref]
	Identifies the type of core network domain. Enumerated (CS domain, PS domain)

	GERAN mobility information elements
	
	
	
	

	GRA identity
	O
	
	GRA identity [new ref]
	GERAN Routing Area identity

	RB Information Elements
	
	
	
	

	RAB information to reconfigure list
	O
	1 to < maxRABsetup >
	
	

	>RAB information to reconfigure
	M
	
	RAB information to reconfigure [new ref]
	

	RB information to release list
	M
	1 to <maxRB>
	
	

	>RB information to release
	M
	
	RB information to release [new ref]
	

	RB information to be affected list
	O
	1 to <maxRB>
	
	

	>RB information to be affected
	M
	
	RB information to be affected [new ref]
	

	RB with PDCP information list
	O
	1 to <maxRBallRABs>
	
	This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

	>RB with PDCP information
	M
	
	RB with PDCP information [new ref]


	

	Quality target parameters
	FFS
	
	
	[Note: QoS parameters are FFS]

	PhyCH information elements
	
	
	
	

	
	
	
	
	

	Common paramters for TCH and PDTCH
	
	
	
	

	>TN
	M
	
	Channel description 10.5.2.5-44.018 
	The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

	> ARFCN
	M
	
	Channel description 10.5.2.5-44.018
	The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

	> MAIO
	M
	
	Channel description 10.5.2.5-44.018 
	The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.

	
	
	
	
	

	CHOISE logical channel type
	
	
	
	

	>TCH parameters
	C
	
	
	

	
	
	
	
	

	>>channel type
	
	
	Channel description 10.5.2.5-44.018 [ 
	Channel type field is 5 bits (number of bits needed is FFS) 

	
	
	
	
	

	>>TSC
	
	
	Channel description 10.5.2.5-44.018
	The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002



	
	
	
	
	

	>>Indirect encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>>MA_NUMBER_IND
	
	
	Channel description 10.5.2.5-44.018 
	The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

	>>>> CHANGE_MARK_1
	
	
	Channel description 10.5.2.5-44.018 
	The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



	>>Direct encoding of hopping RF channel configuration
	
	
	
	

	>>> HSN 
	
	
	Channel description 10.5.2.5-44.018
	The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

	>>Fast_power_control
	C
	
	Boolean

Stage2-43.051
	Fast power control parameter which takes two values on or off.

	>>Coding scheme
	
	
	Enumerated

(,)
	Modulation schemes used for RB : 43.051 Annex A

	>>Description of the multislot configuration
	C
	
	Multislot Allocation
10.5.2.21b-44.018
	This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.

	
	
	
	
	

	>PDTCH parameters
	C
	
	
	

	>>MEASUREMENT_INTER-VAL (5 bit field)
	
	
	[new ref]
	If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

	>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)

	
	
	[new ref]
	This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

	>>PDTCH rate
	C
	
	Enumerated

(full,half)
	43.051-Annex. A


9.2.24
RADIO BEARER RELEASE COMPLETE

This message is sent from the MS when radio bearer release has been completed.


Logical channel: PDTCH or SDCCH or FACCH; 
Radio Bearer: SRB2

RLC-SAP: AM


Direction: MS ( GERAN
	< RADIO BEARER RELEASE COMPLETE message content > ::=


{


-- MS information elements



< RRC transaction identifier: bit (3) >



{ 0 | 1
< Integrity check info: < Integrity check info IE > > }


{ 0 | 1
< Uplink integrity protection activation info: < Integrity protection activation info IE > > }


-- RB information elements



{ 0 | 1
< COUNT-C activation time: < Activation time: bit (8) > > }



{ 0 | 1
< Radio bearer uplink ciphering activation time info: < RB activation time info IE> > }


{ 0 | 1
< Uplink counter synchronisation info: < Uplink counter synchronisation info struct > > }


!
<  Non-distribution part error : bit (*) = < no string > > } ;
< Uplink counter synchronisation info struct > ::=


{
< START list: bit (2) >



{
< CN domain identity: bit (2) >



 
< START: bit (20) > } * val(START list)



{ 0 | 1
< RB with PDCP information list: bit (5) >





< RB with PDCP information: < RB with PDCP information IE > > * val(RB with PDCP information list) }


};


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm. This IE is defined in clause 9.3.1.14.

	Uplink integrity protection activation info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers. The Integrity protection activation info IE is defined in clause 9.3.1.15. 

	COUNT-C activation time
The Activation time field is defined in clause 9.3.1.1.

	Radio bearer uplink ciphering activation time info
The RB activation time info is defined in clause 9.3.4.12.

	Uplink counter synchronisation info struct
This structure enable to synchronise the Uplink security counters.

	START list (2 bit field)
START value to be used in this CN domain. This field is the binary representation of the number of RB to be affected. Range: 1 to maxCNdomains.

	CN domain identity (2 bit field) 
This field is defined in clause 9.3.2.1.

	START (20 bit field)
This field is defined in clause 9.3.1.33.

	RB with PDCP information list (5 bit field)
This field is the binary representation of the number of RB to be affected. Range: 1 to maxRBallRABs. Other values are reserved.

RB with PDCP information
This IE is defined in clause 9.3.4.19.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	


9.2.25
RADIO BEARER RELEASE FAILURE

This message is sent by MS if the configuration given by GERAN is unacceptable or if radio bearer can not be released.


Logical channel: PDTCH orFACCH or SDCCH; 
Radio Bearer: SRB2 

RLC-SAP: AM


Direction: MS(GERAN
	< RADIO BEARER RELEASE FAILURE message content > ::=


{


-- MS information elements



< RRC transaction identifier: bit (3) >



< Failure cause: < Failure cause and error information IE > >


{ 0 | 1
< Integrity check info: < Integrity check info IE > > }

-- RB information elements



{ 0 | 1
< Potentially succesful RB list: bit (5) >





< RB identity: bit (5) > *val(Potentially succesful RB list) }


!
<  Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm. This IE is defined in clause 9.3.1.14.

	Failure cause
The Failure cause and error information IE is defined in clause 9.3.1.10.

	Potentially succesful RB list (5 bit field)

This field is the binary representation of the number of RB for which reconfiguration would have succeeded. 
Range: 1 to maxRB.

RB identity (5 bit field)
This field is defined in clause 9.3.4.15.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.26
RRC CONNECTION REJECT

The network transmits this message when the requested RRC connection cannot be accepted.


RLC-SAP: AM
Logical channel: SDCCH, FACCH or PDTCH
Radio Bearer: SRB2


Direction: GERAN ( MS
	< RRC CONNECTION REJECT message content > ::=


{ 0


{




< RRC transaction identifier: bit (3) >




< Initial MS identity: < Initial MS identity IE > >



< Rejection cause: bit (1) >



< Wait time: bit (4) >



{ 0 | 1 < Redirection info: < Redirection info IE > > }


!
<  Non-distribution part error : bit (*) = < no string > > }


!
<  Message escape critical extensions: 1 bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Initial MS identity
This IE is defined in clause 9.3.1.13.

	Rejection cause (1 bit field) 
This field is defined in clause 9.3.1.28.

	Wait time (4 bit field) 
This field is defined in clause 9.3.1.36.

	Redirection info 
This IE is defined in clause 9.3.1.26.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.27
RRC CONNECTION RELEASE

This message is sent by GERAN to release the RRC connection. The message also releases the signalling connection and all radio bearers between the MS and GERAN.


RLC-SAP:AM


Logical channel: FACCH, SDCCH or PDTCH
Radio Bearer: SRB 2

Direction: GERAN(MS
	< RRC CONNECTION RELEASE message content > ::=


{ 0


{ 0 < G-RNTI: < G-RNTI IE > >




{





< RRC transaction identifier: bit (3) >




< Release cause: bit (3) >




{ 0 | 1 < Integrity check info: < Integrity check info IE > > }




{ 0 | 1 < N308: bit (3) >  }



! 
< Non-distribution part error : bit (*) = < no string > > }



!
< Address information part error : bit (*) = < no string > > }

! 
< Message escape critical extensions: 1 bit (*) = < no string > >} ;


	G-RNTI
This IE is defined in clause 9.3.1.12.

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE is defined in clause 9.3.1.14. Integrity check info is included if integrity protection is applied

	N308 (3 bit field)
This field is defined in clause 9.3.1.36. This IE is present when MS is in RRC-CELL_DEDICATED state.
N308 indicates the Maximum number of retransmissions of the RRC CONNECTION RELEASE COMPLETE message. 

	Release cause (3 bit field) 
This field is defined in clause 9.3.1.29.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	

	
	

	
	

	
	


9.2.28 
RRC CONNECTION RELEASE COMPLETE

This message is sent by MS to confirm that the RRC connection has been released.


RLC-SAP: AM


Logical channel: PDTCH, SDCCH or FACCH;
Radio Bearer: SRB2


Direction: MS ( GERAN
	< RRC CONNECTION RELEASE COMPLETE message content > ::=


{



< RRC transaction identifier: bit (3) >



{ 0 | 1 < Integrity check info: < Integrity check info IE > > }



{ 0 | 1 < Error indication: < Failure cause and error information IE> >  }

! 
< Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE is defined in clause 9.3.1.14. Integrity check info is included if integrity protection is applied

	Error indication
The Failure cause and error information IE is defined in clause 9.3.1.10.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.29 
RRC CONNECTION REQUEST

RRC Connection Request is the first message transmitted by the MS when setting up an RRC Connection to the network.


RLC-SAP: AM


Logical channel: PDTCH or FACCH, SDCCH
Radio Bearer: SRB2 

Direction: MS ( GERAN
	< RRC CONNECTION REQUEST message content > ::=


{



< Initial MS identity: < Initial MS identity IE > >


< Establishment cause: bit (5) >


< Protocol error indicator: bit (1) >

! 
< Non-distribution part error : bit (*) = < no string > > } ;


	Initial MS identity
This IE is defined in clause 9.3.1.13.

	Establishment cause (5 bit field) 
This field is defined in clause 9.3.1.24.

	Protocol error indicator (1 bit field)
This field is defined in clause 9.3.1.7.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



9.2.30 
RRC CONNECTION SETUP

This message is used by the network to accept the establishment of an RRC connection for an MS, including assignment of signalling link information, transport channel information and optionally physical channel information.


RLC-SAP: AM


Logical channel: FACCH, PDTCH or SDCCH
Radio Bearer: SRB2


Direction: GERAN ( MS
	< RRC CONNECTION SETUP message content > ::=


{ 0


{



-- MS information elements




< Initial MS identity: < Initial MS identity IE > >



< RRC transaction identifier: bit (3) >




< Activation time: bit (8) >



< New G-RNTI: < G-RNTI IE > >



< RRC State Indicator: bit (2) >



< GERAN DRX cycle length coefficient: < GERAN DRX cycle length coefficient IE > >



< Capability update requirement: < Capability update requirement IE > >


-- RB information elements



{ 0 | 1
< Signalling RB information to setup list: bit (2) >






< Signalling RB information to setup: < Signalling RB information to setup IE > > *val(Signalling RB information to setup list) }


-- PhyCH information elements



< Physical information: < Physical information struct > >


! 
< Non-distribution part error : bit (*) = < no string > > }


! 
< Message escape critical extensions: 1 bit (*) = < no string > >} ;
< Physical information struct > ::=


{


-- Frequency


-- Uplink radio resources


-- Downlink radio resources


};


NOTE: Physical information struct to be defined. Presence of Activation time is FFS.
	Initial MS identity
This IE is defined in clause 9.3.1.13.

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Activation time (8 bit field) 
This field is defined in clause 9.3.1.1.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in clause 9.3.1.12.

	RRC state indicator (2 bit field) 
This field is defined in clause 9.3.1.31.

	GERAN DRX cycle length coefficient (3 bit field)
This field is defined in clause 9.3.1.6a.

	Capability update requirement 
This IE is defined in clause 9.3.1.2

	Signalling RB information to setup list (2 bit field)
This field is the binary representation of the number of SRB to setup. Range: 1 to maxSRBsetup.

Signalling RB information to setup
This IE is present for each SRB to establish. This IE is defined in clause 9.3.4.22.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.31
RRC CONNECTION SETUP COMPLETE

This message confirms the establishment of the RRC Connection by the MS.


RLC-SAP: AM

Logical channel: SDCCH, FACCH or PDTCH
Radio Bearer: SRB2 

Direction: MS ( GERAN
	< RRC CONNECTION SETUP COMPLETE message content > ::=


{


-- MS information elements



< RRC transaction identifier: bit (3) >


< START list: bit (2) >



{
< CN domain identity: bit (2) >



 
< START: bit (20) > } * val(START list)



 { 0 | 1
< MS radio access capability: < MS radio access capability IE> > }

--
 { 0 | 1
< MS radio access capability extension: < MS radio access capability extension IE> > }

-- Other information elements


--
 { 0 | 1
< MS system specific capability: bit (2)

--


< Inter-RAT MS radio access capability: < Inter-RAT MS radio access capability IE> >

! 
< Non-distribution part error : bit (*) = < no string > > };


NOTE: Inter-RAT MS radio access capability are currently included in the MS radio access capability from 24.008. MS radio access capability extension is currently not defined.
	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	START list (2 bit field)
START value to be used in this CN domain. This field is the binary representation of the number of RB to be affected. Range: 1 to maxCNdomains.

	CN domain identity (2 bit field)
This field is defined in clause 9.3.2.1.

	START (20 bit field)
This field is defined in clause 9.3.1.33.

	MS radio access capability 
This IE is defined in 3GPP TS 24.008.

	MS radio access capability 
This IE is defined in 3GPP TS 24.008.

	MS radio access capability extension
FFS

	MS system specific capability (2 bit field)
FFS

	Inter-RAT MS radio access capability
FFS


	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS Information Elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 10.3.3.36
	

	START list
	M
	1 to <maxCNdomains>
	
	START [40] values for all CN domains.

	>CN domain identity
	M
	
	CN domain identity 10.3.1.1
	

	>START
	M
	
	START 10.3.3.38
	START value to be used in this CN domain.

	MS radio access capability
	O
	
	MS radio access capability 
	

	MS radio access capability extension
	O
	
	MS radio access capability extension
	

	Other information elements
	
	
	
	

	MS system specific capability
	O
	1 to <maxInterSysMessages>
	
	

	>Inter-RAT MS radio access capability 
	M
	
	Inter-RAT MS radio access capability 
	


9.2.32
RRC STATUS

This message is sent to indicate a protocol error.


RLC-SAP: AM


Logical channels: SDCCH, PDTCH, FACCH


Signalling radio bearer: SRB2

Direction: MS(GERAN
	< RRC STATUS message content > ::=


{



< Protocol error information : < Protocol error information IE > >



{ 0 | 1
< Integrity check info : < Integrity check info IE > > }



{ 0 | 1
< Identification of received message : < Identification of received message struct > > }


! 
< Non-distribution part error : bit (*) = < no string > > } ;
< Identification of received message struct > ::=


< Received message type: < Message type IE > >


< RRC transaction identifier: bit (3) > ;


	Protocol error information
This IE is defined in clause 9.3.1.23.

Integrity check info
This IE is defined in clause 9.3.1.14.
Integrity check info is included if integrity protection is applied.

Identification of received message struct
This structure is present if the IE "Protocol error cause" in the IE "Protocol error information" has any other value than "CSN.1 violation or encoding error" or "Message type non-existent or not implemented".
Received message type
The message type IE is defined in clause 9.2.0.2.
RRC transaction identifier (3 bit field)
This field is defined in clause 9.3.1.30.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	

	
	


9.2.33
SECURITY MODE COMMAND

This message is sent by GERAN to start or reconfigure ciphering and/or integrity protection parameters.


RLC-SAP: AM


Logical channel:  SDCCH, PDTCH, FACCH

Signalling radio bearer: SRB2

Direction: GERAN(MS
	< SECURITY MODE COMMAND message content > ::=


{ 0



{


-- MS information elements



< RRC transaction identifier: bit (3) >



< Integrity check info : < Integrity check info IE > >




< Security capability : < Security capability IE > >




{ 0 | 1
< Ciphering mode info : < Ciphering mode info IE > > }




{ 0 | 1
< Integrity protection mode info : < Integrity protection mode info IE > > }


-- CN information elements



< CN domain identity: bit (2) >


-- other information elements


--
{ 0 | 1
<  MS system specific security capability : bit (2) >



--


< Inter-RAT MS security capability : < Inter-RAT MS security capability IE > > }


! 
< Non-distribution part error : bit (*) = < no string > > }


! 
< Message escape critical extensions: 1 bit (*) = < no string > >} ;


	RRC transaction identifier (3 bit field)
This field is defined in clause 9.3.1.30.
Integrity check info
This IE is defined in clause 9.3.1.14.
Security capability
This IE is defined in clause 9.3.1.32.
Ciphering mode info
Only present if ciphering shall be controlled. This IE is defined in clause 9.3.1.5.
Integrity protection mode info
Only present if integrity protection shall be controlled. This IE is defined in clause 9.3.1.17.
CN domain identity (2 bit field)
Indicates which cipher and integrity protection keys are applicable. This IE is defined in clause 9.3.2.1.
MS system specific security capability (2 bit field) 
This IE is included if the IE “Inter-RAT MS radio access capability” was included in the RRC CONNECTION SETUP COMPLETE message. FFS
Inter-RAT MS security capability
FFS


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.34
SECURITY MODE COMPLETE

This message is sent by MS to confirm the reconfiguration of ciphering and/or integrity protection.

RLC-SAP: AM

Logical channel: SDCCH, PDTCH, FACCH

Signalling radio bearer: SRB2


Direction: MS(GERAN
	< SECURITY MODE COMPLETE message content > ::=


{

-- MS information elements


< RRC transaction identifier: bit (3) >


< Integrity check info : < Integrity check info IE > >


{ 0 | 1
< Uplink integrity protection activation info : < Integrity protection activation info IE > > }

-- RB information elements


{ 0 | 1
< Radio bearer uplink ciphering activation time info : < RB activation time info IE >>}

! 
< Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field)
This field is defined in clause 9.3.1.30.

Integrity check info
This IE is defined in clause 9.3.1.14.
Uplink integrity protection activation info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers. The Integrity protection activation info IE is defined in clause 9.3.1.15.
Radio bearer uplink ciphering activation time info
The RB activation time info is defined in clause 9.3.4.12.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.35
SECURITY MODE FAILURE

This message is sent to indicate a failure to act on a received SECURITY MODE CONTROL  message.

RLC-SAP: AM

Logical channel:  SDCCH, PDTCH, FACCH

Signalling radio bearer: SRB2 

Direction: MS(GERAN
	< Security Mode Failure message content > ::=


{



< RRC transaction identifier: bit (3) >



{ 0 | 1
< Integrity check info : < Integrity check info IE > > }


< Failure cause: < Failure cause and error information IE > >

! 
< Non-distribution part error : bit (*) = < no string > > } ;


	RRC transaction identifier (3 bit field)
This field is defined in clause 9.3.1.30.

Integrity check info
This IE is defined in clause 9.3.1.14.
Failure cause
The Failure cause and error information IE is defined in clause 9.3.1.10


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.36
SIGNALLING CONNECTION RELEASE

This message is used to notify the MS that its ongoing signalling connection to a CN domain has been released.


RLC-SAP: AM


Logical channel: FACCH, SDCCH or PDTCH
Radio Bearer:SRB 2

Direction: GERAN( MS
	< SIGNALLING CONNECTION RELEASE message content > ::=


{ 0



{


-- CN information elements




< CN domain identity: bit (2) >


-- MS information elements



< RRC transaction identifier: bit (3) >




{ 0 | 1 < Integrity check info: < Integrity check info IE > > }


! 
< Non-distribution part error : bit (*) = < no string > > }


! 
< Message escape critical extensions: 1 bit (*) = < no string > >} ;


	CN domain identity (2 bit field)
This IE is defined in clause 9.3.2.1.

	RRC transaction identifier (3 bit field) 
This field is defined in clause 9.3.1.30.

	Integrity check info
This IE is defined in clause 9.3.1.14. Integrity check info is included if integrity protection is applied


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.37
SIGNALLING CONNECTION RELEASE INDICATION

This message is used by the MS to indicate to GERAN the release of an existing signalling connection.


RLC-SAP: AM


Logical channel: FACCH, SDCCH or PDTCH
Radio Bearer:SRB 2

Direction: MS(GERAN
	< SIGNALLING CONNECTION RELEASE INDICATION message content > ::=


{


-- CN information elements



< CN domain identity: bit (2) >


-- MS information elements


{ 0 | 1 < Integrity check info: < Integrity check info IE > > }

! 
< Non-distribution part error : bit (*) = < no string > > } ;


	CN domain identity (2 bit field)
This IE is defined in clause 9.3.2.1.

	Integrity check info
This IE is defined in clause 9.3.1.14. Integrity check info is included if integrity protection is applied


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


9.2.38
UPLINK DIRECT TRANSFER

This message is used to transfer NAS messages for an existing signalling connection.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH


Signalling radio bearer: SRB3 and SRB4

Direction: MS ->GERAN
	< UPLINK DIRECT TRANSFER message content > ::=


{


-- CN information elements



< CN domain identity: bit (2) >


< NAS message : < NAS message IE > >

-- MS information elements


{ 0 | 1 < Integrity check info: < Integrity check info IE > > }

! 
< Non-distribution part error : bit (*) = < no string > > } ;


	CN domain identity (2 bit field)
This IE is defined in clause 9.3.2.1.

	NAS message
This IE is defined in clause 9.3.2.3.

	Integrity check info
This IE is defined in clause 9.3.1.14. Integrity check info is included if integrity protection is applied
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