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31.8.3
Activation

31.8.3.1
Activation accepted

31.8.3.1.1
Conformance requirements

1)
For activation of any specific call restriction service with any parameters, the MS shall transmit successively

1.1)
a CHANNEL REQUEST with establishment cause set to "other services requested by the mobile user",

1.2)
a CM SERVICE REQUEST with CM service type indicating "supplementary service activation",

1.3)
and then the REGISTER message containing a facility IE that includes an invoke of the ActivateSS operation with parameter values according to the user's request (MMI action).

2)
Upon receipt of FACILITY message requiring the password, the MS shall be able to send a password by sending a FACILITY message.

.

3)
Upon receipt of the RELEASE COMPLETE message, the MS shall provide the appropriate user indication (which is to be described by the manufacturer).

References

1)
GSM 04.08 sections 3.3.1.1.2 and 9.2.9.


2)
GSM 04.88, GSM 04.80 sections 2.3 and 3.6.

3)
GSM 02.30 section 4.5.

31.8.3.1.2
Test purpose

1)
To check that the MS correctly requests a supplementary service transaction for activation of a specific call restriction service in CHANNEL REQUEST message.

2)
To check that the MS correctly requests a supplementary service transaction for activation of call restriction service in the subsequent CM SERVICE REQUEST.

3)
To check that the MS sends a REGISTER message containing the invoke of the ActivateSS operation with the expected parameter values for activation of a specific call restriction service.

4)
To check that upon receipt of FACILITY message requiring the password, the MS is able to send a password by sending a FACILITY.


5)
To check that upon receipt of the RELEASE COMPLETE message, the MS provides the appropriate user indication (which is to be described by the manufacturer).

These checks are done for:

a)
BAOC, for basic service group "all synchronous services".

b)
BICRoam, for all basic service groups.

31.8.3.1.3
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is "idle updated".

Related PICS/PIXIT statements

Description of the user's commands and of display of the answers from the network for call barring.

Foreseen final state of the MS

The MS is "idle updated".

Test procedure

By means of appropriate MMI functions (using either GSM 02.30 or manufacturer defined MMI), the user requests activation of BAOC, for basic service group "all synchronous services".

Upon receipt of the operation (in a REGISTER message), the system simulator answers with the FACILITY message with the Facility information element containing an invoke of the GetPassword operation requiring the current password.

If the manufacturer defined MMI has been used to request the activation of BAOC, then the MS may, by means of appropriate manufacturer defined MMI functions, prompt the user to give a password, depending on the implementation of the manufacturer defined MMI functions.
Upon receipt of the FACILITY message, the system simulator answers with a RELEASE COMPLETE message with the Facility information element containing the Return_result of the ActivateSS operation.

The SS transaction and the dedicated channel are released.

Then again, by means of appropriate MMI functions, the user requests activation of BICRoam, for all basic service groups.

Upon receipt of the operation (in a REGISTER message), the system simulator answers with the FACILITY message with the Facility information element containing an invoke of the GetPassword operation requiring the current password.

If the manufacturer defined MMI has been used to request the activation of BICRoam, then the MS may, by means of appropriate manufacturer defined MMI functions, prompt the user to give a password, depending on the implementation of the manufacturer defined MMI functions.
Upon receipt of the FACILITY message, the system simulator answers with a RELEASE COMPLETE message with the Facility information element containing the Return_result of the ActivateSS operation.

The dedicated channel is released.

Maximum duration of test

3 min.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The MS is made to initiate a activation of BAOC(all synchronous services)

	2
	MS -> SS
	CHANNEL REQUEST
	with establishment cause "Other procedures which can be completed with an SDCCH"

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	5
	SS -> MS
	CM SERVICE ACCEPT
	

	6
	MS -> SS
	REGISTER
	

	7
	SS -> MS
	FACILITY
	GetPassword

	
	
	
	

	8
	MS -> SS
	FACILITY
	Getpassword operation Return Result

	9
	SS -> MS
	RELEASE COMPLETE
	ActivateSS operation Return_result

	10
	MS
	
	provide user MMI indication

	11
	SS -> MS
	CHANNEL RELEASE
	

	12
	MS
	
	The MS is made to initiate an activation of BICRoam(all basic service groups),

	13
	MS -> SS
	CHANNEL REQUEST
	with establishment cause "Other procedures which can be completed with an SDCCH"

	14
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	15
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	16
	SS -> MS
	CM SERVICE ACCEPT
	

	17
	MS -> SS
	REGISTER
	

	18
	SS -> MS
	FACILITY
	GetPassword

	
	
	
	

	19
	MS -> SS
	FACILITY
	Getpassword operation Return Result

	20
	SS -> MS
	RELEASE COMPLETE
	ActivateSS operation Return result

	21
	MS
	
	provide correct MMI user indication

	22
	SS -> MS
	CHANNEL RELEASE
	


Specific message contents

step 6 - BAOC

-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke = Activation


Supplementary service code = BAOC


Basic service code: Bearer Service (all synchronous services), no teleservice present.

step 17 - BICRoam
-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke = Activation


Supplementary service code = BICRoam


Basic service code: no bearer service present, no teleservice present.

steps 7, 18 -

-
protocol discriminator: non call related SS message

-
transaction identifier: in FACILITY same as previous REGISTER message

-
message type: FACILITY

-
facility

invoke = GetPassword


Guidance info: Password

31.8.3.2
Activation rejected

31.8.3.2.1
Rejection after invoke of ActivateSS operation

31.8.3.2.1.1
Conformance requirements

1)
A transaction of any kind being already established, for activation of one specific barring services, the MS shall establish a parallel MM transaction, sending a CM SERVICE REQUEST with CM service type indicating "supplementary service activation",

2)
Then the MS shall send a REGISTER message related to the present SS transaction containing a facility IE that includes an invoke of the ActivateSS operation with parameter values according to the user's request (MMI action).

3)
Upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the SS transaction shall be released but the first transaction shall remain unaffected.

4)
Upon receipt of the RELEASE COMPLETE message, the MS shall provide the appropriate user indication (which is to be described by the Manufacturer).

References

1)
GSM 04.08 sections 3.3.1.1.2 and 9.1.9.

2)
GSM 04.08 sections 4.5.1.1, 9.2.9 and 10.5.33.

3)
GSM 04.88, GSM 04.80 sections 2.3 and 3.6.

4)
GSM 02.30 section 4.5.

31.8.3.2.1.2
Test purpose

1)
To check that, when a call transaction is already established, the MS correctly requests the establishment of a parallel MM transaction for supplementary service transaction of specific call barring service, sending a CM SERVICE REQUEST.

2)
To check that the MS sends a REGISTER message containing the invoke of the ActivateSS operation with the expected parameter values for specific call barring service.

3)
To check that upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the first transaction remains unaffected.

4)
To check that upon receipt of the RELEASE COMPLETE message, the MS provides the appropriate user indication (as described by the Manufacturer).

Those checks are performed with a call transaction already established for:


BOIC, the RELEASE COMPLETE message being sent at the beginning of the procedure with a facility IE containing a return_error(error) where error is "SS subscription violation".

31.8.3.2.1.3
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in CC state U10.

Related PICS/PIXIT statements

Description of the user's commands and of display of the answers from the network for call barring.

Foreseen final state of the MS

The MS is in CC state U10.

Test procedure

By means of appropriate MMI functions (using either GSM 02.30 or manufacturer defined MMI), the user requests activation of BOIC.

Upon receipt of the operation (in a REGISTER message), the system simulator answers with the RELEASE COMPLETE (PD and TI of the SS transaction) message with the Facility information element containing a Return_error(error: SS subscription violation) of the ActivateSS operation.

The system simulator then sends STATUS ENQUIRY, and the MS responds with STATUS message indicating CC state U10.

Maximum duration of test

2 min.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The MS is made to initiate a registration of a new password for BOIC

	2
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	3
	SS -> MS
	CM SERVICE ACCEPT
	 

	4
	MS -> SS
	REGISTER
	

	5
	SS -> MS
	RELEASE COMPLETE
	RegisterPassword operation Return_error

	6
	MS
	
	provide correct MMI user indication

	7
	SS -> MS
	STATUS ENQUIRY
	

	8
	MS -> SS
	STATUS
	CC state U10


Specific message content

step 4 -

-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke =
ActivateSS


Supplementary service code = BOIC

step 5 -

-
protocol discriminator: non call related SS message

-
transaction identifier: same TI as previous REGISTER message

-
message type: RELEASE COMPLETE

-
facility:


return error code: SS subscription violation

For the return error the invoke ID must be the same as in the invoke of the ActivateSS operation.

31.8.3.2.2
Rejection after use of password procedure

31.8.3.2.2.1
Conformance requirements

1)
A transaction of any kind being already established, for activation of any specific call restriction services, the MS shall establish a parallel MM transaction, sending a CM SERVICE REQUEST with CM service type indicating "supplementary service activation",

2)
Then the MS shall send a REGISTER message related to the present SS transaction containing a facility IE that includes an invoke of the ActivateSS operation with parameter values according to the user's request (MMI action).

3)
Upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the SS transaction shall be released but the first transaction shall remain unaffected.

4)
Upon receipt of the RELEASE COMPLETE message, the MS shall provide the appropriate user indication (which is to be described by the Manufacturer).

References

1)
GSM 04.08 sections 3.3.1.1.2 and 9.1.9.

2)
GSM 04.08 sections 4.5.1.1, 9.2.9 and 10.5.33.

3)
GSM 04.88, GSM 04.80 sections 2.3 and 3.6.

4)
GSM 02.30 section 4.5.

31.8.3.2.2.2
Test purpose

1)
To check that, when a call transaction is already established, the MS correctly requests the establishment of a parallel MM transaction for supplementary service transaction of activation of one specific call restriction service, sending a CM SERVICE REQUEST.

2)
To check that the MS sends a REGISTER message containing the invoke of the ActivateSS operation with the expected parameter values for activation of one specific call restriction service.

3)
To check that upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the first transaction remains unaffected.

4)
To check that upon receipt of the RELEASE COMPLETE message, the MS provides the appropriate user indication (as described by the Manufacturer).

Those checks are performed with a call transaction already established for:


BAIC, the RELEASE COMPLETE message being sent at the end of the procedure with a facility IE containing a return_error(error) where error is "NegativePasswordCheck".

31.8.3.2.2.3
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in CC state U10.

Related PICS/PIXIT statements

Description of the user's commands and of display of the answers from the network for call barring.

Foreseen final state of the MS

The MS is in CC state U10.

Test procedure

By means of appropriate MMI functions (using either GSM 02.30 or manufacturer defined MMI), the user requestsactivation of BAIC.

Upon receipt of the REGISTER message, the system simulator answers with the FACILITY message with the Facility information element containing an invoke of the GetPassword operation requiring the current password.

If the manufacturer defined MMI has been used to request the activation of BAIC, then the MS may, by means of appropriate manufacturer defined MMI functions, prompt the user to give a password, depending on the implementation of the manufacturer defined MMI functions.
Upon receipt of the FACILITY message, the system simulator sends RELEASE COMPLETE message (PD and TI of the SS transaction) with the Facility information element containing a Return_error(error: NegativePasswordCheck) of the GetPassword operation.

The system simulator sends STATUS ENQUIRY, the MS responds with STATUS message indicating CC state U10.

Maximum duration of test

3 min.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The MS is made to initiate a registration of BAIC

	2
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	3
	SS -> MS
	CM SERVICE ACCEPT
	 

	4
	MS -> SS
	REGISTER
	

	5
	SS -> MS
	FACILITY
	Invoke = GetPassword (password)

	
	
	
	

	6
	MS -> SS
	FACILITY
	GetPassword operation Return Result

	7
	SS -> MS
	RELEASE COMPLETE
	Register Password operation ReturnError

	8
	MS
	
	provide correct MMI user indication

	9
	SS -> MS
	STATUS ENQUIRY
	

	10
	MS -> SS
	STATUS
	CC state U10


Specific message content

step 4 - BAIC

-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke =
Activation


Supplementary service code = BAIC

step 5 - All Barring services

-
protocol discriminator: non call related SS message

-
transaction identifier: in FACILITY same as previous REGISTER message

-
message type: FACILITY

-
facility

invoke = GetPassword


Guidance info: Password (step 5)

step 8 -

-
protocol discriminator: non call related SS message

-
transaction identifier: same TI as previous REGISTER message

-
message type: RELEASE COMPLETE

-
facility:


reject code: NegativePasswordCheck

For the reject the invoke ID must be the same as in the invoke of the GetPassword operation.

31.8.4
Deactivation

31.8.4.1
Deactivation accepted

31.8.4.1.1
Conformance requirements

1)
For deactivation of any group of call restriction services with any parameters, the MS shall transmit successively

1.1)
a CHANNEL REQUEST with establishment cause set to "other services requested by the mobile user",

1.2)
a CM SERVICE REQUEST with CM service type indicating "supplementary service activation",

1.3)
and then the REGISTER message containing a facility IE that includes an invoke of the DeactivateSS operation with parameter values according to the user's request (MMI action).

2)
Upon receipt of FACILITY message requiring the password, the MS shall be able to send a password by sending a FACILITY message.


3)
Upon receipt of the RELEASE COMPLETE message, the MS shall provide the appropriate user indication (which is to be described by the manufacturer).

References

1)
GSM 04.08 sections 3.3.1.1.2 and 9.2.9.


2)
GSM 04.88, GSM 04.80 sections 2.3 and 3.6.

3)
GSM 02.30 section 4.5.

31.8.4.1.2
Test purpose

1)
To check that the MS correctly requests a supplementary service transaction for deactivation of a group of call barring services in CHANNEL REQUEST message.

2)
To check that the MS correctly requests a supplementary service transaction for deactivation of a group of call barring services in the subsequent CM SERVICE REQUEST.

3)
To check that the MS sends a REGISTER message containing the invoke of the DeactivateSS operation with the expected parameter values for deactivation of a group of call restriction services.

4)
To check that upon receipt of FACILITY message requiring the password, the MS is able to send a password by sending a FACILITY message.


5)
To check that upon receipt of the RELEASE COMPLETE message, the MS provides the appropriate user indication (which is to be described by the manufacturer).

These checks are done for:

a)
all restrictions, for basic service group "speech".

b)
barring of outgoing calls, for all facsimile.

31.8.4.1.3
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is "idle updated".

Related PICS/PIXIT statements

Description of the user's commands and of display of the answers from the network for call barring.

Foreseen final state of the MS

The MS is "idle updated".

Test procedure

By means of appropriate MMI functions (using either GSM 02.30 or manufacturer defined MMI), the user requests deactivation of all restrictions, for speech.

Upon receipt of the operation (in a REGISTER message), the system simulator answers with the FACILITY message with the Facility information element containing an invoke of the GetPassword operation requiring the current password.

If the manufacturer defined MMI has been used to request the deactivation of all restrictions for speech, then the MS may, by means of appropriate manufacturer defined MMI functions, prompt the user to give a password, depending on the implementation of the manufacturer defined MMI functions.
Upon receipt of the FACILITY message, the system simulator answers with the FACILITY message with the Facility information element containing the Return_result of the DeactivateSS operation.

The SS transaction and the dedicated channel are released.

Then again, by means of appropriate MMI functions, the user requests deactivation of barring of outgoing calls, for all facsimile.

Upon receipt of the operation (in a REGISTER message), the system simulator answers with the FACILITY message with the Facility information element containing an invoke of the GetPassword operation requiring the current password.

If the manufacturer defined MMI has been used to request the deactivation of barring of outgoing calls for all facsimile, then the MS may, by means of appropriate manufacturer defined MMI functions, prompt the user to give a password, depending on the implementation of the manufacturer defined MMI functions.
Upon receipt of the FACILITY message, the system simulator answers with a RELEASE COMPLETE message with the Facility information element containing the Return_result of the DeactivateSS operation.

The dedicated channel is released.

Maximum duration of test

5 min.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The MS is made to initiate a deactivation of all call restrictions(speech)

	2
	MS -> SS
	CHANNEL REQUEST
	with establishment cause "Other procedures which can be completed with an SDCCH"

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	5
	SS -> MS
	CM SERVICE ACCEPT
	

	6
	MS -> SS
	REGISTER
	

	7
	SS -> MS
	FACILITY
	GetPassword

	
	
	
	

	8
	MS -> SS
	FACILITY
	Getpassword operation Return Result

	9
	SS -> MS
	RELEASE COMPLETE
	DeactivateSS operation Return_result

	10
	SS -> MS
	CHANNEL RELEASE
	

	11
	MS
	
	The MS is made to initiate a deactivation of barring of outgoing calls(all facsimile),

	12
	MS -> SS
	CHANNEL REQUEST
	with establishment cause "Other procedures which can be completed with an SDCCH"

	13
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	14
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	15
	SS -> MS
	CM SERVICE ACCEPT
	

	16
	MS -> SS
	REGISTER
	

	17
	SS -> MS
	FACILITY
	GetPassword

	
	
	
	

	18
	MS -> SS
	FACILITY
	Getpassword operation Return Result

	19
	SS -> MS
	RELEASE COMPLETE
	DeactivateSS operation Return result

	20
	MS
	
	provide correct MMI user indication

	21
	SS -> MS
	CHANNEL RELEASE
	


Specific message contents

step 6 - all call restrictions:

-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke = Deactivation


Supplementary service code = B


Basic service code: no Bearer Service present, teleservice: speech.

step 16 - barring of outgoing calls,

-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke = Deactivation


Basic service code: no bearer service present, teleservice: all facsimile.

steps 7, 17 -

-
protocol discriminator: non call related SS message

-
transaction identifier: in FACILITY same as previous REGISTER message

-
message type: FACILITY

-
facility

invoke = GetPassword


Guidance info: Password

31.8.4.2
Deactivation rejected

31.8.4.2.1
Rejection after invoke of DeactivateSS operation

31.8.4.2.1.1
Conformance requirements

1)
A transaction of any kind being already established, for deactivation of a group of call restriction services, the MS shall establish a parallel MM transaction, sending a CM SERVICE REQUEST with CM service type indicating "supplementary service activation",

2)
Then the MS shall send a REGISTER message related to the present SS transaction containing a facility IE that includes an invoke of the DeactivateSS operation with parameter values according to the user's request (MMI action).

3)
Upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the SS transaction shall be released but the first transaction shall remain unaffected.

4)
Upon receipt of the RELEASE COMPLETE message, the MS shall provide the appropriate user indication (which is to be described by the Manufacturer).

References

1)
GSM 04.08 sections 3.3.1.1.2 and 9.1.9.

2)
GSM 04.08 sections 4.5.1.1, 9.2.9 and 10.5.33.

3)
GSM 04.88, GSM 04.80 sections 2.3 and 3.6.

4)
GSM 02.30 section 4.5.

31.8.4.2.1.2
Test purpose

1)
To check that, when a call transaction is already established, the MS correctly requests the establishment of a parallel MM transaction for supplementary service transaction of a group of call barring services, sending a CM SERVICE REQUEST.

2)
To check that the MS sends a REGISTER message containing the invoke of the DeactivateSS operation with the expected parameter values for a group of call barring services.

3)
To check that upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the first transaction remains unaffected.

4)
To check that upon receipt of the RELEASE COMPLETE message, the MS provides the appropriate user indication (as described by the Manufacturer).

These checks are performed with a call transaction already established for:


BOIC, the RELEASE COMPLETE message being sent at the beginning of the procedure with a facility IE containing a return_error(error) where error is "SS subscription violation".

31.8.4.2.1.3
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in CC state U10.

Related PICS/PIXIT statements

Description of the user's commands and of display of the answers from the network for call barring.

Foreseen final state of the MS

The MS is in CC state U10.

Test procedure

By means of appropriate MMI functions (using either GSM 02.30 or manufacturer defined MMI), the user requests deactivation of incoming calls.

Upon receipt of the operation (in a REGISTER message), the system simulator answers with the RELEASE COMPLETE (PD and TI of the SS transaction) message with the Facility information element containing a Return_error(error: SS subscription violation) of the DeactivateSS operation.

The system simulator then sends STATUS ENQUIRY, and the MS responds with STATUS message indicating CC state U10.

Maximum duration of test

30 s.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The MS is made to initiate a deactivation for bi

	2
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	3
	SS -> MS
	CM SERVICE ACCEPT
	 

	4
	MS -> SS
	REGISTER
	

	5
	SS -> MS
	RELEASE COMPLETE
	DeactivateSS operation Return_error

	6
	MS
	
	provide correct MMI user indication

	7
	SS -> MS
	STATUS ENQUIRY
	

	8
	MS -> SS
	STATUS
	CC state U10


Specific message content

step 4 -

-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke = DeactivateSS


Supplementary service code = bi

step 5 -

-
protocol discriminator: non call related SS message

-
transaction identifier: same TI as previous REGISTER message

-
message type: RELEASE COMPLETE

-
facility:


return error code: SS subscription violation

For the return error the invoke ID must be the same as in the invoke of the DeactivateSS operation.

31.8.4.2.2
Rejection after use of password procedure

31.8.4.2.2.1
Conformance requirements

1)
A transaction of any kind being already established, for deactivation of a group of call restriction services, the MS shall establish a parallel MM transaction, sending a CM SERVICE REQUEST with CM service type indicating "supplementary service activation",

2)
Then the MS shall send a REGISTER message related to the present SS transaction containing a facility IE that includes an invoke of the DeactivateSS operation with parameter values according to the user's request (MMI action).

3)
Upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the SS transaction shall be released but the first transaction shall remain unaffected.

4)
Upon receipt of the RELEASE COMPLETE message, the MS shall provide the appropriate user indication (which is to be described by the Manufacturer).

References

1)
GSM 04.08 sections 3.3.1.1.2 and 9.1.9.

2)
GSM 04.08 sections 4.5.1.1, 9.2.9 and 10.5.33.

3)
GSM 04.88, GSM 04.80 sections 2.3 and 3.6.

4)
GSM 02.30 section 4.5.

31.8.4.2.2.2
Test purpose

1)
To check that, when a call transaction is already established, the MS correctly requests the establishment of a parallel MM transaction for supplementary service transaction of deactivation of a group of call restriction services, sending a CM SERVICE REQUEST.

2)
To check that the MS sends a REGISTER message containing the invoke of the DeactivateSS operation with the expected parameter values for deactivation of a group of call restriction service.

3)
To check that upon receipt of the RELEASE COMPLETE message related to the present SS transaction, the first transaction remains unaffected.

4)
To check that upon receipt of the RELEASE COMPLETE message, the MS provides the appropriate user indication (as described by the Manufacturer).

Those checks are performed with a call transaction already established for:


BOICExHC, the RELEASE COMPLETE message being sent at the end of the procedure with a facility IE containing a return_error(error) where error is "NegativePasswordCheck".

31.8.4.2.2.3
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in CC state U10.

Related PICS/PIXIT statements

Description of the user's commands and of display of the answers from the network for call barring.

Foreseen final state of the MS

The MS is in CC state U10.

Test procedure

By means of appropriate MMI functions (using either GSM 02.30 or manufacturer defined MMI), the user requests deactivation of a group of call restriction services.

Upon receipt of the REGISTER message, the system simulator answers with the FACILITY message with the Facility information element containing an invoke of the DeactivateSS operation requiring the current password.

If the manufacturer defined MMI has been used to request the deactivation of a group of call restriction services, then the MS may, by means of appropriate manufacturer defined MMI functions, prompt the user to give a password, depending on the implementation of the manufacturer defined MMI functions.
Upon receipt of the FACILITY message, the system simulator sends RELEASE COMPLETE message (PD and TI of the SS transaction) with the Facility information element containing a Return_error(error: NegativePasswordCheck) of the GetPassword operation.

The system simulator sends STATUS ENQUIRY, the MS responds with STATUS message indicating CC state U10.

Maximum duration of test

3 min.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The MS is made to initiate a deactivation of BoicExHC

	2
	MS -> SS
	CM SERVICE REQUEST
	cause: "supplementary service activation"

	3
	SS -> MS
	CM SERVICE ACCEPT
	 

	4
	MS -> SS
	REGISTER
	

	5
	SS -> MS
	FACILITY
	Invoke = GetPassword (password)

	6
	MS -> SS
	FACILITY
	GetPassword operation Return Result

	7
	SS -> MS
	RELEASE COMPLETE
	Register Password operation ReturnError

	8
	MS
	
	provide correct MMI user indication

	9
	SS -> MS
	STATUS ENQUIRY
	

	10
	MS -> SS
	STATUS
	CC state U10


Specific message content

step 4 -

-
protocol discriminator: non call related SS message

-
message type: REGISTER

-
facility

invoke = DeactivateSS


Supplementary service code = BOICExHC

step 7 -

-
protocol discriminator: non call related SS message

-
transaction identifier: same TI as previous REGISTER message

-
message type: RELEASE COMPLETE

-
facility:


reject code: NegativePasswordCheck

For the reject the invoke ID must be the same as in the invoke of the DeactivateSS operation.

step 5 -

-
protocol discriminator: non call related SS message

-
transaction identifier: in FACILITY same as previous REGISTER message

-
message type:FACILITY

-
facility

invoke = GetPassword


Guidance info: Password (step 5)

-------------------------------------------- Next modified version --------------------------------------------

31.11
Specific message contents and ASN.1 codings

Introduction

In this section a mixed form of ASN.1 coding has been used in ASN.1 components within the messages.

Some components use the indefinite form of coding, and some use the short definite form.

An example of a FACILITY message using indefinite form of coding is described below.

The same message using short definite form of coding is described in Test 31.2.1.1.1 Step 7 of this section.

---------------------------------

Test 31.8.3.1. Activation accepted


MMI sequence: *33*1234*22#

Step 6: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	16
	10 

	Component type tag
	Invoke
	A1    (1) 

	Component length
	14
	0E

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary (01)
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	ActivateSS
	0C

	SS-ForBS
	Seq.
	30    (1)

	SS-ForBS length
	6
	06

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	BAOC
	92

	Basic Service Code identifier
	BearerserviceCode
	82

	BearerService length 
	1
	01

	BearerService code
	AllSynchronousServices
	68


Step 7: SS -> MS FACILITY

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	14
	0E

	Component type tag
	Invoke
	A1    (1)

	Component length
	12
	0C

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary (02)
	--

	Linked ID tag
	
	80

	Linked ID length
	1
	01

	Linked ID
	As received (01)
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	Getpassword
	12

	Guidance tag
	Enumerated
	0a

	Guidance length
	1
	01

	Guidance 
	Enter Password
	00


Step 8: MS -> SS FACILITY

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	16
	10 

	Component type tag
	Return Result 
	A2    (1) 

	Component length
	14
	0E 

	Invoke ID tag
	
	02 

	Invoke ID length
	1 
	01 

	Invoke ID
	As received (02)
	--

	Sequence tag
	 
	30    (1) 

	Sequence length
	9
	09 

	Operation code tag
	
	02 

	Operation code length
	1 
	01 

	Operation code 
	Getpassword
	12 

	Password tag
	NumericString 
	12 

	Password length
	4 
	04 

	Password
	Password = 1234
	31 32 33 34


Step 9: SS -> MS RELEASE COMPLETE

This message is coded to give a complete answer to the MS request. Shorter message can also be used (see last paragraph).

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	29
	1D

	Component type tag
	Return Result 
	A2    (1)

	Component length
	27
	1B

	Invoke ID tag
	
	02

	Invoke ID length
	1 
	01

	Invoke ID
	As received (01)
	--

	Sequence tag
	
	30    (1)

	Sequence length
	indefinite
	80

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	ActivateSS
	0C

	SS information 
	
	

	CallBarringInfo
	Tag=a1
	A1    (1)

	CallBarringInfo length
	indefinite
	80

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	BAOC
	92

	CallBarringFeature List 
	Seq.
	30    (1)

	Length indicator
	8
	08

	CallBarring Feature tag 
	Seq.
	30    (1)

	CallBarring Feature length 
	6
	06

	Basic Service Code identifier
	BearerserviceCode
	82

	BearerService length 
	1
	01

	BearerService code
	AllSynchronousServices
	68

	SS-Status
	Tag=84
	84

	SS-Status length
	1
	01

	SS-Status code
	Prov. Registered Active
	07

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00


MMI sequence: *351*1234#

Step 17: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	13
	0D

	Component type tag
	Invoke
	A1    (1)

	Component length
	11
	0B

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	ActivateSS 
	0C 

	SS-ForBS
	Seq
	30    (1)

	SS-ForBS length
	3
	03

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	BICRoam
	9B


Step 20: SS -> MS RELEASE COMPLETE

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	26
	1A

	Component type tag
	Return Result 
	A2    (1)

	Component length
	24
	18

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Sequence identifier
	
	30    (1)

	Sequence length
	19
	13

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	ActivateSS 
	0C

	SS-Information 
	
	

	CallBarringInfo
	Tag=a1
	A1    (1)

	CallBarringInfo length
	14
	0E

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	BICRoam
	9B

	CallBarringFeature List 
	Seq.
	30    (1)

	Length indicator
	indefinite
	80

	CallBarring Feature tag 
	Seq.
	30    (1)

	CallBarring Feature length 
	indefinite
	80

	SS-Status
	Tag=84
	84

	SS-Status length
	1
	01

	SS-Status code
	Prov. Registered Active
	07

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00


Step 9 & 20: short messages

Step 10 and 22 messages can be coded using this shorter form:

Message containing only the "Return result"
	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	5
	05

	Component type tag
	Return Result 
	A2    (1)

	Component length
	3
	03

	Invoke ID tag
	
	02

	Invoke ID length
	1 
	01

	Invoke ID
	As received
	--


Message containing the "Return result" and the "Operation Code"

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	12
	0C

	Component type tag
	Return Result
	A2    (1)

	Component length
	indefinite
	80

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Sequence identifier
	
	30    (1)

	Sequence length
	3
	03

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	ActivateSS
	0C

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00


Test 31.8.3.2.1. Rejection after invoke of ActivateSS operation

MMI sequence: *331*1234#

Step 4: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	13
	0D

	Component type tag
	Invoke
	A1    (1)

	Component length
	11
	0B

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	ActivateSS 
	0C

	SS-ForBS
	Seq
	30    (1)

	SS-ForBS length
	3
	03

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	BOIC
	93


Step 5: SS -> MS RELEASE COMPLETE

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	8
	08

	Component type tag
	Return Error
	A3    (1)

	Component length
	6
	06

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Error code tag 
	
	02

	Error code length 
	1
	01

	Error code
	SS Subscription Violation
	13


Test 31.8.3.2.2. Rejection after use of password procedure

MMI sequence: *35*1234#

Step 4: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	13
	0D

	Component type tag
	Invoke
	A1    (1)

	Component length
	11
	0B

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	ActivateSS 
	0C

	SS-ForBS
	Seq
	30    (1)

	SS-ForBS length
	3
	03

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	BAIC 
	9A


Step 7: SS -> MS RELEASE COMPLETE

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	10
	0A

	Component type tag
	Return Error
	A3    (1)

	Component length
	indefinite
	80

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Error code tag 
	
	02

	Error code length 
	1
	01

	Error code
	NegativePasswordCheck
	26

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00


Test 31.8.4.1. Deactivation accepted

MMI sequence: #330*1234*11#

Step 6: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	16
	10

	Component type tag
	Invoke
	A1    (1)

	Component length
	14
	0D

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	DeactivateSS
	0D

	SS-ForBS
	Seq
	30    (1)

	SS-ForBS length
	3 
	03

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	B: All barring services
	90

	Basic Service Code identifier
	TeleserviceCode
	83

	Teleservice length
	1
	01

	Teleservice code
	AllSpeechTransmission
	10 


Step 10: SS -> MS RELEASE COMPLETE

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	21
	15

	Component type tag
	Return Result 
	A2    (1)

	Component length
	indefinite
	80

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Sequence identifier
	
	30    (1)

	Sequence length
	12
	0C

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	DeactivateSS 
	0D

	SS-Information 
	
	

	CallBarringInfo
	Tag=a1
	A1    (1)

	CallBarringInfo length
	7
	07

	CallBarringFeature List 
	Seq.
	30    (1)

	Length indicator
	5
	05

	CallBarring Feature tag 
	Seq.
	30    (1)

	CallBarring Feature length 
	3
	03

	Basic Service Code Identifier
	TeleserviceCode
	83

	Teleservice Length
	1
	01

	Teleservice code
	AllSpeechTransmission
	10

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00


MMI sequence: #333*1234*13#

Step 17: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	16
	10

	Component type tag
	Invoke
	A1    (1)

	Component length
	14
	0E

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code
	DeactivateSS
	0D

	SS-ForBS
	Seq
	30    (1)

	SS-ForBS length
	6
	06

	SS code tag 
	Tag=04
	04

	SS code length
	1
	01

	SS code
	BO
	91

	Basic Service Code identifier
	TeleserviceCode
	83

	Teleservice length
	1
	01

	Teleservice code
	AllFacsimileServices
	60


Step 21: MS -> SS RELEASE COMPLETE

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	21
	15

	Component type tag
	Return Result 
	A2    (1) 

	Component length
	indefinite
	80

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Sequence identifier
	
	30    (1) 

	Sequence length
	12
	0C

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code
	DeactivateSS 
	0D

	SS-Information
	
	

	CallBarringInfo
	Tag=a1
	A1    (1)

	CallBarringInfo length
	7
	07

	CallBarringFeature List
	Seq. 
	30    (1)

	Length indicator
	5
	05

	CallBarring Feature tag
	Seq. 
	30    (1)

	CallBarring Feature length
	3
	03

	Basic Service Code Identifier
	TeleserviceCode
	83

	Teleservice Length
	1
	01

	Teleservice code
	AllFacsimileServices
	60

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00


Test 31.8.4.2.1. Deactivation rejected after invoke operation


MMI sequence: *#353*1234#

Step 4: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	13
	0D

	Component type tag
	Invoke
	A1    (1)

	Component length
	11
	0B

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code
	DeactivateSS
	0D

	SS-ForBS
	Seq
	30    (1)

	SS-ForBS length
	3
	03

	SS code tag
	Tag=04
	04

	SS code length
	1
	01

	SS code
	BI
	99


Step 5: SS -> MS RELEASE COMPLETE

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	10
	0A

	Component type tag
	Return Error
	A3    (1)

	Component length
	indefinite
	80

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Error code tag
	
	02

	Error code length
	1
	01

	Error code
	SS Subscription Violation
	13

	End-Of-Content Tag
	0
	00

	Length Indicator
	0
	00


Test 31.8.4.2.2. Deactivation rejection after password operation


MMI sequence: *#332*1234#

Step 4: MS -> SS REGISTER

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	13
	0D

	Component type tag
	Invoke
	A1    (1) 

	Component length
	11
	0B

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	Arbitrary
	--

	Operation code tag
	
	02

	Operation code length
	1
	01

	Operation code 
	DeactivateSS 
	0D

	SS-ForBS
	Seq
	30    (1) 

	SS-ForBS length
	3
	03

	SS code tag 
	Tag=04
	04

	SS code length 
	1
	01

	SS code
	BOICExHome
	94


Step 7: SS -> MS RELEASE COMPLETE

	Contents 
	Value/remark
	Coding 

	Length of FIE contents
	8
	08

	Component type tag
	Return Error
	A3    (1)

	Component length
	6
	06

	Invoke ID tag
	
	02

	Invoke ID length
	1
	01

	Invoke ID
	As received
	--

	Error code tag 
	
	02

	Error code length 
	1
	01

	Error code
	NegativePasswordCheck
	26
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