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	Reason for change:
	Extended TFI identifier space for DLMC for MSs in DLMC configuration supporting more than 20 DL TS can be assigned by the network.
How to realize the extension differs between RLC/MAC data blocks and the RLC/MAC control block encoded with CS-1 since CS-1 uses a FIRE block code with special characteristics.

The current solution for extending the eTFI for PACCH blocks is not sufficient if the eTFI values assigned to different MS have a small Hamming distance since the FIRE code could be used to correct the difference in bit states resulting from such MS processing a given received PACCH block according to their respective assiged eTFI values.

	
	

	Summary of change:
	An eTFI specific pattern is applied that ensures sufficient Hamming distance between different assigned eTFI values so that only the intended recipient of a PACCH block will act on it.

	
	

	Consequences if not approved:
	False detection rate of PACCH blocks between users with eTFI values assigned with small Hamming distance can increase.
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First and only modification

5.2
Packet control channels (PACCH, PBCCH, PAGCH, PPCH, PTCCH, CPBCCH, CPAGCH and CPPCH)

The coding scheme used for PACCH, PBCCH, PAGCH, PPCH, downlink PTCCH, CPBCCH, CPAGCH and CPPCH is the same as for CS-1 as specified in section 5.1.1.

In RTTI configuration, the channel coding for the downlink PACCH may also be the one defined for MCS-0 in subclause 5.1.4a.
The coding scheme used for uplink PTCCH is the same as for PRACH as specified in section 5.3.

In the case of a PACCH including an eTFI field (see 3GPP TS 44.060) the message delivered to the encoder will have a fixed size of 187 information bits {d(0),d(1),...,d(186)}. The first 184 bits will be protected by 40 parity bits as specified in section 4.1.2 a). Bit-wise modulo 2 addition is performed using a subset of the parity bits. Which parity bits are used is dependent on the state of the three bits {d(184),d(185),d(186)}. These three bits represent the assigned eTFI value and are converted to their equivalent decimal representation, et {0,1,2…7}. d{186} represents the least significant bit. 
This results in the forty modified parity bits {pt(0),…,pt(39)} defined as:

pt(k*10+et) = 1 + p(k*10+et)

for k=0,1,2

pt(32+et) = 1 + p(32+et)
pt(k) = p(k)






for the remaining 36 parity bits
Four tail bits equal to 0 are then added to the information and modified parity bits as specified in section 4.1.2 with p(k) replaced by pt(k). Convolutional encoding, Interleaving and Mapping on a Burst then follows the process outlined in sections 4.1.3, 4.1.4 and 4.1.5 respectively.
End of modifications

