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=======================================First Change ====================================

3.5
RR procedures on CCCH related to temporary block flow establishment

The establishment of a temporary block flow (TBF) on a packet data physical channel is supported by procedures on CCCH when PCCCH is not provided in the cell and when HPCH cannot be used for the packet access; HPCH shall be used for TBF establishment, as described in 3GPP TS 44.060,  if both the mobile station and the network support HPCH, and if the mobile station is able to monitor, within its multislot capabilities, any of the allocated HPCH timeslots together with the CCCH timeslot corresponding to its CCCH group, and if the TBF establishment is initiated by the mobile station. The procedures for temporary block flow establishment using CCCH are only applicable to a mobile station supporting GPRS. The procedures are optional for the network.

These procedures constitute a complement to the corresponding procedures for temporary block flow establishment using PCCCH or HPCH, defined in 3GPP TS 44.060, and include the procedures using CCCH for packet paging (sub-clause 3.5.1), packet access (sub-clause 3.5.2), packet downlink assignment (sub-clause 3.5.3) and MBMS packet access (sub-clause 3.5.4).

=======================================Next Change ====================================

10.5.2.37m
SI 21 Rest Octets

The SI 21 Rest Octets information element contains Extended Access Barring and Hybrid Packet Channel information. 

The SI 21 Rest Octets information element is a type 5 information element with 20 octet length.

Table 10.5.2.37m.1: SI 21 Rest Octets information element 

	< SI 21 Rest Octets > ::=


< SI 21_CHANGE_MARK : bit (2) >


< SI 21_INDEX : bit (3) >


< SI 21_COUNT : bit (3) >


{ 0 | 1
< EAB Authorization Mask: bit (10) >  




< EAB Subcategory : bit (2) > }


{ 



-- Additions in Release 11 



{ 
L | H  < Network Sharing EAB Information : < Network Sharing EAB Information struct >> } 


< spare padding >


}
     { 



-- Additions in Release 12 



{ 
L | H  < Hybrid Packet Channel Information : < Hybrid Packet Channel Information struct >> } 


< spare padding >


}// ;
-- truncation according to sub-clause 8.9 is allowed, bits "L" assumed

	< Network Sharing EAB Information struct > ::=


{ 0 | 1 
< Common PLMN PS EAB Authorization Mask : bit (10) >



< Common PLMN PS EAB Subcategory : bit (2) > }


< Nb_Additional_PLMNs : bit (2) >


{
{ 0

-- The previously listed EAB Authorization Mask/Subcategory apply



| 1

-- The indicated EAB Authorization Mask/Subcategory apply




< Additional EAB Authorization Mask : bit (10) > 





< Additional EAB Subcategory : bit (2) > }



{ 0


-- Domain-specific access control for EAB not in use



| 1


-- Domain-specific access control for EAB in use




{ 0

-- The previously listed PS EAB Authorization Mask/Subcategory apply



| 1 
< PS EAB Authorization Mask : bit (10) >
-- The indicated PS EAB Authorization Mask/Subcategory apply




< PS EAB Subcategory : bit (2) > }




}


} * (val(Nb_Additional_PLMNs)+1) ;

< Hybrid Packet Channel Information struct > ::=


{ < HPCH Timeslot Allocation Bitmap : bit (7) >

  < T3234 for Radio Priority 1 : bit (4) > 


  < T3234 for Radio Priority 2 : bit (4) > 

  < T3234 for Radio Priority 3 : bit (4) > 

  < T3234 for Radio Priority 4 : bit (4) > }




Table 10.5.2.37m.2: SI 21 Rest Octets information element 

	SI 21_CHANGE_MARK (2 bit)
This field is changed each time the content of the SI 21 message changes.

	SI 21_INDEX (3 bits) and SI 21_COUNT (3 bits)
The purpose of these fields is to indicate the number of individual message instances within the sequence of SI 21 messages and to assign an index to identify each instance. The SI 21_INDEX field is binary coded, range 0 to 7, and provides an index to identify an individual SI 21 message instance. The SI 21_COUNT field is binary coded, range 0 to 7, and provides the value of the highest indexed message instance in the sequence of SI 21 messages.

	EAB Authorization Mask (10 bit)
This field is a bit map that provides the list of authorized access classes for mobile stations configured for Extended Access Barring. It allows for zero, one or more access classes to be indicated as authorized and is coded as follows:

bit
9 8 7 6 5 4 3 2 1 0
0 0 0 0 0 0 0 0 0 0

All mobile stations configured for EAB are authorized (i.e. no barring)

x x x x x x x x x 1

Mobile stations configured for EAB and a member of Access Class 0 are barred

x x x x x x x x 1 x

Mobile stations configured for EAB and a member of Access Class 1 are barred

x x x x x x x 1 x x

Mobile stations configured for EAB and a member of Access Class 2 are barred

…..

1 x x x x x x x x x

Mobile stations configured for EAB and a member of Access Class 9 are barred

When network sharing is used, a mobile station supporting network sharing and configured for EAB shall consider this field applicable to the Common PLMN.



	EAB Subcategory (2 bit)
This field identifies the targeted subcategory of mobile stations configured for EAB. It is coded as follows:

00    
The EAB Authorization mask is applicable to all mobile stations configured for EAB.

01    
The EAB Authorization mask is only applicable to mobile stations configured for EAB and neither in their HPLMN nor in a PLMN that is equivalent to it (see TS 22.011).

10    
The EAB Authorization mask is only applicable to mobile stations configured for EAB and neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in an PLMN that is equivalent to it (see TS 22.011).

All other values are unused. Upon receiving a value it considers to be unused, a mobile station configured for EAB shall ignore it and shall consider itself as not being part of the targeted subcategory.

When network sharing is used, a mobile station supporting network sharing and configured for EAB shall consider this field applicable to the Common PLMN.


	Nb_Additional_PLMNs (2 bit)
This field indicates the number of Additional PLMN for which EAB information is provided. It is coded as the Nb_Additional_PLMNs field in table 10.5.2.37n.1. The value of this field shall be equal to that of the Nb_Additional_PLMNs field broadcast in the SYSTEM INFORMATION TYPE 22 message.

	Common PLMN PS EAB Authorization Mask (10 bit) and Common PLMN PS EAB Subcategory (2 bit)
These fields contain the EAB Authorization Mask/Subcategory applicable to the Common PLMN for the PS domain when domain-specific access control for EAB is used. In the absence of these fields, the mobile station shall consider domain-specific access control for EAB as not used for the Common PLMN. These fields are coded as specified for the EAB Authorization Mask/Subcategory fields. 

	Additional EAB Authorization Mask (10 bit) and Additional EAB Subcategory (2 bit)
These fields contain the EAB Authorization Mask/Subcategory applicable in the corresponding Additional PLMN. In the absence of these fields, the previously listed Additional EAB Authorization Mask/Subcategory fields in this message shall be used instead (see sub-clause 3.8.3), or if no such fields exist, the EAB Authorization Mask/Subcategory fields shall apply. If domain-specific access control for EAB is used for this Additional PLMN, these fields (and absence thereof) apply to CS domain only, otherwise to both CS and PS domains. These fields are coded as specified for the EAB Authorization Mask/Subcategory fields.

	PS EAB Authorization Mask (10 bit) and PS EAB Subcategory (2 bit)These fields contain the EAB Authorization Mask/Subcategory applicable in the corresponding Additional PLMN for the PS domain when domain-specific access control for EAB is used. In the absence of these fields and if domain-specific access control is indicated as used for this Additional PLMN, the previously listed PS EAB Authorization Mask/Subcategory fields in this message shall be used instead (see sub-clause 3.8.3), or if no such fields exist, the Common PS EAB Authorization Mask/Subcategory fields shall apply. These fields are coded as specified for the EAB Authorization Mask/Subcategory fields.

	HPCH Timeslot Allocation Bitmap (7 bit)
This field is a bitmap that provides the allocation of the HPCH timeslots on the BCCH carrier. The least significant bit (bit 1) indicates the status of TN 7, bit 2 indicates the status of TN 6, etc. 
0
HPCH is not allocated on the timeslot
1
HPCH is allocated on the timeslot


	T3234 for Radio Priority 1 (4 bit)

T3234 for Radio Priority 2 (4 bit)

T3234 for Radio Priority 3 (4 bit)

T3234 for Radio Priority 4 (4 bit)

These fields determine the value of the timer T3234 for Radio Priorities 1, 2, 3 and 4. 
The usage of the timer T3234 is described in 3GPP TS 44.060.
bit
4321

0000         1 radio block periods
0001         2 radio block periods
0010         3 radio block periods
0011         4 radio block periods
0100         5 radio block periods
0101         6 radio block periods
0110         7 radio block periods
0111         8 radio block periods
1000         9 radio block periods
1001         11 radio block periods
1010         13 radio block periods
1011         15 radio block periods
1100         18 radio block periods
1101         22 radio block periods
1110         27 radio block periods
1111         32 radio block periods
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