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PS solution for informing the BSS about selected PLMN ID 
1 Introduction

One open issue within the FULL-MOCN specification work is to find a PS domain solution for how the MS shall inform the BSS about the selected PLMN ID. This information is needed in the BSS, in order for messages to be directed to the correct SGSN node. 

2 So far discussed solutions

One method discussed so far is to introduce a new RLC/MAC message for sending the selected PLMN ID from the MS to the BSS. This has the drawback that a new message needs to be introduced and that the load on the air interface will increase. 
Another discussed method is to include the selected PLMN ID as a new IE within NAS messages sent to the CN. Since NAS messages are tunneled via the BSS on its way to the CN, and thus are transparent to the BSS, this implies two significant drawbacks with this approach:

1) Extra signaling between the CN and the BSS is needed in order to let the CN inform the BSS about the selected PLMN ID received from the MS within a NAS message.

2) Prior to being informed of the selected PLMN ID for a given MS, the BSS needs to more or less randomly select one of the SGSN nodes to which it tunnels uplink NAS messages it receives from that MS. This means that operators sharing the radio network will have to be involved in handling connections that are intended for another operator among the sharing operators. This could potentially have undesired effects that should if possible be avoided
3 New proposed solution
Another possibility besides the ones described above is to let the MS include the selected PLMN ID in an RLC data block, but without it being included in the upper PDUs (i.e. LLC PDUs) that contain the actual NAS message as would be the case if e.g. the PLMN ID was included in a NAS message as described in the second method above. The inclusion of the PLMN ID in the RLC data block could instead be achieved by re-using the length indication mechanism, which is today mainly used for letting the RLC receiving entity be able to correctly re-assemble the various segments of received upper layer PDUs (i.e. LLC PDUs). More specifically, it is proposed to use a currently reserved value of this length indicator to indicate the presence of a PLMN ID included as three octets of information carried within that RLC data block. The BSS can then with the help of this specific length indicator value identify and decode an RLC data block that contains the PLMN ID. The part of the data block that contains the PLMN ID will be consumed by the BSS (i.e. used by the BSS to determine the target SGSN) and thus not included in the LLC PDU(s) it forwards to the target SGSN. An MS shall only include PLMN ID information in this manner if the network indicates support for the FULL MOCN feature.
This proposal can be seen as a variant of a method proposed in an LS sent from CT1 to GERAN (C1-114449/GP-111561), but instead of, as proposed in that LS, using a spare bit in the RLC/MAC header to indicate the presence of PLMN ID information in the RLC data block, it is here proposed to use a specific length indicator value. This avoids making use of a spare bit in the RLC/MAC header and also avoids including information related to network sharing in the RLC/MAC header. In addition, this length indicator based approach is seen as being workable since the AS can be informed, on a per NAS signaling request basis, if the inclusion of PLMN ID information is required. The current view of the supporting companies is that inclusion of PLMN Id only needs to be done when Attach Request or Routing Area Update Request messages with foreign or random TLLI is sent from the MS to the network. This needs, however, to be confirmed by CT1.
4 Proposal
It is proposed to introduce a method for the PS domain as described in section 3 above for informing the BSS about which PLMN ID that has been selected by the MS in a FULL-MOCN network sharing scenario.














































































1(2)
2(2)

