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Calculating the Probability of Access Collision
1. Introduction

Discussion of mechanisms for improving AGCH capacity has been ongoing for a number of GERAN meetings with possible solutions as described in [1] and [2]. An additional solution is described in GP-11xxxx and is based on having a network transmit system information that identifies a pre-determined set of packet radio resources to be used by an MS whenever it attempts a system access triggered by a certain type of traffic class. Including this packet radio resource information as part of system information means that it can be excluded from MS specific radio resource assignment information sent on the AGCH as part of the system access procedure. This in turn allows for substantially increasing the number of MS that can addressed by a single instance of an AGCH message used to assign such resources and therefore increases the access attempt processing capacity of the AGCH. 

This discussion paper further considers this solution by focusing on the probability of access collision that can occur using different system configuration cases and thereby achieve a better understanding of the feasibility of this solution.  
2. Legacy Procedures of Interest
The following extracts from 44.018 provide applicable procedural information for identifying system access scenarios that can be used as practical examples for which access collision probabilities can be determined.
Extract 1: 

3.3.1.1.2
Initiation of the immediate assignment procedure

The RR entity of a mobile station configured for “low access priority” (see 3GPP TS 23.060), when attempting to access the system for a CS connection other than in case of sending a paging response, initiates the immediate assignment procedure by leaving idle mode (in particular, the mobile station shall ignore PAGING REQUEST messages) and listening to the downlink CCCH until successfully decoding one of the RR messages listed in sub-clause 3.3.1.1.1a:

-
If the RR message indicates an implicit reject for the CS domain (see sub-clause 3.3.1.1.1a) the mobile station shall abort the immediate assignment procedure and initiate the Implicit Reject procedure (see sub-clause 3.3.1.1.3.2a).

-
Otherwise the RR entity of the mobile station schedules the sending of CHANNEL REQUEST (or EGPRS PACKET CHANNEL REQUEST) messages on the RACH and proceeds according to the remainder of this sub-clause.

The RR entity of a mobile station not configured for “low access priority” or attempting system access for sending a paging response initiates the immediate assignment procedure by scheduling the sending of CHANNEL REQUEST (or EGPRS PACKET CHANNEL REQUEST) messages on the RACH and leaving idle mode (in particular, the mobile station shall ignore PAGING REQUEST messages).

The mobile station then sends maximally M + 1 CHANNEL REQUEST (or EGPRS PACKET CHANNEL REQUEST) messages on the RACH in a way such that:

-
when requesting resources for a PS connection other than in the case of sending a paging response, the mobile station shall send the first CHANNEL REQUEST (or EGPRS PACKET CHANNEL REQUEST) message in the first available TDMA frame belonging to the mobile station’s RACH. 

-
in all other cases, the number of slots belonging to the mobile station's RACH between initiation of the immediate assignment procedure and the first CHANNEL REQUEST (or EGPRS PACKET CHANNEL REQUEST message) (excluding the slot containing the message itself) is a random value drawn randomly for each new initial assignment initiation with uniform probability distribution in the set {0, 1, ..., max (T,8) ‑ 1};

-
the number of slots belonging to the mobile station's RACH between two successive CHANNEL REQUEST (or EGPRS PACKET CHANNEL REQUEST) messages (excluding the slots containing the messages themselves) is a random value drawn randomly for each new transmission with uniform probability distribution in the set 
{S, S + 1, ..., S + T ‑ 1};

Here, T is the value of the parameter "Tx-integer" broadcast on the BCCH;

M is the value of the parameter "max retrans" broadcast on the BCCH;

S is a parameter depending on the CCCH configuration and on the value of Tx-integer as defined in table 3.3.1.1.2.1.
The CHANNEL REQUEST messages are sent on the RACH (cf. sub-clause 1.5) and contain as parameters:

-
an establishment cause which corresponds to the establishment cause given by the MM sublayer and the broadcast NECI value, or which corresponds to one of the establishment causes "answer to paging" given by the RR entity in response to a PAGING REQUEST message including the Channel Needed information, or which corresponds to one of the establishment causes " procedures that can be completed with a SDCCH" given by the RR entity in order to initiate a notification response procedure or a priority uplink request procedure;

-
a random reference which is drawn randomly from a uniform probability distribution for every new transmission.

After sending the first CHANNEL REQUEST message, the mobile station shall start listening to the BCCH; it shall also listen to the full downlink CCCH timeslot corresponding to its CCCH group.
A mobile station configured for “low access priority” that has initiated the immediate assignment procedure other than for sending a paging response and has sent one or more CHANNEL REQUEST messages shall proceed as follows:

-
If the mobile station receives an IMMEDIATE ASSIGNMENT, an IMMEDIATE ASSIGNMENT EXTENDED or an IMMEDIATE ASSIGNMENT REJECT message corresponding to one of its last 3 transmitted CHANNEL REQUEST messages it shall act on that message as described in sub-clause 3.3.1.1.3.

-
If the mobile station succesfully decodes an RR message, which is not a response corresponding to one of its last 3 transmitted CHANNEL REQUEST, that indicates an implicit reject for the CS domain (see sub-clause 3.3.1.1.1a) it shall start timer T3126 and initiate the implicit reject procedure as described in sub-clause 3.3.1.1.3.2a.
Having sent M + 1 CHANNEL REQUEST messages, the RR entity of the mobile station starts timer T3126. At expiry of timer T3126, the immediate assignment procedure is aborted; if the immediate assignment procedure was triggered by a request from the MM sublayer, a random access failure is indicated to the MM sublayer.

Table 3.3.1.1.2.1: Values of parameter S

	TX-integer
	non combined CCCH
	combined CCH/SDCCH

	3,8,14,50
	55
	41

	4,9,16
	76
	52

	5,10,20
	109
	58

	6,11,25
	163
	86

	7,12,32
	217
	115


Extract 2: 

10.5.2.29
RACH Control Parameters

The purpose of the RACH Control Parameters information element is to provide parameters used to control the RACH utilization. This information element is broadcast to mobile stations in SYSTEM INFORMATION TYPE 1, 2, 2bis, 3, and 4 messages.

The RACH Control Parameters information element is coded as shown in figure 10.5.2.29.1 and table 10.5.2.29.1.

The RACH Control Parameters is a type 3 information element with 4 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	RACH Control Parameters IEI
	octet 1

	Max retrans
	Tx-integer
	CELL
BARR
ACCESS
	RE
	octet 2

	AC
C15
	AC
C14
	AC
C13
	AC
C12
	AC
C11
	AC
C10
	AC
C09
	AC
C08
	
octet 3

	AC
C07
	AC
C06
	AC
C05
	AC
C04
	AC
C03
	AC
C02
	AC
C01
	AC
C00
	
octet 4


Figure 10.5.2.29.1: RACH Control Parameters information element

Table 10.5.2.29.1: RACH Control Parameters information element

	Max retrans, Maximum number of retransmissions (octet 2)

Bits

8 7

0 0
Maximum 1 retransmission

0 1
Maximum 2 retransmissions

1 0
Maximum 4 retransmissions

1 1
Maximum 7 retransmissions


	Tx-integer, Number of slots to spread transmission (octet 2)

Bits

6 5 4 3

0 0 0 0
3 slots used to spread transmission

0 0 0 1
4 slots used to spread transmission

0 0 1 0
5 slots used to spread transmission

0 0 1 1
6 slots used to spread transmission

0 1 0 0
7 slots used to spread transmission

0 1 0 1
8 slots used to spread transmission

0 1 1 0
9 slots used to spread transmission

0 1 1 1
10 slots used to spread transmission

1 0 0 0
11 slots used to spread transmission

1 0 0 1
12 slots used to spread transmission

1 0 1 0
14 slots used to spread transmission

1 0 1 1
16 slots used to spread transmission

1 1 0 0
20 slots used to spread transmission

1 1 0 1
25 slots used to spread transmission

1 1 1 0
32 slots used to spread transmission

1 1 1 1
50 slots used to spread transmission


	CELL_BAR_ACCESS, Cell Barred for Access (octet 2)

Bit 2

0
The cell is not barred, see 3GPP TS 23.022

1
The cell is barred, see 3GPP TS 23.022



	RE, Call reestablishment allowed (octet 2)

Bit 1

0
Call Reestablishment allowed in the cell

1
Call Reestablishment not allowed in the cell



	EC Emergency Call allowed (octet 3 bit 3)

Bit 3

0
Emergency call allowed in the cell to all MSs

1
Emergency call not allowed in the cell except for the MSs that belong to one of the classes between 11 to 15.



	AC CN, Access Control Class N (octet 3(except bit 3) and octet 4)

For a mobile station with AC C = N access is not barred if the AC CN bit is coded with a "0"; N = 0, 1, .. 9,11, .., 15.




Extract 3: 

11.1.1
Timers on the mobile station side

T3126:
This timer is started either


after sending the maximum allowed number of CHANNEL REQUEST messages or EGPRS PACKET CHANNEL REQUEST messages during an immediate assignment procedure.

or


on receipt of an IMMEDIATE ASSIGNMENT REJECT message,


whichever occurs first.


It is stopped at receipt of an IMMEDIATE ASSIGNMENT message, or an IMMEDIATE ASSIGNMENT EXTENDED message.


At its expiry, the immediate assignment procedure is aborted and the mobile station proceeds as described in sub-clause 3.3.1.1.2 or the Implicit Reject procedure is completed as described in sub-clause 3.3.1.1.3.2a.


The minimum value of this timer is equal to the time taken by T+2S slots of the mobile station's RACH. S and T are defined in sub-clause 3.3.1.2. The maximum value of this timer is 5 seconds.
3. System Configuration Example 1
The CCCH configuration example considered in this example is as follows:

· S = 55, TX-integer (T) = 14 and Max retrans (M) = 4
· Each access request includes 8 random bits

· One uplink slot per TDMA frame has been assigned as the RACH (i.e. the CCCH uplink consists only of RACH bursts that occur every TDMA frame = 4.615ms)
· 8 bits of FN Information is provided for each MS addressed by an assignment message sent on the AGCH (e.g. an Enhanced Immediate Assignment message). This means that any instance of FN Information provided by an assignment message will match the 8 least significant bits of TDMA frame numbers associated with RACH slots occurring at 1.18 sec intervals.
· Even though an MS will only treat an assignment message with matching FN information as valid if it addresses one of its last 3 access attempts it will not know how far back in time any given assignment messages reaches (i.e. it does not know the worst case BSS response time to an access request). As such, for this example a worst case BSS response time of 1 second has been assumed. 

· According to legacy procedures, the MS only considers an assignment message as valid if it corresponds to one of its last 3 transmitted access request messages. In other words, if the FN Information provided by an assignment message points back to an access request that is not within the FN range associated with the last 3 access requests sent by the MS (i.e. the FN Information has a value that reflects an uplink FN value that is older than those associated with the last 3 transmitted access requests), then the MS will consider the assignment message to be invalid.

The initial access request is sent on the RACH at time t = Ti and is followed by 4 additional access requests sent using RACH slots that are randomly spaced in the range {S, S + 1, ..., S + T ‑ 1} = (55, 56…68) TDMA frames apart. 
· Using an average spacing of 61 TDMA frames between access requests (i.e. about 282ms) the 2nd access request is sent at time t = Ta (Ti+282ms), the 3rd access request is sent at time t = Tb (Ti+564ms), the 4th access request is sent at time t = Tc (Ti+846ms) and the 5th access request is sent at time t = Td (Ti+1128ms) as shown in Figure 1. 
· After transmitting the last access request the MS continues to look for corresponding assignment messages corresponding to one of its last 3 access requests for 120 TDMA frames (T+2S = 124 TDMA frames = 572ms) according to the definition of T3126.
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Figure 1 – Access Request Spacing for Example 1

Time Interval 1 – here we consider the time interval starting from when MS1 has only sent its initial access request and ending just before it sends its 2nd access request (i.e. a 282ms interval):

· If within this time interval MS1 receives an assignment message providing FN Information that reflects the last 8 bits of the FN in which it sent its initial access request it then looks at the 11 bit access request message (e.g. an Enhanced Packet Channel Request message) echoed in the assignment message to make a final determination of whether or not its access request has been addressed by the assignment message.
· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 1 with FN Information reflecting an access request sent at time t = Ti cannot also reflect an access made at t = Ti-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 1 is therefore PoCi = 1/256.

Time Interval 2 – here we consider the time interval starting from when MS1 has sent its 2nd  access request and ending just before it sends its 3rd access request (i.e. a 282ms interval):
· If within this time interval MS1 receives an assignment message providing FN Information that reflects the last 8 bits of the FN in which it sent either its initial access request or its 2nd access request it then looks at the 11 bit access request message echoed in the assignment message to make a final determination of whether or not its access request has been addressed by the assignment message.

· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 2 with FN Information reflecting an access request sent at time t = Ti/t = Ta cannot also reflect an access made at t = Ti-1.18/t = Ta-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti/t = Ta.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 2 is therefore PoCi = 1/256 or PoCa = 1/256.

Time Interval 3 – here we consider the time interval starting from when MS1 has sent its 3rd access request and ending just before it sends its 4th access request (i.e. a 282ms interval):
· If within this time interval MS1 receives an assignment message providing FN information that reflects the last 8 bits of the FN in which it sent either its initial access request or its 2nd access request or its 3rd access request it then looks at the 11 bit access request message echoed in the assignment message to make a final determination of whether or not its access request has been addressed by the assignment message. 
· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 3 with FN Information reflecting an access request sent at time t = Ti/t = Ta/t = Tb cannot also reflect an access made at t = Ti-1.18/t = Ta-1.18/t = Tb-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti/t = Ta/t = Tb.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 3 is therefore PoCi = 1/256 or PoCa = 1/256 or PoCb = 1/256.

Time Interval 4 – here we consider the time interval starting from when MS1 has sent its 4th access request and ending just before it sends its 5th access request (i.e. a 282ms interval):
· If within this time interval MS1 receives an assignment message providing FN information that reflects the last 8 bits of the FN in which it sent either its 2nd access request or its 3rd access request or its 4th access request then it looks at the 11 bit access request message echoed in the assignment message to make a final determination of whether or not its access request has been addressed by the assignment message. 

· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 4 with FN Information reflecting an access request sent at time t = Ta/t = Tb/t = Tc cannot also reflect an access made at t = Ta-1.18/t = Tb-1.18/t = Tc-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ta/t = Tb/t = Tc.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 4 is therefore PoCa = 1/256 or PoCb = 1/256 or PoCc = 1/256.

· Note that in the Time Interval 4 the MS could potentially still receive an assignment message sent in response to its initial access request (i.e. since the 1 second BSS response time will not expire for a least a portion of this time interval) but it will not look for such an assignment message since it will only be looking for a response to any of its last 3 transmitted access request messages.
Time Interval 5 – here we consider the time interval starting from when MS1 has sent its 5th access request and ending when T3126 expires (i.e. a 572ms interval):
· If within this time interval MS1 receives an assignment message providing FN information that reflects the last 8 bits of the FN in which it sent either its 3rd access request or its 4th access request or its 5th access request then it looks at the 11 bit access request message echoed in the assignment message to make a final determination of whether or not its access request has been addressed by the assignment message. 
· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 5 with FN Information reflecting an access request sent at time t = Tb/t = Tc/t = Td cannot also reflect an access made at t = Tb-1.18/t = Tc-1.18/t = Td-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Tb/t = Tc/t = Td.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 5 is therefore PoCb = 1/256 or PoCc = 1/256 or PoCd = 1/256.

· Note that in the Time Interval 5 the MS could potentially still receive an assignment message sent in response to its 2nd access request (i.e. since the 1 second BSS response time will not expire for a least a portion of this time interval) but it will not look for such an assignment message since it will only be looking for a response to any of its last 3 transmitted access request messages.

As such, for this example, regardless of the time interval (i.e. Time Interval 1, 2, 3, 4 or 5) in which an MS receives a matching assignment message, the probability of collision is about 1/256. This probability of collision is seen as being sufficiently low to justify the use of 8 bits of FN information for each MS addressed by an assignment message.

4. System Configuration Example 2

The CCCH configuration considered for this example is the same as that considered for example 1 except that it assumes S = 109 (as per Table 5 of TR 43.868) and TX-integer (T) = 20 (as per Table 5 of TR 43.868).
The initial access request is sent on the RACH at time t = Ti and is followed by 4 additional access requests sent using RACH slots that are randomly spaced in the range {S, S + 1, ..., S + T ‑ 1} = (109, 110…128) TDMA frames apart. 

· Using an average spacing of 119 TDMA frames between access requests (i.e. about 549ms) the 2nd access request is sent at time t = Ta (Ti+549ms), the 3rd access request is sent at time t = Tb (Ti+1098ms), the 4th access request is sent at time t = Tc (Ti+1647ms) and the 5th access request is sent at time t = Td (Ti+2196ms) as shown in Figure 2. 

· After transmitting the last access request the MS continues to look for corresponding assignment messages corresponding to one of its last 3 access requests for 120 TDMA frames (T+2S = 238 TDMA frames = 1098ms) according to the definition of T3126.
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Figure 2 – Access Request Spacing for Example 2

Time Interval 1 – here we consider the time interval starting from when MS1 has only sent its initial access request and ending just before it sends its 2nd access request (i.e. a 549ms interval). 
· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 1 with FN Information reflecting an access request sent at time t = Ti cannot also reflect an access made at t = Ti-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 1 is therefore PoCi = 1/256.

Time Interval 2 – here we consider the time interval starting from when MS1 has sent its 2nd access request and ending just before it sends its 3rd access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 2 with FN Information reflecting an access request sent at time t = Ti/t = Ta cannot also reflect an access made at t = Ti-1.18/t = Ta-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti/t = Ta.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 2 is therefore PoCi = 1/256 or PoCa = 1/256.

Time Interval 3 – here we consider the time interval starting from when MS1 has sent its 3rd access request and ending just before it sends its 4th access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 3 with FN Information reflecting an access request sent at time t = Ti/t = Ta/t = Tb cannot also reflect an access made at t = Ti-1.18/t = Ta-1.18/t = Tb-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti/t = Ta/t = Tb.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 3 is therefore PoCi = 1/256 or PoCa = 1/256 or PoCb = 1/256.

· Note that in the Time Interval 3 the MS still looks for an assignment message sent in response to its initial access request (i.e. even though the 1 second BSS response time for an access request set at t = Ti has expired) since it will be looking for a response to any of its last 3 transmitted access request messages.

Time Interval 4 – here we consider the time interval starting from when MS1 has sent its 4th access request and ending just before it sends its 5th access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 4 with FN Information reflecting an access request sent at time t = Ta/t = Tb/t = Tc cannot also reflect an access made at t = Ta-1.18/t = Tb-1.18/t = Tc-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ta/t = Tb/t = Tc.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 4 is therefore PoCa = 1/256 or PoCb = 1/256 or PoCc = 1/256.

· Note that in the Time Interval 4 MS1 still looks for an assignment message sent in response to its 2nd access request (i.e. even though the 1 second BSS response time for an access request set at t = Ta has expired) since it will be looking for a response to any of its last 3 transmitted access request messages.

Time Interval 5 – here we consider the time interval starting from when MS1 has sent its 5th access request and ending when T3126 expires (i.e. a 1098ms interval):

· Since a worst case BSS response time of 1 second has been assumed, an assignment message received in Time Interval 5 with FN Information reflecting an access request sent at time t = Tb/t = Tc/t = Td cannot also reflect an access made at t = Tb-1.18/t = Tc-1.18/t = Td-1.18. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Tb/t = Tc/t = Td.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 5 is therefore PoCb = 1/256 or PoCc = 1/256 or PoCd = 1/256.

· Note that in the Time Interval 5 MS1 still looks for an assignment message sent in response to its 3rd access request (i.e. even though the 1 second BSS response time for an access request set at t = Tb has expired) since it will be looking for a response to any of its last 3 transmitted access request messages.

As such, for this example, regardless of the time interval (i.e. Time Interval 1, 2, 3, 4 or 5) in which an MS receives a matching assignment message, the probability of collision is about 1/256. This probability of collision is seen as being sufficiently low to justify the use of 8 bits of FN information for each MS addressed by an assignment message.

5. System Configuration Example 3

The CCCH configuration example is the same as that considered for example 2 except that it assumes a worst case BSS response time of 2 seconds.
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Figure 3 – Access Request Spacing for Example 3

Time Interval 1 – here we consider the time interval starting from when MS1 has only sent its initial access request and ending just before it sends its 2nd access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 1 with FN Information reflecting an access request sent at time t = Ti could also reflect an access made at t = Ti-1.18. 

· As such, a collision can occur as a result of either (a) MS1 and another MS sending the same access request at time t = Ti or (b) MS1 sending an access request at t = Ti and another MS sending an access request at t = Ti-1.18. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 1 is therefore PoCi = 1/256 + 1/256.

Time Interval 2 – here we consider the time interval starting from when MS1 has sent its 2nd access request and ending just before it sends its 3rd access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 2 with FN Information reflecting an access request sent at time t = Ti/t = Ta could also reflect an access made at t = Ti-1.18/t = Ta-1.18. 

· As such, a collision can occur as a result of either (a) MS1 and another MS sending the same access request at time t = Ti/t = Ta or (b) MS1 sending an access request at t = Ti/t = Ta and another MS sending an access request at t = Ti-1.18/t = Ta-1.18. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 2 is therefore PoCi = 1/256 + 1/256 or PoCa = 1/256 + 1/256.

Time Interval 3 – here we consider the time interval starting from when MS1 has sent its 3rd access request and ending just before it sends its 4th access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 3 with FN Information reflecting an access request sent at time t = Ti/t = Ta/t = Tb could also reflect an access made at t = Ta-1.18/t = Tb-1.18. 

· As such, a collision can occur as a result of either (a) MS1 and another MS sending the same access request at time t = Ti/t = Ta/t = Tb or (b) MS1 sending an access request at t = Ta/t = Tb and another MS sending an access request at t = Ta-1.18/t = Tb-1.18. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 3 is therefore PoCi = 1/256 or PoCa = 1/256 + 1/256 or PoCb = 1/256 + 1/256.

Time Interval 4 – here we consider the time interval starting from when MS1 has sent its 4th access request and ending just before it sends its 5th access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 4 with FN Information reflecting an access request sent at time t = Ta/t = Tb/t = Tc could also reflect an access made at t = Tb-1.18/t = Tc-1.18. 

· As such, a collision can occur as a result of either (a) MS1 and another MS sending the same access request at time t = Ta/t = Tb/t = Tc or (b) MS1 sending an access request at t = Tb/t = Tc and another MS sending an access request at t = Tb-1.18/t = Tc-1.18. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 4 is therefore PoCa = 1/256 or PoCb = 1/256 + 1/256 or PoCc = 1/256 + 1/256.

· Note that in the Time Interval 4 MS1 does not look for an assignment message sent in response to its initial access request (i.e. even though the 2 second BSS response time for an access request sent at t = Ti has not expired) since it only looks for a response to any of its last 3 transmitted access request messages.

Time Interval 5 – here we consider the time interval starting from when MS1 has sent its 5th access request and ending when T3126 expires (i.e. a 1098ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 5 with FN Information reflecting an access request sent at time t = Tb/t = Tc/t = Td could also reflect an access made at t = Tc-1.18/t = Td-1.18. 

· As such, a collision can occur as a result of either (a) MS1 and another MS sending the same access request at time t = Tb/t = Tc/t = Td or (b) MS1 sending an access request at t = Tc/t = Td and another MS sending an access request at t = Tc-1.18/t = Td-1.18. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 5 is therefore PoCb = 1/256 or PoCc = 1/256 + 1/256 or PoCd = 1/256 + 1/256.

· Note that in the Time Interval 5 MS1 does not look for an assignment message sent in response to its 2nd access request (i.e. even though the 2 second BSS response time for an access request sent at t = Ta has not expired) since it only looks for a response to any of its last 3 transmitted access request messages.

As such, for this example, regardless of the time interval (i.e. Time Interval 1, 2, 3, 4 or 5) in which an MS receives a matching assignment message, the probability of collision is about 1/128. This probability of collision is seen as being sufficiently low to justify the use of 8 bits of FN information for each MS addressed by an assignment message.

6. System Configuration Example 4

The CCCH configuration example is the same as that considered for example 3 except that it assumes that the MS specific FN Information in the assignment message is 10 bits long (instead of 8). With 10 bits of FN Information the time between uplink bursts for which FN mod 1024 has the same value is 4.72 sec (i.e. each TDMA frame = 4.615ms, 1024 * 4.615 = 4.72).


[image: image4]
Figure 4 – Access Request Spacing for Example 4

Time Interval 1 – here we consider the time interval starting from when MS1 has only sent its initial access request and ending just before it sends its 2nd access request (i.e. a 549ms interval). 

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 1 with FN Information reflecting an access request sent at time t = Ti cannot also reflect an access made at t = Ti-4.72. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti. The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 1 is therefore PoCi = 1/256.

Time Interval 2 – here we consider the time interval starting from when MS1 has sent its 2nd access request and ending just before it sends its 3rd access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 2 with FN Information reflecting an access request sent at time t = Ti/t = Ta cannot also reflect an access made at t = Ti-4.72/t = Ta-4.72. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti/t = Ta.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 2 is therefore PoCi = 1/256 or PoCa = 1/256.

Time Interval 3 – here we consider the time interval starting from when MS1 has sent its 3rd access request and ending just before it sends its 4th access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 3 with FN Information reflecting an access request sent at time t = Ti/t = Ta/t = Tb cannot also reflect an access made at t = Ti-4.72/t = Ta-4.72/t = Tb-4.72. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ti/t = Ta/t = Tb.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 3 is therefore PoCi = 1/256 or PoCa = 1/256 or PoCb = 1/256.

Time Interval 4 – here we consider the time interval starting from when MS1 has sent its 4th access request and ending just before it sends its 5th access request (i.e. a 549ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 4 with FN Information reflecting an access request sent at time t = Ta/t = Tb/t = Tc cannot also reflect an access made at t = Ta-4.72/t = Tb-4.72/t = Tc-4.72. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Ta/t = Tb/t = Tc.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 4 is therefore PoCa = 1/256 or PoCb = 1/256 or PoCc = 1/256.

· Note that in the Time Interval 4 MS1 does not look for an assignment message sent in response to its initial access request (i.e. even though the 2 second BSS response time for an access request sent at t = Ti has not expired) since it only looks for a response to any of its last 3 transmitted access request messages.

Time Interval 5 – here we consider the time interval starting from when MS1 has sent its 5th access request and ending when T3126 expires (i.e. a 1098ms interval):

· Since a worst case BSS response time of 2 seconds has been assumed, an assignment message received in Time Interval 5 with FN Information reflecting an access request sent at time t = Tb/t = Tc/t = Td cannot also reflect an access made at t = Tb-4.72/t = Tc-4.72/t = Td-4.72. 

· As such, a collision can occur as a result of MS1 and another MS sending the same access request at time t = Tb/t = Tc/t = Td.  The probability of collision (PoC) occurring for a matching assignment message received in Time Interval 5 is therefore PoCb = 1/256 or PoCc = 1/256 or PoCd = 1/256.

· Note that in the Time Interval 5 MS1 does not look for an assignment message sent in response to its 2nd access request (i.e. even though the 2 second BSS response time for an access request sent at t = Ta has not expired) since it only looks for a response to any of its last 3 transmitted access request messages.

As such, for this example, regardless of the time interval (i.e. Time Interval 1, 2, 3, 4 or 5) in which an MS receives a matching assignment message, the probability of collision is about 1/256. This probability of collision is seen as being sufficiently low to justify the use of 10 bits of FN information for each MS addressed by an assignment message.

7. System Configuration Example 5

The CCCH configuration example is the same as that considered for example 4 except that it assumes a worst case BSS response time of 4 seconds. The probability of collision for each time interval for this example will be the same as described for example 4 since the worst case BSS response is less than the time between uplink bursts for which the value of TDMA FN mod 1024 repeats.
8. Conclusion

The effects of varying S, T, BSS response time along with the size of FN Information (i.e. MS specific information carried in an assignment message) have been examined in an effort to determine the probability of access collisions that can be expected when reducing the amount of MS specific information included within assignment messages in an effort to significantly increase AGCH capacity. The probability of collision associated with these examples is summarized in Table 1 below. The indicated values suggest that supporting 8 to 10 bits of MS specific FN Information within an assignment message is feasible from a probability of collision perspective and as such a significant increase in AGCH capacity can be achieved using an optimized system access procedure. 
	
	S
	T
	Max BSS Delay
	FN Info Size
	PoC TI 1
	PoC TI 2
	PoC TI 3
	PoC TI 4
	PoC TI 5

	Example 1
	55
	14
	1 sec
	8 bits  
	1/256
	1/256
	1/256
	1/256
	1/256

	Example 2
	109
	20
	1 sec
	8 bits
	1/256
	1/256
	1/256
	1/256
	1/256

	Example 3
	109
	20
	2 sec
	8 bits
	1/128
	1/128
	1/128
	1/128
	1/128

	Example 4
	109
	20
	2 sec
	10 bits
	1/256
	1/256
	1/256
	1/256
	1/256

	Example 5
	109
	20
	4 sec
	10 bits
	1/256
	1/256
	1/256
	1/256
	1/256


Table 1 – Summary of Examples Considered (PoC based on 8 RandomBits)
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