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Realizing Extended Access Barring
1 Introduction
Mobile stations configured for Extended Access Barring (EAB) will be introduced as of 3GPP Rel-10 in light of the MTC use case. Such mobile stations will make use of their legacy Access Class while also being subject to reading new EAB related system information that can prevent them from attempting system access. This new system information includes two distinct information elements used within a procedure for determining if such mobile stations can attempt system access as follows:

Step 1:
An MS examines the “targeted subcategory” information to see if it is part of the group of MS that have been targeted for potential barring.

Step 2:
If the MS is part of the “targeted subcategory” it examines the “authorization mask” information to see if its Access Class is authorized.

Step 3:
If the MS Access Class is not authorized its current access attempt is barred in which case further access attempts are barred for an implementation specific time period after which any additional access attempt will be subject to this same 3 step procedure.
2 Principles of Operation for Extended Access Barring
The specific barring rules applicable to a mobile station configured for EAB are described in a CR to 22.011 agreed at SA#50 within tdoc SP-100893 are reproduced below for convenience:
· The UE is configured for EAB by the HPLMN 

· EAB shall be applicable to all 3GPP Radio Access Technologies. 

NOTE:
Access Network support for EAB procedures can vary between different Radio Access Technologies.

· Extended Access Barring shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 

· The network may broadcast whether EAB applies to UEs within one of the following categories: 

a) 
UEs that are configured for EAB;

b) 
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c)  
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

· When EAB information whose scope covers the UE according to the above categories is broadcast by the network, a UE that is configured for EAB shall ignore the Access Class Barring information that is broadcast for Access Class 0-9, and use the EAB information for Access Classes 0-9 instead. If the UE that is configured for EAB is a member of an Access Class in the range 11-15, and according to clause 4.3.1, that Access Class is permitted by the network, the UE is allowed access attempts irrespective of the EAB information for Access Classes 0-9 indicated by the network.

· EAB broadcast information shall comprise EAB information for Access Classes 0-9 and for categories a, b & c above. 

· If a UE that is configured for EAB initiates an emergency call, then the UE ignores any EAB information that is broadcast by the network.

· In case the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1.

3 Legacy Access Barring
The legacy AB is currently defined to consist of 16 Access Class bits which are broken up into the following 3 different subgroups as described in [3]:

AB1 – Access Class bits 0 – 9. Home and Visited PLMNs.

AB2 – Access Class bits 11 and 15. Home PLMN only if the EHPLMN list is not present or any EHPLMN.

AB3 – Access Class bits 12, 13 and 14. Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.

Note:
Access Control Class 10 does not exist as this bit (octet 3 bit 3) in the RACH Control Parameters IE is used for indicating if emergency calls are allowed in the cell or not.

4 Realizing Extended Access Barring
A discussed above, the introduction of a new type of access barring known as Extended Access Barring has been triggered by the MTC use case. Support for this feature within the GERAN Rel-10 time frame has been agreed at SA#50 and corresponding CRs have therefore been developed based on the following high level principles:

· The specific EAB rules defined by 22.011 shall serve as the basis for the GERAN related EAB CRs.

· The transmission of EAB related system information is supported using a new SI 21 message which is transmitted with an operator determined periodicity (indicated by SI 9 Rest Octets).

· OMA DM is one mechanism by which a mobile station can be configured for EAB.

· When an access attempt is barred according to EAB, further access attempts are barred for an implementation specific time period after which EAB system information is read again (i.e. similar to the legacy Access Barring mechanism).

5 Conclusion

Rel-10 CRs to 44.018, 44.060 and 45.002 should be developed to introduce support for the EAB feature according to the high level principles described in section 4.
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