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Abstract 

This document registers a media type for the Real-time Transport protocol (RTP) payload format, which is used for the Global System for Mobile Communication (GSM) Half-Rate speech Codec. 
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1.
Introduction 

The Global System for Mobile Communication (GSM) network provides mobile communication services for nearly 3 billion users (status 2008).
The GSM Half Rate Codec (GSM-HR) is one of the speech Codecs that are used in GSM networks. GSM-HR denotes the Half-Rate speech Codec as specified in 3GPP TS 46.002, available at http://www.3gpp.org/ftp/Specs/archive/46_series/46.002/46002-700.zip and in further Technical Specifications as referenced herein.
Note: for historical reasons these 46-series specifications are internally referenced as 06-series. A simple mapping applies, for example 46.020 is referenced as 06.20 and so on.
This GSM-HR Codec has a frame length of 20 ms, with narrowband speech sampled at 8 kHz, i.e. 160 samples per frame. Each speech frame is compressed into 112 bits of speech parameters, which is equivalent to a bit rate of 5,6 kbit/s. Speech pauses are detected by a standardized Voice Activity Detection (VAD). During speech pauses the transmission of speech frames is abandoned. Silence Descriptor (SID) frames are transmitted at the end of a talk spurt and about every 480ms during speech pauses to allow a decent gap filling by Comfort Noise (CN) at receiver side.



The SID frame generation in the GSM radio network is determined by the GSM Mobile Station and the GSM radio subsystem. SID frames come during speech pauses in uplink from the Mobile Station every 480ms. In downlink to the Mobile Station, when they are generated by the Encoder of the GSM radio subsystem, SID frames are sent every 20ms to the GSM Base Station, which then picks only one every 480ms for downlink radio transmission.  For other (IP) applications it is more appropriate to send the SID frames less often than every 20ms, but 480 ms is maybe too sparse. The following compromise is recommended: 

In a GSM-HR Encoder outside of the GSM radio network (i.e. not in the GSM Mobile Station and not in the GSM radio subsystem, but for example in the Media Gateway of the Core Network) SID frames SHOULD BE generated and sent every 160ms.
This document registers a media type for the Real-time Transport protocol (RTP) payload format for the GSM-HR Codec for use in Voice over IP (VoIP) applications. 

1.1.
Terminology 

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", 

"SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this 

document are to be interpreted as described in RFC-2119 [2]. 

2.
Background: void
3.
GSM-HR Codec RTP Payload Formats 

3.1.
RTP Header Usage

The format of the RTP header is specified in [8].  This payload format uses the fields of the header in a manner consistent with that specification.

The RTP timestamp corresponds to the sampling instant of the first sample encoded for the first frame in the packet.  The timestamp clock frequency is the same as the sampling frequency, so the timestamp unit is in samples
The duration of one speech frame is 20 ms. The sampling frequency is 8 kHz, corresponding to 160 speech samples per frame.
An RTP packet may contain multiple frames of encoded speech or SID parameters.  Each packet covers a period of one or more contiguous 20 ms frame intervals. During silence periods no speech packets are sent, but SID packets every now and then.
To allow for error resiliency through redundant transmission, the periods covered by multiple packets MAY overlap in time.  A receiver MUST be prepared to receive any speech frame multiple times. A given frame MUST NOT be encoded as speech frame in one packet and as SID frame or as No_Data frame in another packet. Furthermore, a given frame MUST NOT be encoded with different voicing modes in different packets.
If additional padding is required to bring the payload length to a larger multiple of octets or for some other purpose, then the P bit in the RTP header may be set and padding appended as specified in [8].
The RTP header marker bit (M) SHALL be set to 1 (M=1), if the first frame carried in the packet contains a speech frame that is the first in a talk-spurt.  For all other packets the marker bit SHALL be set to zero (M=0).
The assignment of an RTP payload type for this new packet format is outside the scope of this document and will not be specified here. It is expected that the RTP profile, under which this payload format is being used, will assign a payload type for this encoding or specify that the payload type is to be bound dynamically.

3.2.
Payload Structure 

The complete payload consists of a payload table of contents (ToC) section, followed by speech data representing one or more speech frames or SID frames or No_Data frames. The following diagram shows the general payload format layout:

+---------------------------+----------------

| table of contents section | speech data section ...

+---------------------------+----------------

Each ToC is one octet and corresponds to one speech frame, the number of ToC’s is thus equal to the number of speech frames (including SID frames and No_Data frames). The format of the ToC octet is as follows.

+-+-+-+-+-+-+-+-+ 

|F| FT  |R R R R|  

+-+-+-+-+-+-+-+-+

F = Follow flag, 1 denotes that more ToC’s follow, 0 denotes the last ToC.

R = Reserved bits, MUST be set to zero and MUST be ignored by receiver.

FT = frame type

000 = Good Speech frame

001 = Reserved
010 = Good SID frame

011 = Reserved
100 = Reserved

101 = Reserved

110 = Reserved

111 = No Data frame
The length of the payload data depends on the frame type

- Good Speech frame
  The 112 speech data bits are put in 14 octets. 

- Good SID frame
  The 33 SID data bits are put in 14 octets, as in case of Speech frames,
   with the unused 79 bits set all to “1”
- No data frame
  Length of payload data is zero octets.
Frames marked in the GSM radio subsystem as “Bad Speech frame” or “Bad SID frame” or “No_Data frame” are not sent in RTP packets in order to save bandwidth. They are marked as “No_Data frame”, if they occur within an RTP packet that carries more than one speech frame or SID frame or No_Data frame.

3.2.1
Encoding of Speech Frames 
The 112 bits of GSM-HR-coded speech (b1…b112) are defined in TS 46.020, Annex B, in the order of occurrence. The first bit (b1) of the first parameter is placed in bit 8 (the MSB) of the first octet (octet 1) of the payload field; the second bit is placed in bit 7 of the first octet and so on. The last bit (b112) is placed in the LSB (bit 1) of octet 14. 
3.2.2
Encoding of Silence Description Frames 

The GSM-HR Codec applies a specific coding for silence periods in so called SID frames. 
The coding of SID frames is based on the coding of Speech frames in MODE 0 by using only the first 33 bits for SID parameters and by setting the remaining 79 bits all to “1”.

4.
Payload parameters

This section defines the parameters that may be used to select optional features. The parameters are defined here as part of the media type registrations for the GSM-HR speech Codec. The registrations are done following RFC 4855 [12] and the media registration rules [4].

A mapping of the parameters into the Session Description Protocol (SDP) [3] is also provided for those applications that use SDP. Equivalent parameters could be defined elsewhere for use with control protocols that do not use media types or SDP.

4.1.
Registration of Media Type GSM-HR 

Type name: audio 

Subtype name: GSM-HR 

Required parameters: none 

Optional parameters: 

ptime: this is the recommended length of time (in milliseconds) represented by the media in a packet. The default value for GSM-HR is 20 milliseconds. See Section 6 of RFC 4566 [3]. 
maxptime: this is the maximum amount of media, from the receiver point of view, which can be encapsulated in a payload packet, expressed as time in milliseconds. The time is calculated as the sum of the time the media present in the packet represents. The time MUST BE an integer multiple of 20 ms. If this parameter is not present, the sender MAY encapsulate any number of speech frames into one RTP packet.

Encoding considerations: 

This media type is framed binary data (see Section 4.8 in RFC4288 [4]). 

Security consideration: 

See Section 5 of RFCXXXX.
Interoperability considerations: 
none 

Published specification: 
RFC XXXX 
3GPP TS 46.002 and other related and herein referenced specifications.
Applications that use this media type: 

GSM mobile radio communication;

Audio and video streaming and conferencing tools 

Additional information: 
none 

Person & email address to contact for further information: 

see below

Intended usage: 
COMMON 

Restrictions on usage: 

none
Authors: 

see below

Change controller: 

IETF Audio/Video Transport working group delegated from the IESG. 

5.
Mapping MIME Parameters into SDP 

The information carried in the MIME media type specification has a specific mapping to fields in the Session Description Protocol (SDP) [3], which is commonly used to describe RTP sessions. When SDP is used to specify sessions employing the compact bundled format for GSM-HR, the mapping is as follows: 

The MIME type ("audio") goes in SDP "m=" as the media name. 

The MIME subtype ("GSM-HR") goes in SDP "a=rtpmap" as the encoding name.


The sampling rate for the GSM-HR Codec is 8 KHz. 

The optional parameters "ptime" goes in the SDP "a=ptime" attributes, respectively. 

The payload type value for GSM-HR is created dynamically and is used in the PT field of the RTP data header. 
6.
Security Considerations 

RTP packets using the GSM-HR payload format are subject to the security considerations discussed in the RTP specification [5] and in any used profile, like AVP [1] or SAVP [8].

As this format transports encoded speech, the main security issues include confidentiality, authentication and integrity of the speech itself.  The payload format itself does not have any built-in security mechanisms.  External mechanisms, such as SRTP [8], need to be used for this functionality.  Note that the appropriate mechanism to provide security to RTP and the payloads following this memo may vary.  It is dependent on the application, the transport, and the signaling protocol employed.  Therefore, a single mechanism is not sufficient, although, if suitable, the usage of SRTP [8] is RECOMMENDED.  Other known mechanisms that may be used are IPsec [9] and TLS [10] (RTP over TCP), but other alternatives may also exist. This payload format does not exhibit any significant non-uniformity in the receiver side computational complexity for packet processing, and thus is unlikely to pose a denial-of-service threat due to the receipt of pathological data.
6.1. Confidentiality

To achieve confidentiality of the encoded speech, all speech data bits will need to be encrypted.  There is less of a need to encrypt the payload header or the table of contents due to a) that they only carry information about the requested speech mode, frame type and frame quality and b) that this information could be useful to some third party, e.g., quality monitoring.

The packetization and unpacketization of the payload is done only at the endpoints.  Therefore encryption should be performed after packet encapsulation and decryption should be performed before packet decapsulation
Encryption may affect interleaving.  Specifically, a change of keys should occur at the boundary between interleaving groups.  If it is not done at that boundary on both endpoints, the speech quality will be degraded during the complete interleaving group for any receiver.

The encryption mechanism may impact the robustness of the error correcting mechanism.  This is discussed in Section 9.5 of SRTP [8]. From this, UED/UEP based on robust sorting may be difficult to apply when the payload data is encrypted.

6.2. Authentication and Integrity

To authenticate the sender and to protect the integrity of the RTP packets in transit, an external mechanism has to be used.  As stated before, it is RECOMMENDED that SRTP [8] be used for common interoperability.  Note that the use of UED/UEP may be difficult to combine with some integrity protection mechanisms because any bit errors will cause the integrity check to fail.

Data tampering by a man-in-the-middle attacker could result in erroneous depacketization / decoding that could lower the speech quality or produce unintelligible communications. 
7.
IANA Considerations 

It is requested that one new media subtype (audio/GSM-HR) is registered by IANA. For details, see Section 2. 

8.
References 

8.1. Normative References 

 [1] Schulzrinne, H. and S. Casner, "RTP Profile for Audio and Video 

 Conferences with Minimal Control", RFC 3551, July 2003. 

 [2] Bradner, S., "Key words for use in RFCs to Indicate Requirement 

 Levels", BCP 14, RFC 2119, March 1997. 

 [3] Handley, M., Jacobson, V., and C. Perkins, "SDP: Session 

 Description Protocol", RFC 4566, July 2006. 

 [4] Freed, N. and J. Klensin, " Media Type Specifications and 

 Registration Procedures", BCP 13, RFC 4288, December 2005. 

 [5] Schulzrinne, H., Casner, S., Frederick, R. and V. Jacobson, 

 "RTP: A Transport Protocol for Real-Time Applications", RFC 

 3550, July 2003. 
[6] Baugher, M., McGrew, D., Naslund, M., Carrara, E., and K. Norrman, "The Secure Real-time Transport Protocol (SRTP)", RFC3711, March 2004.

[7] Kent, S. and K. Seo, "Security Architecture for the Internet Protocol", RFC 4301, December 2005.

[8] Dierks, T. and E. Rescorla, "The Transport Layer Security (TLS) Protocol Version 1.1", RFC 4346, April 2006
[9]  Schulzrinne, H., Casner, S., Frederick, R., and V. Jacobson, "RTP: A Transport Protocol for Real-Time Applications", STD 64, RFC 3550, July 2003.

[10] Casner, S., "Media Type Registration of RTP Payload Formats", RFC 4855, February 2007.
 [11] 3GPP TS 46.002 “Half rate speech; Half rate speech processing functions”
Note: further important references are included in TS 46.002.
 [12] 3GPP TS 46.020 “Half rate speech; Half rate speech transcoding”
Author's Addresses 

Xiaodong Duan 

China Mobile Communications Corporation 

53A, Xibianmennei Ave., Xuanwu District 

Beijing, 100053 P.R. China 

Email: <duanxiaodong@chinamobile.com> 

Shuaiyu Wang 

China Mobile Communications Corporation 

53A, Xibianmennei Ave., Xuanwu District 

Beijing, 100053 P.R. China 

Email: <wangshuaiyu@chinamobile.com> 

Rocky Wang 

Huawei Technologies 

Xibianmennei AveHuawei Industrial Base, Bantian Longgang 

Shenzhen, Guangdong Province 518129, P.R.China 

Email: <rocky.wang@huawei.com> 

Ying Zhang 

Huawei Technologies 

Huawei Industrial Base, Bantian Longgang 

Shenzhen, Guangdong Province 518129, P.R.China 

Email: <zhangying67324@huawei.com> 

Karl Hellwig
Ericsson
Email: <Karl.Hellwig@ericsson.com>
Intellectual Property Statement 

The IETF takes no position regarding the validity or scope of any Intellectual Property Rights or other rights that might be claimed to pertain to the implementation or use of the technology described in this document or the extent to which any license under such rights might or might not be available; nor does it represent that it has made any independent effort to identify any such rights. Information on the procedures with respect to rights in RFC documents can be found in BCP 78 and BCP 79. 

Copies of IPR disclosures made to the IETF Secretariat and any assurances of licenses to be made available, or the result of an attempt made to obtain a general license or permission for the use of such proprietary rights by implementers or users of this specification can be obtained from the IETF on-line IPR repository at http://www.ietf.org/ipr. 

The IETF invites any interested party to bring to its attention any copyrights, patents or patent applications, or other proprietary rights that may cover technology that may be required to implement this standard. Please address the information to the IETF at ietf-ipr@ietf.org. 

Disclaimer of Validity 

This document and the information contained herein are provided on an 

"AS IS" basis and THE CONTRIBUTOR, THE ORGANIZATION HE/SHE REPRESENTS 

OR IS SPONSORED BY (IF ANY), THE INTERNET SOCIETY, THE IETF TRUST AND 

THE INTERNET ENGINEERING TASK FORCE DISCLAIM ALL WARRANTIES, EXPRESS 

OR IMPLIED, INCLUDING BUT NOT LIMITED TO ANY WARRANTY THAT THE USE OF 

THE INFORMATION HEREIN WILL NOT INFRINGE ANY RIGHTS OR ANY IMPLIED 

WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE. 

Copyright Statement 

Copyright (C) The IETF Trust (2008). 

This document is subject to the rights, licenses and restrictions contained in BCP 78, and except as set forth therein, the authors retain all their rights. 

Acknowledgment 

Funding for the RFC Editor function is currently provided by the Internet Society.
           Expires August 18, 2008              [Page 1(10)] 


