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Negotiation of RTP multiplexing / header compression (discussion paper)
1. Background

[1] proposes to use the RTCP protocol to negotiate RTP multiplexing  and RTP header compression between the BSS and the MGW (as described within [2] for the Nb itf). 
However the use of RTCP for negotiation means that a given user plane connection always starts with non-multiplexed RTP packets until the negotiation is completed, which has the following drawbacks in the case RTP multiplexing is used:

· The total bandwidth required becomes less predictable, as it is not only linked with the number of on-going user plane connections, but also with the dynamic status of each connection (multiplexed or not).
This prevents a static CAC (Connection Acceptance Control) from working and this will require an extra coupling between the CAC and RTCP to get a reliable picture of the available bandwidth at a given time.

· Following [7], assuming an average connection duration of 2 minutes and taking into account [6] which recommends to delay sending of RTCP packets by 2.5 seconds: the multiplexing gain is reduced about 2 percent (2.5/120) in time.
Talking about bandwidth, if we assume a RTP multiplexing efficiency of 58 percent (see [7], chapter 5.2.2), which means that one non-multiplexed RTP packet requires as much bandwidth as 2.4 multiplexed RTP packets [1/(1-0.58)], thus the bandwidth increase because of the non-multiplexed phase is about 4.8 percent (2*2.4).
· The UDP ports range allocated to AoIP user plane shall be much wider than what would be required if RTP multiplexing was used since the beginning of the connection; each connection requires an UDP port pair at each side which is used until the connection is released (the odd UDP port is needed to carry RTCP packets). 

· An additional protocol (RTCP) has to be mandatorily managed, which requires more message exchanges and increases the global complexity.

As an alternative this paper proposes to negotiate RTP multiplexing  and RTP header compression prior to RTP session establishment through BSSMAP (by extending the AoIP container), which removes the drawbacks above mentioned.
Note: this paper is inherited from [3].
2. Discussion
The proposal is to enrich the “AoIP Container” referenced by [1] as follows:
AoIP Container for IPv4 
	8
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	Field Element identifier
	octet 1

	Length = 6
	octet 2

	IPv4 Address (MSByte first – LSByte last)
	octet 3-6

	0
	UDP Port Value/2 (MSByte first – LSByte last)
	octet 7

	
	octet 8

	Mux
	CP
	Reserved = 000000
	octet 9


AoIP Container for IPv6 
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	Field Element identifier
	octet 1

	Length = 18
	octet 2

	IPv4 Address (MSByte first – LSByte last)
	octet 3-18

	0
	UDP Port Value/2 (MSByte first – LSByte last)
	octet 19

	
	octet 20

	Mux
	CP
	Reserved = 000000
	octet 21


Compared to proposal provided within [4] and [5] the differences are as follows:
· For consistency reason with the format of multiplexed RTP described within [2] the “UDP Port Value” is replaced by “UDP Port Value/2” and the MSBit is “reserved” and set to “0” (reminder: UDP port numbers used for RTP are always even values, see [6]).
· Mux bit: set to “1” if RTP multiplexing is supported in reception by the sender of the AoIP container, set to “0” otherwise (same meaning as in [2]).

· CP bit: set to “1” if RTP header compression is supported in reception by the sender of the AoIP container, set to “0” otherwise (same meaning as in [2]).
The “selection” field described within [2] becomes useless, as there will be no permanent report of (non)multiplexed RTP flow status through BSSMAP.
Please note that the overall scenarios for call set-up/inter-BSC HO should not be impacted by such a modification. Simply, upon reception of Assignment_Request / Handover_Request (resp. Assignment_Complete / Handover_Request_Acknowledge) message the BSS (resp. the MGW) has to send RTP packets to the IP address / UDP port provided; if Mux/CP bits are set the BSS (resp. MGW) may perform RTP multiplexing / RTP header compression for RTP packets sent.
On the other hand the format of the IP/UDP packet with multiplexed RTP packets (with/without RTP header compression) as described within [2] is left unchanged and reused as it is. The exception is the “Source ID” field within the “multiplexed header” which becomes meaningless as defined within [2] (there is no “source UDP port” anymore) but it has to be kept to identify each RTP packet within the multiplexed flow.
The proposal is that the sender fills it with a 2 bytes integer (least significant byte = 0), which can be e.g. derived from the “Call ID” last significant bytes or computed from scratch.
Furthermore in the case the RTP header compression is supported the first RTP packet shall be always provided with an uncompressed RTP header.

3. Conclusion

With the proposed modification of the AoIP container it is possible to perform negotiation during call setup and therefore to avoid all drawbacks listed in chapter 1.
Note: such a proposal may be also of interest for the Core Network (Nb Interface).

A Liaison Statement should be written to CT3/CT4.
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