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26.7
Elementary procedures of mobility management

The tests are based on 3GPP TS 04.08 / 3GPP TS 24.008 and 3GPP TS 03.03.

In this subclause, when the expected sequence require that "a mobile originated CM connection is attempted", it shall be for a service other than emergency call.

In this subclause, a initial CM message is either a SETUP message, a REGISTER message or a CP-DATA message (in that case the acknowledged mode of operation on SAPI 3 will have be established and this message will be sent on SAPI 3).

26.7.0
Default contents of messages

Default contents SYSTEM INFORMATION messages and default settings 

For cell A and B

For GSM use 26.6.14. For DCS use 26.6.15, for PCS 1 900 use 26.6.18, for GSM 450 use 26.6.16, for GSM 480 use 26.6.17, for GSM 750 use 26.6.19,  for GSM 850 use 26.6.20, for GSM 710 use 26.6.21 and for T-GSM 810 use 26.6.22.

Cell C

The contents of SYSTEM INFORMATION TYPE 1 to 6 messages for cell C are identical to those of cell A with the following exceptions:

	Cell Channel Description
	

	
- Format Identifier
	Range 128 for GSM 450, GSM 480, GSM 710, GSM 750, T-GSM 810 and GSM 850. 

Bit map 0 for GSM.

Range 512 for DCS and PCS 1 900.

	
- Cell Allocation ARFCN
	Channel number 267 for GSM 450, Channel number 315 for GSM 480, Channel Number 30 for GSM, Channel Number 700 for DCS, PCS 1 900, Channel Number 467 for GSM 710, GSM 750 and T-GSM 810 and Channel Number 157 for GSM 850.

	Cell Identity
	

	
- Cell Identity Value
	0003H


Default settings for cell C:

	Downlink input level
	53 dBmicroVolt emf

	Uplink output power
	minimum supported by the MS's power class for GSM and DCS, Power Control Level = 10 for PCS 1 900

	Propagation profile
	static.

	BCCH/CCCH carrier number
	267 for GSM 450, 315 for GSM 480, 30 for GSM, 700 for DCS and PCS 1 900, 467 for GSM 710, GSM 750 and T-GSM 810 and 157 for GSM 850.


ABORT

	Information element
	Value/remark

	Reject cause
	Depending on the test one of either:

#6 - Illegal ME

#17 - Network Failure.


AUTHENTICATION REQUEST

	Information element
	Value/remark

	Cipher Key Sequence Number
	Arbitrary

	Authentication parameter RAND 
	Arbitrarily chosen by the test house


AUTHENTICATION RESPONSE

	Information element
	Value/remark

	Authentication parameter SRES
	As applicable


AUTHENTICATION REJECT

	Information element
	Value/remark

	None but message head
	


CHANNEL RELEASE

	Information element
	Value/remark

	RR cause
	Normal release


CIPHERING MODE COMMAND

	Information element
	Value/remark

	Cipher mode setting
	Start ciphering

	Cipher Response
	IMEI must not be included


CM RE-ESTABLISHMENT REQUEST

	Information element
	Value/remark

	Cipher Key Sequence Number
	According to SIM contents

	Mobile station classmark 2
	See PICS/PIXIT

	Mobile Identity
	IMSI of MS under test

	Location area identification
	As in subclause 26.1.1


CM SERVICE ACCEPT

	Information element
	Value/remark

	None but message head
	Omitted


CM SERVICE REQUEST

	Information element
	Value/remark

	CM service type
	Mobile originating call establishment unless otherwise specified in test.

	Ciphering key sequence number
	According to SIM contents

	Mobile station classmark 2
	See PICS/PIXIT

	Mobile identity
	TMSI of the MS under test


CM SERVICE REJECT

	Information element
	Value/remark

	Reject cause
	Depending on test


IDENTITY REQUEST

	Information element
	Value/remark

	Identity type
	Depending on test

	Spare half octet
	0000


IDENTITY RESPONSE

	Information element
	Value/remark

	Mobile identity
	Depending on test


IMMEDIATE ASSIGNMENT

	Information element
	Value/remark

	L2 pseudo length
	

	Page mode
	Normal Paging

	Spare half octet
	0000

	Channel description
	

	
- Channel type and TDMA offset
	SDCCH/4 or SDCCH/8

	
- Time slot number
	Arbitrary legal value

	
- Subsequent fields of the Channel 
description IE depend upon the Type of MS under test, as specified in subclause 26.1.1
	

	Request reference
	

	
- Random access information
	As received from MS

	
- N51,N32,N26
	Corresponding to the frame in which the Channel Request was sent

	Timing advance
	0

	Mobile allocation
	Empty (L=0)

	Starting time
	Omitted

	IA rest octets
	all bits set to spare


IMSI DETACH INDICATION

	Information element
	Value/remark

	Mobile station classmark 1
	See PICS/PIXIT

	Mobile identity
	TMSI of the MS under test


LOCATION UPDATING ACCEPT

	Information element
	Value/remark

	Location area identification
	As in subclause 26.1.1

	Mobile identity
	Omitted

	Follow on proceed
	Omitted


LOCATION UPDATING REJECT

	Information element
	Value/remark

	Reject cause
	As specified in test


LOCATION UPDATING REQUEST

	Information element
	Value/remark

	Location updating type
	Normal location updating

	Cipher Key Sequence Number
	According to SIM contents

	Location area identification
	As in subclause 26.1.1

	Mobile station classmark
	See PICS/PIXIT

	Mobile identity
	TMSI of the MS


PAGING REQUEST TYPE 1

	Information element
	Value/remark

	L2 pseudo length
	

	Page Mode
	Normal paging

	Channels needed
	

	
- mobile 1
	"any channel"

	
- mobile 2
	spare

	Mobile identity 1
	TMSI of MS under test

	Mobile identity 2
	Omitted

	P1 rest octets
	All bits set to spare


PAGING RESPONSE

	Information element
	Value/remark

	Ciphering key sequence number
	According to SIM contents

	Spare half octet
	0000

	Mobile station classmark 2
	See PICS/PIXIT

	Mobile identity
	TMSI of the MS under test


TMSI REALLOCATION COMMAND

	Information element
	Value/remark

	Location area identification
	As in subclause 26.1.1

	Mobile identity
	TMSI of the MS under test


TMSI REALLOCATION COMPLETE

	Information element
	Value/remark

	None but message head
	omitted


26.7.1
TMSI reallocation

The intention of the TMSI Reallocation procedure is to assign a new temporary identity for the MS. If the message is not understood by the MS, the network could not establish a link to the MS. As this is a common MM procedure, it can be initiated at any time.

26.7.1.1
Conformance requirement

1)
A Mobile Station shall acknowledge a new TMSI when explicitly allocated during a location updating procedure or an incoming call.

2)
The TMSI shall be updated on the SIM when the Mobile Station is correctly deactivated in accordance with the manufacturer's instructions.

3)
A Mobile Station shall answer paging with this TMSI and includes it in the Paging Response message.

Reference(s):

3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.3.1, 3GPP TS 03.03 clause 2, 3GPP TS 02.17 subclause 6.1.

26.7.1.2
Test purpose

To verify that the MS is able to receive and acknowledge a new TMSI by means of an explicit TMSI reallocation procedure.

To verify that the MS has stored the TMSI in a non-volatile memory.

The implicit reallocation procedure is tested in subclause 26.7.4.1.

26.7.1.3
Method of test

Initial conditions

System Simulator:


Two cells A and B, belonging to different location areas a and b, default parameters.

Mobile Station:


The MS has valid TMSI (= TMSI1), CKSN, Kc. It is "idle updated" on cell B.

Related PICS/PIXIT statement(s)

Switch off button Yes/No.

Way to bring the MS into service.

Foreseen final state of the MS

The MS has a valid TMSI (= TMSI1), CKSN, Kc. It is "idle updated" on cell A.

Test Procedure

The MS is paged in cell B and the ciphering mode is established. An explicit TMSI reallocation procedure is performed. The channel is released. The MS is switched off and then its power supply is interrupted for 10 s. The power supply is resumed and then the MS is switched on and allowed sufficient time to guarantee that the MS is in service (listening to its paging subchannel). The system simulator then checks, by paging, whether the MS has stored the received TMSI.

The MS is made to select cell A. A normal location updating procedure is performed in cell A. An explicit TMSI reallocation procedure is performed and then the location updating procedure is accepted by the SS. The system simulator checks, by paging, whether the MS has stored the allocated TMSI.

Maximum duration of test

2 minutes.

Expected sequence

	Step
	Direction
	Message
	Comments

	
	
	
	The following messages are sent and shall be received on cell B.

	1
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" = TMSI1.

	2
	MS -> SS
	CHANNEL REQUEST
	Establishment Cause: Answer to paging.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	PAGING RESPONSE
	

	5
	SS -> MS
	CIPHERING MODE COMMAND
	The SS starts deciphering.

	6
	MS -> SS
	CIPHERING MODE COMPLETE
	The SS starts enciphering.

	7
	SS -> MS
	TMSI REALLOCATION COMMAND
	"Mobile identity" = new TMSI (TMSI2) different from TMSI 1.

	8
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	9
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.

	10
	MS
	
	If possible (see PICS), the MS is switched off.

	10a
	MS
	
	The power supply is interrupted for 10 s.

	11
	MS
	
	The MS is  switched on.

	12
	SS
	
	The SS waits an amount of time which is enough to guarantee that the MS is in service (listening to its paging subchannel).

	13
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" = TMSI2.

	14
	MS -> SS
	CHANNEL REQUEST
	Establishment Cause: Answer to paging.

	15
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	16
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" =TMSI2.

	17
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The following messages are sent and shall be received on cell A

	18
	SS
	
	The RF level of cell B is lowered until the MS selects cell A. The RF level of cell B is set sufficiently low to ensure that cell B is not suitable as defined in 3GPP TS 05.08 subclause 6.6.2.

	19
	MS -> SS
	CHANNEL REQUEST
	Establishment cause: Location updating.

	20
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	21
	MS -> SS
	LOCATION UPDATING REQUEST
	location updating type = normal, "ciphering key sequence number" = CKSN, LAI = b, "mobile identity" = TMSI2.

	22
	SS -> MS
	TMSI REALLOCATION COMMAND
	TMSI = TMSI1.

	23
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	24
	SS -> MS
	LOCATION UPDATING ACCEPT
	This message does not contain the optional Mobile Identity field.

	25
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The SS waits an amount of time which is enough to guarantee that the MS is "idle updated" on cell A.

	26
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the new TMSI (= TMSI1).

	27
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Answer to paging.

	28
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	29
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" IE contains the new TMSI (= TMSI1).

	30
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.


Specific message contents:

None.

26.7.2
Authentication

The purpose of this procedure is to verify the user identity. A correct response is essential to guarantee the establishment of the connection. If not, the connection will drop.

The SS shall be able to handle vectors of Kc, RAND, and SRES in a similar way as the MSC/BSS entities. The SS shall incorporate a test algorithm for generating SRES and Kc from RAND and Ki which operates as described in annex 4.

26.7.2.1
Authentication accepted

26.7.2.1.1
Conformance requirement

1)
A Mobile Station shall correctly respond to an Authentication Request message by sending an Authentication Response message with the SRES information field set to the same value as the one produced by the authentication algorithm in the network.

2)
A Mobile Station shall indicate in a Paging Response message the ciphering key sequence number which was allocated to it through the authentication procedure.

Reference(s)

3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.3.2, 3GPP TS 03.03 clause 2.

26.7.2.1.2
Test purpose

1)
To check that a Mobile Station correctly responds to an Authentication Request message by sending an Authentication Response message with the SRES information field set to the same value as the one produced by the authentication algorithm in the network.

2)
To check that a Mobile Station indicates in a Paging Response message the ciphering key sequence number which was allocated to it through the authentication procedure.

26.7.2.1.3
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS has valid TMSI, CKSN (CKSN1), Kc. It is "idle updated" on the cell.

Related PICS/PIXIT statement(s)

None.

Foreseen final state of the MS

The MS has valid TMSI, CKSN and Kc. It is "idle updated" on the cell.

Test Procedure

The MS is paged. After the MS has sent a PAGING RESPONSE message to the SS, the SS initiates an authentication procedure and checks the value SRES sent by the MS in the AUTHENTICATION RESPONSE message. The channel is released. The MS is paged and the SS checks the value of the ciphering key sequence number sent by the MS in the PAGING RESPONSE message.

Maximum duration of test

1 minute.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	SS -> MS
	PAGING REQUEST TYPE 1
	

	2
	MS -> SS
	CHANNEL REQUEST
	Establishment Cause: Answer to paging.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	PAGING RESPONSE
	CKSN = CKSN1

	5
	SS -> MS
	AUTHENTICATION REQUEST
	The SS initiates authentication with CKSN2 different from CKSN1.

	6
	MS -> SS
	AUTHENTICATION RESPONSE
	"Auth. parameter SRES" IE shall be bit exact with the value as produced by the authentication algorithm.

	7
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The SS waits an amount of time which is enough to guarantee that the MS is in service.

	8
	SS -> MS
	PAGING REQUEST TYPE 1
	

	9
	MS -> SS
	CHANNEL REQUEST
	Establishment Cause: Answer to paging.

	10
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	11
	MS -> SS
	PAGING RESPONSE
	"Ciphering key sequence number" shall be the same as the value that was sent in the last AUTHENTICATION REQUEST message (= CKSN2).

	12
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.


Specific message contents:

None.

26.7.2.2
Authentication rejected

26.7.2.2.1
Conformance requirement

1)
After reception of an Authentication Reject message the Mobile Station shall:

1.1
not perform normal location updating.

1.2
not perform periodic location updating.

1.3
not respond to paging with TMSI.

1.4
reject any request from CM entity for MM connection except for emergency call.

1.5
not perform IMSI detach if deactivated.

2)
After reception of an Authentication Reject message the Mobile Station, if it supports speech, shall accept a request for an emergency call by sending a CHANNEL REQUEST message with the establishment cause set to "emergency call" and include an IMEI as mobile identity in the CM SERVICE REQUEST message.

3)
After reception of an Authentication Reject message the Mobile Station shall delete the stored LAI, CKSN and TMSI.

Reference(s)

3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.3.2.5.

26.7.2.2.2
Test purpose

1)
To check that ,after reception of an Authentication Reject message, the Mobile Station:

1.1
does not perform normal location updating.

1.2
does not perform periodic location updating.

1.3
does not respond to paging with TMSI.

1.4
rejects any request from CM entity for MM connection except for emergency call.

1.5
does not perform IMSI detach if deactivated.

2)
To check that, after reception of an Authentication Reject message the Mobile Station, if it supports speech, accepts a request for an emergency call by sending a CHANNEL REQUEST message with the establishment cause set to "emergency call" and includes an IMEI as mobile identity in the CM SERVICE REQUEST message.

3)
To check that, after reception of an Authentication Reject message and after having been deactivated and reactivated, the MS performs location updating using its IMSI as mobile identity and indicates deleted LAI and CKSN.

26.7.2.2.3
Method of test

Initial conditions

System Simulator:


Two cells: A and B, belonging to different location areas a and b.


IMSI attach/detach is allowed in both cells.


The T3212 time-out value is 1/10 hour in both cells.

Mobile Station:


The MS has valid TMSI, CKSN (CKSN2) and Kc. It is "idle updated" on cell B.

Related PICS/PIXIT statement(s)

SIM removal possible while MS is powered Yes/No.

Switch off on button Yes/No.

Support of speech Yes/No.

Foreseen final state of the MS

The MS has valid TMSI, CKSN (CKSN1) and Kc. It is "idle updated" on cell A.

Test procedure

The SS rejects an authentication. The channel is released. The SS checks that the MS has entered the state MM IDLE substate NO IMSI, i.e. does not perform normal location updating, does not perform periodic updating, does not respond to paging, rejects any requests from CM entities except emergency calls and does not perform IMSI detach if SIM detachment is performed, switch off is performed, or the power is removed, depending on the MS (see PICS/PIXIT).

Maximum duration of test

10 minutes.

Expected sequence

	Step
	Direction
	Message
	Comments

	The following messages are sent and shall be received on cell B

	1
	SS -> MS
	PAGING REQUEST TYPE 1
	

	2
	MS -> SS
	CHANNEL REQUEST
	Establishment Cause: Answer to paging.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	PAGING RESPONSE
	"Ciphering key sequence number" shall be the same as the value that was sent in the last AUTHENTICATION REQUEST message (= CKSN2).

	5
	SS -> MS
	AUTHENTICATION REQUEST
	

	6
	MS -> SS
	AUTHENTICATION RESPONSE
	

	7
	SS -> MS
	AUTHENTICATION REJECT
	

	8
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.

	9
	SS -> MS
	PAGING REQUEST TYPE 1
	The MS is paged in cell B. "Mobile identity" IE contains TMSI.

	10
	MS
	
	The MS shall ignore this message. This is verified during 3 s.

	11
	SS
	
	The SS waits for at least for 15 s.

	12
	MS
	
	A MO CM connection is attempted.

	13
	MS
	
	The MS shall not initiate an RR connection establishment on cell A or cell B. This is checked during 3 s.

	14
	MS
	
	If the MS supports speech (see PICS), an emergency call is attempted.

	15
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Emergency call.

	16
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	17
	MS -> SS
	CM SERVICE REQUEST
	"CM service type": Emergency call establishment. "Mobile identity": type of identity is set to IMEI.

	18
	SS -> MS
	CM SERVICE ACCEPT
	

	19
	MS -> SS
	EMERGENCY SETUP
	

	20
	SS -> MS
	RELEASE COMPLETE
	"Cause" = unassigned number.

	21
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.

	The following messages are sent and shall be received on cell A.

	22
	SS
	
	The RF levels are changed to make the MS reselect the cell A.

	23
	MS
	
	The MS performs cell reselection according to procedure as specified in 3GPP TS 05.08 (this however is not checked until step 29). The MS shall not initiate an RR connection establishment on cell A or on cell B.

	24
	SS
	
	The SS waits at least 7 minutes for a possible periodic updating.

	25
	MS
	
	The MS shall not initiate an RR connection establishment on cell A or on cell B.

	26
	MS
	
	If possible (see PICS) SIM detachment is performed. Otherwise if possible (see PICS) switch off is performed. Otherwise the power is removed.

	27
	MS
	
	The MS shall not initiate an RR connection establishment on cell A or on cell B. This is checked during 3 s.

	28
	MS
	
	Depending on what has been performed in step 26 the MS is brought back to operation.

	29
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Location updating.

	30
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	31
	MS -> SS
	LOCATION UPDATING REQUEST
	"location updating type" = normal, "CKSN" = no key available, "Mobile Identity" = IMSI, "LAI" = deleted LAI (the MCC and MNC hold the previous values, the LAC is coded FFFE).

	32
	SS -> MS
	AUTHENTICATION REQUEST
	"CKSN" = CKSN1.

	33
	MS -> SS
	AUTHENTICATION RESPONSE
	

	34
	SS -> MS
	LOCATION UPDATING ACCEPT
	"Mobile Identity" = TMSI.

	35
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	36
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.


Specific message contents

None.

26.7.3
Identification

The purpose of this procedure is to check that the MS gives its identity as requested by the network. If this procedure does not work, it will not be possible for the network to rely on the identity claimed by the MS.

26.7.3.1
General Identification

26.7.3.1.1
Conformance requirement

1)
When requested by the network the Mobile Station shall send its IMSI.

2)
When requested by the network the Mobile Station shall send the TMSI which it was previously allocated.

3)
When requested by the network the Mobile Station shall send its IMEI as stored in the Mobile Equipment.

4)
When requested by the network the Mobile Station shall send its IMEISV as stored in the Mobile Equipment.

Reference(s)

3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.3.3.

26.7.3.1.2
Test purpose

1)
To verify that the MS sends identity information as requested by the system in the following cases: IMSI and TMSI are requested in non-ciphered mode, IMEI is requested in ciphered mode.

2)
To verify that the MS sends its IMEI, when requested to do so, in non-ciphered mode.

3)
To verify that the MS sends its IMEISV, when requested to do so, in non-ciphered mode.

26.7.3.1.3
Method of test

26.7.3.1.3.1
Identification / test 1

Initial conditions

System Simulator:


1 cell, default values.

Mobile Station:


The MS has a valid TMSI. It is "idle updated" on the cell.

Related PICS/PIXIT statement(s)

IMEI of the ME.

Foreseen final state of the MS

The MS has a valid TMSI. It is "idle updated" on the cell.

Test Procedure

The SS requests identity information from the MS:

-
IMSI in non ciphering mode,

-
allocated TMSI in non ciphering mode,

-
IMEI in ciphering mode.

Maximum duration of test

30 s.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	SS -> MS
	PAGING REQUEST TYPE 1
	

	2
	MS -> SS
	CHANNEL REQUEST
	Establishment Cause: Answer to paging.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	PAGING RESPONSE
	

	5
	SS -> MS
	IDENTITY REQUEST
	"Identity type" IE is IMSI.

	6
	MS -> SS
	IDENTITY RESPONSE
	"Mobile identity" IE specifies the IMSI of the MS.

	7
	SS -> MS
	IDENTITY REQUEST
	"Identity type" IE is TMSI.

	8
	MS -> SS
	IDENTITY RESPONSE
	"Mobile identity" IE specifies the allocated TMSI of the MS.

	9
	SS -> MS
	CIPHERING MODE COMMAND
	

	10
	MS -> SS
	CIPHERING MODE COMPLETE
	

	11
	SS -> MS
	IDENTITY REQUEST
	"Identity type" IE is IMEI.

	12
	MS -> SS
	IDENTITY RESPONSE
	"Mobile identity" IE specifies the IMEI stored in the Mobile Equipment.

	13
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.


Specific message contents:

None.

26.7.3.1.3.2
Identification / test 2

Initial conditions

System Simulator:


1 cell, default values.

Mobile Station:


The MS has a valid TMSI. It is in "idle updated".

Related PICS/PIXIT statement(s)

IMEI of the ME.

IMEISV of the ME.

Foreseen final state of the MS

The MS has a valid TMSI. It is "idle updated".

Test Procedure

The SS requests identity information from the MS:

-
IMEI in non ciphering mode;

-
IMEISV in non ciphering mode.

Maximum duration of test

30 s.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	SS -> MS
	PAGING REQUEST TYPE 1
	

	2
	MS -> SS
	CHANNEL REQUEST
	Establishment Cause: Answer to paging.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	PAGING RESPONSE
	

	5
	SS -> MS
	IDENTITY REQUEST
	"Identity type" IE is IMEI.

	6
	MS -> SS
	IDENTITY RESPONSE
	"Mobile identity" IE specifies the IMEI of the MS.

	7
	SS -> MS
	IDENTITY REQUEST
	"Identity type" IE is IMEIS.

	8
	MS -> SS
	IDENTITY RESPONSE
	"Mobile identity" IE specifies the IMEISV of the MS.

	9
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.


Specific message contents:

None.

26.7.3.2
Handling of IMSI shorter than the maximum length

26.7.3.2.1
Conformance requirement

The MS shall be capable of handling an IMSI that is not of the maximum length.

Reference(s)

3GPP TS 04.08 / 3GPP TS 24.008 subclause 10.5.1.4.

26.7.3.2.2
Test purpose

To check that the MS behaves correctly when activated with an IMSI of length less than the maximum length.

In this condition, the MS shall:

-
perform location updating;

-
answer to paging with IMSI;

-
give the correct IMSI when asked by an IDENTITY REQUEST;

-
attempt CM connection establishment when requested to;

-
attempt call re-establishment when needed;

-
attempt IMSI detach when needed;

-
erase its TMSI when the IMSI is sent by the network in a LOCATION UPDATING ACCEPT or a TMSI REALLOCATION COMMAND message.

26.7.3.2.3
Method of test

Initial conditions

System Simulator:


1 cell, default values.

IMSI attach/detach bit set to "1".

Mobile Station:


The MS has no valid TMSI.


It is "idle updated".


The IMSI has the value 001011234.

Related PICS/PIXIT statement(s)

On/Off switch - Yes/No.

Foreseen final state of MS

The MS has no valid TMSI. It is in "idle, updated".

Test Procedure

The MS is paged with its IMSI. The MS shall answer to paging and include the correct IMSI in the PAGING RESPONSE message. During call establishment, the SS asks for the IMSI of the MS. The MS shall answer by an IDENTITY RESPONSE message including the correct IMSI. During the active phase of the call, the SS stops sending valid SACCH frames. The MS performs call re-establishment. The MS shall include the correct IMSI in the CM RE-ESTABLISHMENT message. a TMSI REALLOCATION COMMAND including a TMSI is sent to the MS. The MS acknowledges this message. The call is release.

The MS is paged with its TMSI. The MS shall answer to paging and includes its TMSI in the PAGING RESPONSE message. During call establishment, the SS sends a TMSI REALLOCATION COMMAND including the IMSI to the MS. The MS shall acknowledge this message. The MS shall erase its TMSI. The call is released.

The MS is switched off or has its power source removed. The MS performs IMSI detach. The MS shall include the correct IMSI in the IMSI DETACH INDICATION message.

The MS is switched on or powered on. The MS performs IMSI attach. The MS shall include the correct IMSI in the LOCATION UPDATING REQUEST message. A TMSI is allocated to the MS.

The LAC of the cell is changed. The MS performs location updating. The SS includes the IMSI in the LOCATION UPDATING ACCEPT message.

A mobile originated CM connection is attempted. The MS shall include the correct IMSI in the CM SERVICE REQUEST message.

Maximum duration of test

5 minutes.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	SS -> MS
	PAGING REQUEST TYPE 1
	"mobile identity 1" contains IMSI of MS.

	2
	MS -> SS
	CHANNEL REQUEST
	Establishment cause: Answer to paging.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	PAGING RESPONSE
	"mobile identity" contains the IMSI of the MS.

	5
	SS -> MS
	IDENTITY REQUEST
	"identity type" IE is IMSI.

	6
	MS -> SS
	IDENTITY RESPONSE
	"mobile identity" IE contains the IMSI of the MS.

	7
	
	
	The call is established using the sequence of the generic terminating call set-up procedure.

	8
	SS
	
	The SS stops sending valid SACCH frames.

	9
	MS -> SS
	CHANNEL REQUEST
	

	10
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	11
	MS -> SS
	CM REESTABLISHMENT REQUEST
	"mobile identity" IE contains IMSI of the MS.

	12
	SS -> MS
	TMSI REALLOCATION COMMAND
	"mobile identity" contains a TMSI.

	13
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	14
	SS -> MS
	CHANNEL RELEASE
	After sending this message, the SS waits for the disconnection of the main signalling link.

	15
	SS -> MS
	PAGING REQUEST TYPE 1
	"mobile identity 1" contains TMSI of MS.

	16
	MS -> SS
	CHANNEL REQUEST
	Establishment cause: Answer to paging.

	17
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	18
	MS -> SS
	PAGING RESPONSE
	"mobile identity" contains the TMSI of the MS.

	19
	SS -> MS
	AUTHENTICATION REQUEST
	

	20
	MS -> SS
	AUTHENTICATION RESPONSE
	

	21
	SS -> MS
	TMSI REALLOCATION COMMAND
	"mobile identity" contains a IMSI of MS.

	22
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	23
	SS -> MS
	CHANNEL RELEASE
	

	24
	MS
	
	If possible (see PICS) the MS is switched off, otherwise the MS has its power source removed.

	25
	MS -> SS
	CHANNEL REQUEST
	If the MS was switched off it performs IMSI detach.

	26
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	27
	MS -> SS
	IMSI DETACH INDICATION
	"mobile identity" contains IMSI of MS.

	28
	SS -> MS
	CHANNEL RELEASE
	

	29
	MS
	
	The MS is switched on or has power restored.

	30
	MS -> SS
	CHANNEL REQUEST
	

	31
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	32
	MS -> SS
	LOCATION UPDATING REQUEST
	"mobile identity" contains IMSI of MS.

	33
	SS -> MS
	LOCATION UPDATING ACCEPT
	"mobile identity" contains a TMSI.

	34
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	35
	SS -> MS
	CHANNEL RELEASE
	

	36
	SS
	
	The SS changes the LAC of the cell.

	
	
	
	

	37
	MS -> SS
	CHANNEL REQUEST
	Shall be sent within 35s of the LAC being changed.

	38
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	39
	MS -> SS
	LOCATION UPDATING REQUEST
	"mobile identity" contains TMSI of the MS.

	40
	SS -> MS
	LOCATION UPDATING ACCEPT
	"mobile identity" contains IMSI of the MS.

	41
	SS -> MS
	CHANNEL RELEASE
	

	42
	MS
	
	a mobile originated CM connection is attempted.

	43
	MS -> SS
	CHANNEL REQUEST
	

	44
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	45
	MS -> SS
	CM SERVICE REQUEST
	"mobile identity" contains IMSI of the MS.

	46
	SS -> MS
	CHANNEL RELEASE
	


Specific message contents

None.

26.7.4
Location updating

This procedure is used to register the MS in the network. If it is not performed correctly, no call can be established.

26.7.4.1
Location updating / accepted

26.7.4.1.1
Conformance requirement

1.

1.1
If the network accepts a location updating from the Mobile Station and reallocates a TMSI in the Location Updating Accept message the Mobile Station shall acknowledge the reception of the new TMSI.

1.2
The Mobile Station shall answer to paging with this TMSI and include it in a Paging Response message.

2
If the network accepts a location updating from the Mobile Station and the Location Updating Accept message contains neither TMSI nor IMSI, the Mobile Station shall answer to paging when addressed with the last allocated TMSI and include it in the Paging Response message.

3.

3.1
If the network accepts a location updating from the Mobile Station by use of a Location Updating Accept message containing the IMSI of the Mobile Station, the Mobile Station shall not answer paging with the last allocated TMSI.

3.2
The Mobile Station shall still answer paging with IMSI.

4. A mobile station that supports:

only the GSM 450 band (cf. 3GPP TS 05.05); or

only the GSM 480 band (cf. 3GPP TS 05.05); or

only the GSM 710 band (cf. 3GPP TS 05.05); or

only the GSM 750 band (cf. 3GPP TS 05.05); or

only the T-GSM 810 band (cf. 3GPP TS 05.05); or

only the GSM 850 band (cf. 3GPP TS 05.05); or

only the primary GSM band P‑GSM 900 (cf. 3GPP TS 05.05); or

only the DCS 1800 band (cf. 3GPP TS 05.05).

may ignore SYSTEM INFORMATION TYPE 2ter messages ; if it does so it shall assume that the SYSTEM INFORMATION TYPE 2 carries the complete BA, for selection of the cell , where it performs the location updating procedure.

This SYSTEM INFORMATION TYPE 2ter message may be sent by the network with either a L2 pseudo length of 18 or some other value.

See 3GPP TS 04.08 / 3GPP TS 44.018, subclauses 9.1.34 and 3.2.2.1.

Reference(s)

3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.4.4.6.

26.7.4.1.2
Test purpose

1) To test the behaviour of the MS if the network accepts the location updating of the MS.

For the network response three different cases are identified:

1.1)
TMSI is allocated;

1.2)
Location updating accept contains neither TMSI nor IMSI;

1.3)
Location updating accept contains IMSI.

2) To verify that the MS , that supports only the GSM 450 band or only the GSM 480 band or only the GSM 710 or only the GSM 750 or only the T-GSM 810  band or only the GSM 850 band or only the primary GSM900 band or only the DCS1800 band is not disturbed by SYSTEM INFORMATION 2ter messages , with different values of L2pseudolength. 

26.7.4.1.3
Method of test

26.7.4.1.3.1
Location Updating/accepted/test1

Initial conditions:

System Simulator:


Two cells, A and B, belonging to different location areas with location area identification a and b of the same PLMN.


IMSI attach/detach is allowed in both cells.


The T3212 time-out value is 1/10 hour in both cells.

Mobile Station:


The MS has a valid TMSI (=TMSI1) and CKSN (=CKSN1). It is "idle updated" on cell A.

Related PICS/PIXIT statement(s)

None.

Foreseen final state of the MS

The MS has no valid TMSI. It has valid CKSN and Kc. It is "idle, updated" on cell B.

Test Procedure

The MS is made to select cell B. A normal location updating with TMSI reallocation is performed in cell B. The channel is released. The SS checks, by paging, that the MS has stored the newly allocated TMSI. The channel is released. The MS is made to select cell A. A normal location updating is performed in cell A. The LOCATION UPDATING ACCEPT message contains neither IMSI nor TMSI. The SS checks, by paging, that the MS has kept the old TMSI. The channel is released. The MS is made to select cell B. A normal location updating is performed in cell B. The LOCATION UPDATING ACCEPT message contains an IMSI. The SS checks, by paging, that the MS has deleted its TMSI and responds to paging with IMSI.

Maximum duration of test

4 minutes.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	SS
	
	The RF level of cell A is lowered until the MS selects cell B.

	2
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Location updating.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	LOCATION UPDATING REQUEST
	"location updating type" = normal, "CKSN" = CKSN1, "location area identification" = a, "mobile station classmark 1" as given by the PICS and "mobile identity" = TMSI1.

	5
	SS -> MS
	LOCATION UPDATING ACCEPT
	"Mobile identity" = new TMSI (=TMSI2), LAI = b.

	6
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	7
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The SS waits an amount of time which is enough to guarantee that the MS is in service.

	8
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the new TMSI (= TMSI2).

	9
	MS -> SS
	CHANNEL REQUEST
	

	10
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	11
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" IE contains the new TMSI (= TMSI2).

	12
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.

	13
	SS
	
	The RF level of cell B is lowered until the MS selects cell A.

	14
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Location updating

	15
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	16
	MS -> SS
	LOCATION UPDATING REQUEST
	"location updating type" = normal, "CKSN" = CKSN1, "location area identification" = b, "mobile station classmark 1" as given by the PICS and "mobile identity" = TMSI2.

	17
	SS -> MS
	LOCATION UPDATING ACCEPT
	"Mobile identity" IE not included.

	18
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The  SS waits an amount of time which is enough to guarantee that the MS is in service.

	19
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the TMSI (= TMSI2).

	20
	MS -> SS
	CHANNEL REQUEST
	

	21
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	22
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" IE contains the TMSI (=TMSI2).

	23
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.

	24
	SS
	
	The RF level of cell A is lowered until the MS selects cell B.

	25
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Location updating.

	26
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	27
	MS -> SS
	LOCATION UPDATING REQUEST
	"location updating type" = normal, "CKSN" = CKSN1, "location area identification" = a, "mobile station classmark 1" as given by the PICS and "mobile identity" = TMSI2.

	28
	SS -> MS
	LOCATION UPDATING ACCEPT
	"Mobile identity" IE contains IMSI.

	29
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The SS waits an amount of time which is enough to guarantee that the MS is in service.

	30
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the old TMSI (= TMSI2).

	31
	MS
	
	The MS shall ignore this message. This is checked during 5 s.

	32
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the IMSI.

	33
	MS -> SS
	CHANNEL REQUEST
	

	34
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	35
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" IE contains the IMSI.

	36
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.


Specific message contents:

None.

26.7.4.1.3.2
Location Updating/accepted/test2  

Initial conditions:

System Simulator:


Two cells, A and B, belonging to different location areas with location area identification a and b of the same PLMN.

Sytem information2ter is broadcasted on the two cells (Cell A with L2pseudolength=18, Cell B with L2pseudolength=0) .


IMSI attach/detach is allowed in both cells.


The T3212 time-out value is 1/10 hour in both cells.

Mobile Station:


The MS has a valid TMSI (=TMSI1) and CKSN (=CKSN1). It is "idle updated" on cell A.

Related PICS/PIXIT statement(s)

None.

Foreseen final state of the MS

The MS has no valid TMSI. It has valid CKSN and Kc. It is "idle, updated" on cell B.

Test Procedure

The MS is made to select cell B. A normal location updating with TMSI reallocation is performed in cell B. The channel is released. The SS checks, by paging, that the MS has stored the newly allocated TMSI. The channel is released. The MS is made to select cell A. A normal location updating is performed in cell A. The LOCATION UPDATING ACCEPT message contains neither IMSI nor TMSI. The SS checks, by paging, that the MS has kept the old TMSI. The channel is released. The MS is made to select cell B. A normal location updating is performed in cell B. The LOCATION UPDATING ACCEPT message contains an IMSI. The SS checks, by paging, that the MS has deleted its TMSI and responds to paging with IMSI.

Maximum duration of test

4 minutes.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	SS
	
	The RF level of cell A is lowered until the MS selects cell B.

	2
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Location updating.

	3
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	4
	MS -> SS
	LOCATION UPDATING REQUEST
	"location updating type" = normal, "CKSN" = CKSN1, "location area identification" = a, "mobile station classmark 1" as given by the PICS and "mobile identity" = TMSI1.

	5
	SS -> MS
	LOCATION UPDATING ACCEPT
	"Mobile identity" = new TMSI (=TMSI2), LAI = b.

	6
	MS -> SS
	TMSI REALLOCATION COMPLETE
	

	7
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The SS waits an amount of time which is enough to guarantee that the MS is in service.

	8
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the new TMSI (= TMSI2).

	9
	MS -> SS
	CHANNEL REQUEST
	

	10
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	11
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" IE contains the new TMSI (= TMSI2).

	12
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.

	13
	SS
	
	The RF level of cell B is lowered until the MS selects cell A.

	14
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Location updating

	15
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	16
	MS -> SS
	LOCATION UPDATING REQUEST
	"location updating type" = normal, "CKSN" = CKSN1, "location area identification" = b, "mobile station classmark 1" as given by the PICS and "mobile identity" = TMSI2.

	17
	SS -> MS
	LOCATION UPDATING ACCEPT
	"Mobile identity" IE not included.

	18
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The  SS waits an amount of time which is enough to guarantee that the MS is in service.

	19
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the TMSI (= TMSI2).

	20
	MS -> SS
	CHANNEL REQUEST
	

	21
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	22
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" IE contains the TMSI (=TMSI2).

	23
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.

	24
	SS
	
	The RF level of cell A is lowered until the MS selects cell B.

	25
	MS -> SS
	CHANNEL REQUEST
	"Establishment cause": Location updating.

	26
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	27
	MS -> SS
	LOCATION UPDATING REQUEST
	"location updating type" = normal, "CKSN" = CKSN1, "location area identification" = a, "mobile station classmark 1" as given by the PICS and "mobile identity" = TMSI2.

	28
	SS -> MS
	LOCATION UPDATING ACCEPT
	"Mobile identity" IE contains IMSI.

	29
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link. The SS waits an amount of time which is enough to guarantee that the MS is in service.

	30
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the old TMSI (= TMSI2).

	31
	MS
	
	The MS shall ignore this message. This is checked during 5 s.

	32
	SS -> MS
	PAGING REQUEST TYPE 1
	"Mobile identity" IE contains the IMSI.

	33
	MS -> SS
	CHANNEL REQUEST
	

	34
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	35
	MS -> SS
	PAGING RESPONSE
	"Mobile identity" IE contains the IMSI.

	36
	SS -> MS
	CHANNEL RELEASE
	After the sending of this message, the SS waits for the disconnection of the main signalling link.


Specific message contents:

SYSTEM INFORMATION TYPE 2ter Cell A :

	Information Element
	Value/remark

	L2 Pseudolength 
	18

	Neighbour Cells Description 2
	0

	Multiband reporting
	

	For Cell A
	

	
- Format notation
	Range 512

	
- BA_IND
	0

	
- BCCH Allocation ARFCN
	ARFCN 520, 870 (for GSM 400 and GSM 900 tests),

ARFCN 43,85 (For GSM 1800 tests) 

ARFCN 520, 800 (for GSM 710, GSM 750, T-GSM 810 and GSM 850 tests)

	SI 2ter rest octets
	Not used (All bits set to spare)


SYSTEM INFORMATION TYPE 2ter Cell B :

	Information Element
	Value/remark

	L2 Pseudolength 
	0

	Neighbour Cells Description 2
	0

	Multiband reporting
	

	For Cell B
	

	
- Format notation
	Range 512

	
- BA_IND
	0

	
- BCCH Allocation ARFCN
	ARFCN 590, 810 (for GSM 400 and GSM 900 tests),

ARFCN 44,86 (for GSM 1800 tests),

ARFCN 590, 780 (for GSM 710, GSM 750, T-GSM 810 and GSM 850 tests)

	SI 2ter rest octets
	Not used (All bits set to spare)


SYSTEM INFORMATION TYPE 3 Cell A and cell B:

Same as default content in 26.7.0 except :

	Information Element
	Value/remark

	SI3 rest octets 
	All bits are set to spare except,

	
SI 2ter Indicator
	System Information 2ter is available


[next modified section]
26.8.1.2.6.6
U10 call active / SETUP received

26.8.1.2.6.6.1
Definition

If the MS does not react correctly when receiving a SETUP message on a new Transaction Identifier during an active call, the active call may be lost.

This test is applicable for all MS supporting at least one mobile originated circuit switched basic service.

26.8.1.2.6.6.2
Conformance requirement

1)
A Mobile Station that has a call established when receiving a SETUP message shall respond either with a CALL CONFIRMED message or a RELEASE COMPLETE message, both with cause #17 "user busy".

2)
The call control state of the existing transaction shall not be affected by the incoming SETUP message.

Reference(s):

Conformance requirement 1:
3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.2.2.3.1.

Conformance requirement 2:
3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.1.1.

26.8.1.2.6.6.3
Test purpose

1)
To verify that a Mobile Station that has a call established and receives a SETUP message answers either with a CALL CONFIRMED message with cause "user busy" if it supports call waiting, or with a RELEASE COMPLETE message with cause "user busy" otherwise.

2)
To verify that after having sent this message, the MS is still in state U10 for the established call.

26.8.1.2.6.6.4
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is idle updated with valid TMSI and CKSN.


The MS is brought into the state U10 by using table 26.8.1.2/14.

Related PICS/PIXIT statement(s)

- supported MO circuit switched basic services.

- support of call waiting Y/N.

Foreseen final state of the MS

U10, call active.

Maximum duration of test

30 s.

Test Procedure

The MS has a mobile originated call in the U10 state.

The SS sends a SETUP message to the MS (with signal IE indicating "call waiting tone on").

If the MS does not support call waiting it shall answer by a RELEASE COMPLETE message.

If the MS supports call waiting it shall answer by a CALL CONFIRMED message followed by an ALERTING. The second transaction is then released by the SS with a RELEASE COMPLETE message.

In both cases the SS checks by using the status enquiry procedure that the CC entity of the MS is still in state U10, active call for the original call.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	SS -> MS
	SETUP
	this message establishes a second transaction The TI value shall be the same as the one that is in use for the MO call. The TI flag shall have the value specified for an MT call.

	
	
	
	if the MS does not support call waiting

	A2
	MS -> SS
	RELEASE COMPLETE
	with cause user busy" with the TI of the second transaction

	
	
	
	if the MS supports call waiting

	B2
	MS -> SS
	CALL CONFIRMED
	with cause user busy" with the TI of the second transaction

	B3
	MS -> SS
	ALERTING
	with the TI of the second transaction

	B4
	SS -> MS
	RELEASE COMPLETE
	with the TI of the second transaction

	5
	SS -> MS
	STATUS ENQUIRY
	with the TI of the original transaction

	6
	MS -> SS
	STATUS
	cause 30#, state U10 with the TI of the original transaction


NOTE:
The Transaction Identifier of the second transaction shall be different from the one of the already established transaction.

Specific message contents

SETUP message contains a Signal IE with value "call waiting tone on" (H'07).

[next modified section]
26.8.1.4.3
In-call functions / channel changes

The two following test cases are for testing some elementary radio resource level procedures during an active state of a call to ensure call maintenance also during physical channel changes.

26.8.1.4.3.1
In-call functions / channel changes / a successful channel change in active state/ Handover and Assignment Command

26.8.1.4.3.1.1
Definition

This is a case to test a change of a physical channel during active state of a call. This test is applicable for any equipment supporting at least one mobile terminating circuit switched basic service.

26.8.1.4.3.1.2
Conformance requirement

1)
The MS being in the call active state after having successful completed a channel assignment or a handover command, shall remain in the call active state.

References


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.3.4.3.2,
3GPP TS 04.08 / 3GPP TS 44.018, subclause 3.4.6.1

26.8.1.4.3.1.3
Test purpose

To verify that the MS being in the call active state after having successful completed a channel assignment or having completed a handover command remains in the call active state.

26.8.1.4.3.1.4
Method of test

Related PICS/PIXIT statements

-
supported MT circuit switched basic services;


Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in CC-state "active".

Foreseen final state of the MS

CC-state "active".

Maximum duration of test

10 s.

Test procedure

The SS initiates a call to the Mobile Station, using an arbitrarily chosen MT circuit switched basic service (see clause 10 for generic call set up procedures).

The MS being in the call active state, th SS initiated channel assignment procedure causing an intracell change of channel by sending ASSIGNMENT COMMAND message to the MS. The MS performs channel assignment procedure and after the main signalling link is successfully established, the MS returns an ASSIGNMENT COMPLETE message. The state of the MS is then checked.

The SS then initiates a Finely Synchronized handover intra cell procedure. On the successful completion of this procedure the state of the MS is checked.

Expected sequence

	Step
	Direction
	Message
	Comments

	0
	
	
	Generic call set up procedure defined in subclauses 10.1 and 10.3, depending on choice of Bearer Capability.

	1
	SS -> MS
	ASSIGNMENT COMMAND
	

	2
	MS -> SS
	ASSIGNMENT COMPLETE
	

	3
	SS -> MS
	STATUS ENQUIRY
	

	4
	MS -> SS
	STATUS
	cause 30#, state U10

	5
	SS -> MS
	HANDOVER COMMAND
	See Specific message contents.

	6
	MS -> SS
	HANDOVER ACCESS
	

	7
	MS -> SS
	HANDOVER ACCESS
	

	8
	MS -> SS
	HANDOVER ACCESS
	

	9
	MS -> SS
	HANDOVER ACCESS
	Before completion of the 4 access bursts on the new DCCH, additional access bursts may also be sent on the SACCH

	10
	MS -> SS
	HANDOVER COMPLETE
	

	11
	SS -> MS
	STATUS ENQUIRY
	

	12
	MS -> SS
	STATUS
	cause 30#, state U10


Specific message contents:

ASSIGNMENT COMMAND

	Information Element
	value/remark

	Channel Description
	

	As used in Assignment Command when setting up the call, except:
	

	
- Timeslot Number
	Arbitrary value, but different to originally used.


HANDOVER COMMAND

	Information Element
	value/remark

	Cell Description
	

	
- Network Colour Code
	1

	
- Base Station Colour Code
	5

	
- BCCH Carrier Number
	GSM 450 – ARFCN 263 

GSM 480 – ARFCN 310 

P-GSM 900 - ARFCN 20

DCS 1 800 - ARFCN 590

PCS 1 900 – ARFCN 650

GSM 710 – ARFCN 457
GSM 750 – ARFCN 457

T-GSM 810 – ARFCN 457
GSM 850 – ARFCN 147

	Channel Description
	

	As used in Assignment Command when setting up the call, except:
	

	
- Timeslot Number
	Arbitrary value, but different to originally used.

	Synchronization Indication
	

	
- Report Observed Time Difference
	Shall not be included.

	
- Synchronization Indication
	"Synchronized".

	
- Normal Cell Indication
	Ignore out of range timing advance.


 STATUS

	Information Element
	value/remark

	cause
	#30, statue U10.


26.8.1.4.3.2
In-call functions / channel changes / an unsuccessful channel change in active mode/ Handover and Assignment Command

26.8.1.4.3.2.1
Definition

This is a case to test an unsuccessful change of a physical channel during active state of a call. This test is applicable for any equipment supporting at least one mobile terminating circuit switched basic service.

26.8.1.4.3.2.2
Conformance requirement

1)
The MS, when returning to the old channel after handover or Assignment failure and having established the link, shall remain in the call active state.

References


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.3.4.3.

26.8.1.4.3.2.3
Test purpose

To verify that the MS, when returning to the old channel after handover or Assignment failure and correctly establishing the link, will remain in the call active state.

26.8.1.4.3.2.4
Method of test

Related PICS/PIXIT statements

-
supported MT circuit switched basic services;


Initial conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in CC-state "active".

Foreseen final state of the MS

CC-state "active".

Maximum duration of test

30 s.

Test procedure

The SS initiates a call to the Mobile Station, using an arbitrarily chosen circuit switched basic service (see clause 10 for generic call set up procedures).

The MS being in the call active state, the SS initiates non synchronized handover procedure to cell B. The MS begins to send access bursts on the new DCCH (and optionally the SACCH). The SS activates the SACCH, but does not send a PHYSICAL INFORMATION MESSAGE, thus causing timer T3124 to time-out. Then the MS shall return back to the old channel and re-establish the signalling link on cell A and send a HANDOVER FAILURE message. The state of the MS is then checked.

The SS sends an Assignment command message allocating a hopping TCH/F, but does not activate the assigned channel. The MS shall attempt try to activate the new channel (this is not verified) and shall then reactivate the "old" channel and trigger the establishment of the main signalling link on the old channel. The MS shall send an ASSIGNMENT FAILURE message. The state of the MS is then checked.

Expected sequence

	Step
	Direction
	Message
	Comments

	0
	
	
	Generic call set up procedure defined in subclauses 10.1 and 10.3, depending on choice of Bearer Capability.

	1
	SS -> MS
	HANDOVER COMMAND
	

	2
	MS -> SS
	HANDOVER ACCESS
	Several messages are sent, all with the handover reference sent in the HANDOVER COMMAND message.

	3
	MS -> SS
	HANDOVER FAILURE
	

	4
	SS -> MS
	STATUS ENQUIRY
	

	5
	MS -> SS
	STATUS
	cause 30#, state U10

	6
	SS -> MS
	ASSIGNMENT COMMAND
	Channel type = TCH/F, hopping. The MS attempts and fails to establish a signalling link on the new channel.

	7
	
	
	The MS re-establishes the signalling link on the "old" channel.

	8
	MS -> SS
	ASSIGNMENT FAILURE
	RR cause value = "protocol error unspecified"

	9
	SS -> MS
	STATUS ENQUIRY
	

	10
	MS -> SS
	STATUS
	cause 30#, state U10


Specific message contents:

ASSIGNMENT FAILURE

	Information Element
	value/remark

	RR cause
	"protocol error unspecified"


HANDOVER FAILURE

	Information Element
	value/remark

	RR cause
	Not checked, as tested elsewhere.


STATUS

	Information Element
	value/remark

	cause
	#30, statue U10.


 [next modified section]
26.9.6
Structured procedures / emergency call

Emergency call establishment can be initiated by an MS whether location updating has been successful or not and whether a SIM is inserted into the MS or not; but only if the MS is equipped for speech.

If the procedures tested in this subclause are not correctly implemented in the MS, establishment, maintenance and clearing of connections might fail in the essential case of emergency calls.

26.9.6.1
Structured procedures / emergency call / idle updated

26.9.6.1.1
Structured procedures / emergency call / idle updated / preferred channel rate

26.9.6.1.1.1
Conformance requirement

1)
For R97/98 MS: The MS in the "idle, updated" state, as after a successful location update, after the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico) has been entered by user, shall send a CHANNEL REQUEST message with correct establishment cause ("emergency call").

For R99 MS: When a SIM/USIM containing stored emergency numbers is present, those numbers are identified as emergency numbers. As an optional requirement, the ME shall also identify 112 and 911 as emergency numbers irrespective of whether these are stored in the SIM/USIM. Any other emergency numbers stored in the ME shall be ignored.
When no emergency numbers are stored within the SIM the following numbers shall be stored in the ME for use as emergency numbers: 112, and 911.
When no emergency numbers are stored within the USIM the following numbers shall be stored in the ME for use as emergency numbers: 112, and 911.
2)
After assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel shall be a CM SERVICE REQUEST message specifying the correct CKSN and TMSI , with CM Service Type "emergency call establishment".

3)
Authentication and cipher mode setting shall be performed successfully.

4)
After cipher mode setting acceptance by the network, the MS shall send an EMERGENCY SETUP message.

5), 6)
The emergency call shall be correctly established. The assignment procedure shall be correctly performed.

7)
After receipt of a CONNECT ACKNOWLEDGE message during correct establishment of the emergency call the TCH shall be through connected in both directions if an appropriate TCH is available.

8)
The call shall be cleared correctly.

Requirement Reference:

For conformance requirement 1 and 2:


3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.3.1.1,
3GPP TS 04.08 / 3GPP TS 24.008 subclauses 5.2.1 and 4.5.1.5, 
3GPP TS 02.30 clause 4, 
3GPP TS 22.101 clauses 8.

For conformance requirement 3:


3GPP TS 04.08 / 3GPP TS 44.018, subclause 3.4.7,
3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.3.2.

For conformance requirement 4:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.2.1.1.

For conformance requirement 5 and 6:


3GPP TS 04.08 / 3GPP TS 24.008, subclauses 5.2.1.1,
3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.4.3.

For conformance requirement 7:


3GPP TS 04.08 / 3GPP TS 24.008, subclauses 5.2.1.6 and 5.1.3.

For conformance requirement 8:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.4.

26.9.6.1.1.2
Test purpose

1)
To verify that an R97/R98 MS supporting speech in the MM state "idle, updated", when made to call the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico), sends a CHANNEL REQUEST message with establishment cause "emergency call". 
To verify that an R99 MS supporting speech (or a R97/98 MS using the R99 Emergency Numbers) in the MM state "idle, updated", when made to call the number 112 or 911, sends a CHANNEL REQUEST message with establishment cause "emergency call".

2)
To verify that after assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel is a CM SERVICE REQUEST message specifying the correct CKSN and TMSI, with CM Service Type "emergency call establishment".

3)
To verify that authentication and cipher mode setting are performed successfully.

4)
To verify that after cipher mode setting acceptance by the SS, the MS sends an EMERGENCY SETUP message.

5)
To verify that subsequently, the SS having sent a CALL PROCEEDING message and then an ALERT message and having initiated the assignment procedure of an appropriate speech traffic channel, which, if the MS supports both TCH/FS and TCH/HS, is at the preferred rate, the MS performs correctly that assignment procedure.

6)
To verify subsequent correct performance of a connect procedure.

7)
To verify that subsequently the MS has through connected the TCH in both directions.

8)
To verify that the call is cleared correctly.

26.9.6.1.1.3
Method of test

Initial Conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in MM-state "idle, updated" with valid TMSI and CKSN.

Specific PICS statements:

-
Speech supported for Half rate version 1 (GSM HR) (TSPC_AddInfo_Half_rate_version_1)

-
Speech supported for Half rate version 3 (GSM HR) (TSPC_AddInfo_Half_rate_version_3)

-
Use of R99 Emergency numbers (TSPC_R99_Emerg)

PIXIT statements:

-
.

Foreseen Final State of the MS

The MS is in MM-state "idle, updated" with valid TMSI and CKSN.

Test procedure

The MS is made to initiate an emergency call. The call is established with late assignment. Having reached the active state, the call is cleared by the SS.

Maximum Duration of Test

1 minute.

Expected Sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The appropriate emergency call number is entered.

	3
	MS -> SS
	CHANNEL REQUEST
	Establishment cause is emergency call establishment.

	4
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	5
	MS -> SS
	CM SERVICE REQUEST
	Message is contained in SABM. The CM service type IE indicates "emergency call establishment".

	6
	SS -> MS
	AUTHENTICATION REQUEST
	

	7
	MS -> SS
	AUTHENTICATION RESPONSE
	SRES specifies correct value.

	8
	SS -> MS
	CIPHERING MODE COMMAND
	SS starts deciphering after sending the message.

	9
	MS -> SS
	CIPHERING MODE COMPLETE
	Shall be sent enciphered. All following messages shall be sent enciphered.

	10
	SS
	
	SS starts ciphering.

	11
	MS -> SS
	EMERGENCY SETUP
	If a half rate speech service is supported, the message must contain one bearer capability IE indicating in the radio channel requirement field "dual rate/half rate preferred" or "dual rate/full rate preferred".  If no half rate speech service is supported, the message must either contain no bearer capability IE or contain one bearer capability IE indicating in the radio channel requirement field "full rate channel".

	12
	SS -> MS
	CALL PROCEEDING
	

	13
	SS -> MS
	ALERTING
	

	14
	SS -> MS
	ASSIGNMENT COMMAND
	The rate of the channel is that one indicated by the EMERGENCY SETUP message, if that message did not offer a choice, and the rate is the preferred one else.

	15
	MS -> SS
	ASSIGNMENT COMPLETE
	

	16
	SS -> MS
	CONNECT
	

	17
	MS -> SS
	CONNECT ACKNOWLEDGE
	

	18
	MS
	
	The TCH is through connected in both directions.

	19
	SS -> MS
	DISCONNECT
	

	20
	MS -> SS
	RELEASE
	

	21
	SS -> MS
	RELEASE COMPLETE
	

	23
	SS -> MS
	CHANNEL RELEASE
	The main signalling link is released.


Note:
According to the conformance requirements there is no need to execute the test case by dialling the number 08 for an R99 MS (or a R97/98 MS using.the R99 Emergency numbers)

Specific Message Contents:

None.

26.9.6.1.2
Structured procedures / emergency call / idle updated, non-preferred channel rate

This test is identical to the test in subclause 26.9.6.1.1 except that in step 14 the assigned TCH has the non-preferred rate.

26.9.6.2
Structured procedures / emergency call / idle, no IMSI

26.9.6.2.1
Structured procedures / emergency call / idle, no IMSI / accept case

26.9.6.2.1.1
Conformance requirement

1)
The MS in the "idle, updated" state, as after a successful location update, after the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico) has been entered  by user, shall send a CHANNEL REQUEST message with correct establishment cause ("emergency call").

2)
After assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel shall be a CM SERVICE REQUEST message specifying the correct IMEI and a non-available CKSN, with CM Service Type "emergency call establishment".

3)
After cipher mode setting acceptance by the network, the MS shall send an EMERGENCY SETUP message.

4),5)
The emergency call shall be correctly established. The assignment procedure shall be correctly performed.

6)
After receipt of a CONNECT ACKNOWLEDGE message during correct establishment of the emergency call the TCH shall be through connected in both directions if an appropriate TCH is available.

7)
The call shall be cleared correctly.

Requirement Reference:

For conformance requirement 1 and 2:


3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.3.1.1,
3GPP TS 04.08 / 3GPP TS 24.008 subclauses 5.2.1 and 4.5.1.5,
3GPP TS 02.30 clause 4.

For conformance requirement 3:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.2.1.1.

For conformance requirements 4 and 5:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.2.1.1,
3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.4.3.

For conformance requirement 6:


3GPP TS 04.08 / 3GPP TS 24.008, subclauses 5.2.1.6 and 5.1.3.

For conformance requirement 7:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.4.

26.9.6.2.1.2
Test purpose

1)
To verify that the MS in the "idle, no IMSI" state (no SIM inserted) when made to call the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico), sends a CHANNEL REQUEST message with establishment cause "emergency call".

2)
To verify that after assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel is a CM SERVICE REQUEST message in which the cipher key sequence number IE indicates "no key is available", the CM service type IE indicates "emergency number establishment", and the mobile identity IE specifies the IMEI of the MS.

3)
To verify that after receipt of a CM SERVICE ACCEPT message from the SS, the MS sends an EMERGENCY SETUP message.

4)
To verify that subsequently, the SS having sent a CALL PROCEEDING message and then an ALERT message and having initiated the assignment procedure of an appropriate speech traffic channel, which, if the MS supports both TCH/FS and TCH/HS, is at the preferred rate, the MS performs correctly that assignment procedure.

5)
To verify subsequent correct performance of a connect procedure.

6)
To verify that subsequently the MS has through connected the TCH in both directions.

7)
To verify that the call is cleared correctly.

26.9.6.2.1.3
Method of test

Initial Conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in MM-state "idle, no IMSI", no SIM inserted.

Specific PICS statements:

-
.

PIXIT statements:

-
.

Foreseen Final State of the MS

The MS is in MM-state "idle, no IMSI", no SIM inserted.

Test procedure

The MS is made to initiate an emergency call. The call is established without authentication, without ciphering, with late assignment. Having reached the active state, the call is cleared by the SS.

Maximum Duration of Test

1 minute.

Expected Sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The appropriate emergency call number is entered.

	3
	MS -> SS
	CHANNEL REQUEST
	Establishment cause is "emergency call".

	4
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	5
	MS -> SS
	CM SERVICE REQUEST
	Message is contained in SABM. The CM service type IE indicates "emergency call establishment". The mobile identity IE specifies the IMEI of the MS. The cipher key sequence number IE indicates "no key is available".

	4
	SS -> MS
	CM SERVICE ACCEPT
	

	11
	MS -> SS
	EMERGENCY SETUP
	

	12
	SS -> MS
	CALL PROCEEDING
	

	13
	SS -> MS
	ALERTING
	

	14
	SS -> MS
	ASSIGNMENT COMMAND
	The rate of the channel is one indicated by the EMERGENCY SETUP message.

	15
	MS -> SS
	ASSIGNMENT COMPLETE
	

	16
	SS -> MS
	CONNECT
	

	17
	MS -> SS
	CONNECT ACKNOWLEDGE
	

	18
	MS
	
	The TCH is through connected in both directions.

	19
	SS -> MS
	DISCONNECT
	

	20
	MS -> SS
	RELEASE
	

	21
	SS -> MS
	RELEASE COMPLETE
	

	23
	SS -> MS
	CHANNEL RELEASE
	The main signalling link is released.


Specific Message Contents:

None.

26.9.6.2.2
Structured procedures / emergency call / idle, no IMSI / reject case

26.9.6.2.2.1
Conformance requirement

1)
The MS in the "idle, no IMSI" state (no SIM inserted), after the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico) has been entered, shall send a CHANNEL REQUEST message with correct establishment cause ("emergency call").

2)
After assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel shall be a CM SERVICE REQUEST message specifying the correct IMEI and a non-available CKSN, with CM Service Type "emergency call establishment".

3)
In the situation at the end of test purpose 2, when the MS receives a CM SERVICE REJECT message, it shall abandon the emergency call.

Requirement Reference:

For conformance requirement 1 and 2:


3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.3.1.1,
3GPP TS 04.08 / 3GPP TS 24.008 subclauses 5.2.1 and 4.5.1.5,
3GPP TS 02.30 clause 4.

For conformance requirement 3:


3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.4.7,
3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.5.1.1.

26.9.6.2.2.2
Test purpose

1)
To verify that the MS in the "idle, no IMSI" state (no SIM inserted) when made to call the number 112, (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico) sends a CHANNEL REQUEST message with establishment cause "emergency call".

2)
To verify that after assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel is a CM SERVICE REQUEST message in which the cipher key sequence number IE indicates "no key is available", the CM service type IE indicates "emergency call establishment", and the mobile identity IE specifies the IMEI of the MS.

3)
To verify that after receipt of a CM SERVICE REJECT message from the SS, the MS abandons the emergency call establishment.

26.9.6.2.2.3
Method of test

Initial Conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in MM-state "idle, no IMSI", no SIM inserted.

Specific PICS statements:

-
.

PIXIT statements:

-
.

Foreseen Final State of the MS

The MS is in MM-state "idle, no IMSI", no SIM inserted.

Test procedure

The MS is made to initiate an emergency call. The call is established without authentication, without ciphering, with early assignment. The SS responds to the CM SERVICE REQUEST from the MS with a CM SERVICE REJECT message specifying in the reject cause IE the reject cause value "IMEI not accepted". The SS then verifies for during 5 s that the MS does not send a layer 3 message. Then the call is cleared by the SS. The SS verifies during 20 s after disconnection of the main signalling link that the MS does not initiate an RR connection establishment.

Maximum Duration of Test

1 minute.

Expected Sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The appropriate call number is entered.

	3
	MS -> SS
	CHANNEL REQUEST
	Establishment cause is "emergency call".

	4
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	5
	MS -> SS
	CM SERVICE REQUEST
	Message is contained in SABM. The CM service type IE indicates "emergency call establishment". The mobile identity IE specifies the IMEI of the MS. The cipher key sequence number IE indicates "no key is available".

	4
	SS -> MS
	CM SERVICE REJECT
	the reject cause IE specifies reject cause value #5, "IMEI not accepted".

	5
	SS
	
	During 5 s, the SS verifies that the MS does not send L3 messages.

	6
	SS -> MS
	CHANNEL RELEASE
	The main signalling link is released.

	7
	SS
	
	During 20 s, the SS verifies that the MS does not initiate an RR connection establishment.


Specific Message Contents:

-
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