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1. Discussion
At RAN#34, RAN3 was tasked to study solutions to remove the upper limitation of 4096 RNC identities that exist in today’s specifications. This study was opened as a part of the TEI7 work, and was motivated by the potential deployment of very large networks. It should also be said that removing the upper limit of 4096 RNC identities would also simplify for the deployment of small RNC implementations in normally sized networks.

In RAN3#55 one solution to overcome this limitation was presented in [R3-070280]. The proposal uses a mechanism in where some bits in the S-RNTI and S-RNTI2 fields are removed, and reused to extend the SRNC identity field. As the same number of bits that are removed from the S-RNTI fields are used to extend the SRNC identity, and as both fields are signalled together and included in the U-RNTI, it was claimed that this solution will not impact legacy terminals.

RAN3 did not endorse this solution. There were basically two areas in where Ericsson thought guidance from TSG RAN would be needed:

1. The presented solution targets to remove the limitation with the existing 4096 RNC identities. But by applying this solution, new restrictions and limitations are introduced in the network. This is especially important in the limitation of the S-RNTI2 field.
2. The proposed changes (extension of RNC identity) will affect functionality that has been specified by other groups (RAN2 and CN groups). It is questionable if we can let RAN3 solely decide on what is the best alternative to resolve this problem without asking/cooperating with other groups in an appropriate way.
To this meeting, RAN3 has submited what at RAN3#55 was thought to be technically correct CRs. After some additional analysis since RAN3#55, we here provide a list if issues and questions which we think should be adequately answered before the CRs are approved. 

The issues can be shortly summarized in the following bullet list. Annex A contains a more elaborate discussion describing the specific problems, as well as proposals on how respective issue can be resolved:
· Recovery from RL failure and other failure scenarios will in some cases not work as the target RNC is not aware how the U-RNTI has been originally coded.

· Coding of U-RNTI differs depending on if the UE is handed over from UTRAN or GERAN which reduce robustness and can cause additional failure scenarios.

· Group release functionality will cease to work.

· Limited number of simultaneous ongoing GERAN -> UTRAN handovers can cause restrictions on the number of handovers that can be performed in one RNC.

· Inconsistencies between RAN2 and RAN3 specifications, in where RAN3 specifications include extended RNC identities and RAN2 specifications does not.

· Change of RNC identity concept impact CN nodes by means of how they are configured and their handling of routing tables.

2. Conclusion and Way Forward

In this contribution (Annex A) we have analysed the proposal to extend the RNC identity as proposed in [R3-070280]. We have encountered several areas in where the existing documentation does not provide answers. We have also identified that the proposed CRs will create an inconsistency with other RAN specifications and the proposed changes will impact the CN implementation.

Considering that the identified areas in where answers have not been provided are also within the expertise of RAN2 and SA2, we propose that those groups should become involved in the development of a final solution.

We would like to ask TSG RAN for guidance on the way forward. 
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Annex A – Open Issues With R3-070280
Since RAN3#55 where the solution to extend the SRNC identity has been known, Ericsson has spent some effort on analysing the consequences of that proposal. In this section we lift some issues that we think needs further consideration. We think that these questions need an adequate answer before any CRs should be approved.

A.1 Failure scenarios

The attractiveness of making the UE unaware of the extended RNC identity has however the drawback that in some failure scenarios there is a risk that the UE is lost and connection can not be restored. For example, RL Failure happens when the UE looses radio contact with serving NodeB. In this case the UE shall perform a cell re-selection and initiate a cell update towards the best serving cell. As the U-RNTI does not contain any information on whether the RNC-id is a normal or an extended variant, it is basically impossible for the RNC receiving this U-RNTI to route the message back to the old SRNC.
RL Failure is one problematic scenario, but basically this can happen for every scenario in where the UE looses contact with the network, perform an autonomous cell reselection and there is a risk that the receiving RNC can not identify how the U-RNTI is coded. One other example is if the UE receives HO COMMAND but can not synchronize to the target cell.
Potential solutions: One possible way to address this problem could be to introduce a planning concept for RNC identities. Basically the operator has to make sure (by planning) that any 12 bit RNC identity will not appear as the first 12 bits of a 16 bit RNC identity. If there is a collision, an RNC using the 12 bit RNC ID will route messages to the wrong RNC.

A.2 2G -> 3G Handover
[R3-070280] describes a solution how the RNC identity is conveyed when the UE is in other accesses (e.g. GERAN) and performs a handover to UTRAN. The proposal is based on using the MSBs of the SRNTI2 to convey the extended RNC-id to the UE. The UE will however not be aware of this and will put together the U-RNTI as specified in 25.331, setting the 10 MSBs of the SRNTI part to all zeros. This essentially means that the extended RNC-id bits will be in different locations in the U-RNTI depending if the UE received the U-RNTI in UTRAN or in GERAN. This is makes the solution less robust since if a RL failure occurs just after a handover from GERAN the UEs recovery message (e.g. Cell Update) will be routed to the wrong RNC (even if the message is sent in the same cell).
Potential solutions: This problem could be addressed by using the LSBs of the SRNTI to indicate the extended RNC-id, since in this case the same bits will be used regardless if the UE got assigned a SRNTI (long) or a SRNTI2 (short).
A.3 Group Release
The group release functionality specified in 25.331 will most likely cease to work as intended when extended RNC-id is used. The reason for this is that the bitmap used to tell which UEs to be released does not extend over the SRNTI part of the U-RNTI. This means that it will not be possible to release all UEs of one RNC without also releasing UEs of all RNCs sharing the same original RNC-id field.

Potential solutions: No solution is identified. RAN2 need to analyze the impacts of not supporting Group Release functionality when using extended RNC-id. 
A.4 S-RNTI2 Limitations

In the proposed solution, 4 bits from the 10 bit S-RNTI2 field are taken to extend the SRNC identity. As a result only 6 bits remains in the S-RNTI2 field, which yields 64 different UE identities. The S-RNTI2 value is used to construct the HANDOVER TO UTRAN COMMAND and basically sets a limitation on the number of simultaneous 2G -> 3G handovers that can be incoming to a 3G RNC. For a small RNC controlling only a few cells, this limitation is not a problem, as the S-RNTI can be reallocated when the UE has finalized the 2G->3G Handover.
But for a normal size RNC, an upper limit of 64 incoming handovers could actually be rather limiting. Consider the following scenario: Assume that a 2G->3G HO followed by a reallocation of the S-RNTI takes in the order of 10 sec to perform. Assume an RNC controlling 500 cells. In such a scenario we could only perform 64/500*60/10=0.768 [HO/cell/min], i.e. not even one handover per cell per minute. 

Potential Solutions: One way to avoid this problem is by proper planning of 2G and 3G coverage. Basically the operator has to ensure that 2G coverage is not lost rapidly where there is 3G coverage.
A.5 Specification Technical Issues
A.5.1 RAN2 Impact

When analysing the impact of the proposed solution, we encountered several locations in 25.331 in where the specification refers to the RNCid as a 12bit field. See for example the following extract from section 8.3.6.3:

----------------------------

The UE shall:

1>
store a U-RNTI value (32 bits), which is derived by the IEs "SRNC identity" (12 bits) and "S-RNTI 2" (10 bits) included in IE "U-RNTI-short". In order to produce a full size U-RNTI value, a full size "S-RNTI" (20 bits) shall be derived by padding the IE "S-RNTI 2" with 10 zero bits in the most significant positions; and
----------------------------
Clearly, when in [R3-070280] stating that legacy UEs are not affected, such consideration was only done from the pure perspective that the same number of bits are used for the U-RNTI. It could be questioned if the RAN specifications should contain such an inconsistency, meaning that 25.413 and 25.423 includes the possibility to signal an extended SRNC identity, while 25.331 states that the SRNC identity is always 12 bits.

Potential Solutions: If the proposed solution is adopted, then clearly a CR is also needed for 25.331 in order to avoid inconsistencies between RAN specifications. One potential way forward could be to remove all references to the actual identities in RRC, making the UE unaware of the structure of the U-RNTI. This however needs to be studied to ensure that such a removal will not have other impact on the UE functionality.
A.5.2 CN Impact

In CN the RNC identity is used to route messages between CN and relevant RNCs. Changing the number of bits in the RNC identity will impact the routing tables in the CN nodes. The question is not only limited to the number of bits in the actual information element, but also that RNCs need to be configured in the CN nodes and RNC identity is a key part of that configuration. We believe that relevant CN groups should at least be informed before such an important concept is touched.

Proposed solution: As a minimum SA2 should be informed and asked to consider what would be the impact of a change of the RNC identity.
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