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11.2.61
AP Service Name

The AP Service Name element contains either the SSID or the PAN Service Name of the unlicensed AP being used.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	AP Service Name IEI
	octet 1

	Length of AP Service Name IE contents
	octet 2

	AP Service Name type 
	octet 3

	AP Service Name, 1st octet
	octet 4

 ...

octet n

	AP Service Name, last octet
	


Figure 11.2.61.1: AP Service Name information element

Table 11.2.61.1: AP Service Name information element

	AP Service Name type number value (octet 3)
Bits
8 7 6 5 4 3 2 1 
0 0 0 0 0 0 0 1
SSID
0 0 0 0 0 0 1 0
PAN Service Name

All other values are undefined in Release 1.

AP Service Name value (octet 4 to octet n)
The AP Service Name is coded as a string according to UTF-8 format defined in RFC 3629 [50]. This means that the 1st octet of the UTF-8 string is coded in octet 4 and the last octet of the UTF-8 string is coded in the last octet of this IE (octet n).


11.2.62
GAN Service Zone Information 

The purpose of the GAN Service Zone Information information element is to provide the mobile station with GAN Service Zone related information applicable to the current location of the user. It consists of two fields. GAN Service Zone Name string can be used by the GANC to indicate textual information related to the location. GAN Service Zone Icon Indicator can be used by the GANC to turn on various indicators in the mobile station.

	
	GAN Service Zone Information IEI
	octet 1

	Ext
	Length of GAN Service Zone Information value contents
	octet 2,2a

	GAN Service Zone Icon Indicator
	octet 3

	Length of GAN Service Zone Name string
	octet 4

	GAN Service Zone Name string, 1st octet
	octet 5

	
	

	GAN Service Zone Name string, last octet
	octet n


Figure 11.2.62.1: GAN Service Zone Information information element

Table 11.2.62.1: GAN Service Zone Information information element

	GAN Service Zone Icon Indicator, octet 3

Value

1
Unlimited Calls

128-254
Operator specific values

All other values are reserved.
GAN Service Zone Name, octets 4-n
Octet 4 defines the length (i.e. number of octets) of the GAN Service Zone Name string starting in octet 5.  Maximum length of the GAN Service Zone Name string is 32 characters and as each character can be presented using 1 to 4 octets the maximum number of octets is 128.
The GAN Service Zone Name string (octets 5 to n) is coded as a string according to UTF-8 format defined in RFC 3629 [50]. This means the 1st octet of the UTF-8 string is coded in octet 5 and the last octet of the UTF-8 string is coded in the last octet of this field (octet n). 
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