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1
Introduction

One proposal that has been made in the context of GERAN Evolution consists of new burst structures, obtained from the aggregation of multiple adjacent timeslots and from the removal of the training sequence from all bursts except one. 

The proposal is described in Section 11 of 3GPP TR 45.902 and will not be re-presented here.

Given the status of GERAN Evolution out of 3GPP GERAN #28, this proposal can be considered as particularly suited for the uplink.
With this background, this paper presents considerations on the RLC/MAC aspects related to the new burst structures. 

Section 2 provides the background on the existing RLC/MAC block organization. 

Section 3 describes the options associated to the introduction of the new formats.

Some of these are later detailed in Section 4, and 5, respectively.

The options are then discussed in Section 6.
2

Description of existing RLC/MAC block structure
2.1 Principles
The existing working principles and inter-relations of RLC, MAC, and physical layer for the uplink are summarized as follows
· Data comes uncoded from the upper layers (IP/SNDCP/LLC)

· BCS (12 bits) is added
· Data is coded with the same convolutional mother code as EGPRS
· Constraint length = 7

· Data is then punctured
· Puncturing pattern dependent on MCS
· 1 or 2 data blocks co-exist in a fourtet of timeslots (radio block).

· MCS1-6: 1 data block per radio block

· MCS7-9: 2 data blocks per radio block
· Header is created & HCS is added to the header
· Header is coded with the same convolutional mother code and then punctured 
· Different puncturing pattern than data part
· Header & data part(s) are interleaved over the four timeslots

· Stealing flags (SF) are added
· Modulation is performed

2.2 Pictorial representation of MCS1-4 for 1-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS1-4
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2.3 Pictorial representation of MCS5-6 for 1-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS5-6
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2.4 Pictorial representation of MCS7-9 for 1-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS7-9
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2.5 Numerology
The following table summarizes the numerology associated with the schemes described in Sections 2.2, 2.3 and 2.4. This table also captures the fact that MCSs are grouped in families (A, B, C).

All figures in bits.
The nomenclature is as follows.

Uncoded Header: Header before coding. It changes for the GMSK blocks, the 8PSK blocks and the 8PSK blocks carrying two RLC blocks
HCS: Protection for the header

Uncoded Data: “raw” data, i.e. data coming from the upper layers before coding & puncturing
BCS: Protection for the data part

Coded Header: Header + HCS after coding & puncturing

Coded Data: Data + BCS after coding & puncturing
Code rate: effective code rate for the data part (the mother code is the same, but the amount puncturing changes from MCS to MCS)

Total: number of bits that are passed to the fourtet of timeslots at the physical layer

	
	“Old” Format (no aggregation)

	
	Uncoded Header
	HCS
	Uncoded Data
	BCS
	Coded Header
	Coded Data
	code rate
(data part)
	Total

	MCS-1 (C) 
	31
	8
	176
	12
	80
	372
	~0.5
	452

	MCS-2 (B)
	31
	8
	224
	12
	80
	372
	~0.63
	452

	MCS-3 (A)
	31
	8
	296
	12
	80
	372
	~0.83
	452

	MCS-4 (C)
	31
	8
	352
	12
	80
	372
	~1
	452

	MCS-5 (B)
	37
	8
	448
	12
	136
	1248
	~0.37
	1384

	MCS-6 (A)
	37
	8
	592
	12
	136
	1248
	~0.48
	1384

	MCS-7 (B)
	46
	8
	2*448
	2*12
	160
	2*612
	~0.75
	1384

	MCS-8 (A)
	46
	8
	2*544
	2*12
	160
	2*612
	~0.9
	1384

	MCS-9 (A)
	46
	8
	2*592
	2*12
	160
	2*612
	~1
	1384


Table 1. Numerology for existing RLC/MAC blocks

3

RLC blocks for the 2-slot aggregation
3.1 
Introduction

The following section will consider the 2-slot aggregation as an example. 

However, the principles discussed here can be easily extended to an aggregation of multiple slots.

3.2 
RLC/MAC and the New Burst Structures
When the physical layer uses the new burst structures, each TDMA frame offers to the MAC and RLC layers a larger number of bits. 

Further, it is assumed that, in correspondence of a 2-slot aggregation, two RLC blocks will still be carried, i.e. one RLC block in correspondence of every timeslot, with the exception of MCS7-9. This is in line with the existing RLC behaviour.
Provided this, the additional bandwidth offered by the new burst formats can be exploited in the following ways

1. Increase the RLC block size & keep the same code rate and the same mother code (convolutional)
2. Keep the same RLC block size & make the code rate more robust (keeping also the same mother code)
3. Trade-off between (1) & (2)
4. Increase the RLC block size & exploit the increased length with different coding, e.g. with turbo or LDPC codes
Section 4 will illustrate option 1

Section 5 will illustrate option 2.

Option 4 can be to some extent inferred from the Sections 4 and 5 and will not be discussed here to simplify the paper.

4

Increased RLC block size for the 2-slot aggregation
4.1 
Principles

The working principles and inter-relations of RLC, MAC, and physical layer for this option are summarized as follows for the case of the 2-slot aggregation. 
· The same working principles illustrated in Section 2.1 are maintained. 
Additionally

· The header is assumed to be larger to indicate the multiple blocks
· Data (non coded) has to be a multiple of 8

· The BCS is increased from 12 to 16 
· Better error detection for slightly longer blocks
· 12 stealing flags (SF) were accounted for the New Formats
· Cope with eventual definition of additional MCS’s for reduced TTI
· A, B. C indicates the EGPRS family. The same concept has been maintained

· The code rate has been kept the same as old format
· Data part is ~21% larger consistently for all MCS

4.2 Pictorial representation of MCS1-4 for 2-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS1-4 for larger block sizes
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4.3 Pictorial representation of MCS5-6 for 2-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS5-6 for larger block sizes
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4.4 Pictorial representation of MCS7-9 for 2-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS7-9 for larger block sizes

[image: image6.emf]Header (70) HCS  Uncoded Data

BCS

Coded Header (240 bits) Coded Data (747 bits)

2-slot burst 2-slot burst 2-slot burst 2-slot burst

Payload: 

810 bits

Stealing Flags: 3

Uncoded Data

MCS-7: 544 bits

MCS-8: 656 bits

MCS-9: 720 bits

coding + puncturing coding + puncturing

Payload: 

810 bits

Stealing Flags: 3

Payload: 

810 bits

Stealing Flags: 3

Payload: 

810 bits

Stealing Flags: 3

Coded Data (747 bits) Coded Data (747 bits) Coded Data (747 bits)

 Uncoded Data

BCS

 Uncoded Data

BCS

 Uncoded Data

BCS


4.5 
A numerology

The following table summarizes the numerology associated with the schemes described in Sections 4.2, 4.3 and 4.4. This table also captures the fact that MCSs are still grouped in families (A, B, C).

All figures in bits.

The nomenclature is as follows.

Uncoded Header: Header before coding. It changes for the GMSK blocks, the 8PSK blocks and the 8PSK blocks carrying two RLC blocks
HCS: Protection for the header

Uncoded Data: “raw” data, i.e. data coming from the upper layers before coding & puncturing. This is consistently larger than the corresponding value presented in Section 2.5. In other words, all of the additional bandwidth coming from the timeslot aggregation has been employed to provide a larger RLC payload.
BCS: Protection for the data part

Coded Header: Header + HCS after coding & puncturing

Coded Data: Data + BCS after coding & puncturing
Code rate: effective code rate for the data part (the mother code is the same, but the amount of puncturing changes from MCS to MCS). It shall be noted that the code rate is always equal to the code rate of the existing RLC blocks, as indicated in Table 2

Total: number of bits that are passed to the fourtet of timeslots are the physical layer
	
	New Format (2-slot aggregation, larger RLC blocks)

	
	Head
	HCS
	Uncoded Data
	BCS
	Coded Header
	Coded Data
	data code rate
	total

	MCS-1 (C) 
	46
	8
	2*216
	2*16
	160
	2*454
	~0.5
	1068

	MCS-2 (B)
	46
	8
	2*272
	2*16
	160
	2*454
	~0.63
	1068

	MCS-3 (A)
	46
	8
	2*360
	2*16
	160
	2*454
	~0.83
	1068

	MCS-4 (C)
	46
	8
	2*432
	2*16
	160
	2*454
	~1
	1068

	MCS-5 (B)
	52
	12
	2*544
	2*16
	180
	2*1524
	~0.37
	3228

	MCS-6 (A)
	52
	12
	2*720
	2*16
	180
	2*1524
	~0.48
	3228

	MCS-7 (B)
	70
	12
	4*544
	4*16
	240
	4*747
	~0.75
	3228

	MCS-8 (A)
	70
	12
	4*656
	4*16
	240
	4*747
	~0.9
	3228

	MCS-9 (A)
	70
	12
	4*720
	4*16
	240
	4*747
	~1
	3228



Table 2. RLC/MAC Numerology for 2-slot aggregation with larger RLC blocks
5

Reduced code rate for the 2-slot aggregation
5.1 
Principles

The working principles and inter-relations of RLC, MAC, and physical layer for this option are summarized as follows for the case of the 2-slot aggregation. 
· The same working principles illustrated in Section 2.1 are maintained. 
Additionally

· The header is assumed to be larger to indicate the multiple blocks

· Data (non coded) has been kept the same as for the existing RLC/MAC blocks
· 12 stealing flags (SF) were accounted for the New Formats
· Cope with eventual definition of additional MCS’s for reduced TTI
· A, B. C indicates the EGPRS family. The same concept remains the same
· The code rate has been reduced for each MCS
· All of the bandwidth made available from the new burst format is used to reduce the code rate for the same payload size
5.2 Pictorial representation of MCS1-4 for 2-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS1-4 for reduced code rate
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5.3 Pictorial representation of MCS5-6 for 2-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS5-6 for reduced code rate
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5.4 Pictorial representation of MCS7-9 for 2-slot bursts (UL)
The following is a pictorial representation of the coding/puncturing/multiplexing process for MCS7-9 for reduced code rate
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5.5 
A numerology

The following table summarizes the numerology associated with the schemes described in Sections 5.2, 5.3 and 5.4. This table also captures the fact that MCSs are still grouped in families (A, B, C).

All figures in bits.

The nomenclature is as follows.

Uncoded Header: Header before coding. It changes for the GMSK blocks, the 8PSK blocks and the 8PSK blocks carrying two RLC blocks
HCS: Protection for the header

Uncoded Data: “raw” data, i.e. data coming from the upper layers before coding & puncturing. This is the same as Section 2.5. 
BCS: Protection for the data part

Coded Header: Header + HCS after coding & puncturing

Coded Data: Data + BCS after coding & puncturing
Code rate: effective code rate for the data part (the mother code is the same, but the amount puncturing changes from MCS to MCS). In other words, all of the additional bandwidth coming from the timeslot aggregation has been employed to reduce the code rate

Total: number of bits that are passed to the fourtet of timeslots are the physical layer
	
	New Format (2-slot aggregation, more robust code rate)

	
	Head
	HCS
	Uncoded Data
	BCS
	Coded Header
	Coded Data
	data code rate
	total

	MCS-1 (C) 
	46
	8
	176
	12
	160
	2*454
	~0.365
	1068

	MCS-2 (B)
	46
	8
	224
	12
	160
	2*454
	~0.49
	1068

	MCS-3 (A)
	46
	8
	296
	12
	160
	2*454
	~0.65
	1068

	MCS-4 (C)
	46
	8
	352
	12
	160
	2*454
	~0.775
	1068

	MCS-5 (B)
	52
	12
	448
	12
	180
	2*1524
	~0.29
	3228

	MCS-6 (A)
	52
	12
	592
	12
	180
	2*1524
	~0.388
	3228

	MCS-7 (B)
	70
	12
	2*448
	2*12
	240
	4*747
	~0.6
	3228

	MCS-8 (A)
	70
	12
	2*544
	2*12
	240
	4*747
	~0.73
	3228

	MCS-9 (A)
	70
	12
	2*592
	2*12
	240
	4*747
	~0.79
	3228



Table 3. RLC/MAC Numerology for 2-slot aggregation with reduced code rate
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Discussion
Two options have been discussed in this contribution to exploit the new burst formats at the RLC/MAC layer. One third option automatically comes as a trade-off between the two. A fourth option also exists and was not discussed in detail here.
This is summarized by the following scheme

	
	Option 1
	Option 2
	Option 3
	Option 3

	Basic Principle
	Increase the RLC block size

Keep the code rate unchanged
	Keep the RLC block size unchanged

Reduce the code rate
	Increase the RLC block size 

Reduce the code rate

(middle way between Option 1 and Option 2)
	Increase the RLC block size 

Change the mother code (e.g. Turbo, LDPC)

	Expected behaviour
	Larger amount of data is transferred in a given radio block

The BLER per radio block is expected to get slightly larger (slightly larger RLC block size for same or similar BER)
	The BLER per radio block is expected to be reduced, thus improving the overall throughput
	
	Larger amount of data is transferred in a given radio block

The BLER per radio block is expected to be reduced, thus improving the overall throughput

	Notes
	There is still one RLC block per timeslot for MCS1-6 and two RLC blocks per timeslot for MCS7-9. 

New RLC block size have to be defined.
	There is still one RLC block per timeslot for MCS1-6 and two RLC blocks per timeslot for MCS7-9. 

Further, the RLC block size is the same as for the legacy case, irrespective of the number of aggregated slots.

The number of aggregated slots influences only the puncturing pattern
	
	New RLC blocks and a new mother code have to be designed

	Described in
	Section 4
	Section 5
	
	Not described in detail here


Options 1 and 2 are describing a trade-off curve between larger block size and more robust code rate. The optimum point of this curve would most likely have to be found with simulations.
Option 4 is also attractive in case one is willing to pursue changes to the employed coding technique. This in any case would be worth an investigation.
7



Conclusions
This contribution has described RLC/MAC aspects and options associated with the potential introduction of the New Burst Formats in the uplink.
Various options exist for the usage of the additional bandwidth being offered by the physical layer:
· introduce larger RLC block sizes, maintaining the same mother code & code rate
· adopt a more robust code rate for the existing RLC block sizes (with the same mother code)
· find an optimal trade-off between the two previous options
· introduce larger RLC block size and introduce a new mother code based on a different coding technique

This paper has not discussed what this optimal point is, or whether one option is strictly better than the other. The exact RLC/MAC design should be left to the Work Item phase.
However, it has showed that there are relatively simple ways to exploit the New Burst Formats at the upper layers while respecting the design and working principles of the existing RLC/MAC. In this sense, this paper contributes to show the feasibility of the proposed feature.
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