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1. Overall Description:

3GPP TSG GERAN promised in an earlier response to LS S3-050467, that TSG SA WG3 would be informed as soon as any result concerning the following issues raised in that LS had been reached by TSG GERAN WG2:
· Reducing the amount of data sent unprotected before ciphering can be started during PS handover when the target system is GERAN A/Gb mode.


· Clarifying security context maintenance within 3GPP TS 43.129.

TSG GERAN WG2 has now agreed the enclosed CR, in which:
· It is clarified that ciphering can be  started as soon as data starts to flow in the new cell, i.e. no data has to be sent unprotected.


· References to 3GPP TS 33.102 and 3GPP TS 29.060 have been introduced instead of describing in 3GPP TS 43.129 all cases of security context maintenance.
2. Actions:

None.

3. Date of Next TSG-GERAN WG2 Meetings:

TSG GERAN WG2 #28
          17th  – 19th  January, 2006              Brussels, Belgium
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